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Dear Mr. Flahaven, Mr. Burdick, and Ms. Gunderson:

Enclosed please find the final report of the Information Policy Task Force, prepared as directed
in 1997 Minnesota Laws, chapter 202, article 2, section 56. The Task Force was created to study
and make recommendations regarding Minnesota law on public information policy, including
government data practices and information technology issues. As required, the final report
contains the Task Force's findings and recommendations, including any proposed legislation.

The Task Force has had a careful and deliberative process since it began meeting ill October
1997. We have taken testimony from many persons with many points of view on many issues.
We attempted to be open to everyone. As we worked to finalize the report, we were able to
achieve consensus on some, but not all, of the findings and recommendations.

The report is not so much a checklist, as it is a description of issues related to public information
policy. The report delineates points of agreement and disagreement. We hope the report serves
its intended purpose of informing the Legislature on the many complex, contentious, and
important issues surrounding public information policy.----_.._-~-_ 1997 Minn. Laws Chapo 202
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In closing, I want to commend the members of the Task Force for their time, effort, and
dedication and for the contribution they have made to the development ofpublic infoxmation
policy in Minnesota. I also want to thank the staffof the Task Force for their dedication and for
the large volume ofhigh quality work they did in support of the Task Force.

Anne M. Barry: Chair
Information Policy Task Force
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I. Executive Summary

The Infonnation Policy Task Force was created by legislation enacted in 1997. The Task
Force, composed ofeight citizen and four legislative members, was given a very broad
charge to study and make recommendations concerning: the content and organization of
data practices and related statutes; issues related to surveillance and other fonns of
infonnation technology, including the impact of technology on data practices and
privacy; procedures for developing ~d implementing a coherent and coordinated
approach to information policy; approaches to information policy in other states and
foreign jurisdictions; and, other information policy issues as identified by the Task Force.

The Task Force began meeting in October, 1997. Over these last several months, the
Task Force has heard presentations on a number of issues; reviewed existing infonnation
policy principles drawn from certain Minnesota Statutes; concluded that some principles
should be discarded and new principles articulated, heard public comment on its work;
received and reviewed written submissions; and prepared a number ofrecommendations,
including draft legislation to carry out those recommendations. Early on the Task Force
decided that, whenever possible, recommendations and other actions taken by the Task
Force would be done by evolving a consensus of the Task Force membership. Many of
the Task Force's recommendations are the product of this consensus process. However,
there were occasions when disagreement among Task Force members about the content
ofa principle or the statement of a recommendation was put to a vote of the members
present. Most votes taken by the Task Force were close votes.

The full text of this Report: details the composition ofand activities of the Task Force;
articulates an updated set of information policy principles; makes a series ofdetailed
recommendations; provides legislation to carry out those recommendations; analyzes the
budgetary implications of recommendations with fiscal impact; and, includes written
submissions presented by persons who appeared before the TaskForce or who reacted to
drafts of the Task Force's Report.

The recommendations ofthe Task Force are as follows:

Recommendation 1:

Recommendation 2:

Minnesota Statutes Section 15.17 should be amended to
reflect the reality that important government records are
increasingly kept in media which are not paper.

More education and assistance should be provided to
government entities so that entities can effectively deal
with the proper disposition ofgovernment records. There
is a particular and growing need to assist entities at all
levels of government with the proper disposition of
computerized records. The Department ofAdministration
and the State Archives Department of the Minnesota
Historical Society should work, in conjunction with



Recommendation 3:

Recommendation 4:

Recommendation 5:

Recommendation 6:

Recommendation 7:

government entities, to provide technical and policy
guidance and to provide on-going education on issues of
electronic records management.

The Data Practices Act should be amended to require each
government entity to disseminate to the public, in some
form, and at a minimum post in the entity reception area,
the procedures in effect in the agency which tell the public
how to gain access to public government data. Those
procedures should be updated as personnel and other
changes occur.

The Data Practices Act should be amended so that the
charges that government entities can assess to the public for
copying public government data are limited only to the
marginal costs ofproviding the data in the form it is
maintained by the government entity. The amendment
should explicitly say that government entities should only
be able to charge for the actual costs ofmaking the copies
and that those costs should not include labor, overhead and
development costs incurred by the entity in providing the
copies or maintaining the public data. Any government
entity that has or receives specific statutory authority for
charging more than marginal costs should be able to do so.

The Data Practices Act should be clarified to explain that
public access to public government data using on line
inquiry methods including examination of data,
downloading data or printing copies of data, is, in this
electronic age, a form of inspection ofdata. This type of
inspection of government data, just like inspection by
visual examination ofpaper records, should be at no cost to
the individual making the inquiry as long as the individual
is bearing the costs of the communication hookup to the
government entity. Note: this would not require a
government entity to put data on-line. It would only
require that data that are.already on-line be available for
inspection without charge.

The Data Practices Act should be amended to require
government entities that want to copyright various forms of
government data have legislative authority to do so.

The Data Practices Act should be amended to specifically
require that when government entities hold public
government data in an electronic medium, the public should
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Recommendation 8:

Recommendation 9: .

Recommendation 10:

Recommendation 11:

Recommendation 12:

Recommendation 13:

Recommendation 14:

be able to acquire copies of the data in that electronic
medium. Government entities should design and
implement new government data systems so that public
data are easily accessible for electronic use and copying by
citizens.

In authorizing any program intended to offer services
and/or government information electronically, the
Legislature should provide funding for any program
intended to offer mechanisms that permit citizens to take
advantage of the program whether or not they own or have
ready access to electronic equipment.

The Data Practices Act should be amended to limit the
authority of focal government bodies to make decisions
about disseminations ofnot public government data.

The Data Practices Act should be amended to change the
notice requirements ofMinnesota Statutes Section 13.04,
subdivision 2, (the "Tennessen Warning") when the data
being collected are private data about government
employees or private data about students.

The Data Practices Act should be amended so that
government entities should be required to provide data
subjects with immediate access to data about themselves or
to provide access within I0 days ofthe request ofa data
subject.

The Data Practices Act should be amended to require
government entities to report to the Commissioner of
Administration the acquisition of any electronic device that
will enhance the government entity's ability to conduct
surveillance on citizens. Exempt from this requirement
should be acquisitions of surveillance equipment for
compelling public safety reasons.

The Data Practices Act should be amended to prohibit
government entities from requiring citizens to explain
reasons for or to justify access to public government data.
Government entities should be able to ask citizens for name
and other identifying information for the sole purpose of
facilitating access to the data.

A number ofMinnesota Statutes should be amended to
eliminate language that is inconsistent with the

3



Recommendation 15:

Recommendation 16:

Recommendation 17:

Recommendation 18:

Recommendation 19:

nomenclature and philosophy used in the Data Practices
Act. The Data Practices Act should be amended to reduce
some of its complexity. Draft legislation to accomplish
these tasks is found in Appendix 5.

The Data Practices Act should be amended to repeal the
provision that appears in Minnesota Statutes Section 13.03,
subdivision 3, that authorizes government entities in some
situations to charge, in addition to the nonnal fees for
providing copies ofgovernment data, an additional fee
intended to allow government entities to recover the
development costs for producing systems of data that have
commercial value.

The Department ofAdministration should be specifically
charged, by statute, with the responsibility for preparing
model policies, procedures, and fonns in order to assist
state and local government entities in complying with the
procedural and other requirements of the Data Practices
Act. This responsibility must be perfonned in consultation
with the affected agencies. The Department must be
provided with sufficient resources to carry out this task.

The Data Practices Act should be amended to require that
all government entities designate a Data Practices
Compliance Officer or Officers who will be responsible for
ensuring that the government entity is in compliance with
the Data Practices Act. Each government entity should be
required to infonn the Department ofAdministration ofthe
names, addresses and phone numbers of its responsible
authority and compliance officer and must inform the
Department of any changes.

The Legislature should appropriate sufficient resources to
the Department ofAdministration to carry out the
requirements ofMinnesota Statutes Section 13.073, the
public information policy training program.

The Data Practices Act should be amended to transfer all
current duties and responsibilities of the Commissioner of
Administration to an Office ofPrivacy and Freedom of
Infonnation. This office should also be given additional
authority to investigate complaints brought by citizens and
to resolve those complaints through alternative dispute
resolution ifpossible, or by court action on behalf of the
citizen ifnecessary.
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Recommendation 20:

Recommendation 21:

Recommendation 22:

Recommendation 23:

The Legislature should amend Minnesota Statutes Section
13.072 to: provide that opinions of the Commissioner [or
the Director of the Office ofPrivacy and Freedom of
Information] are binding; authorize the Commissioner [or
the Director] to bring an action in district court to compel a
government entity to comply; and, authorize a government
entity that disagrees with an opinion to seek a declaratory
judgement that the opinion is not correct and need not be
followed.

The remedies section of the Data Practices Act should be
amended to provide for other means ofresolving disputes,
including mediation, arbitration or recourse to
administrative law judges. Administrative law judges
should be given the authority to award compensatory
damages.

The Data Practices Act should be amended to require
government entities, which contract out any of their
functions to private sector persons, to include in those
contractual provisions language that will ensure that the
private sector persons administer data created, collected,
received, stored, or maintained because of the contract in
compliance with the Data Practices Act.

The Legislature, or some other body created by it, should
study in greater depth a number ofissues that the Task
Force did not have time to fully consider. Those issues
include:

A. Practical and other issues associated with
implementation of the nonvisual access standards
mandated by Minnesota Statutes Section 16B.I04;

B. Utilization of surveillance technology and collection
and use'of data on individuals by the private sector;

C. Citizens' electronic interaction with government
entities, including the classification, use, and
dissemination of data collected in those interactions;

D. An ongoing process for reviewing information
policy statutes; and,
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E. The growing use by government entities ofa variety
of surveillance technologies and the effect of that
use on citizens.

Summary/Conclusion

It is a common criticism ofthe Minnesota Government Data Practices that its content is
excessively complex. The standard response to thatcriticism is that the content and
language of the Act only reflect the complexity of its subject matter - information policy.
Over the course of its work, the Task Force had the opportunity to review some aspects of
the complex reality ofgovernment's collection, use and dissemination ofdata. During
that review, the Task Force came to have some understanding ofthe complexity of issues
associated with access to government data, privacy and fair information practices for
citizens and the need for government to collect and use government data in a cost
effective and efficient matter. The Task Force was often presented with very different
views ofperceived reality which depended entirely on whether the perspective of the
presenter was that ofa representative ofa government entity or that ofa citizen dealing
with the government.

In response to the presentations from those widely varying perspectives, which
were often perspectives that produced strong disagreements among Task Force
members because they too shared those perspectives, the Task Force is able to

. make the following general conclusions.

There is no substantial sentiment to discard the State's Data Practices Act
and to replace it with another model, for example, the federal "Freedom of
Information Act."

There is general agreement, by both citizens and representatives of
government entities, that using litigation to resolve disputes that arise out
of information law and to enforce information policy law is ineffective for
citizens and counterproductive for government agencies. Adoption ofa
variety of forms ofalternative dispute resolution are much more preferable
to resolve disputes and to promote compliance.

In most instances, representatives ofgovernment entities do their best to
comply with information policy laws. However, there is an ongoing need
for training for employees of government entities in what is actually
required of them by information policy laws.

Not enough resources have been provided by the Legislature and other
institutions ofgovernment to ensure that information policy laws are
carried out so that citizens receive the benefits of these laws and
government entities are not overly burdened by providing those benefits.
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The resources that are allocated can be better spent if a stronger role is
assigned to some organization at the state level that can assist both citizens
and government entities in assuring that the objectives that the Legislature
is trying to attain in the enactment of information policy laws are actually
met.

Lastly, the Task Force concludes that the Information Society will continue to
evolve and that most government entities will increase their collection and use of
computerized government data. Those developments, when mixed with the
ongoing clash ofthe interests ofpublic access to government data, privacy and
fair information practices for citizens and the need for government entities to
make effective use of technology and of government data, will assure that public
policy designed to deal with those developments and to accommodate and juggle
those interests will continue to be complex.
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II. Introduction

In the summer of 1997, the Minnesota Legislature and Governor Carlson asked eight
citizens appointed by the Governor and the Legislature and four legislators to take on an
immense task. These individuals, acting as an Infonnation Policy Task Force were asked~

over a period ofabout 18 months to study, among other things:

**

**

**

issues related to surveillance and other forms of infonnation
technology, including the impact oftechnology on data practices
and privacy;

the content and organization of statutes dealing with access to
government data, fair information practices and privacy; and,

. -
procedures for developing and implementing a coherent and
coordinated approach to public infonnation policy.

In other words, the Task Force was asked, in the words ofone legislator, to take on a
"truly daunting task" and to report on the results of that task to the Legislature. The Task
Force has now completed its work and this report is the product oftheir study and
deliberations.

In compliance with Minnesota Statutes Sections 3.197 and 3.302, the estimated cost for
the preparation of this report is $20,000 and this report is submitted as required by
Minnesota Session Laws 1997, Chapter 202, Article 2, Section 56.
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III. The Information Policy Task Force

A. Task Force Creation and Composition.

The Information Policy Task Force was created by legislation enacted in 1997.
During the 1997 legislative session, two separate bills were introduced, both of
which had the general objective of creating a body to study the current state of
information policy and to make recommendations for changes based on that
study. One bill was introduced at the request of Governor Carlson. The other bill
was introduced by the Senate and House Chairs ofthe subcommittees that deal .
with information policy, data practices and privacy in the Judiciary Committees of
the Minnesota Legislature. Ultimately the two bills were merged into one and the
resulting product was enacted into law as part of the omnibus state departments
appropriations bill, Minnesota Session Laws 1997, Chapter 202 Article 2, Section
56. (A copy ofthe enabling legislation appears at Appendix 1 of this report.)

The enabling legislation created an Information Policy Task Force of twelve
members. Membership was composed of four legislators, two from each party
appointed through the normal legislative appointment processes, two citizens
appointed by each house of the Legislature and four citizens appointed by the
Governor. The Task Force was given a very broad charge to study and make
recommendations concerning: the content and organization of information policy
statutes, issues relating to the impact oftechnology on privacy and data practices;
procedures for developing public information policy; approaches to information
policy in other state and foreign jurisdictions; and other issues as determined by
the Task Force.

Support for the Task Force was to be provided by the Department of
Administration, the Office of Strategic and Long Range Planning, existing
legislative resources and further assistance from the Office of Technology. The
product ofthe Task Force's deliberations was to be a report to the Legislature.
This report discharges that requirement and with the submission ofthis report, the
Task Force ceases to exist.

B. Members ofand Staff to the Task Force.

1. Members of the Task Force.

Between the effective date of the Task Force legislation on July 1, 1997,
and October, 1997, the various appointing authorities appointed their
members to the Task Force. The Minnesota Senate appointed Senators
Betzold and Knutson and citizens Mr. Gene Merriam of Coon Rapids arid
Mr. Richard Neumeister ofS1. Paul. The Speaker of the House of
Representatives appointed Representatives Broecker and Pelowski and
citizens Mr. Thomas (Tim) Breza of Winona and Mr. Chris Sandberg of
Minneapolis. Governor Carlson appointed: Ms. Anne Barry, the
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Commissioner ofHealth; Mr. David Doth, the Commissioner ofHuman
Services; Mr. John Gunyou, who at that time was the Director of the
Office ofTechnology; and, Mr. David Johnson, the Chief of the Blaine
Police Department.

On October 27, 1998, Chief Johnson resigned from the Task Force.

2. Staffof the Task Force.

Staffassistance to the Task Force was provided by: Mss. Kelli Johnson,
Sandra Pizzuti, Onnalee Erickson and Mr. David Orren of the Minnesota
Department ofHealth; Mr. Louis Thayer of the Minnesota Department of
Human Services; Mss. Christine Yates and Michele Ford from Senator
Betzold's office; Ms. Deborah McKnight from House ofRepresentative
Research; Ms. Kathleen Pontius from the Office of Senate CoUnsel; and
Ms. Linda Miller and Mr. Donald Gemberling from the Department of
Administration.

Although representatives of the Office of Strategic and Long Range
Planning and the Office ofTechnology participated in some Task Force
activities, those Offices did not provide substantial assistance.

C. Summary ofTask Force Activities~

1. Preliminary Activities.

At its first meeting on October 30, 1997, the Task Force membership
reviewed its charge from the Legislature, discussed the process of
completing its work, elected Ms. Anne Barry the Chair and Mr. Gene
Merriam the Vice-Chair and dealt with other organizational details. The
Task Force agreed to meet monthly, at least during its initial deliberations.

At its meetings in the months ofNovember, 1997, through January, 1998,
the Task Force received background and other information from a variety
of sources. Persons appearing before the Task Force included: resource
experts from the Departments ofAdministration and Human Services;
representatives of local government; a representative ofthe media
community; and citizens, and attorneys representing citizens, who

. presented their views on how the Data Practices Act works in practice for
citizens. Among the latter presenters was Mr. Gary Weissman who has
also co-authored two law reviews on the Minnesota Government Data
Practices Act. Mr. Weissman discussed problems of enforcement from a
citizen perspective. His written materials are found in Appendix 2.

As one third of the Task Force was composed oflegislative members, and
a number of other Task Force members had significant roles to play during
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the 1998 legislative session, the Task Force agreed that it would not meet
until the end of the 1998 legislative session in April. Members of the Task
Force were encouraged, during this hiatus in formal Task Force activities,
to consider the charge to the Task Force and to acquire any information
helpful to responding to that charge.

2. Task Force Chooses Six Critical Areas of Concern.

The Task Force resumed meeting on April 22, 1998. At that meeting, the
Task Force conducted a facilitated discussion to establish priorities in
order to accomplish the bulk of its work before the end of 1998. This
discussion was facilitated by Ms. Judy Plante, the Director of the
Management Analysis Division ofthe Department ofAdministration.
This discussion provided the basic framework for a work plan and
priorities for the Task Force. This framework included emphasis on
examining six critical areas.

These six critical areas are:

• access to government data;
• fair information practices;
• enforcement of law;
• handling ofelectronic data including issues of surveillance and

security;
• allocation ofresources; and,
• development of information related law.

As a starting point for this examination, the Task Force decided to look at
the principles that are implicit in existing information law with an eye
toward validating, modifying or recommending elimination of those
principles. The Task Force agreed to set aside a number ofmeetings to
consider each of those areas and the existing principles, if any, associated
with each area. To further facilitate completion of its work, the Task
Force agreed to meet on a bi-weekly basis.

3. Task Force's Discussion ofTwo Important Principles.

From May through October, 1998, the Task Force focused much of its
work on reviewing the existing principles which form the basis for current
statutory information policy in Minnesota. The objective ofthis review
was to determine whether current principles should be validated, modified
or eliminated and whether new principles ought to be established. Two
current principles in particular occupied much ofthe Task Force's
attention.
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The first principle considered at length by the Task Force is the
presumption that all government data are public unless determined
otherwise by the Legislature or the federal government. The second
principle considered is the requirement that, in almost all instances when
government entities are collecting private or confidential data from
individuals, that those entities provide individuals with a notice about the
information being requested. This notice is intended to help individuals
decide whether they want to provide the requested data to the government
and gives individuals a way to limit the uses and disseminations of the
data once collected. (The latter principle is popularly known as the
"Tennessen Warning.")

a. Presumption that Government Data are Public.

Some Task-Force members expressed strong reservations about the
presumption principle. In part, they felt it creates a legal reality,
particularly in light ofgovernment's ever increasing collection of
data about people, in which the privacy of individuals is
increasingly compromised. Other members felt that the
presumption really does not reflect the reality ofMinnesota law.
Although the presumption clearly exists and is clearly stated in
Section 13.03, the presumption does not acknowledge that the
Legislature has always been willing to decide that certain data are
not public.

The general instances in which the Legislature historically has
made data not public include the following: to establish privacy for
and the protection of the security of individuals; to protect the
integrity or to enhance the effectiveness ofgovernment programs;
to comply with federal requirements; to protect confidentiality and
security interests ofbusinesses; and to protect the security of
information or property. Legislative action to declare data not
public is the primary driving force for the size and complexity of
the Data Practices Act and other statutes. As long as the current
presumption exists, as stated, that growth in size and complexity
will continue.

The Task Force seriously considered a motion by member Johnson
to modify the presumption so that it would state that all data on
individuals are presumed to be not public but that data not on
individuals would continue to be presumed to be public. On a 5-4
vote, the Task Force decided not to recommend a change in the
current presumption. This close vote and the Task Force's very
extensive discussion about this principle illustrate the difficulty of
finding a simple answer to the issues associated with this principle.
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b. Privacy Notice to Individuals.

The Task Force's discussion about the "Tennessen Warning"
principle was far more controversial and protracted. The Task
Force considered a written submission by the Public Law Section
of the Bar Association. (The Public Law Section is an interest
group of lawyers who represent public bodies and who have
specific concerns about data practices and other information policy
statutes.) A copy ofthis submission is found in Appendix 2.

The Task Force sought more detailed information about possible
modifications to the "Tennessen Warning" principle and about
enforcement of the Data Practices Act and other information law.
As part of that inquiry, Task Force members thought it would be
helpful to hear from attorneys who work in this field and who
represent public bodies and citizens. Staff suggested that this
presentation take the form ofa debate.

On September 2, 1998, the Task Force heard a debate on two
topics. The topics considered were: should the "Tennessen
Warning" principle and the corresponding language in Minnesota
Statutes be modified in any way; and, is litigation the best way to
enforce information policy law? Debate participants representing
government agencies were: Mr. James Moore, attorney for the City
ofMinneapolis, Ms. Tracy Smith, associate general counsel at the
University ofMinnesota, and Mr. Paul Ratwik, senior partner in a
law firm that represents a number of school districts, counties and
municipalities. Debate participants representing citizens were: Mr.
Gregg Corwin, Mr. Marshall Tanick and Mr. Gary Weissman.

There was clear disagreement between the citizen and government
agency sides on whether there should be any modification to the
Tennessen Warning. The government attorneys strongly urged
changes to the Tennessen Warning to make it, from their
perspective, more practical and less restrictive for government
agencies in two instances. Government attorneys specifically
urged changes to the Warning when data are collected from public
employees and when data are collected from students. The citizen
attorneys strongly disagreed that any changes were needed. They
argued that the current requirement is one positive way to give
citizens, including public employees, students and their parents, a
method to protect their privacy from the government. The
complete text of this debate, reprinted from the "Legal Ledger"
newspaper, is found in Appendix 3.
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On the issue ofwhether litigation is the best way to enforce the
Data Practices Act and other information laws, all of these
attorneys were in agreement that litigation is not the best way to
either bring about compliance or to resolve various kinds of
disputes. Various forms ofalternative dispute resolution were
discussed. There was general agreement that any ofthe forms of
alternative dispute resolution would be preferable to litigation.

4. Surveys to Determine Compliance.

In the course ofreviewing current information policy principles, the Task
Force identified the need to acquire information on how the principles
were actually being dealt with, in a practical way, by both government
entities and citizens. To that end, the Task Force asked staff to develop
two different survey mechanisms. First, a written survey was developed
and sent to a select sample ofgovernment agencies. Second, a "Sandberg
Secret Shopper Survey" (named after the Task Force member who
suggested this particular survey) was developed by staff. This survey was
conducted by Task Force staff members and employees ofthe Minnesota
Department ofHealth. The staffvisited a variety ofgovernment entities
and made certain requests for access to information.

The results ofthese two survey methods have been summarized and
included as Appendix 4 of this report. Included with these summaries are
blank copies of both the written and walk-in survey questions. It should
be emphasized that the sample chosen for these surveys was small. The
results of the surveys do not present statistically valid conclusions on the
state ofoverall compliance with the Data Practices Act. However, the
survey results do provide a helpful glimpse into the reality faced by a
variety of agencies in administering the Act.

5. Research on Problematic Statutes and Issue ofElectronic Surveillance.

Two additional legislative charges to the Task Force were also the subject
ofpresentations, staffwork and discussion by Task Force members. In
response to the charge that the Task Force examine Minnesota Statutes for
examples of inconsistent, contradictory and confusing provisions, staff of
Senate Counsel, in consultation with staff of House Research and the
Department ofAdministration, undertook to identify problematic
provisions and to draft proposed amendments to deal with them. Research
results and amendment drafts were reviewed periodically with the Task
Force with the objective of including the results of this effort in the Task
Force's report. This research and drafting is the subject ofa
recommendation by the Task Force and the actual product, in the form of
draft legislation, is found in Appendix 5.
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At its October 7, 1998, meeting, Don Gemberling made a presentation to
the Task Force on the growing problem ofelectronic surveillance in
society. This was followed by a presentation, by representatives of state
agencies, on the process ofdoing data linkages for program evaluation and
other purposes. The juxtaposition of these two presentations produced
lively debate and discussion among Task Force members and the
presenters. Some ofthe results of that discussion are found in the Task
Force's recommendations on surveillance.

6. Compliance and Enforcement.

In November, staffpresented to the Task Force, a variety of information
about enforcement realities and the process ofestablishing information
policy law. With that staffwork before it, the Task Force began its
deliberations about the administration of information policy laws, the
enforcement of those laws and the process by which the laws come into
existence.

In considering issues ofenforcement, the Task Force looked at a variety of
recommendations prepared by staff that focused on improving compliance
with the Data Practices Act and on reducing the Act's reliance on citizen
lawsuits as the primary method ofenforcement in specific situations of
dispute. In this discussion, the Task Force examined ways to make it
easier and more effective for government agencies to comply, whether
legal remedies ought to be changed, and whether there should be new or
different methods or new or different organizations ofgovernment to assist
government entities with compliance and citizens with actualization of
their rights.

These discussions were the topic of discussion at the Task Force's
meetings on December 2 and 16, 1998. The Task Force decided on a set
of tentative recommendations in those meetings. The Task Force also
concluded that it would be helpful to get public feedback on its tentative
recommendations. The TaskForce scheduled a public meeting for
January 6, 1999, asked all persons who had previously made presentations
to the Task Force and members of the public at large to appear at that
meeting and provide written and/or oral commentary to the Task Force.

At the public meeting ofthe Task Force, twelve persons representing
government agencies, a representative of the Minnesota Newspaper
Association and one citizen appeared and presented comments. A number
of other written comments were sent to the Task Force. All comments
received by the Task Force are found in Appendix 9.

Following those presentations, the Task Force decided that it
needed time to digest what it had heard, to review written
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comments, to determine ifany principles or recommendations
should be revisited and changed, and to have another meeting.
Concern was expressed that there might be negative reaction by the
Legislature to the late filing of the Task Force's report. Senator
Betzold was of the opinion that a reasonable delay so that the Task
Force could review its work with the objective ofproducing the
best report possible would not meet with criticism.

On January 19, 1999, the Task Force met to consider those
recommendations that the staff, through analysis ofwritten
submissions to the Task Force, determined to be the most
controversial. The Task Force reviewed staff comments, discussed
the draft recommendations, made changes to some
recommendations, and conducted some votes as to whether or not
certain recommendations ought to be part of the report to the
Legislature. After concluding those deliberations, the Task Force
adopted this Report and approved its submission to the Legislature.

7. Summary/Conclusion.

It is a common criticism ofthe Minnesota Government Data Practices that
its content is excessively complex. The standard response to that criticism
is that the content and language of the Act only reflect the complexity of
its subject matter - information policy. Over the course of its work, the
Task Force had the opportunity to review some aspects of the complex
reality ofgovernment's collection, use and dissemination of data. During
that review, the Task Force came to have some understanding ofthe
complexity of issues associated with access to government data, privacy
and fair information practices for citizens and the need for government to
collect and use government data in a cost effective and efficient matter.
The Task Force was often presented with very different views ofperceived
reality which depended entirely on whether the perspective of the
presenter was that ofa representative ofa government entity or that of a
citizen dealing with the government.

In response to the presentations from those widely varying
perspectives, which were often perspectives that produced strong
disagreements among Task Force members because they too

.shared those perspectives, the Task Force is able to make the
following general conclusions.

There is no substantial sentiment to discard the State's Data
Practices Act and to replace it with another model, for
example, the federal "Freedom ofInformation Act."
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There is general agreement, by both citizens and
representatives of government entities, that using litigation
to resolve disputes that arise out of information law and to
enforce information policy law is ineffective for citizens
and counterproductive for government agencies. Adoption
ofa variety of forms ofalternative dispute resolution are
much more preferable to resolve disputes and to promote
compliance.

In most instances, representatives ofgovernment entities do
their best to comply with information policy laws.
However, there is an ongoing need for training for
employees of government entities in what is actually
required of them by information policy laws.

Not enough resources have been provided by the
Legislature and other institutions ofgovernment to ensure
that information policy laws are carried out so that citizens
receive the benefits of these laws and government entities
are not overly burdened by providing those benefits.

The resources that are allocated can be better spent ifa
stronger role is assigned to some organization at the state
level that can assist both citizens and government entities in
assuring that the objectives that the Legislature is trying to
attain in the enactment of information policy laws are
actually met.

Lastly, the Task Force concludes that the Information Spciety will
continue to evolve and that most government entities will increase
their collection and use of computerized government data. Those
developments, when mixed with the ongoing clash of the interests
ofpublic access to government data, privacy and fair information
practices for citizens and the need for government entities to make
effective use of technology and of government data, will assure
that public policy designed to deal with those developments and to
accommodate and juggle those interests will continue to be
complex.
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IV. Task Force Recommended Information Policy Principles

A. Existing Principles: The Starting Place for the Task Force's Deliberations.

To begin its discussion ofwhich infonnation policy principles ought to fonn the
basis for infonnation policy law in Minnesota, staff to the Task Force prepared a
summary ofthe major existing principles that appear in Minnesota Statutes
Sections 15.17 and 138.17, and in Chapter 13. Minnesota Statutes Chapter 13 is
the "Data Practices Act," Section 15.17 is the "Official Records Act," and Section
138.17 is the "Records Management Act." These statutes contain the essential
statements of infonnation policy law that are generally applicable to all· state
agencies and most political subdivisions. A copy ofthis summary is found in
Appendix 6.

B. Revised and New Principles.

In examining the summary ofcurrent infonnation policy principles, the Task
Force discussed whether, in its view, any existing principles should be discarded
or modified. The Task Force also examined possible new principles drawn from
staff recommendations and from the work ofthe Government Infonnation Access
Council. After considerable deliberation, the Task Force recommends that the
following principles fonn the basis for the general statutory framework for
regulating government infonnation in Minnesota.

Principles presented in nonnal type are current principles in Minnesota Statutes
which the Task Force detennined should not be modified. Principles stated in
bold type are either new principles being proposed by the Task Force or existing
principles that the Task Force felt should be modified. Principles which the Task
Force decided ought to be discarded are presented in an interlined fonnat.

PRINCIPLES RELATING TO GOVERNMENT ACCOUNTABILITyl

1. Government entities must be required to keep at least some records and
data that will document their official activities.

2. Government entities should be able to copy and keep records and data
that document their official activities in a variety of physical media
that are efficient, but in media that facilitate public access.

3. Certified copies ofgovernment records and data must have the same
evidentiary weight and effect as original records and data.

4. Custodians of government records must deliver all records, including
computerized records, to their successors in office.

IDrawn, in part, from Minnesota Statutes Section 15.17
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PRINCIPLES RELATING TO THE PROPER DISPOSITION OF
GOVERNMENT INFORMATION2

1. It is appropriate that the term "government data," as defined in statutes
dealing with public access to data, not be the same as the definition ofan
official government record whose disposal is regulated by the Records
Management Act.

2. Government Records subject to the Records Management Act must
include records originated and maintained in electronic form.

3. An "official" government record should not be destroyed or otherwise
disposed ofunless the government entity holding the record complies with
the Records Management Act.

PRINCIPLES RELATING TO THE PUBLIC ACCESS TO
GOVERNMENT INFORMATIONJ

1. The public must be able to gain access to public government data, no
matter what type of storage modality is chosen by the government to .
create, collect and store the data, as long as the data exist in some physical
form, including computerized, video, paper, microfilm and all other forms
of recorded data.

2. In a democratic society, government data should be presumed by law to be
available for public access and examination to the greatest extent possible.
Data held by the government should only be declared to be not public by
statute, as required by federal law, or under the authority granted the
Commissioner of Administration to issue temporary classifications of
data.

3. Public government data must be kept and arranged so that they are easily
accessible to the public.

4. Government entities must establish and publish procedures to insure
that requests for access to government data are complied with
promptly and appropriately and to ensure that the public
understands how to gain access to public data.

5. Public access to government information for the purpose of inspecting
the data shall be at no charge to the person seeking to inspect the
data. When a person asks for copies of government information, any

2Drawn, in part, from Minnesota Statutes Section 138.17.

3Drawn, in part, from Minnesota Statutes Section 13.03.
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charge for the copies shall not exceed marginal cost, which means tha~
.the cost of providing copies must exclude labor, overhead and
development costs.

6. Access by members of the public to government data in electronic
form, using their own computers and incurring the cost of any
communication charges, shall be considered inspection of govemmen-t
data at no cost to the public, regardless ofwhether the member ofthe
public only examines the data in question, downloads the data, or
prints a copy of the data.

7. With the limited exception of computer software, government data
should not be copyrighted without express legislative approval.

8. To the greatest extent possible, public government data that are
maintained in electronic form should be made available in electronic
form to citizens who request data in that form. Government agencies
should design and implement electronic government data systems in
such a fashion that the public data contained in those systems are
easily accessible for electronic use and copying by the public.

9. All citizens, regardless of geographic, physical, cultural, socio
economic status or other barriers, shall have equitable and affordable
access to government information.

10. When a government entity contracts with a private sector entity to
perform a government function, all data created, collected, received,
stored and maintained by the private sector entity as it performs that
function must be subject to requirements of the Data Practices Act.

PRINCIPLES RELATING TO FAIR INFORMATION PRACTICES, I.E.
"DATA PRIVACy.,,4

1. In order to function in an efficient and effective manner, and to advance
the public good, government agencies must be able to collect and use data
on individuals and businesses. All collections ofdata should be limited
only to those necessary to administer and manage programs specifically
authorized by the Legislature or mandated by the federal government.

2. Collection, storage and use of data on individuals within a
government entity must be limited to purposes authorized by the
federal government, the Legislature, or local governing bodies.

4Drawn, in part, from Minnesota Statutes Sections 13.04 and 13.05.
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3. Dissemination of not public data on individuals must be limited to
purposes only as authorized by the federal government or by the
Legislature.

4. Government entities should not be able to share private or confidential
dataabout individuals with one another unless there is statutory or federal
legal authority to do so..

5. In most instances when a government entity wants to collect private or
confidential data from an individual, the individual must be told why
the data are being requested; whether the data must be provided;
what the consequences are of providing the data; what uses will be
made of the data; and the identity of other entities to which the data
will be disseminated. )'here are instances where it may be
appropriate not to provide this type of notice to individuals. -These
instances include collections of criminal investigative data and certain
collections of data from students and their parents and from
government employees.

6. Not public data collected from an individual should only be collected,
stored, used and disseminated for those purposes communicated to the
individual at the time the data were collected unless the individual gives
informed consent, the commissioner ofadministration approves a change,
or the Legislature or the federal government change the laws regulating
what can be done with the data.

7. Individuals must be able to inspect or to receive copies of public or
private data about them immediately or no later than ten days after
the individual makes a request to gain access.

8. Government entities must assure, in their administration of data
repositories and systems about individuals, that data on individuals are
kept in an accurate and complete manner and that data on individuals are
kept current for the purposes for which the data were originally collected.

9. Individuals must have the right to challenge the accuracy or completeness
ofpublic or private data maintained about them, to have that challenge
acted on by the responsible authority within 30 days, and to be able to
appeal the responsible authority's determination to a neutral party at the
state level either for informal resolution, using conciliation, mediation or
other alternative dispute resolution processes, or for formal resolution as a
contested case matter under the Administrative Procedures Act.

10. Except in those instances where there is a compelling public safety
reason, a government agency should not acquire or implement
technology that will enhance the capability of the agency to conduct
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surveillance of citizens unless the agency has given public notice of the
acquisition or implementation of the technology. Public notice should
be accomplished by notifying the Commissioner of Administration.

11. Except when clearly authorized by state statute or federal law to do
. so, government agencies should not monitor citizen access to and

usage of public government data. Monitoring includes the use of
electronic "cookies" and similar techniques and requiring members of
the public to identify themselves or to explain their reasons for
seeking access to public government data. Ifa government entity
chooses to use monitoring techniques, it must inform citizens that it is
doing so.

The Task Force determined that one existing principle should be discarded. The
text of this principle, drawn.from Minnesota Statutes Section 13.03, subdivision
3, is as follows:

If the public requests a copy of an entire set ofgovernment data or a
substantial and discrete portion of an entire set of government data in an
instance where the government data has commercial value, the
government entity may, in addition to charging for copies, charge an
additional fee to recover its costs for developing the system ofdata.
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v. Task Force Recommendations

Introduction

Based on the ~uiding infonnation policy principles to which the Task Force agreed, the
Task Force makes a number of recommendations that will serve, if implemented, to carry
out the practical side of the principles. The Task Force also developed recommendations
that grew out oftheir general deliberations. In these recommendations, the Task Force
suggested certain specific activities or calls for new or different legislation. The Task
Force's rationale for making each recommendation is also presented. In all instances
where a Task Force recommendation would require legislative change, the Task Force, in
Appendix 7 has drafted appropriate legislation.

For those recommendations that have budgetary implications, cost figures have been
developed and those figures appear in Appendix 8.

A. RECOMMENDATIONS THAT RELATE TO THE INFORMATION
POLICY PRINCIPLES

Recommendation 1: Minnesota Statutes Section 15.17 should be amended to
reflect the reality that important government records are
increasingly kept in media which are not paper.

Rationale: Minnesota Statutes Section 15.17 was first enacted in 1941. Since
that time it has received minimal amendment. This section is the
only section ofgeneral application which tells government entities
that their duties include keeping at least some records, properly
preserving those records and passing on those records to their
successors in office. Although Section 15.17 makes reference to
fonns of record-keeping that are other than paper, it makes no
explicit reference to computerized records. For that reason, and for
the general purpose ofupdating this obscure but critical statute, the
Task Force recommends that Section 15.17 be amended with
language to update its provision to reflect the current reality of
government record keeping and infonnation processing.

Recommendation 2: More education and assistance should be provided to
government entities so that entities can effectively deal
with the proper disposition of government records. There
is a particular and growing need to assist entities at all
levels ·ofgovernment with the proper disposition of
computerized records. The Department ofAdministration
and the State.Archives Department of the Minnesota
Historical Society should work, in conjunction with
government entities, to provide technical and policy
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guidance and to provide on-going education on issues of
electronic records management.

Rationale: Particularly when compared to Minnesota Statutes Section 15.17,
the Records Management Act, Section 138.17 is much more clear
in communicating to government entities that all forms of'
government records, including paper, disks, computer tapes,
9Ptical disks and so forth, must, at the end oftheir useful life, be
disposed ofpursuant to the Records Management Act. However,
the accelerated pace at which government entities acquire and use
computers to collect and maintain information, provide services
and carry on correspondence, means that more and more
government records are computerized. Increased computerization
yields increased demands on government entities to answer to a
variety ofquestions on how to fit computerized information into
records management requirements.

Records management, on a statewide basis, is currently the
responsibility ofthe Department ofAdministration. Because of its
role on the Records Disposition panel and its responsibility for the
state archives, the Minnesota Historical Society also has a strong
interest in an effective records management program. These two
entities are the logical place to deal with the increased demand for
information and services concerning records management. They
should be given resources adequate to address that task.

The primary purpose of the Records Management Act is to ensure
that government records are preserved for auditing, legal and
historical reasons and are disposed of only in a fashion that reflects
preservation requirements. Without the kind of activity
contemplated in this recommendation, these preservation
requirements may very well not be met when the government
records that Minnesota ought to be preserving are increasingly kept
in computerized media.

Recommendation 3: The Data Practices Act should be amended to require each
government entity to dis.seminate to the public, in some
form, and at a minimum post in the entity's reception area,
the procedures in effect in the agency which tell the public
how to gain access to public government data. Those
procedures should be updated as personnel and other
changes occur.

Rationale: Currently, the Data Practices Act requires government entities to
establish procedures to ensure that the public is able to gain access
to public government data in an appropriate and prompt manner.
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However, currently there is no requirement that those procedures
be in writing. As government becomes more complex at many
levels, it is imperative that the public be afforded the information it
needs to be able to fully access the public data maintained by each
agency. One way to assure that the public is afforded prompt and
appropriate access to public government data is to require that
public access procedures be in writing, that they be disseminated to

the public in some reasonable fashion, including posting, and that
they be updated to reflect agency personnel and other changes.

Recommendation 4: The Data Practices Act should be amended so that the
charges that government entities can assess to the public for
copying public government data are limited only to the
marginal costs ofproviding the data in the form it is
maintained by the government entity. The amendment
should explicitly say that government entities should only
be able to charge for the actual costs of making the copies
and that those costs should not include labor, overhead and
development costs incurred by the entity in providing the
copies or maintaining the public data. Any government
entity that has or receives specific statutory authority for
charging more than marginal costs should be able to do so.

Rationale: Under the current language of the Data Practices Act, government
entities may, in assessing the costs ofproviding copies of public
data, include in that assessment "... the actual costs of searching
for and retrieving government data, including the cost ofemployee
time, and for making, certifying, compiling ... the data ...."
(Minnesota Statutes Section 13.03, subdivision 3.) As is attested
to by a number ofopinions ofthe Commissioner of
Administration, this language has been the source ofnumerous
disputes between government entities and citizens. These disputes
focus on arguments about what the words "actual," "making,"
"certifying" and "compiling" really mean.

The reason for ensuring public access to government data is to
advance the principle that in a democracy we should be facilitating
the public's ability to monitor what its government is doing and to
hold that government accountable. The policy on charging for
copies for public data should facilitate the advancement of that
rationale. It should not, as it does now, produce interminable
disputes about proper charges. In some cases, limiting what
government entities can charge for copies of data will have a
positive financial impact on persons who make extensive use of
government data for commercial and other purposes. However,
this seems to be a reasonable price to pay for the greater good of
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facilitating public access to government data for any and all
purposes, commercial or otherwise.

Recommendation 5: The Data Practices Act should be clarified to explain that
public access to public government data using on line
inquiry methods including examination of data,
downloading data or printing copies ofdata, is, in this
electronic age, a form of inspection of data. This type of
inspection of government data, just like inspection by
visual examination of paper records, should be at no cost to
the individual making the inquiry as long as the individual
is bearing the costs of the communication hookup to the
government entity. Note: this would not require a
government entity to put data on-line. It would only
require that data that are already on-line be available for
inspection without charge.

Rationale: Inspection ofgovernment data at no cost to the person doing the
inspection has been a fundamental principle of the Data Practices
Act since 1981. The evolution of technology and how government
uses technology have put a new spin on the realities associated
with this principle. More and more government data are being
made available on-line through web sites and other technological
mechanisms. Increasingly, citizens seek to inspect government
data that are available on-line, not by stopping at government
offices to look in file cabinets, but by sitting down at a personal
computer and reaching out to electronically look at the data.

. Sometimes, this looking causes the citizen to print the data at the
citizen's location or to download the data being viewed into the
citizen's own computer.

Except for the obvious technical difference, electronic access is a
method by which the public can effectively inspect public
government data. The Data Practices Act can be interpreted to
mean that some ofthese methods ofaccess to government data are
actually acquisitions ofcopies ofdata for which the agency ought
to be able to charge. However, the fact that an individual chooses
to exercise their right to inspect public government data by "typing
in" rather than "walking in" should not negate or modify that right.
Over time, the use ofcomputers will make requests for public
access to data less of a burden to government agencies and more
convenient to members of the public. The Data Practices Act
should be modified to facilitate the promotion of the objective of
convenient access.
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Recommendation 6: The Data Practices Act should be amended to require
government entities that want to copyright various fonns of
government data have legislative authority to do so.

Rationale: Currently, agencies of state and local government in Minnesota,
unlike agencies of the federal government, are not prohibited from
acquiring copyright protection for various fonns ofgovernment
data. The potential for government entities to make extensive use
of this authority can have a serious and negative impact on the
public's right to gain access to government data, including the right
to acquire copies of the data, and to use that data in any manner.
The growing practice of copyrighting government data will
inevitably lead government entities to sue the State's citizens for
copyright infringement and has the potential for discouraging
public access to government data.

Given those potentially negative affects, government's practices in
copyrighting data should be closely monitored for abuses. In light
of existing principles which try to facilitate and encourage public
access to government data, the Legislature is the best body to
decide whether or not certain types ofdata should be copyrighted.
Among other things, this will ensure that the public will have
access to the process by which issues about the copyright of
various types of government data are decided.

TheTask Force does not intend that government entities be
required to get copyright approval from the Legislature for every
item that is copyrightable. The Legislature should establish a
process for approving general copyright authority for various types
ofcopyrightable infonnation.

Recommendation 7: The Data Practices Act should be amended to specifically
require that when government entities hold public
government data in an electronic medium, the public should
be able to acquire copies of the data in that electronic
medium. Government entities should design and
implement new government data systems so that public
data are easily accessible for electronic use and copying by
citizens.

Rationale: Currently the Data Practices Act does not authorize the public,
when requesting copies ofgovernment data, to specify what fonn
or media the copies should take. A government entity complies
with a request for copies of data under the Act, as long as it
provides copies in some medium even though that medium may
not be one that can be used conveniently by the public. As a State,
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we should be doing everything possible to maximize public access
to and use ofpublic government data. The societal value of
increasing public access to and use ofcomputerized data can best
be advanced by a statutory change that would require government
entities to, whenever possible, provide copies to the public of
computerized data stored in an electronic medium in the medium
in which the data are stored.

Recommendation 8: In authorizing any program intended to offer services
and/or government information electronically, the
Legislature should provide funding for any program
intended to offer mechanisms that permit citizens to take
advantage of the program whether or not they own or have
ready access to electronic equipment.

Rationale: This recommendation is drawn from a principle adopted by the
Task Force, which was first articulated by the Government
Information Access Council (GIAC) in its 1996 report. The GIAC
report contains detailed recommendations on methods by which
Minnesota can avoid creating a situation in which there are
information and services "haves" and "have nots." The Task Force
strongly recommends that the Legislature, as it considers the
funding for systems to provide electronic services and information,
to establish and fund those recommendations.

Recommendation 9: The Data Practices Act should be amended to limit the
authority of local government bodies to make decisions
about disseminations ofnot public government data.

Rationale: In the current language of the Data Practices Act, local governing
bodies are not authorized to make decisions about whether certain
data should be public or not public. However, they are authorized
to make decisions about the dissemination ofnot public data. The
Task Force felt that the authority of a local governing body, by
ordinance or resolution, to decide how not public data can be
disseminated, was not consistent with the law that says local
governing bodies are not authorized to make decisions about
classification ofgovernment data. Therefore, the Task Force
concluded that this inconsistency ought to be eliminated.

Recommendation 10: The Data Practices Act should be amended to
change the notice requirements ofMinnesota
Statutes Section 13.04, subdivision 2, (the
"Tennessen Warning") when the data being
collected are private data about government
employees or private data about students.
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Rationale: Although the Task Force had sharp divisions ofopinion about this
recommendation, it was the consensus ofa majority ofTask Force
members that collections ofpersonnel and educational data should
trigger the giving ofa different form of the Tennessen Warning.
The majority thought it would be sufficient if employees and
students and parents received an appropriate Tennessen Warning at
the beginning of an individual's employment or contact with an
educational entity and at other critical times in the relationship
such as collection ofdata for disciplinary purposes. The draft
legislation that is being proposed will put these issues before the
Legislature.

Recommendation 11: The Data Practices Act should be amended so that
government entities should be requireq to provide
data subjects with immediate"access to data about
themselves or to provide access within 10 days of
the request of a data subject.

Rationale: .Currently, the Data Practices Act states that when individuals
attempt to exercise their rights to access to data about themselves
government agencies must provide certain information, allow
inspection of data and provide copies of data. Government
agencies must respond immediately, or within five days of the
request. If a government agency gives notice to the individual of a
difficulty ofresponding within five days, they can then respond no
later than ten days after the individual makes a request. After
discussion ofthe practical aspects and implications of the current
policy, the Task Force was of the opinion that the intermediate step
of giving notice of the inability to respond within five days was a
relatively meaningless exercise. The effect of this particular
recommendation ofthe Task Force will be to eliminate the five day
notice requirement while still providing for either an immediate
response or a response not later than ten days after an individual's
request.

Recommendation 12: The Data Practices Act should be amended to
require government entities to report to the
Commissioner ofAdministration the acquisition of
any electronic device that will enhance the
government entity's ability to conduct surveillance
on citizens. Exempt from this requirement should
be acquisitions of surveillance equipment for
compelling public safety reasons.

Rationale: Over the last several years, government agencies have
implemented a variety ofelectronic devices and related
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capabilities, including such things as video.cameras, on line
monitoring of data access, ATM usage reports, interactive location
sensors, and equipment that monitors e-mail transmissions and
Internet transactions. Acquisition of these and similar devices
greatly enhances the capability of government agencies to conduct
surveillance ofcitizens.

Development of greater capacity and faster computers bring us
closer to the day when even the most trivial events and incidents in
every citizen's life may be captured for future retrieval and
manipulation. Surveillance devices are acquired and implemented
with little or no public notice or attention. The Task Force
struggled with formulating what recommendations might be
appropriate to ad~ess the government's use of surveillance
technology. Giving public visibility to the growing impact that
these devices can have on the lives-of citizens has the potential for
contributing to a dialogue about whether Minnesotans really do
want to live in what one author has called a "surveillance society."
Although "inelegant," in the words on one Task Force member,
this recommendation attempts to make a small step toward
beginning that dialogue.

Recommendation 13: The Data Practices Act should be amended to
prohibit government entities from requiring citizens
to explain reasons for or to justify access to public
government data. Government entities should be
able to ask citizens for names and other identifying
information for the sole purpose of facilitating
access to the data.

Rationale: The Task Force learned that it is fairly common practice for
government entities to ask citizens who are seeking access to data
to identify themselves and to state reasons for seeking access.
Task Force members felt that asking citizens for some types of
identifying information was reasonable as part of fulfilling the
citizens'requests. However, there was general agreement that
citizens should never have to justify their requests to access
government data or to explain why they are seeking access and that
government entities should not condition access on receiving
justifications or explanations.

B. GENERAL RECOMMENDATIONS

Recommendation 14: A number of Minnesota Statutes should be amended
to eliminate language that is inconsistent with the
nomenclature and philosophy used in the Data
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Practices Act. The Data Practices Act should be
amended to reduce some of its complexity. Draft
legislation to accomplish these tasks is found in
Appendix 5.

Rationale: The Task Force was given the charge by the Legislature to
examine the content and organization ofa variety ofMinnesota
Statutes, including Chapter 13, that relate to information. The
objectives ofthis examination were to determine ifany provisions
are obsolete or inconsistent and whether any provisions could be
simplified. Staff to the Task Force conducted the detailed work
associated with this examination and made recommendations in the
form ofdraft legislation to the Task Force. If enacted, these draft
legislative changes will deal with some problems of obsolescence,
inconsistency, and complexity. Total consistency and simplicity
are not attainable goals because the world ofgovernment
information often presents very complex issues. Resolution of
those issues by the Legislature and other policy makers may appear
to produce inconsistent solutions. These seeming inconsistencies
tend to disappear when the context in which the solution was
formulated is examined and understood.

Recommendation 15: The Data Practices Act should be amended to repeal
the provision that appears in Minnesota Statutes
Section 13.03, subdivision 3, that authorizes
government entities in some situations to charge, in
addition to the normal fees for providing copies of
government data, an additional fee intended to
allow government entities to recover the
development costs for producing systems of data
that have commercial value.

Rationale: This recommendation grew out of the Task Force's discussion of
existing principles of information policy and whether they ought to
be changed. Some Task Force members felt very strongly that the
statutory language which authorizes government agencies to
charge an add-on fee operated as impediment to public access to
data and particularly access to data held in electronic form. They
also pointed out that tax dollars already go to pay for the
development of systems. Use by government entities of the
provision in existing law means that those members of the public
receiving copies ofgovernment data who are charged the add-on
fee, essentially end up paying twice for the development and
implementation of the data system. Other Task Force members
were of the opinion that the public, in general, benefitted from the
application of the existing principle because it allows government
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agencies to collect dollars from those who are receiving financial
gain from the use of the data in these systems. After some
discussion, the Task Force agreed, with dissent from some
members, to adopt this recommendation.

Recommendation 16: The Department of Administration should be
specifically charged, by statute, with the
responsibility for preparing model policies,
procedures, and forms in order to assist state and
local government entities in complying with the
procedural and other requirements of the Data
Practices Act. This responsibility must be
performed in consultation with the affected
agencies. The Department must be provided with
sufficient resources to carry out this task.

Rationale: In attempting to ensure that a number ofpolicy objectives are met,
the Data Practices Act requires government entities to prepare
procedures, prepare and deliver notices and take certain actions.
The extent to which a government entity has actually done the
work required by the Act will great affect how citizens actualize
their rights under the Act. For example, the right ofa citizen to
access public data held by government entities will be greatly
enhanced ifthe citizen is able, before making any request, to know,
by examining the policies and procedures of the entity, who s/he
has to contact, where data are located, what the time frames are for
receiving public data, and how, in general to go about making a
request.

The Task Force learned that preparation ofprocedures and notices
does not receive a particularly high priority from government
entities. The work required ofgovernment entities is often looked
upon as just another unfunded mandate. Oftentimes, citizens are
frustrated in attempts to actualize their rights because government
entities have not prepared the policies, procedures and notices
associated that citizen can actually use to give practical meaning to
their rights. The Task Force concluded that compliance with the
Act could be significantly advanced by making the preparation of
required policies and procedures less burdensome for government
entities.

One way to do so would be to direct the Department of
Administration to prepare model policies and procedures for
government entities. The Department has the technical expertise to
do so and is, on an informal basis, already helping government
entities by reviewing policies and procedures. The Task Force also
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concluded that it would be far more efficient if these policies and
procedures could be prepared as models so that each of the 2000
plus public entities would not have to "reinvent the wheel" by .
acting on their own.

Recommendation 17: The Data Practices Act should be amended to
require that all government entities designate aData
Practices Compliance Officer or Officers who will
be responsible for ensuring that the government
entity is in compliance with the Data Practices Act.
Each government entity should be required to
inform the Department ofAdministration of the
names, addresses and phone numbers of its
responsible authority and compliance officer and
must inform the Department ofany changes.

Rationale: Compliance with the Data Practices Act in its current version
requires that each government entity not only have a responsible
authority but have a responsible authority who acts in the manner
contemplated by the Act. The Task Force learned that attainment
of that objective is often frustrated because ofa number of factors.
There are occasions when government entities do not even appoint
responsible authorities. In many cases, responsible authorities are
actually the heads of government entities who have a number of
higher and conflicting priorities. The original rationale for the
Legislature's creation of the position of responsible authority in
Chapter 13 was an attempt to assure that there would be one clearly
identifiable individual in each government entity responsible for
that entity's compliance. The Task Force believes that the
underlying concept is still valid but that the concept c~ be better
advanced by the specific designation ofa compliance officer or
officers in each entity.

Recommendation 18: The Legislature should appropriate sufficient
resources to the Department ofAdministration to
carry out the requirements ofMinnesota Statutes
Section 13.073, the public information policy
training program.

Rationale: The Task Force received both testimony and written
comments about the need for more and improved training
for both citizens and government entities about information
policy laws. Staff of the Department ofAdministration
discussed the legislative history of Minnesota Statutes
Section 13.073, including years oftestimony to the
Legislature about training needs, a consultant study that
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was the basis for the legislation, and decisions by the
Legislature to not fund the training program, but to
compensate for that lack of funding by making the
activities associated with the program permissive and not
required. The Task Force determined that the best way to
deal·with the training issue was for the Legislature to
provide sufficient resources to the Department of
Administration to be able to carry out the details of the
training plan contemplated in Section 13.073.

Recommendation 19: The Data Practices Act should be amended to
transfer all current duties and responsibilities of the
Commissioner ofAdministration to an Office of
~rivacyand Freedom of Information. This office
shoufd also be given additional authority to
investigate complaints brought by citizens and to
resolve those complaints through alternative dispute
resolution, ifpossible, or by court action on behalf
of the citizen ifnecessary.

Rationale: In its discussion ofmethods to better enforce the Data Practices
Act, Task Force members discussed whether an agency of the
government should be given a stronger role in enforcing the Data
Practices Act. Although the Commissioner ofAdministration is
assigned various duties under Chapter 13, the Commissioner is not
given the authority to actually enforce information policy law in
the sense ofgiving orders to government entities to act in
conformity with the law. Task Force members extensively
discussed whether it was appropriate and even workable to have
the functions ofeducation, advocacy, advice giving, opinion
rendering and enforcement all in the same entity. Some Task
Force members expressed support for the idea ofan independent
agency but expressed concern that given the some time political
nature of information policy issues, that it was fundamentally
important that an enforcing agency be as independent in its
operation as possible.

A clear model ofhow to attain independence for such an agency is
present in the Canadian system ofprivacy and freedom of
information offices. Task Force members discussed the operation
of the Privacy and Freedom ofInformation Commissioner for the
province ofBritish Columbia. (The GIAC report suggested the
Legislature look at the British Columbia Office as a model ofwhat
Minnesota might want to do to better enforce information policy
law.) Task Force members were concerned about and not receptive
to the idea ofhaving the independent agency function as part of the
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legislative branch of government which is the case in the British
Columbia statute and in many instances in Canada.

The Task Force concluded that the idea of an independent office
was an idea whose time had come. There was some feeling that, if
nothing else, proposing an independent office, both in this report
and in a bill to be introduced possibly by legislative members of
the Task Force, would make the idea of such an office part of the
public policy discussion as to how best to enforce information
policy laws. Therefore, a majority of the Task Force recommends
the establishment of such an office, independent of all other state
departments and agencies, and to be headed by a director appointed
in a manner to be determined by the Legislature. The Task Force
felt it was most appropriate for the Legislature to determine how
this office should be organizationally located to most guarantee its
independence.

Recommendation 20: The Legislature should amend Minnesota Statutes
Section 13.072 to provide that opinions of the
Commissioner [or the Director of the Office of
Privacy and Freedom oflnformation] are binding;
to authorize the Commissioner [or the Director] to
bring an action in district court to compel a
government entity to comply and to authorize a
government entity that disagrees with an opinion to
seek a declaratory judgement that the opinion is not
correct and need not be followed.

Rationale: Advisory opinions of the Commissioner ofAdministration playa
variety ofroles. They inform citizens and government entities of
the legal and practical meaning of various provisions of the Data
Practices Act and other information policy laws. They provide an
opportunity for the Department ofAdministration to share its
expertise and knowledge of legislative intent in the area of
information policy law with the courts and other interested
persons.

One of the primary reasons for the enactment of the advisory
opinion authority was to give citizens a simple and impartial forum
in which, without having to incur the cost ofan attorney and other
costs associated with traditional legal actions, the citizen would be
able to determine whether a government entity's interpretation of
the law is correct. In practical terms, that objective is not met if a
citizen receives an advisory opinion favorable to his or her position
and the government entity who is the other party to the dispute
resists the conclusion reached by the Commissioner.
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After considering this dilemma and a variety ofmethods of dealing
with it, the Task Force concluded that it would be appropriate if the
Commissioner of Administration or, ifRecommendation 19 were
to become reality, the Director of the Office ofPrivacy and
Information, were given the authority to issue opinions. The
Commissioner or the Director should also be given the authority to
seek enforcement ofan opinion in a court of law. This would shift
the burden of enforcing policy, made for all Minnesotans, from one
taxpayer and citizen to all taxpayers and citizens. It might also
increase the probability that opinions would be followed by
government entities. They would know that not only is an opinion
binding on them but that it will enforced by another government
entity that has comparable legal and other resources.

Some Task F.orce members expressed concern that there may be
reasonable disagreement on various points of the law. They felt
that while changing the statute to make Commissioner's opinions
binding and enforceable by the Commissioner was reasonable from
a citizen's perspective, there should be a relatively simple way for
government entities to challenge a Commissioner's opinion. The
Task Force concluded that one way to do that was to authorize
government entities to challenge a Commissioner's op'inion by
bringing an action for a declaratory judgement that the
Commissioner's opinion is in error to a district court.

A motion to not make this recommendation failed on a vote of four
(4) for and five (5) against.

Recommendation 21: The remedies section of the Data Practices Act
should be amended to provide for other means of
resolving disputes, including mediation, arbitration
or recourse to administrative law judges.
Administrative law judges should be given the
authority to award compensatory damages.

Rationale: The Task Force heard a very strong message from citizens, from
government entities and from attorneys representing both
government entities and citizens that the current statutory provision
that authorizes an action for damages was a very poor method of
attempting to assure that government agencies comply with the
Data Practices Act. A number ofpersons suggested that the Act
should be amended to provide a variety of alternative dispute
resolution mechanisms to resolve disputes. The Task Force heard
that an action for damages was not particularly helpful to citizens
because of the difficulty of even being able to prove damages in
the wide variety of disputes that arise under the Act. The Task
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Force also heard that the availability of an action for damages often
caused government entities to be reluctant to release public data to
the public and that the possibility of having to pay damages was a
major cause of the "when in doubt, don't give it out" phenomenon
that often drives government decision making.

After some discussion about making somewhat drastic changes to
the remedies provision of the Data Practices Act, the Task Force
agreed that the Act should only be amended to provide for
alternative dispute resolution processes.

Recommendation 22: The Data Practices Act should be amended to
require government entities, which contract out any
of their functions to private sector persons, to
include in those contractual provisions language
that will ensure that the private sector persons
administer data created, collected, received, stored,
or maintained because of the contract in compliance
with the Data Practices Act.

Rationale: The discussion of the underlying principle which produced this
recommendation evidenced contrasting and strong points ofview
held by Task Force members. A number ofmembers were
concerned that increased privatization ofa variety ofgovernment
functions put those functions, and accountability for them, outside
public purview because private entities are not subject to the Data
Practices Act in most instances. There was some feeling that the
availability ofprivatization sometimes made it easy for
government entities to contract out functions to avoid public
scrutiny. In contrast to that position, other Task Force members
pointed out that contracting out government functions was an
acceptable way ofdoing government business. They also pointed
out that in some instances, contracting out and other activities that
lead to the privatization ofgovernment functions makes up for the
lack ofresources available to government entities. Contracting
with private sector persons allows government entities to acquire
the capability and benefits of using technology when the money for
technology innovation would not be otherwise available.

Recommendation 23: The Legislature, or some other body created by it,
should study in greater depth a number of issues
that the Task Force did not have time to fully
consider. Those issues include:

A. Practical and other issues associated with
implementation of the nonvisual access
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Rationale:

standards mandated by Minnesota Statutes
Section 16B.104;

B. Utilization of surveillance technology and
collection and use ofdata on individuals by
the private sector; ,

C. Citizens' electronic interaction with
government entities, including the
classification, use, and dissemination ofdata
collected in those interactions;

D. An ongoing process for reviewing
information policy statutes; and,

E. The growing use by government entities ofa
variety of surveillance technologies and the
effect of that use on citizens.

Late in its deliberations, the Task Force determined that there were
a number of significant issues it would not be able to address. The
Task Force decided that it would recommend that those issues be
considered by the Legislature or some other body.

42



APPENDIXl

Task Force Enabling Legislation
Minnesota Session Laws 1997

Chapter 202, Article 2, Section 56
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Sec. 56. [INFORMATION POLICY TASK FORCE.]

Subdivision 1. [CREATION.] An infonnation policy task force is created to study and

make recommendations regarding Minnesota law on public infonnation policy, including

government data practices and infonnation technology issues. The task force consists of:

(l) two members of the senate appointed by the subcommittees on committees on

committees of the committee on rules and administration;

(2) two members of the house of representatives appointed by the speaker;

(3) four members appointed by the governor;

(4) two nonlegislative members appointed by the subcommittee on committees of the

committee on rules and administration of the senate; and

(5) two nonlegislative members appointed by the speaker of the house ofr.epresentatives.

At least one member from each legislative body must be a member of the majority party

and at least one member from each body must be a member of the minority party or an

independent.

Subd. 2. [DUTIES; REPORT.] The task force shall study:

(1) the content and organization ofgovernment data practices statutes in Minnesota

Statutes, chapter 13, and related statutes dealing with access to government data, fair infonnation

practices and privacy;

(2) issues related to surveillance and other fonns ofinfonnation technology, including the

impact oftechnology on data practices and privacy;

(3) procedures and structures for developing and implementing a coherent and

coordinated approach to public infonnation policy;

(4) approaches to infonnation policy in other states and foreign jurisdictions; and

(5)·other infonnation policy issues identified by the task force.

In its study of statutes under clause (1), the task force shall include an evaluation to

detennine whether any statutes are inconsistent or obsolete.

The task force shall submit a progress report to the legislature by February 1, 1998, and a

final report of its findings and recommendations, including any proposed legislation, to the

legislature by January 15, 1999.

Subd. 3. [SUPPORT.] The commissioner of administration and the director of the office

of strategic and long-range planning shall provide staff and other support services to the task
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force. Legislative support to the task force must come from existing resources. The executive

director of the Minnesota office of technology or the executive director's designee shall assist in

the task force's activities.

Subd.4 [COMPENSATION.] When authorized by the task force, members of the task

force who are not legislators or full-time employees of the state or a political subdivision shall be

compensated at the rate of$55 a day spent on task force activities, plus expenses in the same

manner and amount as authorized by the commissioner's plan adopted under Minnesota Statutes,

section 43A. 18, subdivision 2, and child care expenses that would not have been incurred if the

member had not attended the task force meeting. A member who is a full-time employee of the

state or a political subdivision may not receive the daily payment, but may suffer no loss in

compensation or benefits from the state or the political subdivision as a result of service on the

task force. A member who is a full-time employee of the state or a political subdivision may

receive the expenses provided for in this subdivision unless the expenses are reimbursed by

another source. A member who is an employee of the state or a political subdivision may be

reimbursed for child care expenses only for time spent on task force activities that are outside

their nonnal working hours.

Subd. 5. [EXPIRATION.] The task force expires upon submission of its final report to

the legislature under subdivision 2.
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APPENDIX 2

Written Submissions to the Task Force.

(Not available electronically.)

A. Submission from Public Law Section ofMinnesota Bar Association.

B. Submission from Gary Weissman, Attorney at Law.

C. Submission from Advocates for Fair Information Practices.
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U~IVERSITYOF MINNESOTA

li of K <;en Counsel

By Fax and U.S. Mail

April 21, 1998

Commissioner Anne M. Barry
Chair. Information Policy Task Force
Minnesota Department of Health
P.O.-Box 9441
Minneapolis, 1vIN 55440-9441

Re: Minnesota Governmen.t Data Practices Act

Dear Commissioner Barty:

.l]j M,.....,(/ tltlil
100 (."1"" ,1, .~'''C"ct S.r:"
Min...,,,,,,.H.r. MN J54,1S

611-62.l..J.IlKJ
FII..... "1"1-6::!(;.r}~)4

We write on behalf of the Data Practices Committee of the Public Law Section
of the Minnesota State Bar Assoc:iation. The committee is composed of members of
the state bar association who haove an· interest in data practices issues, including
lawyers representing public clients such as state agencies, counties, municipalities,
schools and universities, and law enforcement agencies_ The committee appreciates
the opportunity to present here some views regarding data practices. The
committee would also appreciate the opportunity to meet in person with the Task
Force. We propose having two or three members· attend one of your meetings to
answer questions and prese1\t ideas. and, if agreeable, we will work with the Task
Force staff to arrange a time.

~ lawyers familia.r with the Data Practices Act, W~ appreciate the complexity
of your task in proposing reform. The goals of the Data Pra.ctices Act - protecting
the public's right to know while at the same time protecting the privacy rights of
individuals and businesses, all in the context of promoting efficiency in
government - too often conflict. And, as this conflict m~nifest::i itself in new
circumstances each year, the Legislature has needed repeatedly to modify the Ad
and bas attempted to anticipate each new circumstance that might materialize.
Over time, this hilS resulted in a lengthy, complicated, and inflexible statute that is
often difficult to apply. While the Task Force may respond to this problem with
more systemic reform, our committee wanted. to highlight several serious and
c<.'lncrete problems with the Act as it exists nOW.

Tennessen Warning.

The "Tennessen warning" imposes an almost impossible task on
government with often little public: value. The Tennessen warning had the
laudable purpose of informing private citizens as to which government entities
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would see their private information. The Tennessen warning, however, is
increasingly being misused by persons as a defense to lawful govemment action.
The Tcnnessen warning is being advanced as a sort of Miranda warning that carries
an exclusionary rule even broader in scope than any found in criminal law. Not
only is the Tennessen warning impeding the legitimate exercise of governmental
authority, but increasing litigation in this area is prompting government entities to
issue Tennessen warnings so broad and so all-inclusive as to become meaningless to
the private citizens whose interests the warning was designed to pr.otect.

A major problem area is public employment. Public employers increasingly
see their employees assert "failure-to- provide a Tennessen warning" as a defense to
disciplinary al;tion for poor work performance or even illegal conduct. For example,
an employee at the University of Minnesota was $uspected of billing two
departments for the same hours worked. The employee argued - and the
Commissioner of Administration agreed - that the University of Minnesota
violated the Data Practices Act by not giving the employee a Tertness-m warning
before asking her to identify the hours she had worked. {The Commissioner Qpined
that whenever a supervisor asks a public employee for work-related information
that could be used to evaluate the employee's performance, a Tenne5Sen warning is ( '\
required. Questions that would requirE a Tennessen warning Wlder this reasoning J
indltde: Were you at work this morning? Why did you miss yestenia.y's meeting
with the commissioner? What have you done on the project you were assigned?
Where is the computer you signed out? Etc.) In another case, a fonner employee
sued the University of Minnesota for violating the Data Practices Act when. the
Univer~ity questioned him about a horse under his control and took adverse
employment action when the employee revealed he hadJ in effect, stolen it.

The Tennessen warning presents problems #'. contexts other than .public
employment. Public schools face Tennessen warning issues all the time, as school
officials find themselves asking such "private" questions such as who started the
fight in the hall, where was a student who was missing during ·third period, and so
on. l At it recent legal seminar, a presenter even advised school districts that they
should provide a Tennessen warning to students and parents, advising them of the
intended use of the students' Itomework and the .consequences of failing to prOVide
it. Although absurd, the Data Practices Act technically' requires it.

1 It i$ Mother flaw uf the Tenncssen waming requiremet\t that I~w enfortement officiab ate @X@ttlpt
from giving Tet\1\eSset\ WtuninS5, but othc:r agencies, :schools. employers. etc.. that ilwe:Higate
potentially critttilla1 conduct are ~ot..
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The Tennessen warning - especially the "exclusionary rule" that is being
grafted onto it.- needs, at the very least, to be subjeetad to a major overhaul. Before
they have the information, government entities cannot always envision in advance
every person or entity that might be authorized to receive the information (and, in
drcular fashion, only those entities identified in the warning are authorized to
receive it). Moreover, the"exclusionary rule" is all out of proportion to the purpose
of the warning and is inhibiting the government from taking appropriate action
based 01\ truthful information. In addition, the Tennessen warning does not belong
in the arena of employee management - all public employees already know
without formal warning that. they may be questioned about their work performance
and conduct, and the technicality of failure to prOVide a Tennes$en warning should
not be aVailable to inhibit accountability of public employees.

Strict Liability for Govemment Entities.

Another important issue is the strict liability that is imposed on government
entities for violation of the Act. Under the bla.ck-or-white system of the Data
Practices Act, Q given sheet of paper is either private or public, and the govemment
entity is liable if it calls it wrong either way - regardless of the entity's good faith
reason for its decision. The Data PracticES Act, however.. is not always susceptible ot
black-or-white interpretation - indeed, even the Commissioner of Administration
has reached conclusions not upheld in Court. Not every document is easily
pigeonholed into only one classification of data. Documents of necessity often
contain a mix Ot private and public information, or a mix of priva.te information
about different individuals (e.g., Virtually every investigation conduc;ted for
purposes of providing human services, resolving personnel disputes, ~tc;.). In
addition, even the. same document (or the same piece of data within a document)
can fit within more than one pigeonhole. For example, a sexually explicit Videotape
by a former public employee, whith resulted in a conflicting Commissioner's
opinion and court decision, could reasonably have been considered private
personnel data (as the Commissioner concluded), public personnel data (as the court
concluded), or civil investigative data as it was part of an o~g6ing series of lawsuits
by the fired employee against the public entity.

Given the Act's all-or-nothing set up, the statut~ should be chan~ed to stop
the punishment of public entities (and thereby the public) for making a good faith,
but ultimately inCorrect. decision. The federal Freedom of Information Act (FOIA)
is instructive in this regard. Under FqIA, attorney's fees are within the discretion of
the trial court. Even when a plaintiff prevails under FOIA, the court may decline to
award attorney's fees if the interest motivating- the plaintiff was more private than
public, if the pliUntiff is gaining a commercial benefit from the information, or if the
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government had a reasonable basis in law for its position. These factors should be
introduced to data practices litigation~ a.~ the public should not have to pay for
private interests when the government acted reasonably in interpreting an
extraordinarily complicated law.

Data. l'liIctices ~ssues in Government Litigation.

The public interest is being poorly served by th£! interplay between the Data
Practices Act and litigation against the government. Public entities ue ro~tinely

litigants in contested matters. Agencies bring enforcement actions, individuals sue
government entities, licensing boards bring actions against licensees, and so on. An
important part ot any litigation - as recognized in the oft-imposed requiJ:ement of
alternative dispute resolution - is the confidential exploration and discussion of
settlement among the parties. Confidentiality in settlement negotia tions gives
parties the space to explore creative and less costly solutions and reduces
wmecessary and expensive litigation. While any ultimate settlement will be public
and appropriately subject to public scrutiny, during the course of litigation parties
must be able to engage in protected settlement discussions. At .this point, however,
the Commissioner has opined that proposed settlements exchanged with
government entities are public data, even during litigation. Such a rule runs
counter to the presumptive confidentiality of senlement discussions in other
contexts, and puts government entities - and the public they represent - in an
unfair pOSition with respect to litigation. This rule needs to be changed.

A second issue in government litigation is the U.5e of the Data Practices Act by
private parties to a lawsuit to avoid the lawyers' ethical rule goveming contact with
represented parties. The practice of using data practices requests to do an end-run
around the public's attorneys and the ethical rules is a disservice to the public and
should be stopped. When a matter is in litigation against a government entity, the

. ethical rules should govern, and parties suing the government entity should be
required to conduct their discovery/data. practices requests through the entity's
attomey.

Intellectual Property, Research Data, and Trade ~ecretData.

f\
. ~

!

The Act as presently written is insufficient to protect the legitima.te
intellectual property and trade secret interests of government entities and their
employt.-es. Government entities sh()uld be able to copyright their origin~l work, yet
there is a lack of clarity on this issue. The Attomey General has issued an opinion
that conflicts with the Commissioner of Administration's advisory opinion on the
topic. In addition to the copyright question~ attention must be paid to protection of (

"'.
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public research. Unlike federal government regulations under FOlA, the Data
Practices Act does not give specific protection to active, but unpublished, research
da.ta, even though premature disclosure of such data can ruin a public researchet's
opportunity to publish, thwart a government entio/'s ability to patent and. license an
invention, and squander the public's investment in the research. The Data. Practices
Act also gives insufficient protection to the privacy interests of third-party research
subjects - for example, pt'otection of homeowners subject to research. by the
Pollution Control Aseru:r for lead levels, or by the Metropolitan Airport
Commission for noise levels. The public has a strong interest in encouraging
government entities to engage in valuable research projects. The Data Practices Act
must be amended to protect intellectual property rights in ongoing research and to
permit agencies that perform research to deem as "private" ~ensiti.\t'e information
about research. subjects.

Financial Information.

The Task Force should' also consider the issue of protection of
nongovernmental financial information. Proposals provided in response to
government requests for proposals (unlike' sealed bids) do not dearly enjoy
pfotection under the Act during the proposal stage, discouraging some companies
from participating in the RFP process. In addition, sm~ler, nonpublic: companies
are som.etimes, reluctant to seek out government contra.cts as their otherwise private
financial data (provided to demonstrate that they are "responsible" bidders) may
then be publicly available under the Data Practi<:es Act.

Deliberativ~ Process.

Two years ago, the Minnesota Legislature provided for a deliberative process
exception for executive branch agencies in drafting legislative proposals_ The
Legislature recognized the need fOl agencies under the control of the governor to
deliberate in private when dnfting legislative proposals. Balancing this need
against the public's right to know, the Legislature provided that proposals become
public when agencies create their final draft. A deliber~tive process prov4;ion may
serve. the public in other areas, such as drafting rules, conducting investigations, and
drafting reports. The Task force should examine other areas where a deliberative
process provision could be extended.
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Corporate Liccnseholder Data.

The Data Practices Act currently classifies licensing data as public, private, or
confidential. Because no licensing data is assigned a classification for "data not 9n
individuals," all licensing data on corporations is presumably public. This resuIt$ in
inequitable treatment for individual licensees and corporate licensees - while
inactive investigative data of· an individual licenseholder is private, inactive
investigative data about a corporate Iicenseholder is not. The drafting flaw also
harms the public's itlterest - while the licensing agency~ hold investigative data
about an individual licensee co~dential dUring its investigation, it appears that
even active investigative data about corporate Iicenseholders is public.

Five- or Ten-Day Deadline for Responding.

The Act's strict time-line for compliance with requests for access to data by the
data subject (five or no more than ten days) fails to take into account the size of
many government entities. the complexity of many of the record-keeping systems
that are mandated by state and federal law, the frequent necessity of legal review and
consultation prior to disclosure to ensure that other indiViduals' privacy rights are
protected, the need to redact private il'\formation, and 50 on. Even Commissioner's
opinions, which come to the Commissioner relatively neatly outlined and often
already researched, take twenty and often fifty days to issue. Yet pUblic entities and
their lawyers are supposed to gather all the data, review it and make legal
determinations, redact where appropriate" and reproduce the data all within five or
ten business days of receiving the request. It is often not realistic.

Burdensome Requests.

At present, the Act provides no ptotection of the public interest from
burdensome data requests. Too oft~n, government entities spend untolled numbers
of hours gathering thousands of documents to satisfy, at public expense, the
personal interests of one requester. Some requests are so broad as to be impossiblE:! to
respond t() without combing viitually every file within the institution. There is
nothing in the Act requiring requesters to identify with some specificity the type of
documents requested (as opposed to under FOIA), and there is nothing in the law to
give a court' or some other neutral body the discretlon to manage burdensome or
harassing requests. The Task Force should. address the real costs to the public of
compliance with the Data Practices Act and consider means to distribute or manage
those costs in the public's interest.
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Accuracy and CompletQl\ess Hearings.

. The accuracy and completeness challenges permitted by the Act have posed
difficult problems for government entities. At present, there is no "statute of
limitations" for challenging the accuracy and completeness of government data
information that is da;aaes-oJd can still be challenged even if there ate no longer
any witnesses available to testify concerning the data. In addition, the law does not
give clear gUidana: to administrative law judges regarding the burden ot proof in
accuracy and completeness challenges, resulting in confusion and inconsistency in
this area of law. Other problems include the unresolved question whether decisions
in other administrative proceedings take precedence Over accuracy and
completeness hearings, slowness in the administra.tive process resulting in stale
claims, and the unlimited scope of data that may be challenged lOT accuracy and.
completeness, including such. things as doctors' notes in public hospital records,
grades and homework evaluations at public schools, etc.

Vnifonn Costs for Copies.

A minor issue is the recovery of copying costs under the Act. At present,
....:) numerous advisory opinions by the Commissioner of Administration address the

y
/ issue whether a govemment entity has factually established its actual cost of

reprodudng documents (considering factors such as the actual cost of paper, the
depreciation of copying machine~, the salary of person making copies, etc.). To
avoid the unnecessary use of government time and money to calculate and defend
the costs of copies, the law should be changed to permit government entities to
charge reasonable rate:;.

Review for Con~i5tent langu"ge.

Doubtless because of the numerous amendments made to the Act over time,
some sections of the Data Practices Act apparently misuse terms that are terms of art
under the law, or inexplicably mqke some· information "confidential" when
"private" would make more sense. Examples includ~ the Tennessen warning,
Minn. Stat § 13.04, subd.. 2, and the section addressing property complaint data,
Minn. Stat. § 13.44. The entire Act needs review to make sure that the classification
terms used are appropriate in each c;ontext.

Thank you for the opportunity to present these comments to the Task Force
on behalf of the bar association's Data Practices Committee. We hope to contribute
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Commissioner Anne M. Barry
April 21, 1998
Page 8

to your difficult but important task of improving the Data Practices Act for the
public good.

Bria1'l J. Asleson
Assistant County Attorney fot'

Wright County
Co-Chair, Data Practices Committee
Minnesota State Bar Assoc:iation

TMS
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It~t.~~1~~1
~ Weissmanesque suggestions I.

.. Recognize that the most valuable thing government agencies
possess is information;

*****

.. Accept that any statute attempting to achieve what Karl
Menninger, in another context, called the "vital balance ff

among the pUblic's right to know, individuals' right to
privacy, and government agencies' need to carry out their
missions will necessarily be complicated.

*****

.. Keep your eyes on the prize: The Task Force needs to remain focused
on the larger pOlicy issues and should resist being led into
blind alleys which will divert the Task Force's energies into
fine-tunings.

*****

.. Define the task in a way that will enable you to comment on (and
recommend) intelligently about the key policy frameworks:

Open records;
Pr i vacy & due process;
Restricted access;

Govt. accountability & remedies.

57



2

~ l?s£ablish user-friendly processes for citizens:

(a) sanctions for governmental non-compliance;
(b) easy enforcement mechanisms;
(c) institutionalized A.D.R. (pre-suit);
(d) an ombudsman spin on Commissioner's

Opinions;

*****

~ Propose that the Legislature:

(a) adopt Bill Safire's suggestion of a Privacy
Impact Statement in every new piece of
legislation;

(b) create a Joint Legislative Commission on Information Policy to
ensure uniformity in nomenclature, classification, and policy.

(c) authorize an independent FOIA\Privacy Commission.

Gary A. weissman
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C1T1ZEN FRUSTRAT10NS WITH GOVERNMENTAL RESPONSES
UNDER THE DATA PRACT1CES ACT

1

/
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9 CATCH 22: The law (§13.39) exempts active investigative
data from disclosure; government lawyers argue that if
someone asks for data, by definition those data are part
of an active investigation retained in anticipation of a
civil legal action -- which they "anticipate" precisely
because of the request.

Gary A. weissman
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ADVOCATES FOR FAIR INVORMATION PRACTICES
c/o Gary A. Weissman

701 Fourth Avenue South, #500
Minneapolis, l\1N 55415

August 5, 1998

Hon. Anne Barry, Chair
Information Policy Task Force
c/o Minnesota Department of Health
P.o. Box 9441
st. Paul, MN 55440

.re :111[11.1!11\1I11\~~:jljllll!IIIIIIIIIIIIII~llIljlil~111~lj!II\1111·lj11!11·~I~lllill~j[I:I~IIII.ifl!lj:I~·;:·[/,:·:[.ii~;j~i:i;:·.i;..i::;·.:::./:•.:·..::··::.::.i::loj':':::·.:.'::··. •....... ::il::

l~j!i!:[!~::i.l~.lllli·II:I[:;:·I:.III·:~II'III~il~;!!·1!~I;!I:[:I·gl:;;j·ll:lfj¢~ ..::i.~.::: •.:: ...••:.: :

Dear Commissioner Barry:

The ADVOCATES for FAIR INFORMATION PRACTICES ("AFIP")
respectfully submits this reply to the Letter dated April 28, 1998,
by the MSBA's Public Law Section's ·Data Practices Committee
("Government Lawyers") .

The Government Lawyers propose that the task force which you
chair ought to seek 14 discrete modifications in the Minnesota
Government Data Practices Act ("MGDPA"). The chart below reflects
our views on these same topics; but they are organized in a
different sequence.
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A. MATTERS ON WHICH WE AGREE

3) Settlement
Discussions!

5) Public
Research2

14)
consistency in
Language

Settlement proposals,
notes, offers,
demands should be
protect~d from
disclosure so long as
the ultimate
settlement is subject
to pUblic scrutiny.

UnpUblished research
should be protected
from copyright,
patent, and license
infringement.

Classification terms
should be consistent
throughout the
statute.

This makes sense. We
would support such a
change.

We agree that academic
research should
receive protection -
so long as government
agencies cannot refuse
to disclose "policy
papers" by calling
them "pUblic
research."

We are in full
agreement.

1 The Government Lawyers include "Settlement Discussions ll as
a subset of their third bolded paragraph, entitled "Data Practices
Issues in Government Litigation."

2 The Government Lawyers' bolded fourth paragraph,
"Intellectual Property, Public Research, and Trade Secret Data II

contains three separate concepts.
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6) sensitive
data about
research
subjects

7) Financial
Information

8)
Deliberative
process

Agencies should be
able to engage in
valuable research
without having to
expose the research
sUbjects to the glare
of public access

The statute should
protect financial
info. from private
bidders in RFPs.

Rule drafts, report
drafts, and investi
gations should be
~lassified as "not
pUblic. II

63

We agree that such
research serves the
pUblic interest and
that the law should
protect the privacy of
individual research
subjects. HOWEVER, to
preclude governmental
agencies from keeping
information out of the
pUblic domain simply
by characterizing it
as "sensitive research
data,"some entity
other than the
governmental agency
itself must make the
determination. Perhaps
a separate
Commissioner of Fair
Information Practices,
or an Ombudsman.

We agree that
proprietary .and
financial information
about the bidders
should be protected;
BUT there should be no
blanket protection for
the bidder's proposal,
bid, or bUdget.

IT DEPENDS: Rule
drafts and report
drafts should be part
of open government
<It's too late for the
pUblic to comment if
only the final draft
is made public>. On
the other hand,
facilitative processes
where two or more
agencies' interests
need to be harmonized
ought to be protected.
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9) corporate
Licenseho1der
data

1.) Tennessen
warning

2) strict
liability

.. ) DiscoverT

1.0) Deadlines

1.1.) Burdensome
requests

The MGDPA inequitably
treats licensees,
depending on whether
they are individuals
or corporations."

Overhaul the
exclusionary rule.

.
Deny fees to·
prevailing plaintiffs
unless they can prove
bad faith.

Plaintiffs should not
be allowed "end runs"
around the ethical
rules.

The 10-day deadline
for responding to
requests is
unrealistic.

The law should permit
agencies to tax the
real costs of
assembling pUblic
data in response to
requests.

They may be right:
We'd like to hear more
details.

THE EXCLUSIONARY RULE
IS THE ONLY REAL
PROTECTION DATA
SUBJECTS HAVE AGAINST
OVERBEARING AND
INTRUSIVE GOVERNMENTAL
INTERROGATIONS

GOVT. AGENCIES GET
FREE LEGAL
REPRESENTATION.
PLACING THE BURDEN ON
PLAINTIFFS WOULD
EVISCERATE THE
ENFORCEMENT OF THE
LAW •

THE GOVT. LAWYERS'
PROPOSAL WOULD VIOLATE
THE EQUAL PROTECTION
CLAUSE -- PROHIBITING
CITIZENS FROM SEEKING
GOVERNMENT DATA JUST
BECAUSE THEY ARE
SUING, OR BEING SUED
BY, A GOVT. AGENCY.

IN MOST CASES, 10 DAYS
SHOULD BE ADEQUATE TO
FIND DATA IN FILES.
THE REAL PROBLEM IS
THAT COURTS DON'T
PUNISH AGENCIES FOR
TARDINESS.

THE GOVT. AGENCY
CANNOT OBJECTIVELY
DISTINGUISH BETWEEN
BURDENSOME REQUESTS
AND INEFFICIENCY. SOME
INDEPENDENT ENTITY
SHOULD MAKE THE
DETERMINATION.

3 "Listed as the
paragraph entitled
Litigation." .

"second issue" in the Government lawyers'
"Data Practices Issues in Governmental
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12) Accuracy
hearings

13)
Photocopying
costs

[no specific
proposal] Concerns
about statutes of
limitations, burden
of proof, stale
claims, scope of
challenge, etc.

Let the Government
charge reasonable
rates.·

THE ONLY REASON
GOVERNMENT COLLECTS
DATA IS TO USE THEM TO
MAKE DECISIONS.
WHATEVER DATA GOVT.
HAS SHOULD BE
ACCURATE. A
SUCCESSFULLY
CHALLENGING DATA
SUBJECT CANNOT RECOVER
ATTORNEY FEES, BUT A
LOSING STATE OR COUNTY
GOVT. AGENCY IS
ENTITLED TO 'FREE
REPRESENTATION.

WHO DETERMINES WHAT IS
"REASONABLE?" WHY
SHOULD ANY GOVT.
CHARGE MORE THAN
KINKOS DOES FOR
PHOTOCOPYING?

Should the task force want to have any or all of these issues
air~d, AFIP would be willing to engage in a pUblic debate with
representatives of the Government Lawyers for the Task Force's
benef.it.

As a professional courtesy, we are providing the signers of
the Letter from the Government Lawyers with a copy of this letter.
We should be grateful if the Task ·Force would ensure that AFIC
receives copies of any further correspondence from the Government
La Thank you in advance.

Respectfully,

Greg corwin
Vice President

Marshall Tanick
Reconditer
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..
(no'spec~ic
propo••l] . concerns
about statutes or
l.im.ltatiolUI, burden
ot proof,. stal.e
claiu, scope of
ch&1.~enge, etc.

.
'lHE ONLY REASON
GOV!'RmfENT COLLECTS
DATA IS TO' USE THEM TO
tQD DECISIONS.
WHATEVER DA'rA GOVT.
BAS SHOULD BE
ACCURATE. A
SUCCESSPTJLLY
CHATJ,HHGING DATA
SUBJEC'l' CANNOT· RECOVER
ATTORNEY ,FOB, BOT A
LOSING STATE' OR COUNTY
C;OV".r. AGENCY IS
mrrITLED '1'0 FREE
RE:PltESENTATXON.

Let the Qoverrment
charge reas9nabl.e
rates.

WHO OE'l'ERM:I:NES WHAT :IS
QREASONABU;?" WHY
SHOULD ANY ·GOVT.
CHARGE HaRE TtWJ
KINXOS DOES FOR
PHOTOCOPYING?

Should the 'b.sk ~Clrce want to have any or all or these issues
aired, A!'IP would. be williZlg to engaga' in a public debate With
repr..-ntatiVaG of t;he GoverrUllent IKlwyer6 for the ~ask Force's
}:)enefit~ " ' .. ...

Aa a prote"8ional.COu:-tesy, wa are providing the signers of
the utter trOll. tha GoVer1Ul'18nt LaWyers with a copy ot this let.ter.
We Aouid De 'grateful ir the ~~sk Farce would ensure "that. Af'XC
~.c:e1V.8 copies ot any. further correspondence from the Government
I4wyera. Thank you in advance.

GrQ9' .Corwin
·Viee President

Reapectfull.y,

Kar_••_

GarY A. weIssman
Pr..aic1ent
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13)
Pl&otooopyiDg
coeta

[no specific:
proposal] Concerrts
aJ:)out statutes of
11ll1tatians, burden
of proof, stale
claims, scope of
challenge, etc.

Let the Government
charge reasonable
.atG8.

THE ONLY REASON
GOVERNHENT COLLECTS
DATA IS TO USE 'mEM TO
MAXE DECJ:SIONS.

.WHATEVER. DATA GOVT.
HAS SHOULD BE
ACCUItATE. A
SUCCESSFULLY
CHALLENGING DATA
SUBJECT CANNOT RECOVER
AT'l'ORNEY FEES I BUT A
LOSING STATE OR coUNTY'

-GOVT. AGENCY IS
ENTITLED 1'0 PREE
REPRESENTATION.

WHO DETERMINES WHA'f IS
IlREASONABLE?·' WHY
SHOULD ANY GOV'T.
CHARGE MORE THAN
KINKOS -DOES FOR
PHOTOCOPYING?

Should the task force wan~ to have any or all of these issues
aired, AF7P wo~ld ~ w111inq to enqage in a public ~ebatQ w1~h

reprellentatives of 'the Government Lawyer& for the Tasle Force I &
henetit. - .

A. A professional courtesy, we are providinq the signers of
the Letter from the Government Lawyers wit.h a copy of this letter.
w. should. be gra.teful if the Task Force would ensure that AFIC
reeeiYeS copies of any further correspondence fro1l1 the Government
Lawyer. • Thank you in advance.

.-

R.efJipectfully,

Gary A. weissman
President

......21....\-¥o &4tJWI\
~ Gre~corwin

Vice President

Karel\all TllnlcK
Reconditer
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APPENDIX 3

Full Text of Public/Private Attorney
Debate from the "Legal Ledger"
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Information Policy Task Force
Expert debate on Tennessen Warning, 9/2/98

Originally Published 9/10/98, St. Paul Legal Ledger

As part of its review ofthe Government Data Practices Act, the Information Policy Task
Force convened a group oflawyers to debate whether the Tennessen Warning should apply to
public sector employment relationships.

The 20-year-old law requires that government employees explain how information will
be used when requesting private data from individuals. Its application to the public workplace
was not contemplated at the time, but recently failure to give a Tennessen Warning has been used
as a defense by employees facing discipline.

. Representing governmental entities were Jim Moore,_assistant city attorney in
Minneapolis; Paul Ratwik, whose law firm represents. ISO-plus school districts; and TraCQ' Smith,
associate general counsel for the University ofMinnesota. They :were dubbed Group A.

Representing public employees were Gregg Corwin, who represents public unions;
Marshall Tanick, a faculty member at the University ofMinnesota, an administrative law judge
and an attorney specializing in labor, employment and constitutional law; and Gary Weissman,
an adjunct professor of alternative dispute resolution at William Mitchell College ofLaw and an
attorney working in family law, employment law and data privacy. There were dubbed Grqup B.

The question posed by the task force: "There are concerns that giving the Tennessen
Warning in educational and employment settings produces results that seem to lack common
sense; Given these concerns, should those individuals be exempt from the Tennessen Warning or
should language be drafted to avoid nonsensical/absurd results? Or is there another way?" _

Panelists gave opening statements and then questioned each other.
[Group A is in regular type; Group B, in italics.]

Jim Moore: Should the Tennessen Warning language be amended as it applies to the
educational and employment context? Yes, absolutely..,.

The first question is: What is the public policy that is sought to be served by the
imposition of the Tennessen requirement in the Data Practices Act? And the answer to that
question, as I see it, is that you want individuals to have fair notice when they're asked to provide
private data, particularly about them, about the use that the government is going to put that data
to.

Ifyou are an applicant for public assistance, and you are asked to provide
income-information private data about you, shouldn't you haye the right -- and clearly the law
recognizes the right -- to be told why it is that the government entity that's collecting the data
needs the data, what the consequences ofrefusing to provide are, and what use it will be put to?
That makes sense in that context.

It doesn't make sense in an employment context where we have, Section 13.43, which
makes in the employment context virtually every contact between the employer and the
employee private data. The task force is well aware of the requirements of 13.43; the task force
knows that there's a laundry list of things that are public, and everything else in the important
relationship is presumed private data under Section 13.43.

So the question is, does the public policy underlying the Tennessen requirement serve
any legitimate purpose in that context? Now let me suggest to you that it does not.
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The reason for that is that I, as a public employee, or other public employees, clearly
know that when they're dealing with their bosses that the information that they're providing is to
be used to complete a task and to analyze the completion of the task that was assigned. We all
know when we get assigned something by our boss that it is to be done to a particular
professional standard and that we're subject to having that performance reviewed.

How is that done in the real world? That is done by, in my case, the city attorney walking
by my door and saying, "Jim, you know that memo I asked you to do for the city council? Do
you have that done yet?" Does the city attorney have to give me a Tennessen Warning every
time we have that conversation? In the real world, it's not done. Nor should it be.

I as a public employee coming into public employment know that I'm protected by the
Data Practices Act. I know there are certain things about me that aren't available to the public....
That's not to say it should not be available to my employer without a bunch ofhoops being
jumped through. The idea ofpublic employment is to get the public's work done....

Does the public employer know at the time that they're gathering information from me or
other employees what the potential classification of the data is? The Tennessen Warning applies
when an individual is asked to provide private or confidential data. Ifmy boss asks me, "What
time did you get in this morning?", that's work hours, which is public information. If the
purpose of asking that question is to document that I'm never on time ... it will be used in a
private context later.

There are a myriad of situations in which individual supervisors in the real world are
going to be asking their employees to provide information that may, at some point, be private or
confidential data, depending that they don't know at the time they asked the question.

For example, a police sergeant arrives on the scene ofa police shooting, and goes up to
an officer holding a gun, and says, "Did you fire your gun, officer?" Answer: "Yes sir, I did."
"What happened?" Answer: "The other individual pointed a gun at me, sir. I discharged my
weapon." "Give me your gun; go sit in the squad car."

What data was that? Was that law enforcement data that's confidential? Is it personnel
data under 13.43? Will it become public law enforcement data when the investigation, whatever
that might be -- into either the other actor's conduct, or the police discharge ofa weapon -- is
resolved? That supervisor in the real world doesn't know the data classification. We sitting here
in this pristine room don't necessarily know.

To impose a Tennessen requirement and then impose a remedy that says ifyou collected
the data without giving a Tennessen Warning you can't use it for any purpose, is not in the best
public interest. If the answer is "Yes sir, he pointed a gun at me," and further investigation
reveals that the individual who was shot had no gun, never pointed it and there are a myriad of
other witnesses, that's a criminal offense by my hypothetical police officer. Are we to be told
that his false ~swer to his supervisor can't be used either in the employment context or in the
prosecution of that criminal offense?

That seems to be the result when you impose the requirement -- that makes sense when
you're filling out forms -- to the conversations occurring within a real world situation in the
employment context.

Tracy Smith: We are here not to, trying to change practice in public employment but
rather to stem a novel and growing use of the Tennessen Warning as a defense to disciplinary
action....

Public employees literally are arguing now, and the commissioner of administration
agrees, that public employers cannot ask employees questions about their work performance or
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conduct without first giving them a Tennessen Warning because those questions might be -- and
I'll quote from the commissioner's opinion -- "relevant to a legitimate evaluation ofthe
employee's performance."

So ifyou ask an employee any question that will become relevant to an evaluation of that
employee, a Tennessen Warning will be required. That, to me, 'means every virtually question
and every interaction that J have or J receive in my office connected to my work.

Let me give you some real world examples, because we don't have to work in the world
ofhypotheticals here, unfortunately.

The commissioner's opinion that gave rise to this issue came about because the university
had a clerical employee that apparently was double-billing two departments for the same hours
worked. The university's response: Ask the employee, "What hours were you working? Were
they reported on the time sheet? What work were you performing?" The university had
considered discipline. There was an investigatory meeting with a representative of the employee
pursuant to her union contract. ... _

The employee argued to the commissioner, and the commissioner agreed, that the
university violated that employee's rights by asking her about the hours she worked without
giving her a Tennessen Warning....

And the reason for that was, there were two alternative rationales, but one rationale was
because those questions ... were actually going to be -- surprise! -- relevant to an evaluation of
that employee. And the commissioner went one step further deciding not only did it violate the
act ... ;but taking the criminal Miranda exclusionary rule even one step further, decided that the
university had to go ahead and destroy all the documents that reflected this employee's responses
to questions about her work. Well, that case resulted in discipline; it didn't end up resulting in
further litigation....

However, based on that opinion, we now have a court case that we're defending.
This is an employee of the University ofMinnesota, a professor ofveterinary medicine,

who got a family to donate a sick horse to the university. The family took a deduction on their
tax returns, and so forth. This professor then treated the horse, cured it, turned around to sell it
for his own personal profit, for himself. His supervisor, an assistant dean, heard talk of it and
asked the employee about this ... and the employee acknowledged that he planned to sell it
himself and keep the money. Needless to say ... the horse was returned to the university, and the
university sold it.

This same employee also was accused by a student and advisee of sexually
propositioning her. Later this employee asked for tenure -- permanent, lifetime appointment to
the university -- and was denied.

He has sued the university for every manner of private action -- ... breach ofcontract,
defamation ... violation of the Data Practices Act. Why? Because he was not given a Tennessen
Warning that his statements about theft ofproperty and sexually propositioning an advisee might
actually be relevant to an employer deciding whether to grant him lifetime employment ...

Now we've been to district court three times, the Court ofAppeals four times and the
Supreme Court once. What's the claim that we're having to go to trial on, thanks to the earlier
commissioner's opinion? Violation of the Data Practices Act ...

J might also add that those facts are not really in dispute. He acknowledged wanting to
sell the horse; he acknowledged seeking a sexual relationship with his advisee. OK, that's where
we are. We are spending our money litigating that issue. Legitimate questions ofa public
employee.
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It promotes terrible public policy.... I can tell you as a public employee my rights to
privacy are protected by 13.43. My due process rights, unlike private employees, my due
process rights to be heard prior to discipline are protected by the Constitution, so I already have
those rights, unlike a private employee. We don't need a Tennessen Warning to tell us that
comments about our performance and our work might actually be used to judge our performance
and work

It's worth noting, by the way, that both employees ... were represented by legal counsel
from the start. So it's disingenuous to suggest that we don't understand what the consequences
ofproviding information are.

Paul Ratwik: I endorse the views ofmy co-presenters ... and our experience is the same
as theirs....

Virtually all information maintained by any Minnesota school district in some physical
format which can be identified to a specific student is educational data and therefore is private
data under the_act. The answers to questions like, "Where did the pilgrims land?", "What is the
sum of36 plus 64?", "Ofwhat material is a shark"s spine composed?", are all private data if the
answers are written by a student or otherwise recorded in some format.

Thus the question: Must a Tennessen Warning be given prior to assigning book reports,
asking a first-grade student to add two and two on the blackboard, handing out any homework
assignment or administering a quiz or test?

And the answer, not only pursuant to a literal reading ofthe statute but also in the form of
interpretations offered by the director of the public information policy analysis division [Qf the
Depaitment ofAdministration], is yes.

Now they recognize that that constitutes a somewhat silly statutorily mandated outcome,
and they do so by suggesting that school districts can comply with the requirements ofthe act by
following what they refer to as a middle ground, by which they mean giving a full and complete
Tennessen Warning at some point in time and then periodically administering additional or
supplemental Tennessen Warnings.

The fact of the matter is that very few school districts in Minnesota annually publish a
generic Tennessen Warning. When they do, it says something like this: "Students will be
assigned academic tasks and will be expected to provide responses to homework, quizzes, tests,
book reports and similar responses. The responses will be used by the teacher or teachers in
determining the level of the student's acquisition ofknowledge. And while the student is not
legally required to supply the information, failure to do so may adversely affect the student's
grade." [laughter] -

There is no authority in the Government Data Practices Act for the administration of
periodic or umbrella Tennessen Warnings. Rather, 13.04, Subd. 2, says there is a specific
requirement that a Tennessen Warning will be given whenever an individual is asked to supply
private or confidential data.

Moreover, the concept ofan umbrella or blanket Tennessen Warning -- and this is the
case whether we're talking abouteducation law or employment law, generally -- directly
conflicts with the commissioner's opinion in conclusion 93-004, P. 9, that one of the purposes of
a Tennessen Warning is to give a student, in that particular case, an opportunity- to ml:!ke an
informed decision in regard to that particular solicitation for information as to whether the
information requested by the school district will be provided.

Let's not forget here: We're dealing with youngsters, ages 5 to 18, or 19, and some cases
21, who are going to have a hard time understanding the concept ofa Tennessen Warning, much
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less remembering for periods of days, weeks or mont~sat a time..., Imagine for a minute the
concept ofadministering a Tennessen Warning so that you can give a quiz in order to confirm
that the student understands the concept ofa Tennessen Warning. [laughterJ ...

The solution is to repeal the Tennessen Warning in its entirety, or to amend Minnesota
Statutes 13.04, Subd. 2, to specifically provide that no Tennessen Warning be given when
academic or instructional data is requested from students in a teaching situation when the '
information is requested by educators.

Similar problems exist '" with regard to gathering information from students which may
have disciplinary implications.

Gregg Corwin: I always love to listen to lawyers tell war stories about their cases, then
ask the Legislature to bail them out.

The fact ofthe matter is we don't expect criminals to know the criminal law. We don't
expect state legislators to know the laws that they pass. We provide protections, procedural
protections, not assuming that people automatically know their rights. Otherwise, there would
be no such thing as Miranda. ...

I think I want to emphasize to this panel that what we're talking about is a procedural
requirement, to act as sort ofa prophylactic to protect the citizen so that a citizen isn'tforced
into a position where their rights are already violated and then they seek to enforce them after
the fact. IfTennessen were uniformly carried out, we'd have a lot less litigation because it
attempts to prevent the violation before it occurs.

I think that you cannot confuse the issue ofclassification with the proceduralprotection
that the Tennessen Warning gives. Most ofthe arguments you've heardfrom counsel on the
other side are really arguments against the classifications and how the statutes protect data.
Because all Tennessen does is give a person fair warning as to what is protected by the Data
Practices Act as private information.

Their attack really is to the information itselfand how it's classified Are they really
sayingpeople shouldn't be informed ahead oftime as to what their rights are and that the data
they're being asked to provide is really private? That's what they're really saying. They're
saying we should let these people be ignorant; we should not tell these people because they
should know -- being a public employee means you should know everything about employment
law ... you should know all your constitutional rights. Quite frankly, most lawyers in this state
don't have the requisite knowledge that they attempt to attribute to all public employees. They
don't.

So are we to assume that they have this knowledge, that most lawyers don't even have
about the Data Practices Act? I could question everyone in this room and no one would have
that knowledge -- what is private, what is public, what are the classifications, and so on.

The law is meaningless ifit can't be enforced, or ifpeople can't be given notice oftheir
,rights beforehand And an exclusionary rule is the only way to protect the public from violations
... because after the fact is too late. ...

All we're telling an employee is whether or not they have to give the information, whether
they're required to give it, who will see it, how it will be used, and things like that, which I think
are fundamental. It doesn't affect the classification ofthe data itself. ...

A perfect example ... is a case I have with Koch Refining, where the MPCA goes to
employees ofKoch Refining and says, "You voluntarily cooperate with us, give us this
information." And so the employees give that information. And what happens? Now, they're
threatening to turn it over the Minneapolis Star Tribune and make it public. Were the employees
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told that one ofthe consequences ofgiving a voluntary statement was that it would be made
public and given to the newspaper? No, they weren't, and we're alleging a Tennessen violation.
And well we should, because had the employees been given that choice and had been told that
the information that they were being asked ffor] might be turned over to the newspaper, they
might not have voluntarily complied.

And it's the same situation with everyfactual situation that those attorneys have given
you: Had the employees been told that by voluntarily complying they would in effict incriminate
themselves, they might not have answered those questions and incriminated themselves. It's no
different than the Fifth Amendmentprotection against self-incrimination. What these lawyers
would rather have is, ask the questions, incriminate you and then you're screwed -- we're not
going to tell you your rights ahead oftime. That's what I think the issue is here.

Gary Weissman: I think that Jim Moore asks the right questions: What is the underlying
policy, and is it a legitimate advancement toward thatpolicy to carry out the Tennessen Warning
as we do?

However, the answer that he and his.colleagues give is basically we should drown the
baby because some ofthe bath water has soap bubbles.

Ifwe really look at what the purpose is, it is to advance a core concept ofthe Data
Practices statute, which is to protect citizens ... to make sure that information extractedfor one
purpose is not usedfor a secondpurpose.

Here's why that's important:
All ofus reveal information about our charitable and religious goals and objectives when

we askfor a tax deduction on our state income-tax return. And we're willing to give up that
information in exchange for the tax return -- that is, the tax deduction.

But how would we feel ifwe went to the Job Service lookingfor employment, and the
employee there said, "Well, there's this great opportunityfor you at Catholic Charities, it's an
administrative position paying $50,000 a year andyou're absolutely qualified, but we knowfrom
the Department ofRevenue that you contribute· to Planned Parenthood, so we're not going to
matchyou"? Nobody wouldfill that out on the tax return, wouldyou?

Or you go to the chairperson's Health Department because they're interviewingyou, to
try to stamp out sexually transmitted diseases, andyou reveal the partners that you've had. And
then you applyfor ajob seven years later in the government, and they say, "Well, you would
really be a goodfit for this job, but it turns out, the Health Department has told us, you used to
have sex with the assistant commissioner back in the early '90s, and we think that would make
for a conflict ofinterest." Nobody would tell the Health Department anything.

Precisely to make sure that every citizen can do a cost-benefit analysis and decide, "Am I
going to give up certain rights in exchange for the service the government is going to give me?"
And how do I make that analysis, is byfinding out who gets to look at the information I'm giving
up. Because the government collects information for one purpose only: To use it. ...

The three members ofGroup A have used basically what my high school debate coach
called the strategy ofhyperbole: When you don't like something, you extend it to its logical
absurdity and then beat it to death with a club called ridicule. Nobody is saying [you can't] ask
a second-grader how much two plus two is without giving them a Tennessen Warning. That's
not what anybody intended in this Legislature or on this side ofthe table, for sure.

What we are concerned about is, ifthere is going to be an adverse action taken. Nobody
cares ifJim Moore's boss says, "Didyou get the memo done, Jim?" And nobody cares ifTracy
Smith's boss says, "How was your weekend?" Now she might get a little testy ifthey ask, "With
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whom did you spendyour weekend, and where did you spend it, and how many hours?" -
because that's nobody's boss' business.

The exclusionary rule is the way to protect. The reason we call it a Tennessen Warning
is precisely to have an analog[y] to the Miranda Warning. And in the '60s, when the Supreme
Court created the Miranda Warning, politicians and law enforcement officers all over the
country were wringing their hands, saying Western civilization will collapse and the scofflaws
will go free. And 30 years later, Western civilization is semi-intact, we have four times as many
people in prisons, and every cop carries a little card [in case] he or she can't remember what the
Miranda Warning is supposed to be.

More importantly, the Supreme Courtfound out you have to enforce it. Just requiring it
doesn't do any good ifthe police department says, "Well, OK, so Sarge forgot to give the

. warning, we'll slap his wrist and give him paid suspension the Friday before Labor Day." The
only way you can enforce is to say you can't use the information ifyou didn't give it. That
works.

Same with the Tennessen Warning. The surest way to make sure that government
officials will give the Tennessen Warning before they're going to take adverse action against
somebody is to say you can't use it ifyou don't give it. It's that simple.

Now, there are absurd lines, and there are fuzzy lines. ...
I had a client who was mugged on Hennepin Avenue. He was knocked unconscious. He

was knocked unconscious in front ofa tavern, so the cop assumed he was drunk and said that on
his report and turned it into somebody -- because he [the victim] happened to be a city of
Minneapolis employee. And on Monday morning, he was grilled: "What are you doing in
taverns? Why are you getting into fights? You must go to employee assistance; ifyou don't,
we're going to take adverse action against you." "I don't drink" "That's called denial. You
must go there. "

Now why did he get that? It's because somebody made a mistake and transferred
information given for one purpose to another agency and used it improperly.

That's what the legislative policy is all about; that's why it has to stay. Ifyou want to
draw a bright line which will not solve all the fuzzy problems say, "Ifyou're going to take
adverse action against somebody, ifyour intention is to do that, then you must ask the Tennessen
Warning notice." But ifit's something as simple as, "How are you?", "How was your
weekend? ", "What are two plus two?", then ofcourse it wouldn't apply. ...

Marshall Tanick: I think it is naive and simplistic and wrong to assume thatpublic
employees know their rights and therefore don't need these warnings. .. , [Four lawyers in a
current case] can't agree amongst ourselves, and we all do a lot ofwork in this area. It's
therefore axiomatic that mostpublic employees don't know, can't be expected to know
specifically what is and what is notpublic or private, and therefore I think it's extremely
important that they have these kinds ofrights.

By the same token, I agree with much ofwhat, or some ofwhat the members ofGroup A
have said I think there are some deficiencies in the law as it currently exists, but I don't think
they're deficiencies that they've identified

I would submit that the law ought to be changed. I submit that the law ought to be
strengthened in one particular respect: I submit that the law ought to specifically require that
when adverse action ofa disciplinary nature is contemplated or reasonable or reasonably
anticipated that not only should the employees be given the warnings that are currently in the
law, they should be given one more warning, too, and that is their right to seek legal counsel
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before they make any decision as to whether they're going to agree to furnish any information or
not. ... So many employees are confused, sometimes acting under coercion or duress, simply not
understanding what they can or can't say, and what the consequences are. ...

Moore: [If] lawyers cannot agree at times whether something is public or private under
the law, how do you expect these middle managers, supervisors, clerk/typist II, who has to
supervise a clerk/typist I, to make that kind ofevaluation and know whether they're obligated to
do a Tennessen Warning because they're asking for private data?

Corwin: Well, 1 think that ifyour agency is doing its job, it should have someone that's
designated as the person that deals with data practices issues. And I assume that ifthey have a
proper job description that in their job description would be to do training, to provide
procedures for obtaining data. Normally, people that ask questions are given some training in
how to ask questions or do investigations.

To the extent that this forces you to professionalize your investigation, 1 think it's a good
thing, to the extent that it provides some accountability on your side, to do training and to
provide rules andprocedures, and do things right. I think that's fine. But to shrug your hands
and say, "We're not capable ofmaking those distinctions, " so the answer is to ignore the law
completely, I think, is a very lazy way to approach things. ... I think a lot ofit is simply common
sense. ...

Every one ofthe examples that you gave were examples ofsituations where it was pretty
obvious that the questions were really part ofan investigation concerning a complaint or issue.
So, as far as the examples that you gave, those are no-brainers. I think anyone who has any
common sense would understand that you were askingfor private data which may lead to an
adverse action being taken. ... You look at what's been litigated, it's all issues where I don't
think there'd be any dispute that the information obtained was going to be usedfor some kind of
adverse action.

Smith: Ifyou read the Tennessen Warning, you will not find anywhere in there the
words "discipline," "adverse action," "supervisors" -- anything like that. There is nothing except
a whole cloth, made-up [inaudible] on the Tennessen Warning that suggests that it applies when
you're asking questions and there's only a subjective intention on the part of someone asking it
to discipline somebody. In fact, the commissioner's opinions are much broader. They talk about
whenever they ask you a question that will lead to an evaluation....

The problem is not the classification ofdata. I have no desire to make more data private
or less data private about employees. The problem is that the Tennessen Warning turns on the
classification of the data.... If [an employee] fails to give a Tennessen Warning because she
couldn't figure out if it was private or public because not even lawyers know, how do we
discipline that employee ... ? How else do we get our employees to do it except by doing that? ...
Let's assume there's a university surgeon who has a patient._ who's failing, and he asks a
medical resident, "What treatment did you give this patient?" Is a Tennessen Warning required?
... The medical resident might have screwed up and be subject to discipline, or he might have
done it right....

Corwin: Well, as you know, I've represented interns and residents who have been
disciplined in the program and removedfrom the program, which effectively ended their career
as a physician. ... Yes, this is a perfect example ofwhy we need the Tennessen Warning because
the answer that that intern or resident gives may end their career, effictively. ...

Ijust want to say one thing about your problem with training people. We have the same
problem with the Americans with Disabilities Act, with Title VIL with the Human rights Act. You
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know that there are hundreds oflaws that deal with employment that supervisors have to make
day-to-day decisions about, whether to exercise reasonable accommodation, whether what's
happening is discriminatory ... what is sexual harassment. 1 would submit that whether data is
classified as public orprivate is no more difficult legally or as far as figuring out what the righr
answer is than what constitutes sexual harassment, what constitutes a hostile environment, any
ofthe other things that the United States Supreme Court is dealing with on a daily basis. ...
They're at least as complicated and difficult and require as much daily decision-making as the
issue ofdata practices ...

Ratwik: Are you suggesting that if at the time the question was asked ofany employee it
could be ... reasonably anticipated to lead to some sort ofdisciplinary action, that a Tennessen
Warning is then required?

Corwin: What we're saying is that we're infavor ofclarifying the law so that the
consequences part ofthe question, ifthe information sought is going to have some consequence
to the individual employee, then we think the warning should be given. And1 think that's a way
ofgetting rid ofthis parade ofhorribles that you're talking about.

Ratwik: And consequences would be defined how?
Corwin: "Consequence n would be some kind ofadverse action against the employee,

some kind ofaction that would affect the employee's terms and conditions ofemployment.
Ratwik: Aren't you literally saying that any time a public employee asks any question of"

any public employee with regard to the nature of their duties and how and to what extent they
performed their duties, a Tennessen Warning would be required to be given?

Corwin: 1 thinkyou have to exercise common sense. ...
You know, look at the Miranda thing. Most questions cops ask don't lead to any criminal

indictment or criminal charges or criminal complaints. You could make the same argument with
Miranda: "You mean that a police officer every time they [ask] a question ofsomeone who's
ostensibly in custody that they have to give a Miranda warning? Every time? That they can't
investigate anything or ask questions orfind out what's going on ... ? Ifthey come upon an
accident scene and they start asking questions? n 1 could make the same arguments you're
making, and those arguments were made against the Miranda Warning.

Smith: The vast difference between Miranda and here is that public employers are liable
for the acts oftheir employees. They have to know what's going on. Any supervisor who
doesn't ask their employee what they're up to is shirking his or her responsibilities as a
supervisor. And you're also not dealing with a trained police force that pulls out their card and
reads the standardized Miranda Warning when objective factors show that that person is in
custody.

What is being advocated here is a specially tailored Miranda Warning by any public
employee whenever there's some hypothetical possibility -- even subjective in his mind, and
maybe not even in his mind yet, like my hypothetical doctor -- who's asking the questions of an
employee about his work that might reflect on his employment status, which to me is everything:
raises, promotions, evaluations, discipline, and so on. There's nothing comparable about a
Miranda Warning and an employer asking an employee, "What are you up to?"

Weissman: Well, this is another line ... that can be drawn.
If1 was the intern, and 1 thought your motive in asking me was coaching or teaching,

"Doctor, what diagnosis did you make? n ... I'd be comfortable [answering your] questions in
the future, and we have a good relationship. But if1 thought you were wearing your hobnailed
boots and the reason you were asking the question is you were trying to kick me out ofmedical
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school, I'd have a different response.
And since I can't readyour mind, the only way to know -- as to whether your intent is to

be a good coach, a teacher ... or your real goal is to try to take adverse action against me -- is
the Tennessen Warning.

Ratwik: Are you suggesting that [the employer] has an obligation at the time the
question is asked to say to the person, say to the employee, "Here is what my intent is"? ...

Weissman: I think that most ofthe time most employers in governmental agencies are
trying to help their employees perform better. ...

Ratwik: [If] I ask the question of the supervising doctor, in exactly the mode that you've
set up, and the answer he'll give is, "Holy Toledo, I left the forceps in the body," was a

. Tennessen Warning required or not?
Weissman: Ithinkyou'd have to say, "Whoops, that's not the answer I was lookingfor.

... I think I have an obligation to report this. ... "And then the issue becomes, "Can you use the
answer to my question to prosecute me ... ?"

Ratwik: At the time I asked you the question, I didn't know what answer you were
going to give. And here you give an answer in response to a question that was intended to be
helpful, which is incriminatory but at least at a minimum it indicates a dereliction ofduty ofyour
part. In your reading of the act, as it presently exists, am I excluded or am I not excluded?

Weissman: Yes, I think you are.
Ratwik: And why is that?
Weissman: What I talked about before: You askfor one purpose; you're using itfor

another. I'm assuming you're asking itfor the purpose ofenabling me to do myjob better, and
in fact you're going to use it to try to destroy my career orput me injail or cause me to lose a lot
ofmoney.

Ratwik: IfI don't kriow, I don't have that purpose when I ask the question. And-
Weissman: Ifyou change your mind, you have to give a Tennessen Warning.
Ratwik: Is there some specific language in the statute that compels that conclusion? I

can't find it.
Corwin: Well, you know, what's the parade ofhorribles here? ... You can ask the

question again by giving the proper warning.
Smith: Why, why would we do that? I mean, why would we ask each and every

question ... and then have public employees on public time go back and ask the same question
again after giving them a warning? This is not efficient or accountable government. It is silly
government....

Weissman: [IJfthe Group A lawyers were really concerned about this, they have two
possibilities: They can come and beat their breasts in front ofthe taskforce and hope that the
law is changed so that's gone, or more simply they could have written to the commissioner and
said, "We'd like to get the commissioner's opinion on whether we have to give a Tennessen
Warning to afirst-grader when we ask her or him, 'Are two plus twofour?'" I want to askyou,
which ones ofyou wrote to the commissioner askingfor an opinion on that subject?

Ratwik: The reason that an opinion has not been asked for specifically on that question
is that the director of the session has said ... that a Tennessen Warning is required, and we do not
consider it to be in the interest of our clients to have reduced to writing a decision that we
consider to be adverse ... The answer is absolutely we did not. ...

Moore: I could write until we're all blue in the face asking scenario after scenario after
scenario. ". The requirement as currently interpreted is a hindrance to good public work. ...
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Ratwik: [A]nyone who says that the administration of the Tennessen Warning does not
impede the free and open flow of information to an employer is not being realistic. And I think
two of you specifically recognize that in your comments: "Ifwe had known that there was any
chance that this information would have been used against us in our capacity as employees, we
never would have answered that question."

Employers are not asking the question merely because they want to punish the employee.
They're also looking out for their obligations to taxpayers and citizens generally ...

Tanick: First ofall, I would agree with you that the Tennessen Warning does have the
effect ofimpeding the flow ofinformation. ... [So dol attorney-clientprivileges ... doctor-patient
privileges, maritalprivilege... The question is whether the nature, degree and extent ofthat
outweighs the other purposes and values that both sides are seeking to achieve. ...

There are other considerations beyond, "Don't tell them something that might .
in{:riminate you." The employee may have certain information that's privileged, may have
certain information that should be conveyed lleyond the employment context -- because they're a
whistleblower, maybe they sho~ld report something to somebody else -- and instances like that,
where the role that we play with the Tennessen is not simply tOoUse that as some kind ofFifth
Amendment "don't say anything, you may incriminate yourself," but rather having the
opportunity to consult with the employer about the implications ofwhat they're going to say,
how it might not only impact them but impact the workplace in general. .. ,

Corwin: The law says that you can require that information ofan employee. All we're
saying is that the employee should get a warning before that information is released so the
employee can contemplate what the alternatives are. For example, the employee may decide that
they'd rather be fired than provide information which may be used to incriminate them somehow
or may be usedfor other purposes -- it may be made public. And what we're saying is at least by
giving them a warning the employee has the opportunity to seek counsel before making those
decisions.

It's like every otherprovision ofevery other statute: Taken to extremes you can make any
statute seem absurd There has to be some reasonableness. ... I'm sure you don't tell your clients
that they're going to have to give a Tennessen Warning to theirfirst-graders. ...

You can't draft a statute that is so complete that it addresses all these types ofsituation.
Infact, we're criticized when we do that ...

I think there is a way out ofthis quagmire. And that's to at least provide that the answer
to the question would have some adverse impact on this person, on the employee. And that way
the other kind ofissues that were raised ... would go away.

But I think it's unfair to treat public employees different than others. Is that what you're
saying, that all other citizens ofthis state would have those Tennessen rights, but the people who
happen to workfor the government would not have the same rights as other citizens? ...

Ratwik: I don't think we're saying that at all. ... It's not suggesting that public
employees be treated any differently than private employees with regard to release [of
information] to the public.... Similarly, we are not suggesting that public employees be treated
any differently than private employees in regard to the use of information obtained from them
which is necessary for an employer to administer his business or perhaps even administer
discipline. Private employees don't have that right [of the Tennessen Warning].
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APPENDIX 4

Mail and Walk-in Compliance Surveys.

A. Survey instruments.

B. Survey results summaries.
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SANDBERG SECRET SHOPPER SURVEY

I. Purpose and Methodology of the Survey

In August, 1998, the members of the Information Policy Task Force (IPTF) requested that
an in-person survey be conducted to assess government agencies' compliance with the
data practices act. The survey design and implementation was overseen by IPTF staff
and conducted by field staff of the Department ofHealth located throughout the state.
Surveyors visited a total ofeighteen government agencies representing a cross section of
law enforcement, school districts, social services, municipal and state government.
Surveyors were instructed to enter the government agencies and ask the person at the
"front desk" to whom a data practices request should be posed. When it was clear to
whom questions should be posed, the surv~ors posea two questions to each of the
agencies: one private data question and one public data question. In addition, the
surveyors were instructed to follow up on the public dataquestion with questions about
cost and time to make copies. Finally, the surveyors were instructed to thank the agency
for its time and provide a letter ofappreciation signed by Chair Anne Barry.

II. General Analysis of Results and Administrative Problems with the Survey

The results show a mixed range ofgovernment agencies' compliance with the data
practices act. The surveyors averaged 20 minutes per agency visit. Staff at seven of the
agencies visited requested that the surveyors identify themselves and explain why t!tey
wanted the public data. Public data should be available to anyone for any purpose
without any a person having to explain their interest or intended use of the data. The
surveyors were instructed to respond that they were simply citizens with an interest in the
data. After asking all of the survey questions, the surveyors were to identify themselves
as surveyors for the IPTF.

Another general observation was that surveyors often were directed to multiple places
(often three people or more) within the government agency before finding someone who
could help with the data request. Oftentimes, the, "front desk" staffperson directed a
surveyor to someone within the agency more familiar with the data and then that person
would direct the surveyor to yet a third person with more intimate knowledge of the data.
Being directed to multiple staffpeople within an agency may highlight and agency's poor
organization or compliance with the data practices act 'or may simply reflect the general
complexity of the data being sought. It could also point a problem with the complexity of
the act itself and thus a need to have agency "specialists" for tackling specific data
questions. In addition, it could highlight a problem with government resources for
tr,aining staff to deal with specific data questions resulting in the staffperson who has
historically answered the question getting assigned to the matter. Finally, the manner in
which data are organized by the agency seemed to cause difficulties. At least two
agencies could not provide data that they agreed was public because the data were not
organized in a manner which allowed for disclosure. The Department ofHealth death
records could not be reviewed unless the surveyor knew the name of a specific individual
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and was willing to pay the price of a copy prior to review. At one ofthe school districts,
the salary information of the superintendent and principals was read to the surveyor but
the surveyor could not be given a copy until the sheet from which the government
employee was reading could be redacted.

The specific data questions posed to government agencies may have solicited unexpected
results as well because of the complexity of the data classification or the manner in which
the agencies organize the data. For example, the data question posed to school districts
assumed that the names and home addresses of the school districts' students were private
data. However, the classification ofthe data vary and may be public data if the school
district included the information as part ofits definition of"directory information."

The survey was not "scientific" because too few agencies were surveyed; the data
requests were not completely analyzed before being posed; and too many variables were
too dissimilar such as time ofday, physical characteristics ofsurveyors, and mental
impressions of surveyors. On the positive side, most surveyors reported that the
government employees who actually responded to the data requests were helpful and
courteous when explaining whether the data were public and ifpublic, explaining the cost
and time to make copies. Although not required to do so, some surveyors also
highlighted the physical lay out of the government offices and generally noted that the
reception areas had sufficient seating and were handicapped accessible. In short, any
analysis of the results must be weighed against the methods used to obtain the
information.

Summarized Results of Specific Agency responses:

County Welfare/Social Services Offices
Data questions posed:

Private Data: May I see a list of recipients in the county receiving public assistance?
Public Data: May I see a list ofall the licensed day care facilities in the county? How

much would it be for copies? How long would it take to make a copy?

Beltrami County Social Services Center
Response: No, MFIP client data is private. Day Care Licensee list is public, five

page list was immediately provided to surveyor without cost.

Lyon County Human Services-Region VIII
Response: No, list ofMFIP recipients is private data. Yes, list oflicensed day care

facilities is public data, copies available at no charge. Surveyor was asked
why he wanted the public data.

Olmsted County Community Services
Response: No, list ofMFIP recipients is private data. Yes, list oflicensed day care

facilities is public data, copy available for $50.00, it would not take too
long to make copies. If information is wanted for mailing labels, the cost
is 25 cents per label. Surveyor was referred to at least three different
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people at two building locations. Surveyor was asked why s/he wanted the
data.

Otter Tail County Department of Social Services
Response: No, MFIP recipients data is private. List oflicense holders in the county

is maintained by a private sector entity, pose your question to them, they
do not charge for copies.

School District Offices
Data questions posed:

Private Data: Do you have a list ofnames and the home addresses ofjuniors (11 th
graders) in the school district?

Public Data: Do you have the current salaries of the district superintendent and the
principals of the schools in the district? How much would it be for
copies? How long wonld it take to make copies?

Bemidji School District
Response: List ofjuniors students and home address is protected by confidentiality.

Surveyor was asked why she wanted the infonnation on students. Salary
data is public and copies could be made but no specific time frame to
make copies. Surveyor was asked how soon she needed the infonnation.
Surveyor responded "in about a week." Staffperson said that would be no
problem.

Duluth School District
Response: Referred from superintendent's office to Human Resources division.

Student addresses cannot be given out. Salary infonnation is public,
offered to make copies ofcontracts at no charge.

Fergus Falls School District
Response: Names and home addresses ofjuniors is not kept by the school district,

pose your question to the high school. The salary amounts but not the
names ofthe superintendent principals can be provided. No charge for the
salary amounts. The question about juniors was posed to the high school
administrative staff. The high school asked three times why the
infonnation was being sought. The surveyor was told to come back at a
later time to speak to the principal.

Mankato School District
Response: Student home addresses are private data; salary infonnation is public, no

charge for copies. Salary infonnation would have to be taken from
documents containing private data, redaction required.

Marshall School District
Response: Yes, list ofnames and home addresses could be provided. Yes, salary

infonnation could be provided at no cost. Surveyor had to pose questions
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to a couple ofdifferent people and the person who could provide data was
out to lunch at time ofthe request.

Rochester School District
Response: No, names and addresses of students are' private. Yes, salary information

is public but the principles had not settled contract negotiations so data
was not current. No charge for copies ofpublic data. Surveyor was
referred to a couple of different people for assistance.

St. Cloud School District
Response: Initial answer was that the home addresses of students are kept but did not

know if the information could be made available, referred to Human
Resources division. HR person said the data on students cannot be given
out. Salary information is public, copies can be made at no c~st and will
take about a week to complete.

St. Paul School District
Response: Data on students' home address is private. Yes, salary information could

be provided if surveyor provided specific names ofprincipals. The names
then could be read with salary range for their positions. Data are in files
containing private data and would have to be redacted before hard copy
can be provided, there would be no cost. Surveyor had to pose question to
four different staffpeople on different floors before given definitive
responses. A secretary accompanied the surveyor throughout the building.

Local PolicelLaw Enforcement Departments
Data questions posed:

Private Data: May I see the names ofjuveniles arrested in the last twenty-four hours?
May I listen to the tape of911 calls made in the last 24 hours?

Public Data: May I see the arrest reports for last nights arrests? May I see a transcript
of 911 calls? How much would it be for a copy? How long would it take
to make a copy?

Mankato Police Department.
Response: No, data on juvenile arrests is private. No, tapes of911 calls are private.

Yes, agency could read the list of people arrested in the last 24-hours but
since list contains private data as well, it could not be provided until
redacted. Yes, transcript of911 calls could be made at cost of $4.00 a
piece and take two days to complete.

City Administrative Offices
Data questions posed:

Private Data: May I get the home address of the City Administrator?
Public Data: May I see city council minutes from meetings in September 1998? How

much would it be for copies? How long would it take to make a copy?
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City of Duluth
Response: Home address ofcity administrator is not available. Council minutes can

be reviewed at no cost in the government office. A copy can be made at
no cost. A video tape of the meeting will cost $5.00.

City of St. Cloud
Response: Initial response was that data are on a brochure of the city council. An HR

person arrived and stated city administrator address is private and could
not be made available. Referred to the Mayor's office for copy of council
meeting minutes. Extra copies are routinely printed. Copy could be
provided immediately at no cost if extra copies are available. Ifnot a
charge for copy would be required.

State Agencies
Data questions posed:

Private Data: May I see a birth certificate for XX who's parents were not married ?
Public Data: May I see copies ofdeath certificates? How much would it be for a copy?

How long would it take to make a copy?

Minnesota Department ofHealth
Response: The birth certificate information is private and cannot be made available.

Death certificates are public. You must fill out form with name of
certificate and pay $5.00 ror a copy. Death certificates cannot be perused
because they are kept on floor with other private files. Statistical data on
deaths and causes ofdeath are available from another part of the agency
located in St. Paul.
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MAIL SURVEY SUMMARY

Four state agencies and 13 local units ofgovernment completed the survey. Ofparticular note,
the surveys from the Hennepin County Sheriffs Office, Washington County, and the Minnesota
Department ofAgriculture reflect an obvious and substantial amount of time, effort, and insight
in their responses. The Task Force should consider sending a thank you to the seventeen
governmental entities that completed the survey. A special thank you would be in order to the
three specifically mentioned above.

The huge majority of surveys ~howed that the governmental entity had at least a basic
understanding ofand commitment to following the MGDPA. Some surveys showed that the
governmental entity had a comprehensive grasp of the MGDPA as it applied to that
governmental entity.

The responses indicated varying degrees of internal organization and attention to the MGDPA,
for the most part, appropriate to the size ofthe governmental entity and the sensitivity and
complexity of the data handled by the governmental entity.

One thing that became apparent to staff when reading the surveys was that the MGDPA
compliance wheel has been invented and reinvented and reinvented again. To one degree or
another, many governmental entities have prepared written materials to aid in complying with the
MGDPA. Organizations representing classes of governmental entities (such as cities) have
prepared MGDPA compliance materials. We could not help but feel that it would save time and
effort while resulting in a better product if the state were to coordinate a project to glean the best
ofthese materials for use by all types and sizes ofgovernmental entities.

Such an effort would also result in a more focused understanding of the problems with the
MGDPA faced by the different types and sizes ofgovernmental entities, which in tum would
result in a better ability to address these problems.

The Minnesota Department ofAgriculture included with its survey a copy of its "Data Disclosure
Procedures," a comprehensive document designed to guide MDA employees in complying with a
data request. Ifany state-agency-wide effort is made to develop form materials for use by all
state agencies, the MDA Procedures form should be considered as a starting point.

Submitted 9/16/98
By Dave Orren
Department of Health
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GOVERNMENTAL ENTITIES REPLYING TO THE SURVEY.

Cities.
Eagan.
Mankato.
Rochester.
ThiefRiver Falls.
First Unnamed City.
Second Unnamed City.

Law Enforcement.
Brainerd Law Enforcement Center.
Hennepin County Sheriff.
Unnamed. Law Enforcement Agency.

Counties.
Washington County.
Unnamed County.

Schools.
Minneapolis Public Schools.
Unnamed School.

State Agencies.
Department ofAgriculture.
Department ofEmployee Relations..
Board ofMedical Practice.
Department ofNatural Resources.
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SUMMARY OF RESPONSES

1. What person or position is designated as the responsible authority for your agency
or organization under the MN Government Data Practices Act (M.S. §13)?

This ranged from the elected or appointed head ofan agency to a designated manager or
administrator or attorney.

How many additional employees in your agency or organization are designated by
the respo~sible authority to receive and comply with data requests for government
data?

This varied with the size ofan agency and the complexity or sensitivity of its data. For
small agencies, there was often just a small handful of persons designated. For large
agencies with complex or sensitive data, there often were data managers designated for
each division or program.

What is (are) their classification level(s) (e.g., clerical, technical/professional,
managerial, legal, administrative)?

This ranged from clerks who dealt with the public and with routine data on a regular basis
to professional, supervisory, and legal staffwho were specifically trained to deal with
complex or sensitive data maintained by the agency.

2. Who or what position handles most of the requests for information under the
Minnesota Government Data Practices Act?

This ranged from front-line clerks who dealt with data on a regular basis to professional,
supervisory, and legal staff with specific training in the MGDPA.

3. List and describe any mechanisms (e.g., training, user groups, working committees,
employee orientation) you have in place at your agency or organization for keeping
staffwho handle data requests,. current on the requirements of the Minnesota
Government Data Practices Act.

MGDPA training mechanisms mentioned in the surveys include:
new employee orientation with periodic follow up.
training by the governmental entity's legal counsel.
the governmental entity prepares and distributes written materials to employees
annual training meetings for staff by managers and supervisors
whenever possible, training by Don Gemberling's office
training provided by Munici Pals organization
on-the-job coaching programs
self-directed training by reviewing chapters 13 & 1205, and Opinions

There is no formalized training program by the state to ensure that government
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employees at all levels of state and local government have the necessary expertise to
adequately administer their data in compliance with the MGDPA.

4. Which staff are trained?

In some governmental entities, all staff get general training, while those who have greater
responsibilities for managing or handling data get more intense and specific training. In
other governmental entities, only those who have responsibilities for managing or
handling data receive training.

5. Approximately how many requests for government data does your agency or
organization receive each year?
What proportion request access to __% public data; % non public data?

The answers to this question ranged from "less than 5" to "in excess of one million"
requests for data each year. This wide range of answers is at least partly because this
question could be interpreted in two ways: (l) broadly to mean every request for data
from whatever source, either in person or via phone, fax, mail, Internet, or other media; or
(2) narrowly to mean only formal requests for data made under the MGDPA. Likewise,
the percentage ofpublic versus non public ranged from 98%-2% to 50%-50%.

6. Describe the procedures you agency or organization uses for dealing with requests
for (a) public data; (b) non public data?

For routine requests ofpublic data, the request is processed right away by a front-line
staffperson. For non-routine requests, for requests ofnot public data, or when there is
any doubt about the classification ofdata, the request is referred to legal counselor a
supervisor.

Most governmental entities said they require requests to be in writing for complicated or
not public data; some governmental entities require all requests to be in writing,
regardless of the classification of the data. Some survey respondents require prepayment
of costs.

Other comments of note:
• for some frequently requested reports that contain both public and not public data,

one governmental entity routinely prints these out with the not public data
redacted;

• written consent forms are routinely required for an individual or insurance
company to access not public data;

• One governmental entity described its efforts to work with individual to supply
private data on that individual within the five-day and then ten-day timeline and
how it keeps the individual informed when it is not possible to supply the data
within ten days;

• When data is protected from disclosure, the governmental entity informs the
requester what is being withheld and why.
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7. What proportion of these requests for access to public data under the MN
Government Data Practices Act fit the following categories?
routine requests ranged from 70% to 98%
unusual requests ranged from 0% to 20%
complicated ("special handling") requests ranged from 0% to 25%

There were some comments that unusual requests and complicated requests were really
the same thing, in which case, these combined requests ranged from 2% to 30%.

8. Please provide an example of the type of request that would be considered "routine~'

in your agency or organization.

These.examples included such things ~as: initial complaint reports provided for the media
on a daily basis; accident reports; information on prospective tenants; information on
individuals who will be working with youth in city sponsored programs; city council
materials; code sections; resolutions; planning information; information on public
improvement projects; criminal investigative data; feasibility reports for improvement
projects; resolutions; ordinances; personnel file; utility info; computerized records; media
request for jail inmate booking photograph; theft reports; "How many books do I have
checked out?"; "What titles do you have on building a deck?"; amount of tax owing on
real or personal property;.verification that no delinquent taxes exist on a property; tax
description or parcel information for a particular property or for all property in a city or
township or for the entire county; forms filed by candidates for public office; birth, death,
or marriage data; highway right-of-way information; mortgage verification; salary
information; job title; map sales; digital data sales; court case me; business inspection
file; client information released to a counselor (based on a written release); client
information released to a health, financial, or social service agency; student records;
requests to view or copy paper documents that are entirely public or that require limited
redacting; requests for computer lists that are regularly requested so that a standard query
can be developed to generate updated lists; disciplinary orders; HR policies and
processes; eligible list information; protected group information; employment reference
or wage verification; copy of firearms safety certificate; list ofboats registered in
Minnesota.

9. Please provide an example of the type of request that would be considered
"unusual" in your agency or organization.

These examples included such things as: copies ofall reports made regarding family
problems involving child custody/visitation incidents; HRO and OFP violations
(unsubstantiated or otherwise); certification or license numbers for employees; historical
information on public improvement projects; copy of an entire file dealing with zoning
issues; copies of tape recordings; "How many people have been granted CUPs in the past
5 years?"; copy ofproperty appraisal; media request for every bench warrant on file that
involves theft from motor vehicles; statements; juvenile crime with traffic accidents;
domestic assault - restraining order uncertain; "My boyfriend lost a book ofyours. I want
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to pay for it. Can you tell me how much it is?"; traffic data for accident analysis;
Brown's Creek watershed data; a map of all brain cancer cases in Stillwater; all tax parcel
owners along County Road 15; all tax parcel owners within Clear Lake sub-watershed
district; how to qualify for Medical Assistance (a request from funeral homes to develop
marketing tool for burial plans); client or attorney wants client's community services
record; outcome ofdisciplinary action; third party requests; StarTribune requesting a
student file and employee data; requests for large volumes of a wide range ofpublic data
(e.g., info from records dating back 20 years or more); requests for much dissimilar
public data that requires pulling data from several sources or locations (e.g., all info on a
company that may be licensed, registered, permitted, inspected, or investigated by
multiple divisions in the agency); "to be an unusual request, the type, range, or scope of
data requested would be unusual and could take one or many employees hours, days, or
weeks to process;" a breakdown ofnumbers ofphysicians by zip codes; alien
certification; affirmative action plans; "aily and all correspondence between this agency
and the AG's Office for the last six years;" and a private jurisdiction requesting private
data on one ofour employees.

10. Please provide an example of the type of request that would be considered
"complicated" or would require "special handling" in your agency or organization.

These examples included such things as: information requested by divorced parents or
relatives on juvenile who had committed suicide; individuals being 'long-formed' for
charges and file sent to appropriate attorneys; any request for data in a format in which it
is not stored or kept (e.g, the number of development applications processed for a
particular applicant); documents which contain both public and non-public data (e.g.,
personnel files, license applications, and employment applications); police documents are
usually the most delicate and require that they be reviewed prior to information released;
information on city development projects where proposals have been received; extremely
large amount of materials; materials pertaining to pending litigation; materials in archive
storage; copy of a background investigation; a request for duplicate tape and transcript of
audio recording of 911 call made by juvenile that results in multiple police agency
response to domestic abuse incident which leads to emergency mental commitment hold
on individual who is suspect in two active assault investigations (The entire incident from
initial 911 call to fmal radio transmission consumes more than six hours ofaudio tape.
One of the officers who responds to the call is the subject ofpending disciplinary action
as the result of his conduct during the incident.); sexual assault information; child abuse
or neglect information; printout of the names ofall your registered borrowers in the
55125 zip code; requests for taxpayer info that includes numerous parcels and types of
tax related info; access to documents that include both public and private data; special
drainage request which involves finding old highway plans and analysis from many years
ago; information on property with values over a certain amount; request for not public
data by the media; a map ofall felony cases combined with crisis response calls in
Cimarron Trailer Park; define and map the limits of the Stillwater fire district or the
Lakeview Memorial Hospital paramedics response area; a request for a copy of
investigative file by the person investigated in order to sue the person who filed the
complaint; request to social services agency from out-of-state sheriff for address of
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children ofdivorced father to notify children ofaccidental death of father; request by
client to review entire file, when file contains lots of confidential data that must be
removed; data related to litigation; name and address ofperson active in a drug
prevention program; requests that require extensive redacting; requests that involve
obtaining informed consents for release ofprivate data; attorney discovery requests; some
media requests; any request where the individual processing the request must have
considerable knowledge ofthe MGDPA and other applicable state and federal statutes; a
subpoena for private or confidential info which would require redacting identifiers and
would require involvement by the AG's Office; settlements to state employees;
certification lists; tobacco case data; investigation, performance, or discipline data; all .
violation records for the last ten years via a FTP file transfer; expense reports for ten
agency personnel over the last ten years; and any request involving pending litigation,
hearings, or grievance.

11. Describe your method of procesgng these "special handling" requests.

A typical response to this question includes having a supervisor review the file, review
the MGDPA, consult with legal counsel, consult with Don Gemberling's Office,
determine how data is classified and what part ofthe file can be released, redact as
necessary, copy, and notify requester when document is ready. When there will be large
copying or assembly costs, the requester will usually be notified in advance to make sure
they still want the data at that cost. If the governmental entity is not able to supply the
data within the five or ten day timelines, then the requester is notified and given the
opportunity to view or get copies of as much ofthe data as can be assembled now, with
the rest as soon as it is assembled.

The response from the Hennepin County Sheriffs Office is worth repeating verbatim:
"Processing requests of this nature is a real administrative challenge and the methodology
utilized requires tight coordinated staff response. Managerial and professional/technical
staff address all aspects of the request, i.e., numerous data access issues, mechanics
related to producing duplicate audiotape in which all unrelated 911 calls and radio
transmissions must be excised, allocation of overtime clerical resources needed to
produce transcript, etc., etc. Diverting limited staff resources to complete the diverse and
multiple tasks required in responding to "special handling" requests ofthis nature can be
particularly disruptive by adversely impacting established timelines in providing other
essential services unrelated to the request."

12. How much time do you estimate is allocated to filling these requests?

• Several of the governmental entities gave estimates of the time per request. These
estimates were: from 1 to 3 hours per request; 2 to 10 hours per request; 5 to
60 minutes per request; from a few hours to several days.

• A number of governmental entities indicated that the time spent on this was
minimal because the number of requests is so small.

• The Hennepin County Sheriffs Office estimated that the total accrued staff time
to respond to requests of this nature easily exceeds 2,500 staffhours per year.
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• The Washington County Community Services Office estimated that it takes 6,000
hours per year to fill requests for not public data.

• The Minneapolis Public Schools estimated that it takes approximately 4 FTEs to
fill these types ofrequests.

• The Minnesota Department ofAgriculture estimated that special handling
requests take 30-45% ofthe Data Practices & Records Manager's time and about
10% ofthe Department Legal Counsel's time annually, plus a substantial amount
ofassistance from clerical, professional/technical, and administrative staff.

• The Minnesota Department ofNatural Resources estimated that the time varied
from a few hours for a routine request to days for more complex requests.

13. Are you familiar with the authority of the MN Department of Administration to
issue opinions on MN Government Data Practices pursuant to M.S. §13.072?

Sixteen survey respondents said, "Yes." One survey respondent said; "No."

14. Has your agency or organization ever sought such an opinion from the Department
ofAdministration?

Ofthe survey respondents, two cities, one county, one law enforcement agency, one
school district, and one state agency said, "Yes."

Other responses included:
• No, but we are on the mailing list for opinions and review them.
• No. County Attorney fields these questions for us.
• No. However, we periodically consult Don Gemberling and his staff and we

occasionally search previous opinions for interpretation assistance.

15. Ifyou have sought such an opinion, did you fmd it to be beneficial to your agency or
organization?

Two surveys said, "Yes," two said, "Extremely," one said, "Yes, verbal have been
extremely helpful as well," and one said, "Somewhat - we still have a difference of
opinion about exactly what the opinion meant."

16. Does your agency or organization have difficulty complying with the Minnesota
Government Data Practices Act? Ifso, why?

Six survey respondents did not indicate having trouble complying with the MGDPA. The
responses on the remaining surveys are:
• Not with compliance per se, but with accurate interpretation.
• No for routine matters. Yes for anything that is in the various gray areas as to

type.
• Yes. Definitions are complex and confusing. There are areas which are not

clearly determined. Statute is awkward to use.
• No, but data classification can be confusing.
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• Complying with the MGDPA can be challenging particularly when responding to
unusual or "special handling" requests for data. Additionally, statutory
ambiguities exist within the Act, and numerous data practices statutes are located
outside the Act which involve time-consuming cross-referencing. The often
overly verbose interpretive Advisory Opinions issued by the State Commissioner
ofAdministration can be especially burdensome and compound the frequent need
to cross-reference various sources in dealing with non-routine requests for data.
Compliance can also produce significant economic hardship, particularly in
responding to data inspection requests where administrative costs incurred in
compiling the requested data and explaining its meaning to requesters (who often
are overly deliberate) are not recoverable by the agency. Such requests have
potentially catastrophic ramifications for the agency with limited economic and
staff resources. Reductions in the delivery ofother essential services is often the
only option available to the agency that must deal with such requests for data that
arise with increasing frequency.

• Yes - Poor report forms, poor report writing, poor computer software not
designed for compliance.

• Law is very complex and each request needs to be reviewed.. There is no such
thing as an "easy" request. Especially when private data is involved. We collect
a lot of information and rulesllaws are subject to interpretation. It is difficult to
provide services (case management) to vulnerable people when you constantly
need releases.

• No, although sometimes staff feels that the public would be better served ifwe
could provide more information.

• Yes -- time required, difficulty ofaccommodating format requirements.
• The Minnesota Department ofAgriculture included a lengthy list ofproblem areas

that could be addressed by the Task Force. "At times, yes. The Act is not very
user friendly-portions of the Act are complex, difficult to interpret, and
sometimes conflicting. Definitions of important terms are lacking. Some
examples to illustrate:
• MS § 13.99, subd. 53b indicates veterinary records on clients are classified

by MS § 156.082 when a veterinarian is under investigation. MS §
156.082 does not make this limitation and implies a broader interpretation
by including the veterinary records ofa client maintained by a state
agency. statewide system. or political subdivision. If you only look at
156.082 without also looking at the context of the statutes before and after
it, interpretation could easily encompass the veterinary records collected
by this agency (e.g., during investigations ofcomplaints against pesticide
applicators when livestock or pets allegedly suffered injury or died as a
result of the application). Looking at the statute within the context and
presumed intent of those surrounding it, the limitation in MS § 13.99
makes sense. It remains unclear, however, what state agencies, statewide
systems or political subdivisions would be required to keep veterinary
records private or nonpublic and how they would know when a
veterinarian is being investigated by the Board ofVeterinary Medicine
under whose jurisdiction enforcement of Chapter 156 falls.
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• MS § 13.41 and MS § 13.02 do not define "active investigation" and
"inactive investigation," potentially subjecting the section to a wider range
of interpretation than is likely intended. Without benefit ofa definition,
one interpretation might be that an investigation is active the moment a
complaint is filed with an agency and inactive when the case is closed.
Another interpretation might be that it is active only when an investigation
is actually initiated and remains so until statute of limitations for appeal of
any disciplinary or enforcement action expires. Yet another is that an
investigation becomes active when the chief attorney acting on behalf of
the agency declares the investigation a pending civil legal action and
inactive when the statute of limitations expires, time to appeal expires,
and/or a decision is made not to pursue the action. All seem reasonable
interpretations, but the first two eliminate much more public access than
does the latter. Definitions would narrow the scope of interpretation,
lessen confusion, and promote better compliance.

• In MS § 13.41 it is inconsistent and illogical to only protect the identity of
persons who file complaints against licensees who are individuals. Is it
any less important to protect the identities ofpersons who file complaints
against licensees who are not individuals or against companies and
individuals who are not licensed but should be? A person may be
reluctant to file a complaint if they believe their identity will be disclosed.
Anonymous pesticide misuse complaints, for example, can be impossible
to properly investigate when the allegations made indicate the complainant
suffered damage to his/her property, exposure, or injury to livestock or
pets. In such cases, anonymity eliminates our ability to collect samples,
take pictures, observe damage, collect medical or veterinary records, etc.
Evidence is critical in any investigation. Without it, there is no way to
determine if a violation occurred. Environmental quality and human and
animal health potentially could be impacted.

• The term "license" is not defined in MS § 13.41 or anywhere else in the
Act. In addition to standard licenses, our agency considers permits,
registrations and certificates/certifications part of its licensing functions.
It is unclear, however, whether these other authorizations are covered
under the Act's licensing data section. Defining this term would clarify
what data is covered under this section.

• In 1997, the legislature added subdivision 59b to MS § 13.99, referencing
MS § 181.932 (statute that protects the.identity of"whistle blowers"). The
current language may restrict public access to state and local investigations
and inquiries in which employees were contacted, indicate a much greater
need for Tennessen warnings, and result in substantially more time
consuming redacting. Until Koch Refinery's attorneys recently argued
that the statute prevented public access to investigative files on their client
because employees were interviewed and received no Tennessen warning,
it is unlikely agencies were aware of the language problem and what effect
it may have on state and local agencies' data practices. Some agencies
may still be unaware of the data practices concerns this language raises.
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Those who are aware of the concerns, likely are confused.
• The general nonpublic section (MS § 13.37) pennits protection of

qualifying data. What data actually·qualifies for protection under this
section is sometimes gray. It could be argued that certain commercial data
and financial data is eligible as security data. This kind of data clearly
qualifies as trade secret under the Minnesota pesticide and fertilizer laws
but not under other laws within the department's jurisdiction."

17. Do you advise individuals from whom you solicit information of the purpose for the
collection of that information?

Uniformly, the survey answers were, "Yes." Except for one unnamed law enforcement
agency, which said that it does not give a Tennessen Warning -- we assume/hope this
means that they are referring to when they are exempt from giving the Tennessen
Warning when asking for criminai investigative data under section 13.04, subdivision 2.
Some comments given with answers include:
• Yes, to the extent the solicited data is private or confidential information on

individuals and the individual is not being asked to supply criminal investigative
data in compliance with Minnesota Statutes, section 13.04, subdivision 2.

• Yes, Tennessen warnings are typically included on forms we use to collect private
or confidential information.

18. Please describe the process you use in determining when to administer a Tennessen
Warning as provided in M.S. §13.04, subd. 2?

For the most part, survey respondents said they give a written or oral Tenne.ssen Warning
when they ask an individual for private or confidential data on the individual. Some
examples given ofwhen this occurs include: Social Service investigations; police office
misconduct investigations; liquor license applications; library card registration; marriage
license applicants; offenders at intake; charged persons at bail evaluations; disciplinary
actions; when creating a case file; and when employees or students may be subject to
discipline; licensing and complaint review.

• From Hennepin County Sheriffs Office: "A basic two-step process occurs: (1) Is
the individual being asked to supply criminal investigative data? If so,
administration ofTennessen Warning is not required pursuant to MS 13.04,
subdivision 2; (2) Is the individual being asked to supply private or confidential
data on individuals? If so, then Tennessen Warning must be administered."

• From an unnamed school: "We seek the advice oflegal counsel and also use them
to deliver the Warning."

• From the Minnesota Department ofAgriculture: "When we develop new forms or
revise existing ones, we review the forms for legal authority to collect the data,
business need for the data, and whether any of the data requested is classified as
private or confidential data on individuals. If we determine that the private or
confidential data is necessary and we have the authority to collect it, a Tennessen
warning is supplied directly on the form. Department forms standards require that
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when Tennessen warnings are applicable, they be placed conspicuously at the top
of the form just under, the form name. We also produce and supply additional
information through newsletter articles, fact sheets and privacy notices as the need
arises to help our clientele understand their privacy rights."

19. Ifyou have a Tennessen Warning available in writing, please provide a copy or
sample.

The sample Tennessen Warnings include:
• Brainerd Law Enforcement Center included a Garrity/Tennessen Warning for an

investigation ofan employee for possible disciplin~ action.
• Rochester attached awarning given in relation to a job application.
• Hennepin County Sheriffhad a warning used on employment application form.
• The Minneapolis Public Schools had a generic, fill-in-the-blanks TeJ}Ilessen

Warning that appears to cover all the bases in leading a government employee
through the Tennessen requirements when asking an individual for private or
confidential data on the individual.

• The Minnesota Department ofAgriculture's first saInple was an authorization for
the release ofmedical records for the purpose of investigating human exposure to
pesticides. The Minnesota Department ofAgriculture's second sample was an
information sheet to pesticide registrcmts.

• The Medical Practice Board attached an information sheet produced by·Don
Gemberling's Office containing the requirements.of the Tennessen Warning.

• The Minnesota Department ofNatural Resources included a sample Tennessen
Warning to be used for an employee misconduct investigation.

20 & 21. The answers to these two questions were very sim~aror, in many cases, referred
to each other, so this summary will combine survey responses to these two questions.
20. Are there any federal laws or state statutes outside of the MGDPA

(M.S. Chapter 13) that classify or restrict the use, access or dissemination of the
data collected by your agency or organization? If so, please list the statutory/law
citations where the classification or restriction may be found.

21. Identify those places in statute outside of the M.S. §13, the Minnesota Government
Data Practices Act, which contain classifications for data collected by your agency
or organization?

Mankato listed:
• Economic development data, section 469.154, subdivision 2;
• Self-insured claims, section 471.617, subdivision 5;
• Undercover buy fund, section 299C.065, subdivision 4;
• Criminal Justice info network, section 299C.46, subdivision 5;
• Arson investigations, section 299F.055-056;
• Hazardous Material Emergency, section 299F.095-096.
Rochester said there were too many to list.
The Hennepin County Sheriffs Office listed:
• MS 626.89, subd. 12 restricting public release of officer photos;
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• MS 176.231, subd. 8 restricting access to workers' compensation reports;
• MS 260.161, subd. 3 restricting access to peace officer's juvenile records;
• MS 471A.03, subd. 3 authorizing county to classify vendor proposal data as

nonpublic;
• MS 299F.04, subd. 3a classifying arson investigative data contributed to state

marshal's related database as confidential;
• MS 168.346 (a) classifying certain motor vehicle registration data as private based

on written request of owner filed with Department ofPublic Safety;
• MS 181.954, subds. 2-3 classifying employee drug and alcohol test results;
• MS 181.961 establishing employee right to review hislher personnel record;
• MS 181.973 restricting dissemination of data acquired during employee peer

counseling debriefmg session with limited exception;
• MS 181.932, subd. 2 restricting disclosure of identity ofemployee whistle blower

by investigating law enforcement agency;
• MS 243.166, subd. 7 restricting dissemination ofcertain predatory offender

registration data to the extent it does not conflict with community notification;
• MS 299C.091 classifying gang task force data contributed to Bureau of Criminal

Apprehension related database as confidential;
• MS 171.07, subd. 1a classifying driver's license photos as private data;
• MS 65B.82 classifying auto theft insurance data as confidential;
• MS 609.3471 classifying data on sexual assault victims as confidential;
• MS 299C.48 restricting access to data maintained by users of state criminal justice

data communications network;
• MS 299C.54, subd. 4 classifying data in missing children bulletins;
• 42 USCS 4582 (d) restricting access to alcoholism treatment data;
• 20 USC 1232g and 34 CFR Part 99 restricting access to law enforcement unit

records which fall within scope ofFamily Educational Rights and Privacy Act. .
An unnamed law enforcement agency list included:
• MS 260.161;
• MS 168.346; and
• MS 171.12.
Washington County listed:
• 1997 MN Laws, 1st Sp Session, ch 3, sect. 27;
• MS 290.611
• MS 201.091
• MS 297B.12
• MS 325F.73-744
• MS 144.218
• MS144.225
• MS257.73
• MS259.89
• Americans With Disabilities Act
• Family and medical leave ofabsence
• Vulnerable Adults Act
• 45 CFR 303.21
• 45 CFR 205.5
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• MN Rules ofPublic Access to Records of the Judicial Branch
• IRS 7213(a)
The Minneapolis Public Schools list included:
• IDEA 20 USC sec. 1400-1435
• MS 625 through MS 656
• FERPA 20 USC sec. 1417(c)
• Section 504, 20 USC sec 123.2(g)
The Minnesota Department ofAgriculture listed:
• Agricultural Commodities Producer's Financial Data. M.S. § 17.62. Not

classified, but treated as private or nonpublic. (Cross-reference M.S. § 13.99,
subd.6e.)

• Agricultural Commodity Handlers Report Data. M.S. § 17.694, subd. 2. Not
classified, but treated as private or nonpublic data (Cross-reference M.S. § 13.99,
subd.6d. NOTE: subd. 6d incorrectly references subd. 1 of 17.694-it should be
subd.2.)

• Agriculture Best Management Practices Loan Program Data. M.S. § 17.117,
subd. 12. Private or nonpublic (Cross-reference is in M.S. § 13.99, subd. 6b.)

• Aquaculture data. M.S. § 17.498, subd. d. Nonpublic if the applicant or permittee
requests this protection (Cross-reference is in M.S. § 13.99, subd. 6c. Note:
reference lists only MPCA, though MDA also maintains this data.)

• Aquatic Farm Operation Data. M.S. § 17.4984, subd. 7. Nonpublic (No cross
reference in MGDPA.)

• Commercial, Financial and Trade Secret Data. Pesticide: M.S. § 18B.38 and 7
USC § 10 [136h] Fertilizer: M.S. § 18C.405. Not classified, but treated as
nonpublic providing trade secret protection rights under pesticide and/or fertilizer
law have been properly exercised. (No cross-reference in MGDPA.)

• Dairy Financial and Production Data. M.S. § 32.71, subd. 2. Private or
nonpublic. (Cross-reference is in M.S. 13.99, subd. 8a.)

• Dairy Production Reports. M.S. § 32.19. Not classified although section does
state "confidential nature," treated as private or nonpublic data. (Cross-reference
M.S. § 13.99, subd. 8.)

• Environmental Response Data. M.S. § 115B.17, subd. 5. Private or nonpublic,
. providing it meets trade secret/security data criteria in MGDPA general nonpublic

section and protection rights have been properly exercised. (Cross-reference
exists in M.S. 13.99, subd. 22, but only lists Pollution Control Agency even
though Agriculture has 115B jurisdiction as well and is specifically listed in the
definition of"Agency" in 115B.)

• Family Farm Security Loan Data. M.S. § 41.63. Private. (Cross-reference M.S.
§ 13.99, subd. 9)

• Meat Inspection Data. M.S. § 31A.27, subd. 3. Not classified, but treated as
private or nonpublic data. (Cross-reference M.S. § 13.99, subd. 7b.)

• Pesticide Applicator Chemical Application Records Dealer Report s/Records of
Restricted Use Pesticide Sales. M.S. § 18B.37, subd. 5. Private or nonpublic
(Cross-reference is in M.S. § 13.99, subd. 7.)

• Pesticide Gross Sales Brand Name Data. M.S. § 18B.26, subd. 3(c). Not
classified, but treated as private or nonpublic data. (No cross-reference in
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MGDPA.) NOTE: Although the cited law allows a summary of the information
when brand name is not disclosed, disclosing gross sales by the alternative, active
ingredient, would be the same as disclosing brand name of proprietary products.
Registrants do then have the option to exercise protection rights under M.S. §
18B.38.

• Pesticide Inert Ingredient Data. 7 USC § W(d)(B) and (C). Not classified, but
treated as nonpublic data. (No cross-reference would be listed in MGDPA for
fedeiallaw.)

• Pesticide Manufacturing or Control Processes Data. 7 USC § Wed) (A). Not
classified, but treated as nonpublic data. (No cross-reference would be listed in
MGDPA for federal law.)

• Plant Variety Protection Application Data. 7 USC § 2426. Confidential but
equivalent to private or nonpublic. (No cross-reference would be'listed in
MGDPA for federal law.)

• Rural Finance Authority Data. M.S. § 41B.211. Private or nonpublic. (Cross
reference M.S. 13.99, subd. 10.)

• Wholesale Produce Dealers' Financial Data. M.S, § 27.04, subd. (c). Private or
nonpublic. (Cross-reference M.S. § 13.99, subd. 7a.)

The Minnesota Medical Practice Board listed:
• Medical Practice Act, MS 147.
The Minnesota Department ofEmployee Relations said, "ODED may have some federal
requirements but did not provide cite."
The Minnesota Department ofNatural Resources listed:
• MS43A
• MS lOA
• Portions ofMS 609
• MS 15
• MS 626.89
• MS 1031.605, subds. 2 & 4

22. How do those provisions work in conjunction with the Minnesota Government Data
Practices Act?

There were no in-depth responses to this question. Several responses indicated that they
interpret and enforce these other provisions in accord with the MGDPA. A couple of
responses said that if the Federal Restriction is tougher, this supersedes the MGDPA.

23. Please describe any conflicts you are aware of in the statutory classifications of data
collected by your agency or organization?

• One city replied: "The statutory classifications are confusing and next to
impossible for a lay person to deal with with any degree ofconfidence."

• The Hennepin County Sheriffs response to this question:
• "Under Minn. Stat. sect. 13.44 identities of individuals who register

complaints concerning violations of state laws or local ordinances
concerning the use of real property are classified as confidential but
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pursuant to Minn. stat. sect. 13.82, subd. 3(b) the identity of individuals
who request law enforcement services (including those who register
complaints concerning law violations about the use ofreal property) is
public data to the extent the identity is not protectible under Minn. Stat.
sect. 13.82, subd. 10.

• Pursuant to Minn. Stat. sect. 13.43, subd. 2 and subd. 3 training
background on employees and applicants is public but if the training falls
within the scope of Minn. Stat. sect. 13.47, it is private data pursuant to
subd. 2 of that section.

• According to Minn. Stat. sect. 13.99, subd. 114a police reports on
domestic abuse are classified under Minn. Stat. sect. 629.341, yet no
classification is so indicated and pursuant to Minn. Stat. sect. 13.80
domestic abuse data is classified as confidential 'until a temporary court
order made pursuant to subd. 5 or 7 of section 518B.01 is executed or
served upon the data subject who is the respondent to the action. '"

• An unnamed law enforcement agency said, "13.80 Domestic Abuse Data - very
vague and consults with Gemberling's staff say it can be interpreted in various
ways, and try to see the intent ofthe law.

• Washington County comments were:
• Accident data/reports prevents us from recouping costs due to damage to

roadway because lack ofname prevents us from contacting people.
• Maybe with the new child protection reconsideration process, does the

State Department ofAdministration still follow up on data challenges
regarding accuracy of collected information and if so why?

• The Minnesota Department ofEmployee Relations said, "Employee ID#
established with intent it be public data - that language was not approved.
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COMPILATION OF COMMENTS

Eagan.
Your Task Force would do a great service ifwe could get this law and the implementation of
same into a format and process that real people can understand and use. To have
Mr. Gemberling at the State as the expert does not translate to people in the trenches trying to
comply. At times, it seems like a choice as to which side you want to be sued by. There should
be a process by which well meaning, capable people can comply without an attorney from one or
both sides looking over your shoulder.

Thief River Falls.
Would like to receive better training and/or information concerning this area.

Hennepin County Sheriff. _
The responses above demonstrate the need for sigmficant legislative reform in data practices
administration. Re-engineering strategies designed to facilitate MGDPA user-friendliness should
focus on three major areas:

(1) Re-organization of the MGDPA-
Redundant, conflicting statutory provisions (e.g., domestic abuse-related) must be
restructured;
Subject-related statutes currently scattered within and beyond the MGDPA must
be repositioned to reduce cross-referencing frequency;
Statutory ambiguities must be resolved in furtherance oflegislative objectives and
administrative efficiency in responding to requests for data.

(2) Redesigning Advisory Opinions -
Concisely-drafted analytical treatment ofissue(s) promotes clarity and enhances
user friendliness; Opinions tend to be excessively verbose;
Conclusions which clearly impede public policy must be redetermined; (e.g.,
Advisory Opinion 98-034 obstructs ability ofDepartment of Economic Security
to collect data from employers in determining reemployment insurance benefit
eligibility; such conclusion defeats public interest in ensuring that ineligible
applicants are disqualified from receiving such benefits;

(3) Relieving Administrative Hardships in Complying with the MGDPA -
Responding to complicated data requests within strict MGDPA time frames stress
limited human resources and disrupt continued delivery of essential services;
collection ofactual costs up-front should be authorized;
Responding to requests to inspect data adversely affects financial stability of
agency; limits on free data inspection authority must be established.

Finally, the demands of the mega-information age and rapidly-developing technology must be
addressed. Emerging trends involving paperless data systems present new challenges for the data
practices administrator.
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An Unnamed Law Enforcement Office.
An index ofvarious references would be helpful. Include:

Guardian Ad Litem - many G.A.L. request data on abuse victims. Most have no
paperwork to prove they have authority to access.
ClarifY Real Property as referenced in 13.44.
ClarifY detox report classification.

Washington County Library.
In response to question 5 on the number of requests for government data received each year:
500,000 (estimate). This is a very difficult number to determine as the library's computerized
database ofholdings (books, magazines, videos, and so on) is available to any member of the
public at a computer in the library or at a home, office or school computer using dial-up access or
the Internet. In addition, any person can browse the shelves of the library to see what is owned.
Finally, a registered patron may look up his or her record at a library computer or from a home,
office or school computer. We only do a sampling ofrequests made to library staff for holdings
database information and maintain no accurate records of"do-it-yourself' searching.

Department of Natural Resources.
Difficulties in complying:

It's often difficult when there are mixed interpretations as to our responsibilities to collect the
data being requested. It can be very difficult to find copies ofall material related to a specific
subject when that information can be found throughout the department in multiple formats.

It can also be difficult to frod accurate historical data without extensive research.

Requests are often vague "give me all you got." These types ofrequests eat up a lot of staff time
and are"costly.

The classification of the data can vary greatly depending on the purpose and request, i.e., civil
investigative data vs. criminal investigative data vs. employment data.

Because there are penalties for not releasing data, and for releasing data that should not be
released, staff are very cautious in releasing and determining classifications. This sometimes
calls for review of lots of information and takes time, which has been misconstrued as stalling to
release information.
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APPENDIX 5

Draft Legislation

A. Legislation to deal with confusing and inconsistent language in Minnesota
Statutes.

B. Legislation to reduce some complexity of language in Minnesota Statutes Chapter
13. (Not available electronically.)
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A bill for an act

relating to government data; clarifying and providing for data
classifications; amending Minnesota Statutes 1998, sections
18B.38, subdivision 2; 31A.27, subdivision 3; 32.19; 46.07; 47.66;
60A.03, subdivision 9; 60A.031, subdivision 4; 60A.135,
subdivision 4; 60A.208, subdivision 7; 60A.93; 60A.968,
subdivision 2; 60B.14, subdivision 3; 60C.14, subdivision 2;
60D.22; 60K.1O; 62C.17, subdivision 4; 62G.20, subdivision 3;
116.075, subdivision 2; 136A.64, subdivision 2; 169.09,
subdivision 13; 171.31; 171.32, subdivisions 1 and 3; 175.24;
175.27; 176.184, subdivision 5; 176.231, subdivision 8; 196.08;
254A.09; 257.56, subdivision 1; 257.70; 259.10, subdivision 2;
268A.05, subdivision 1; 297B.12; 297D.13, subdivision 1;
297E.03, subdivision 8; 29&.48, subdivisions 2 and 4; 299C.065,
subdivision 4; 319B.ll, subdivision 6; 469.154, subdivision 2;
471.617, subdivision 5; and 626.53, subdivision 1; repealing
Minnesota Statutes 1998, sections 144.58; and 297D.13,
subdivisions 2 and 3.

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MINNESOTA:

Section 1. Minnesota Statutes 1998, section 18B.38, subdivision 2, is amended to read:
Subd.2. INFORMATION REVEALED PRIVATE OR NONPUBLIC DATA. After

consideration of the applicant's request submitted under subdivision 1, the eemmissiener shall
net make 8ft)' infurmatien ptiblie infonnation that in the commissioner's judgment contains or
relates to trade secrets or to commercial or financial infonnation obtained from an applicant are
private data on individuals or nonpublic data as defined in section 13.02. When necessary,
infonnation relating to fonnulas ofproducts may be revealed to any state or federal agency
consulted with similar protection oftrade secret authority and may be revealed at a public
hearing or in findings of facts issued by the commissioner.

Sec. 2. Minnesota Statutes 1998, section 31A.27, subdivision 3, is amended to read:
Subd.3. PENALTIES RELATED TO TESTIMONY AND RECORDS.
(a) A person who neglects or refuses to attend and testify, to answer a lawful inquiry, or

to produce documentary evidence, if it is in the person's power to do so, in obedience to the
subpoena or lawful requirement of the commissioner is guilty of a misdemeanor.

(b) A person who willfully (l) makes or causes to be made a false entry or statement of
fact in a report required under this chapter; (2) makes or causes to be made a false entry in an
account, record, or memorandum kept by a person subject to this chapter; (3) neglects or fails to
make or to cause to be made full and correct entries in the accounts, records, or memoranda, of
all facts and transactions relating to the person's business; (4) leaves the jurisdiction of this state;
(5) mutilates, alters, or by any other means falsifies documentary evidence of a person subject to
this chapter; or (6) refuses to submit to the commissioner, for inspection and copying, any
documentary evidence ofa person subject to this chapter in the person's possession or control, is
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guilty of a misdemeanor.
(c) A person required by this chapter to file an annual or special report who fails to do so

within the time fixed by the commissioner for filing the report and continues the failure for 30
days after notice of failure to file, is guilty of a misdemeanor.

(d) An offieer or employee of this state '",,'ho makes publi'e irtfomtation obtained by the
commissioner viithotit the commissioner's atithority, tmless directed by a eo'tll't, is gtiilty of a
misdemeanor. Infonnation obtained by the commissioner under this section are private data on
individuals or nonpublic data as defined in section 13.02 but may be released by the
commissioner or under court order.

Sec. 3. Minnesota Statutes 1998, section 32.19, is amended to read:
32.19 REPORTS; CONTENTS NOT TO BE DIVULGED, PENALTY.
W Every person, owner, or operator required by section 32.18 to maintain daily records

on milk, cream, butterfat and other dairy products shall, within 90 days following the ,close of
each fiscal year and at such other times as the commissioner may fix or require, by rules adopted
as required by law, make and file with the commissioner, on blank fonns prepared by the
commissioner, itemized and verified reports ofall business transacted by the commissioner, as
set out in section 32.18, during the preceding fiscal year. Such reports shall contain such further
infonnation as, from time to time, may be required by the commissioner. A duplicate copy
thereof shall be retained by such person, owner, or operator in files, which shall be subject to
examination by the commissioner at any time. It shall be unlavvful for the eom:missioncr, or any
publie offieial or employee to divulge or othenv1se make koown in any m8:fifiCf any partietilars
set forth or disclosed in any report or rettlm reqtrired by this seetion, or any infomtation
eoncerning the btisiness transaeted by an)' stich person, o\vncr or operator so reporting, aeqtlired
from reeords, offieers or employees "vvhile examining or inspecting any books or reeords kept and
maintained as reqtrired by section 32.18, exeept as stieh infumtation is reqttired or a'tlthori:zr:ed to
be disclosed in a Judieial proeeeding by order of the district court. Except as last stated and vfflh
the atithority there reqtiired, any person violating the provision of this section establishing the
eonfidential eharacter of sllCh infumtation and the reports or retmns reqtrired to be made and
filed vAth the eommissiofiCf shall be gttilty of a gross misdemeanor.

Nothing herein eontained shall be eonstmed to prohibit the eommissiofiCf from
publishing statisties so elassified as not to diselose the identity ofpartietilar returns or reports or
any item or entry therein eontained.

(b) Reports received by the commissioner under this section and data from records under
section 32.18 are private data on individuals or nonpublic data as defined in section 13.02.

Sec. 4. Minnesota Statutes 1998, section 46.07, is amended to read:
46.07 RECORDS.
Subdivision 1. DEPARTMENT RECORDS. The commissioner of commerce shall

keep all proper records and files pertaining to the duties and work of that office.
Subd.2. CONFIDENTIAL RECORDS OR PROTECTED NONPUBLICDATA.

The eommissioner shall divtllge facts and inrermation Data obtained in the course of examining
financial institutions under the commissioner's supervision are confidential data on individuals
or protected nonpublic data as defined in section 13.02 and may be disclosed only when and to
the extent required or pennitted by law to report upon or take special action regarding the affairs
of an institution, or ordered by a court of law to testify or produce evidence in a civil or criminal
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proceeding, exeept that. The commissioner may furnish information as to matters ofmutual
interest to an official or examiner of the federal reserve system, the Federal Deposit Insurance
Corporation, the Federal Office ofThrift Supervision, the Federal Home Loan Bank System, the
National Credit Union Administration, comptroller ofthe currency, other state bank supervisory
agencies subject to cooperative agreements authorized by section 49.411, subdivision 7, the
United States SmalrBusiness Administration, for purposes of sections 53.09, subdivision 2a, and
56.10, subdivision 1, or state and federal law enforcement agencies. The eommissioner shftll not
be required to disclose the flftffle of a debtor ofa fiftanciftl instittltion tlf.lder the commissioner's
supervision, or an:ything relative to the private aeeoUflts, oWflersmp, or traf.lsaetiom ofan
instimtion, or any fact obtained in the course of an examination thereof, exeept as herein
provided. For purposes of this subdivision, a subpoena is not an order ofa court oflaw. Cfhese
reeords are classified coniidcntiftl or protected nonpublie fer purposes of thc Minnesota
Govcmment Data Practices Aet and their The destruction of this data, as prescribed in section
46.21, is exempt from the provisions ofchapter 138 and Laws 1971, chapter 529, so far as their
deposit with the state archives.

Subd. 3. COMPLAINT FILES. Notwithstanding the provisions of subdivision 2 to the
contrary, data gathered and maintaincd in relation to a complaint filed with the commissioner is
private data on individuals or nonpublic p'l:lfsuant to the Mitmcsota Govemment Data Practices
Aet data as defined in section 13.02.

Sec. 5. Minnesota Statutes 1998, section 47.66, is amended to read:
47.66 EXAMINATION.
An electronic financial terminal or a transmission facility may be examined by the

commissioner to the extent permitted by law as to any financial transaction by, with, or involving
a financial institution solely for the purpose ofreconciling accounts and verifying the security
and accuracy ofsuch electronic financial terminals or transmission facilities, including any
supporting equipment, structures, or systems. All facts and infunnation Data obtained in the
course of such examination are confidential data on individuals or protected nonpublic data as
defined in section 13 .02 and shall not be disclosed except as otherwise provided by law. The
person examined shall pay examination fees as determined by the commissioner.

Sec. 6. Minnesota Statutes 1998, section 60A.03, subdivision 9, is amended to read:
Subd. 9. CONFIDENTIALITY OF INFORMATION. The eommissioflCf may not be

required to divulge any Except as otherwise provided in this chapter or other law. information
obtained by the commissioner in the course of the supervision or examination of insurance
companies, or the examination of instlfftllee eompanies, including examination related
correspondence and workpapers;-Uf.ltil is private data on individuals or nonpublic data as defined
in section 13.02. When the examination report is finally accepted and issued by the
commissioner, and theft only in the ferm ofthe.final ptlblie report of examinations is public data.
Nothing contained in this subdivision prevents or shall be construed as prohibiting the
commissioner from disclosing the content of this information to the insurance department of
another state or the National Association ofInsurance Commissioners if the recipient of the
information agrees in writing to hold it as private or nonpublic data as defmed in section 13.02,
in a manner consistent with this subdivision. This subdivision does not apply to the extent the
commissioner is required or permitted by law, or ordered by a court of law to testify or produce
evidence in a civil or criminal proceeding. For purposes of this subdivision, a subpoena is not an
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order ofa court of law.

Sec. 7. Minnesota Statutes 1998, section 60A.031, subdivision 4, is amended to read:
Subd.4. EXAMINATION REPORT; FOREIGN AND DOMESTIC COMPANIES.
(a) The commissioner shall make a full and true report of every examination conducted

pursuant to this chapter, which shall include (1) a statement of findings of fact relating to the
financial status and other matters ascertained from the books, papers, records, documents, and
other evidence obtained by investigation and examination or ascertained from the testimony of
officers, agents, or other persons examined under oath concerning the business, affairs, assets,
obligations, ability to fulfill obligations, and compliance with all the provisions of the law of the
company, applicant, organization, or person subject to this chapter and (2) a summary of
important points noted in the report, conclusions, recommendations and suggestions as may
reasonably be warranted from the facts so ascertained in the examinations. The report of
examination shall be verified by the oath of the examiner in charge thereof, and shall be prima
facie evidence in any action or proceedings in the name of the state against the company,
applicant, organization, or person upon the facts stated therein.

(b) No later than 60 days following completion of the examination, the examiner in
charge shall file with the department a verified written report of examination under oath. Upon
receipt of the verified report, the department shall transmit the report to the company examined,
together with a notice which provides the company examined with a reasonable opportunity of
not more than 30 days to make a written submission or rebuttal with respect to matters contained
in the examination report.

(c) Within 30 days of the end ofthe period allowed for the receipt of written submissions
or rebuttals, the commissioner shall fully consider and review the report, together with the
written submissions or rebuttals and the relevant portions ofthe examiner's workpapers and enter
an order:

(1) adopting the examination report as filed or with modification or corrections. If the
examination report reveals that the company is operating in violation of any law, rule, or prior
order of the commissioner, the commissioner may order the company to take any action the
commissioner considers necessary and appropriate to cure the violation;

(2) rejecting the examination report with directions to the examiners to reopen the
examination for purposes ofobtaining additional data, documentation, or information, and
refiling the report as required under paragraph (b); or

(3) calling for an investigatory hearing with no less than 20 days' notice to the company
for purposes ofobtaining additional documentation, data, information, and testimony.

(d)(l) All orders entered under paragraph (c), clause (1), must be accompanied by
findings and conclusions resulting from the commissioner's consideration and review ofthe
examination report, relevant examiner workpapers, and any written submissions or rebuttals.
The order is a final administrative decision and may be appealed as provided under chapter 14.
The order must be served upon the company by certified mail, together with a copy of the
adopted examination report. Within 30 days of the issuance of the adopted report, the company
shall file affidavits executed by each of its directors stating under oath that they have received a
copy ofthe adopted report and related orders.

(2) A hearing conducted under paragraph (0), clause (3), by the commissioner or
authorized representative, must be conducted as a nonadversarial confidential investigatory
proceeding as necessary for the resolution of inconsistencies, discrepancies, or disputed issues
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apparent upon the face of the filed examination report or raised by or as a result of the
commissioner's review of relevant workpapers or by the written submission or rebuttal of the
company. Within 20 days of the conclusion of the hearing, the commissioner shall enter an order
as required under paragraph (c), clause (l).

(3) The commissioner shall not appoint an examiner as an authorized representative to
conduct the hearing. The hearing must proceed expeditiously. Discovery by the company is
limited to the examiner's workpapers which tend to substantiate assertions in a written
submission or rebuttal. The commissioner or the commissioner's representative may issue
subpoenas for the attendance ofwitnesses or the production of documents considered relevant to
the investigation whether under the control ofthe department, the company, or other persons.
The documents produced must be included in the record. Testimony taken by the commissioner
or the commissioner's representative must be under oath and preserved for the record.

This section does not require the department to disclose information or records which
would indicate or show the existence or conte{lt o~ an investigation or activity ofa criminal
justice agency.

(4) The hearing must proceed with the commissioner or the commissioner:S
representative posing questions to the persons subpoenaed. Thereafter, the company and the
department may present testimony relevant to the investigation. Cross-examination may be
conducted only by the commissioner or the commissioner's representative. The company and
the department shall be permitted to make closing statements and may be represented by counsel
of their choice.

(e)(l) Notwithstanding section 60A.03, subdivision 9, upon the adoption of the
examination report under paragraph (c), Clause (1), the eemmissiefler shall eefltiItUe te held the
eemeirt efthe examination report as private 8fl:d eenfidefl:tial infermatiefl is private data on
individuals or nonpublic data as defined in section 13.02 for a period of 30 days except as
otherwise provided in paragraph (b). Thereafter After that period, 'the eemmissiefl:er may epefl
the report for public iflspeetiefl if is public data unless a court of competent jurisdiction has flet
stayed stays its publication.

(2) Nothing contained in this subdivision prevents or shall be construed as prohibiting the
commissioner from disclosing the content ofan examination report, preliminary examination
report or results, or any matter relating to the reports, to the commerce department or the
insurance department ofanother state or country, the National Association of Insurance
Commissioners, or to law enforcement officials of this or another state or agency of the federal
government at any time, if the agency or office receiving the report or matters relating to the
report agrees in writing to hold it cenficlefl:tial and in a manner consistent with this subdivision.

(3) If the commissioner determines that regulatory action is appropriate as a result of an
examination, the commissioner may initiate proceedings or actions as provided by law.

(f) All 'vverki:ttg papers, reeercled infermatien, deeumeflts and eepies thereef data
produced by, obtained by, or disclosed to the commissioner or any other person in the course of
an examination made under this subdivision must be givefl eeftfidemial treatmem are private data
on individuals or nonpublic data and are not subject to subpoena and may not be made public -by
the emnmissiefl:er er any e'ther persefl, except to the extent provided in paragraph (e). Access
may alse be granted te 'the Natieflal Asseeiatiefl ef IflsUftlfiee Cmnmissieflers. The parties must
agree ifl vvTitiflg prier te reeeiviflg the iflformatiefl te previde te it the same eenfidemial treatmeflt
as required by this seetiefl, unless the prier vvTirtefl ceflscm ef the cempany te which it pertains
htts becfl ebtaifl:ed.
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Sec. 8. Minnesota Statutes 1998, section 60A.135, subdivision 4, is amended to read:
Subd. 4. CONFIDENTIALITY. Reports filed with the commissioner pursuant to

sections 60A.135 to 60A.137 must be held as are nonpublic data as defined in section 13.02, are
not subject to subpoena, and may hot be made publie by the eommissiofier, the Natioftal
Assoeiatiofi of Ifisuranee Commissiofiers, or other perSOfi, ex:eept to ifisuranee departffiefits of
other states, released without the prior written consent of the insurer to which it a report pertains..
except as provided in section 60A.03. subdivision 9. However, the commissioner may publish
all or part ofa report in the manner the commissioner considers appropriate if, after giving the
affected insurer notice and an opportunity to be heard, the commissioner determines that the
interest ofpolicyholders, shareholders, or the public will be served by the publication.

Sec. 9. Minnesota Statutes 1998, section 60A.208, subdivision 7, is amended to read:
Subd.7. REPORTS AND RECOMMENDATIONS BY THE ASSOCIATION.

An association.may submit reports and make recommendations to the commissioner regarding
the financial condition ofany eligible surplus lines insurer. :::Riese The reports and
recommendations shall fiOt be eOfisidered 16 be pttblie infurmatiofi are nonpublic data as defined
in section 13.02. There shall not be liability on the part of, or a cause of action ofany nature shall
not arise against, eligible surplus lines insurers, the association or its agents or employees, the
directors, or the commissioner or authorized representatives of the commissioner, for statements
made by them in any reports or recommendations made under this subdivision.

Sec. 10. Minnesota Statutes 1998, section 60A.93, is amended to read:
60A.93 CONFIDENTIALITY.
All financial analysis ratios and examination synopses concerning insurance companies

that are submitted to.the department by the National Association ofInsurance Commissioners'
Insurance Regulatory Information System are eOtrlidefitial and may fiOt be diselosed by the
departmefit protected nonpublic data as defined in section 13.02.

Sec. 11. Minnesota Statutes 1998, section 60A.968, subdivision 2, is amended to read:
Subd.2. PRIVATE DATA. }'(ames aftd ifi<:tlvidttal idefitHieatiofi data: fer all Data on

viators i-8 are private and eonfidefitial infurmatiofi 8:Ild mtlst fiOt be diselosed by the
eommissiofiCr, tlfiless reqttired by law data on individuals as defined in section 13.02.

Sec. 12. Minnesota Statutes 1998, section 60B.14, subdivision 3, is amended to read:
Subd. 3. RECORDS. In all summary proceedings and judicial reviews thereof, all

records of the company, other documents, and all department of commerce files and court
records and papers, so far as they pertain to or are a part of the record of the summary
proceedings, shall be and remain confidential except as is necessary to obtain compliance
therewith, unless the court, after hearing arguments from the parties in chambers, shall order
otherwise, or unless the insurer requests that the matter be made public. Until such court order,
all papers filed with the court administrator shall be held in a confidential file. Department of
commerce data relating to summary proceedings are private data on individuals or nonpublic
data as defined in section 13.02.

Sec. 13. Minnesota Statutes 1998, section 60C.14, subdivision 2, is amended to read:
Subd. 2. OPTIONAL POWERS AND DUTIES. The commissioner may:
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(a) Suspend or revoke, after notice and hearing, the certificate of authority to transact
insurance or to execute surety bonds in this state of any member insurer which fails to pay an
assessment when due or fails to comply with the plan of operation. As an alternative, the
commissioner may levy a fine on any member insurer which fails to pay an assessment when
due. The fine shall not exceed five percent of the unpaid assessment per month, except that no
fine shall be less than $100 per month.

(b) Revoke the designation of any servicing facility if the commissioner finds claims are
being handled unsatisfactorily.

(c) Disclose to the board ofdirectors information regarding any member insurer, or any
company seeking admission to transact insurance business in this state, whose financial condition
may be hazardous to policyholders or to the public, including data that are not public data as
defined in section 13.02. This disclosure does not violate any data priva:ey requirement or MY
obligtrtion: to treat the infurmaUon as prriileged. This disclosure does not ehan-ge the data
Pr1\"flCY or privileged stares of the inwrmation. Board members shall not disclose the
information to anyone else or use the information for any purpose other than their duties as board
members.

Sec. 14. Minnesota Statutes 1998, section 60D.22, is amended to read:
60D.22 CONFIDENTIAL TREATM'ENT ACCESS TO DATA.
All information, doetl:fi1ents, and copies of them Data obtained by or disclosed to the

commissioner or any other person in the course ofan examination or investigation made pursuant
to section 60D.20 and all information reported pursuant to sections 60D.18 and 60D.19, shall be
given confidential treatment Md shall not be sub.;eet to subpoena and shftH not be made publie by
the eommissiofiCr, the Natiofi8:l Association: of InSUfan:ee Commissioners, Of My other person,
ex:eept to insUf8:fiCe departinents ofother states, v,,;tftout the prior vffftten eomeflt of the itlsurer to
which it pertftlflS unless are private data on individuals or nonpublic data as defined in section
13.02 but may be released as provided in section 60A.03, subdivision 9. In addition, the data
may be released if the commissioner, after giving the insurer and its affiliates who would be
affected, notice and opportunity to be heard, determines that the interest ofpolicyholders or the
public will be served by the publication, in which event the commissioner may publish all or any
part in the manner the commissioner considers appropriate.

Sec. 15. Minnesota Statutes 1998, section 60K.1O, is amended to read:
60K.I0 TERM OF APPOINTMENTS.
All appointments ofagents by insurers pursuant to this section shall remain in force until

terminated voluntarily by the appointing insurer or the license of the agent has for any reason
been terminated during the appointment. The original appointing insurer, as well as any
subsequent appointing insurer, may terminate the appointment of an agent at any time by giving
written notice thereof to the commissioner and by sending a copy thereof to the last known
address of the agent. The effective date of the termination shall be the date of receipt of the
notice by the commissioner unless another date is specified by the insurer in the notice. Within
30 days after the insurer gives notice oftermination to the commissioner, the insurer shall furnish
the agent with a current statement of the agent's commission account.

Accompanying the notice ofa termination given to the commissioner by the insurer shall
be a statement of the specific reasons constituting the cause of termination. Any document,
record, or statement relating to the agent which is disclosed or furnished to the commissioner
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contemporaneously with, or subsequent to, the notice of termination shall be cleemecl
emrliclential by the eom:m:issioner flllcl a privilegecl eommunieation is private data on individuals
as defined in section 13.02. The document, record, or statement furnished to the commissioner is
a privileged communication and shall not be admissible in whole or in part for any purpose in
any action or proceeding against (1) the insurer or any of its officers, employees, or
representatives submitting or providing the document, record, or statement, or (2) any person,
firm, or corporation furnishing in good faith to the insurer the information upon which the
reasons for termination are based.

Sec. 16. Minnesota Statutes 1998, section 62C.17, subdivision 4, is amended to read:
Subd. 4. The commissioner may at any time after a hearing pursuant to the contested

case provisions ofchapter 14, revoke or suspend a license if satisfied that the licensee is not
qualified. An application for a new license or for reinstatement may be entertained one year after
revocation or suspension, upon filing ofa bond in the amount of $5,000 approved by the
commissioner for protection ofthe public for a period of five years, or a lesser amount and
period as the commissioner may prescribe. The commissioner shall revoke or suspend a license
upon written request by the corporation or agent for which the licensee is licensed to act. Such a
request shall include a statement of the specific facts constituting cause for termination. Any
slieh infunnation shall be cleemecl The request is private data on individuals or nonpublic data as
defined in section 13.02. The request is a confidential and privileged communication, and shall
not. be admissible, in whole or in part, in any action or proceeding without the corporation's or
agent's written consent.

Sec. 17. Minnesota Statutes 1998, section 62G.20, subdivision 3, is amended to read:
Subd.3. The commissioner may at any time after a hearing pursuant to sections 14.001

to 14.69, revoke or suspend a license if satisfied that the licensee is not qualified. An application
for a new license or for reinstatement may be entertained one year after revocation or suspension,
upon filing ofa bond in the amount of $5,000 approved by the commissioner for protection of
the public for a period of five years, or a lesser amount and period as the commissioner may
prescribe. The commissioner shall revoke or suspend a license upon written request by the legal
service plan corporation or agent for which the licensee is licensed to act. The request shall
include a statement of the specific facts constituting cause for termination. The request is private
data on individuals or nonpublic data as defined in section 13.02. Information contained in a
request is confidential and privileged and is not admissible, in whole or in part, in any action or
proceeding without the written consent of the party submitting the request.

Sec. 18. Minnesota Statutes 1998, section 116.075, subdivision 2, is amended to read:
Subd. 2. Any records or other information obtained by the pollution control agency or

furnished to the agency by the owner or operator of one or more air contaminant or water or land
pollution sources which are certified by said owner or operator, and said certification, as it
applies to water pollution sources, is approved in writing by the commissioner, to relate to (a)
sales figures, (b) processes or methods ofproduction unique to the owner or operator, or (c)
information which would tend to affect adversely the competitive position of said owner or
operator, shall be only for the eonficlentiallise of the ageney in cliseharging its statutory
obligations, 1:inless othervnse speeifieally alithori:z:ecl by saicl o'vmer or operator are private data
on individuals or nonpublic data as defined in section 13.02. Proviclecl, hov.'Cver that all slieh
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infurmation may be tlsed by the agency in eompiling or ptIblishing analyses or sttmnlaries
relating to the general eondition of the state's v.tater, air and land resomeesso long as StIch
analyses or swnmaries do not identify any owner or operater Vv'ho has so eertified.
Notwithstan:ding the foregoing, The agency may disclose any information, "vvhether or not
othervYise considered confidential TvVmeh that it is obligated to disclose in order to comply with
federal law and regulations, to the extent and for the purpose of such federally required
disclosure.

Sec. 19. Minnesota Statutes 1998, section 136A.64, subdivision 2, is amended to read:
Subd. 2. The offiee shall not diselose Financial records provided to it the office by a

school pursuant to this section exeept are nonpublic data as defined in section 13.02 but may be
disclosed for the purpose ofdefending, at hearings pursuant to chapter 14, or other appeal
proceedings, its i! decision to approve or not to approve the granting ofdegrees or the use ofa
name by the school. Section 15.17, subdivision 4, shall not apply to such records.

Sec. 20. Minnesota Statutes 1998, section 169.09, subdivision 13, is amended to read:
Subd. 13. REPORTS CONFIDENTIAL; EVIDENCE, FEE, PENALTY,

APPROPRIATION. (a) All written reports and supplemental reports required under this section
shftll be are confidential data on individuals or protected nonpublic data as defined in section
13.02 and are only for the use of the commissioner ofpublic safety and other appropriate state,
federal, county, and municipal governmental agencies for accident analysis purposes, except:

(1) the commissioner ofpublic safety or any law enforcement agency shall, upon written
request of any person involved in an accident or upon written request of the representative of the
person's estate, surviving spouse, or one or more surviving next ofkin, or a trustee appointed
pursuant to section 573.02, disclose to the requester, the requester's legal counsel, or a
representative of the requester's insurer the report required under subdivision 8;.

(2) the commissioner ofpublic safety shall, upon written request, provide the driver filing
a report under subdivision 7 with a copy of the report filed by the driver;

(3) the commissioner of public safety may verify with insurance companies vehicle
insurance information to enforce sections 65B.48, 169.792, 169.793, 169.796, and 169.797;

(4) the commissioner ofpublic safety shall provide the commissioner of transportation
the information obtained for each traffic accident involving a commercial motor vehicle, for
purposes ofadministering commercial vehicle safety regulations; and

(5) the commissioner ofpublic safety may give to the United States Department of
Transportation commercial vehicle accident information in connection with federal grant
programs relating to safety.

(b) Accident reports and data contained in the reports shall not be discoverable under any
provision of law or rule ofcourt. No report shall be used as evidence in any trial, civil or
criminal, arising out ofan accident, except that the commissioner ofpublic safety shall furnish
upon the demand of any person who has, or claims to have, made a report, or, upon demand of
any court, a certificate showing that a specified accident report has or has not been made to the
commissioner solely to prove compliance or failure to comply with the requirements that the
report be D).ade to the commissioner.

(c) Nothing in this subdivision prevents any person who has made a report pursuant to
this section from providing information to any persons involved in an accident or their
representatives or from testifying in any trial, civil or criminal, arising out ofan accident, as to
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facts within the person's knowledge. It is intended by this subdivision to render privileged the
reports required, but it is not intended to prohibit proofof the facts to which the reports relate.

(d) Disclosing any information contained in any accident report, except as provided in
this subdivision, section 13.82, subdivision 3 or 4, or other statutes, is a misdemeanor.

(e) The commissioner ofpublic safety may charge authorized persons a $5 fee for a copy
of an accident report. .

(f) The commissioner and law enforcement agencies may charge commercial users who
request access to response or incident data relating to accidents a fee not to exceed 50 cents per
report. "Commercial user" is a user who in one location requests access to data in more than five
accident reports per month, unless the user establishes that access is not for a commercial
purpose. Money collected by the commissioner under this paragraph is appropriated to the
commissioner.

Sec. 21. Minnesota Statutes 1998, section 171.31, is amended to read:
171.31 PERSON RECEIVING BENEFITS FOR BLINDNESS, DISCOVERY OF

INFORMATION.
The commissioner ofpublic safety, in order to promote highway safety by restricting

driving privileges to those persons meeting accepted visual acuity standards, may request ftftd
sha-ll reeeive information has access to private or confidential data on individuals as defined in
section 13.02, concerning the identity and whereabouts ofany person who has applied for or
received any type of welfare, licensing, or other benefits for the blind or nearly blind, from the

. records of a-ll depa:t"'"..ments, beards, btifeaus, or other agencies efthis state exeept the department
ef revefttie, and they sha-ll proTv'ide stiCh information notvlithstanding the provisions of seetion
268.19 or any other existing la'vv or role to the contrary state agencies, except that when section
270B.02, subdivision 1, prohibits disclosure of information by the commissioner of revenue.

Sec. 22. Minnesota Statutes 1998, section 171.32, subdivision 1, is amended to read:
Subdivision 1. ACTIONS BY COMMISSIONER. The commissioner upon receipt of

My such information under section 171.31 shall take such action as the commissioner deems
necessary to insure that each such person meets the accepted visual acuity standards required of
all driver's license applicants and such further action as required by law or rule. The driver's
license of any person who has been classified as legally blind shall be immediately canceled.

Sec. 23. Minnesota Statutes 1998, section 171.32, subdivision 3, is amended to read:
Subd.3. USE OF EXAMINATION DATA. (a) Information received by the

commissioner under this section is confidential data on individuals as defined in section 13.02,
except that:

ill the results of any visual acuity examination administered because of information
receivedpursuant to this section 171.31 may be communicated by the commissioner to the
depaI""..mcnt state agency from which thc pcrson received a benefit. The information rcceivcd by
the commissioncr p'lifsmmt to this section must not bc divttlgcd or othervv'1:se made lrn:OWft in any
manner except in coftfteetion vlith the cancellation of drivers licenses, and then only to the persen
involved whose license is canceled, and except for statistica-l plUposes which do not reveal the
identity of the individtia-ls in'volved; and

(2) information may be disclosed to the subject of the data if the subject's driver's license
is canceled.
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ili) The record of such person with respect to visual acuity shall be maintained in the
same manner as all other driver's license records.

Sec. 24. Minnesota Statutes 1998, section 175.24, is amended to read:
175.24 DUTIES OF EMPLOYERS AND OTHERS TO MAKE REPORTS;

PRESERVATION OF RECORDS.
On request of the department of labor and industry, and within the time limited therein,

every employer of labor, any officer of a labor organization, or any person from whom the
department of labor and industry shall find it necessary to gather information, shall make a
certified report to the department, upon blanks furnished by it, ofall matters covered by the
request. The names ofpersons or eoneems suwlying sueh itlfofft:l:ation shB:lI not be diselosed.
Every notice, order, or direction given by such department shall be in writing, signed by an
officer or inspector of such department, or a person specially designated for the purpose, and be
served by the signer. Except as otherwise pro':,ided by law, papers so served and B:lI reeords and
doeuments of data received by the department under this section are hereby deelftfedpublic
doeuments data and shall not be destroyed within earlier than two years after their return or
receipt by such department. The identity ofpersons supplying the infonnation are private data
on individuals or nonpublic data as defined in section 13.02.

Sec. 25. Minnesota Statutes 1998, section 175.27, is amended to read:
175.27 DISCLOSURE OF NMfES OF PERSONS GnqNG INFORl\fATION;

REFUSAL TO TESTIFY; DENYING ADMISSION; PENALTY.
Any employee of the depB::l'""..ment of labor and industry who shB:lI diselose the names of

B:ftY' Data on persons supplying information at the request of such department shall be guilty of
a misdemeanor are private data on individuals or nonpublic data as defined in section 13.02.
Any person who, having been duly subpoenaed, shall refuse to attend or testify in any hearing
under the direction of the department of labor and industry shall be guilty ofa misdemeanor.
Any owner or occupant of any place of employment who shall refuse to admit thereto any
employee ofthe department seeking entrance in the discharge of the employee's duties, shall be
guilty ofa misdemeanor. Any person, firm, or corporation, or any of its officers or agents,
who or which shall refuse to file with the department such reports as are required by it under the
provisions of sections 175.24 to 175.27 shall be guilty ofa misdemeanor.

Sec. 26, Minnesota Statutes 1998, section 176.184, subdivision 5, is amended to read:
Subd.5. REQUEST FOR INVESTIGATION BY EMPLOYEE. (a) Any employee

or representative of an employee who believes that their employer is uninsured against workers'
compensation liability, may request an inspection by giving notice to the commissioner of the
beliefand grounds for the belief. Any notice shall be written, shall set forth with reasonable
particularity the grounds for the notice, and shall be signed by the employee or representative of
employees. A copy ofthe notice shall be provided the employer, representative, or agent no later
than the time of inspection, except that, upon the request ofa person giving the notice, the
employee's name and the names of individual employees referred to in the notice are private data
on individuals as defined in section 13.02, subdivision 2, and shall not appear in the copy or on
any record published, released, or made available. If upon receipt of the notification the
commissioner determines that reasonable grounds exist to believe that the employer is uninsured
against workers' compensation liability, the commissioner shall make an inspection in
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accordance with this section as soon as practicable. If the commissioner determines that there
are not reasonable grounds to believe that a violation exists, the commissioner shall so notify the
employee or representative of employees in writing. Upon notification, the employee or the
employee representative may request the commissioner to reconsider the determination. Upon
receiving the request, the commissioner shall review the determination.

(b) The commissioner, upon receipt ofa report ofviolation of the mandatory insurance
provisions of section 176.181 or 176.185 verified by review of the department's insurance
registration records and other relevant information, shall initiate a preliminary investigation to
determine if reasonable grounds exist to believe that the employer is uninsured against workers'
compensation liability, and upon certification ofreasonable belief that the employer is uninsured
the commissioner shall make an inspection in accordance with paragraph (a).

Sec. 27. Minnesota Statutes 1998, section 176.231, subdivision 8, is amended to read:
Subd. 8. NO PUBLIC INSPECTION OF REPORTS. Subject to subdivision 9, a

report or its eopy whieh~ been filed with the commissioner of the department.of labor and
industry under this section is not available to poolie mspeetion private data on individuals or
nonpublic data as defined in section 13.02. Any person who has access to such a report shall not
disclose its contents to anyone in any manner.

A person who unauthorizedly discloses a report or its contents to another is guilty of a
misdemeanor.

Sec. 28. Minnesota Statutes 1998, section 196.08, is amended to read:
196.08 FILES AND RECORDS CONFIDENTIAL.
The eontents of, and all files, reeords, reports, papers and doet:tm:ents Data pertaining to,

any claim for the benefits ofLaws 1943, chapter 420, whether pending or adjudicated, shall be
deemed eoflfidential and privileged are private data on individuals as defined in section 13.02
and no disclosure thereof shall be made, without the consent in writing of the claimant who has
not been adjudicated incompetent, except as follows:

(a) To said claimant personally, a duly appointed guardian, an attorney in fact, or a duly
authorized representative, and as to personal matters, when, in the judgment of the
commissioner, such disclosure would not be injurious to the physical or mental health of the
claimant.

(b) To the representatives of veterans' organizations recognized by the United States
government, not exceeding five from each such veterans' organizations, and when such
representatives have been duly certified as such by the state department ofany such veterans'
organizations in the state of Minnesota.

(c) In any court in the state ofMinnesota which has jurisdiction of the parties to, and
subject matter of, an action or proceeding therein pending, as found by said court, when req~red

to be produced by the process of such court, and then only in open court, as evidence, in such
action or proceeding after a judge thereof shall have ruled the same to be relevant and competent
evidence in such action or proceeding according to the laws and statutes of said state.

Sec. 29. Minnesota Statutes 1998, section 254A.09, is amended to read:
254A.09 CONFIDENTIALITY OF RECORDS.
The department ofhuman services shall assure confidentiality to individuals who are the

subject ofresearch by the state authority or are recipients ofalcohol or drug abuse information,
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assessment, or treatment from a licensed or approved program. The eommissiemer shall 'withhold
from all Data on those individuals are private data on individuals as defined in section 13.02 and
may not be released to persons not connected with the conduct of the research the names or other
identifying eh8:ffteteristies ofa sttbjeet ofreseareh unless the individual gives written permission
that information relative to treatment and recovery may be released. Persons authorized to
protect the privacy of subjects ofresearch may not be compelled in any federal, state or local,
civil, criminal, administrative or other proceeding to identify or disclose other confidential
information about the individuals. Identifying information and other confidential information
related to alcohol or drug abuse information, assessment, treatment, or aftercare services may be
ordered to be released by the court for the purpose ofcivil or criminal investigations or
proceedings if, after review ofthe records considered for disclosure, the court determines that the
information is relevant to the purpose for which disclosure is requested. The court shall order
disclosure ofonly that information which is determined relevant. In determining whether to
compel disclosure, the court shall weigh the public interest and the need for disclosure against
the injury to the patient, to the treatment'felationship in the program affected and in other
programs similarly situated, and the actual or potential harm to the ability ofprograms to attract
and retain patients ifdisclosure occurs. This section does not exempt any person from the
reporting obligations under section 626.556, nor limit the use of information reported in any
proceeding arising out of the abuse or neglect of a child. Identifying information and other
confidential information related to alcohol or drug abuse information, assessment, treatment, or
aftercare services may be ordered to be released by the court for the purpose ofcivil or criminal
investigations or proceedings. No information may be released pursuant to this section that
would not be released pursuant to section 595.02, subdivision 2.

Sec. 30. Minnesota Statutes 1998, section 257.56, subdivision 1, is amended to read:
Subdivision 1. If, under the supervision ofa licensed physician and with the consent of

her husband, a wife is inseminated artificially with semen donated by a man not her husband, the
husband is treated in law as ifhe were the biological father ofa child thereby conceived. The
husband's consent must be in writing and signed by him and his wife. The consent must be
retained by the physician for at least four years after the confirmation of a pregnancy that occurs
during the process ofartificial insemination.

All papers and records pertaining to the insemination, whether part of the permanent
record ofa court or of a file held by the supervising physician or e1sc-vvhere, are subject to
inspection only upon an order of the court for good cause shown. Government data pertaining to
the insemination are confidential data on individuals as defined in section 13.02.

Sec. 31. Minnesota Statutes 1998, section 257.70, is amended to read:
257.70 HEARINGS AND RECORDS; CONFIDENTIALITY.
(a) Notwithstanding any other law concerning public hearings and records, any hearing or

trial held under sections 257.51 to 257.74 shall be held in closed court without admittance of any
person other than those necessary to the action or proceeding. All papers and records, other than
the final judgment, pertaining to the action or proceeding, whether that are part of the permanent
record of the court or of a file in the state department of human serviees or elsevv'here, are subject
to inspection only upon consent of the court and all interested persons, or in exceptional cases
only upon an order of the court for good cause shown. Government data pertaining to the action
or proceeding are confidential data on individuals as defined in section 13.02.
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(b) In all actions under this chapter in which public assistance is assigned under section
256.741 or the public authority provides services to a party or parties to the action,
notwithstanding statutory or other authorization for the public authority to release private data on
the location ofa party to the action, infonnation on the location of one party may not be released·
by the public authority to the other party if:

(1) the public authority has knowledge that a protective order with respect to the other
party has been entered; or

(2) the public authority has reason to believe that the release of the infonnation may
result in physical or emotional hann to the other party.

Sec. 32. Minnesota Statutes 1998, section 259.10, subdivision 2, is amended to read:
Subd.2. WITNESS AND VICTIM PROTECTION NAME CHANGES; PRIVATE

DATA. If the court detennines that the name change for an individual is made in connection
with the individual's participation in a witness and victim protection program, the co~ shall
order that the court records ofthe name change are not accessible to the pubric; except that they
may be released, upon request, to a law enforcement agency, probation officer, or corrections
agent conducting a lawful investigation. The existence of an application for a name change
described in this subdivision may not be disclosed except toa law enforcement agency
conducting a lawful investigation. Government data relating to an application for a name change
are confidential data on individuals as defined in section 13.02.

Sec. 33. Minnesota Statutes 1998, section 268A.05, subdivision 1, is amended to read:
Subdivision 1. PUBLIC RECORDS; ACCESS. The employees of the department

specifically authorized by the commissioner shall have the right to receive from any ptibHe
government records the names, addresses and infonnation pertinent to their the vocational
rehabilitation of persons injured or otherwise disabled. Exeept as f'l'evided in stlbdivisien 2, ne
information ebtained frem these reperts, ner tl:ftY eef'Y ef the same, fier arty ef the eentents
thereef, fier ether eenfidentittl infurmatien as defined by the eemmissiener shall be ef'en te the
f'tlblie, ner shttll be diselesed in any mB:fifier by any effieittl er elerk er ether emf'leyee efthe
state having aceess therete, btlt the same may be tlsed, ex-eept as f'revided in StibdYv'isien 2, Data
related to the vocational rehabilitation are private data on individuals as defined in section 13.02
and may be used solely to enable the department to offer the benefits of vocational rehabilitation
to the persons injured or otherwise disabled.

Sec. 34. Minnesota Statutes 1998, section 297B.12, is amended to read:··
297B.12 PRIVATE NATURE OF INFORMATION.
It shall be tlfilaviftII for the meter vehiele registrar, def'tlty registrars er any ether f'tlblie

effieialer empleyee to di\,11lge er ethet'\Vise make lrn:evv'fi in fI:fl:Y mflfll1er M:Y f'artietllars
diselesed Data in any purchaser's certificate or any infonnation concerning affairs ofany person
making such certificate acquired from the purchaser's records, officers or employees are private
data on individuals or nonpublic data as defined in section 13.02 and may not be disclosed,
except in connection with state or federal tax proceedings er tlf'en request efthe f'ersen named
en the eertifieate. Nething herein eentained shetlld be eenstftied te f'rehibit the f'tlblishing ef
statisties se elassified as net te diselese the identity eff'artietilar f'tlfehasers' eertifieates and the
eentents thereef. Any f'ersen vielating the f'revisiens efthis seetien shall be gtlilty efa
gress misdemeaner.
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Sec. 35. Minnesota Statutes 1998, section 297D.13, subdivision 1, is amended to read:
Subdivision 1. DISCLOSURE PROHIBITED. Notwithstanding 8:l.T)' la"vv to the

contrary, neither the commissioner nor a pttblie employee may reveal faets Data contained in a
report or return required by this chapter ffi' and any information obtained from a tax obligor-;-ner
can any are private data on individuals as defined in section 13.02. Information contained in
,such a report or return or obtained from a tax obligor may not be used against the tax oblIgor in
any criminal proceeding, unless independently obtained, except in connection with a proceeding
involving taxes due under this chapter from the tax obligor making the return.

Sec. 36. Minnesota Statutes 1998, section 297E.03, subdivision 8, is amended to read:
Subd.8. DISCLOSURE PROHIBITED. (a) Notwithstanding any law to the contrary,

neither the commissioner ner a ptlblie employee may reveal facts Data contained in a sports
bookmaking tax return filed with the commissioner of revenue as reqttired by under this section;
nor can any are private data on individuals as defined in section 13.02. Information contained in
the report or return may not be used against the tax obligor in any criminal proceeding, unless
independently obtained, except in connection with a proceeding involving taxes due under this
section, or as provided in section 270.064.

(b) Any person violati:J:lg this section is gttilty of a gross misdemeanor.
(e) This section does net prohibit the eommissionCf frem ptlblishing statistics that do not

disclose the identity oftfl:X obligors or the contents ofpartiettlar rettlms or reports.

Sec. 37. Minnesota Statutes 1998, section 298.48, subdivision 2, is amended to read:
Subd.2. USE OF DATE DATA. Notwithstanding any other law to the contrary, the

commissioner ofrevenue may use any data filed pursuant to subdivision 1 and any similar data
otherwise obtained to the extent and in the manner the commissioner deems necessary to project
the future availability, value, and utilization of the metallic mineral resources of this state. In
making such projections the commissioner ofrevenue may consult with, and provide data as
deemed appropriate to, the commissioner ofnatural resources.

Sec. 38. Minnesota Statutes 1998, section 298.48, subdivision 4, is amended to read:
Subd.4. CONFIDENTIAL NATURE OF INFORMATION. The data filed pursuant

to subdivision 1 shall be considered are confidential data on individuals or protected nonpublic
data as defined in section 13.02 for three years from the date if-tg the data are filed with the
commissioner. Nothing herein contained shaH be eonstrtted to prohibit the commissioner frem
disclosing infermation or ptlblishing statisties so classified as net to disclose the identity of
partiettlar data.

Notwithstanding the other provisions of this subdivision, the commissioner may furnish
any infonnation supplied under this section to the commissioner ofnatural resources, the
commissioner of trade and economic development, or a county assessor. Any person violating
the provisions of this section shall be gttilty ofa gross. misdemeanor.

Sec. 39. Minnesota Statutes 1998, section 299C.065, subdivision 4, is amended to read:
Subd.4. DATA CLASSIFICATION. An Data in an application to the commissioner

for money is a grant under this section are confidential record data on individuals or protected
nonpublic data as defined in section 13.02. Information within investigative files that identifies
or could reasonably be used to ascertain the identity of assisted witnesses, sources, or undercover
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investigators is a confidential reeerd data on individuals. A report at the conclusion ofan
investigation is a public reeerd data, except that infonnatien data in a report pertaining te on the
identity or location ofan assisted witness is are private data.

Sec. 40. Minnesota Statutes 1998, section 319B.ll, subdivision 6, is amended to read:
Subd.6. EXAMINATION BY BOARD. (a) A board, or an employee or agent

designated by a board, may inspect at all reasonable times all books and records ofa professional
firm and may summon and examine under oath the owners, directors, governors, officers,
managers, persons occupying a position with governance authority, and employees of the firm in
all matters concerning the operations of the professional firm that are governed by sections
319B.01 to 319B.12, the rules of the board, or the professional finn's generally applicable
governing law. This subdivision does not authorize anyone to have access to or to compel
anyone to testify with respect to books, records, or information of any type subject to a privilege
recognized by law.

(b) Any information obtained by a- board as a result ofan examination authorized by
paragraph (a) is eenfidential private data on individuals or nonpublic data as defined in section
13.02, immune from subpoena, and inadmissible as evidence at a trial, hearing, or proceeding
before a court, board, or commissioner except a proceeding Jlllder subdivision 8.

(c) A professional firm subject to an examination under paragraph (a) may request in
writing that the board under whose authority the examination is being or has been conducted
provide the professional firm with a copy of all or any specified parts of the sworn testimony
taken or received during the examination as well as all or any specified exhibits provided as part
ofthat°testimony. The board must comply promptly with the request and may charge the
requesting finn the reasonable cost ofmaking and providing the copies.

Sec. 41. Minnesota Statutes 1998, section 469.154, subdivision 2, is amended to read:
Subd.2. LOCAL REQUEST FOR ASSISTANCE. Any municipality or

redevelopment agency contemplating the exercise of the powers granted by sections 469.152 to
469.165 may apply to the commissioner for infonnation, advice, and assistance. The
commissioner may handle stleh treat the preliminary information in a eenfidential manner, as
nonpublic data as defined in section 13.02 to the extent requested by the municipality.

Sec. 42. Minnesota Statutes 1998, section 471.617, subdivision 5, is amended to read:
Subd. 5. NONDISCLOSURE OF CLAIMS; EXCEPTION. Ne pelitieal sttbdivisien

er its empleyee er agent shall diselose arty iftformation abOtlt Data on individual claims or total
claims of an individual vvithetlt the eonsent of the individttal are private data on individuals as
defined in section 13.02, except that the infonnation may be disclosed to officers, employees, or
agents of the political subdivision to the extent necessary to enable them to perform their duties
in administering the health benefit program. This prevision shall not prevent the diselostlfe of
aggregate elaims fur the grotlp 'tv-ithettt identi:fieatien of any individttal.

A parent or legal gtlardi8:fi ef a minor is atlthorized to act on behalf ef the minor in the
diselestlfe of a reeerd.

Sec. 43. Minnesota Statutes 1998, section 626.53, subdivision 1, is amended to read:
Subdivision 1. REPORTS TO SHERIFFS AND POLICE CHIEFS. The report

required by section 626.52, subdivision 2, shall be made forthwith by telephone or in person, and
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shall be promptly supplemented by letter, enclosed in a securely sealed, postpaid envelope,
addressed to the sheriffof the county in which the wound is examined, dressed, or otherwise
treated; except that, if the place in which the patient is treated for such injury or the patient's
wound dressed or bandaged be in a city of the first, second, or third class, such report shall be
made and transmitted as herein provided to the chiefofpolice of such city instead of the sheriff.
Except as otherwise'provided in subdivision 2, the report is confidential data on individuals as
defined in section 13.02, and the office ofany such sheriff and of any such chiefofpolice shall
keep the report as a confidential communication and shall not disclose the name of the person
making the same, and the party making the report shall not by reason thereof be subpoenaed,
examined, or forced to testify in court as a consequence ofhaving made such a report.

Sec. 44. REPEALER.
Minnesota Statutes 1998, sections 144.58: and 297D.13, subdivisions 2 and 3, are

repealed.

127



128



01/28/99 8:37 a.m. [RESDEPT] DM/TG DM25

1 ARTICLE 2

2 TERMINOLOGY CHANGES

3 section 1. Minnesota Statutes 1998, section 3.97,

4 subdivision II, is amended to read:

5 Subd. 11. "Audit" as used in this subdivision means a

6 financial audit, a program evaluation, a best practices review,

7 or an investigation. Data relating to an audit are fte~-p~b!ie

8 e~-wi~h-~espee~-~e-da~a-eft-iftd±v±d~a!s-a~e confidential until

9 the final report of the audit has been published or the audit is

10 no longer being actively pursued. Data that support the

11 conclusions of the report and that the legislative auditor

12 reasonably believes will result in litigation are fte~-p~b!±e-aftd

13 w±~h-~espee~-~e-da~a-eft-iftd±v±d~a!s-a~econfidential until the

14 litigation has been completed or is no longer being actively

15 pursued. Data on individuals that could reasonably be used to

16 determine the identity of an individual supplying data for an

17 audit are private if the data supplied by the individual were

18 needed for an audit and the individual would not have provided

19 the data to the legislative auditor without an assurance that

20 the individual's identity would remain private, or the

21 legislative auditor reasonably believes that the sUbject would

22 not have provided the data. The definitions of terms provided

23 in section 13.02 apply for purposes of this subdivision.

24 Sec. 2. Minnesota Statutes 1998, section 6.715,
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1 subdivision 2, is amended to read:

2 Subd. 2. [CLASSIFICATION.] Data relating to an audit

3 are pre~ee~ea-nenp~bi±e-aa~a-erconfidential data en

4 ±na±v±a~ais, until the final report of the audit has been

5 pUblished or the audit is no longer being actively pursued.

6 Data that support the conclusions of the report and that the

7 state auditor reasonably believes will result in litigation are

8 pre~ee~ea-nenp~bi±e-aa~a-er confidential data en-±na±v±a~ais,

9 until the litigation has been completed or is no longer being

10 actively pursued. Data on individuals that could reasonably be

11 used to determine the identity of an individual supplying data

12 for an audit are private data if the data supplied by the

13 individual were needed for an audit and the individual would not

14 have provided the data to the state auditor without an assurance

15 that the individual's identity would remain private, or the

16 state auditor reasonably believes that the subject would not

17 have provided the data. Data that could reasonably be used to

18 determine the identity of an individual supplying data pursuant

19 to section 609.456 are private data. "Confidential data" and

20 "private data" as used in this subdivision have the meanings

21 given in section 13.0~.

22 Sec. 3. Minnesota Statutes 1998, section 10A.02,

23 subdivision 12, is amended to read:

24 Subd. 12. [ADVISORY OPINIONS.] (a) The board may issue and

25 pUblish advisory opinions on the requirements of this chapter

26 based upon real or hypothetical situations. An application for

27 an advisory opinion may be made only by an individual or

28 association who wishes to use the opinion to guide the.

29 individual's or the association's own conduct. The board shall

30 issue written opinions on all such questions submitted to it

31 within 30 days after receipt of written application, unless a

32 majority of the board agrees to extend the time limit.

33 (b) A written advisory opinion issued by the board is

34 binding on the board in any sUbsequent board proceeding

35 concerning the person making or covered by the request and is a

36 defense in a judicial proceeding that involves the sUbject
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1 matter of the opinion and is brought against the person making

2 or covered by the request unless:

3 (1) the board has amended or revoked the opinion before the

4 initiation of the board or jUdicial proceeding, has notified the

5 person making or covered by the request of its action, and has

6 allowed at least 30 days for the person to do anything that

7 might be necessary to comply with the amended or revoked

8 opinion;

9 (2) the request has omitted ··or misstated material facts; or

10 (3) the person making or covered by the request has not

11 acted in good faith in reliance on the opinion.

12 (c) A request for an opinion and "the opinion itself are

13 ftOfipHbi±e private data, as defined in section 13.02, subdivision

14 12. The board, however, may publish an opinion or a summary of

15 an opinion, but may not include in the pUblication the name of

16 the requester, the name of a person covered by a request from an

17 agency or political SUbdivision, or any other information that

18 might identify the requester unless the person consents to the

19 inclusion.

20 Sec. 4. Minnesota Statutes 1998, section 13.02,

21 subdivision 3, is amended to read:

22 Subd. 3. [CONFIDENTIAL DATA 8N-:fNBPi:fBBAlOS.] "Confidential

23 data oft-±fidividHcds" means data, whether on individuals or not

24 on individuals, wh±eh that is made fto~-p~biieL by statute or

25 federal law applicable to the data eftd-isL inaccessible to the

26 ±ftdiv±dHei public and to the SUbject of ~he~ the data.

27 Sec. 5. Minnesota statutes 1998, section 13.02, is amended

28 by adding a subdivision to read:

29 Subd. 7a. [GOVERNMENT ENTITY.] "Government entity" means a

30 state agency, statewide system, or political subdivision.

31 Sec. 6. Minnesota statutes 1998, section 13.02,

32 subdivision 12, is amended to read:

33 Subd. 12. [PRIVATE DATA 6N-:fNB:fV:fBBAlOS.] "Private data Oft

34 ±fidividHais" means data wh±eh, whether on individuals or not on

35 individuals, that is madeL by statute or federal law applicable

36 to the data~--teT-fio~-pHbi±ei-afid-tbT'inaccessible to the
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1 sys~em government entity shall establish procedures, consistent

2 with this chapter, to insure that requests for government data

3 are received and complied with in an appropriate and prompt

4 manner. Full convenience and comprehensive accessibility shall

5 be allowed to researchers including historians, genealogists~

6 and other scholars to carry out extensive research and complete

7 copying of all records containing government dataL except as

8 otherwise expressly provided by law.

9 A responsible authority may designate one or more designees.

10 Subd. 3. [REQUEST FOR ACCESS TO DATA.] Upon request to a

11 responsible authority or designee, a person shall be permitted

12 to inspect and copy pUblic government data at reasonable times

13 and places, and, upon request, shall be informed of the data's

14 meaning. If a person requests access for the purpose of

15 inspection, the responsible authority may not assess a charge or

16 require the requesting person to pay a fee to inspect data. The

17 responsible authority or designee shall provide copies of pUblic

18 data upon request. If a person requests copies or electronic

19 transmittal of the data to the person, the responsible authority

20 may require the requesting person to pay the actual costs of

21 searching for and retrieving government data, including the cost

22 of employee time, and for making, certifying, compiling, and

23 electronically transmitting the copies of the data or the data,

24 but may not charge for separating public from ne~-p~bi±e private

25 or confidential data. If the responsible authority or designee

26 is not able to provide copies at the time a request is made,

27 copies shall be supplied as soon as reasonably possible.

28 When a request under this subdivision involves any ~

29 person's receipt of copies of pUblic government data that has

30 commercial value and is a substantial and discrete portion of or

31 an entire formula, pattern, compilation, program, device,

32 method, technique, process, database, or system developed with a

33 significant expenditure of public funds by the a~eney government

34 entity, the responsible authority may charge a reasonable fee

35 for the information in addition to the costs of making,

36 certifying, and compiling the copies. Any fee charged must be
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1 clearly demonstrated by the a~eney government entity to relate
~

2 to the actual development costs of the information. The

3 responsible authority, upon the request of any ~ person, shall

4 provide sufficient documentation to explain and justify the fee

5 being charged.

6 If the responsible authority or designee determines that

7 the requested data is classified so as to deny the requesting'

8 person access, the responsible authority or designee shall

9 inform the requesting person of the determination either orally

10 at the time of the request, or in writing as soon after that

11 time as possible, and shall cite the specific statutory section,

12 temporary classification, or specific provision of federal law

13 on which the determination is based. Upon the request of any ~

14 person denied access to data, the responsible authority or

15 designee shall certify in writing that the request has been

16 denied and cite the specific statutory section, temporary

17 classification, or specific provision of federal law upon which

18 the denial was based.

19 Subd. 4. [CHANGE IN CLASSIFICATION OF DATA; EFFECT OF

20 DISSEMINATION AMONG A6EN€!ES GOVERNMENT ENTITIES.] (a) The

21 classification of data in the possession of an-a~eney ~

22 government entity shall change if it is required to do so to

23 comply with either jUdicial or administrative rules pertaining

24 to the conduct of legal actions or with a specific statute

25 applicable to the data in the possession of the disseminating or

26 receiving a~eney government entity.

27 (b) If data on individuals is classified as both private

28 and confidential by this chapter, or any other statute or

29 federal law, the data is private.

30 (c) To the extent that government data is disseminated to

31 s~a~e-a~ene±es7-pei±~±eai-s~bd±v±s±ens7-e~-s~a~ew±de-sys~ems~

32 government entity by another s~a~e-a~eneY7-pei±~±eai

33 s~bd±v±s±en7-e~-s~a~ew±de-sys~emgovernment entity , the data

34 disseminated shall have the same classification in the hands of

35 the a~eney government entity receiving it as it had in the hands

36 of the government entity providing it.
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~ (d) If a s~e~e-egefieYT-s~e~ewide-sys~emT-e~-pe%i~iee%

2 s~bd±visiefi government entity disseminates data to another s~e~e

3 egefieYT-s~e~ewide-sys~emT-e~-pe%i~iee%-s~bdivisiefi government

4 entity, a classification provided for by law in the hands of the

5 government entity receiving the data does not affect the

6 classification of the data in the hands of the government entity

7 that disseminates the data.

8 Subd. 5. [COPYRIGHT OR PATENT OF COMPUTER PROGRAM.]

9 Nethifi9-ifi Neither this chapter e~ ~ any other statute she%%

10 be-eefis~~~ed-~e-p~evefi~-e-s~e~e-egefieYT-s~e~ewide-systemT-e~

11 pe%it±ee%-s~bdivisiefiprevents a government entity from

12 acquiring a copyright or patent for a computer software program

13 or components of a program created by ~he~ the government egefiey

14 entity. !fi-~he-evefi~-~het If a government egefiey entity does

15 acquire a patent or copyright to a computer software program or

16 component of a program, the data shall be treated as trade

17 secret information pursuant to section 13.37.

18 Subd. 6. [DISCOVERABILITY OF Ne~-pgB~%€ PRIVATE OR

19 CONFIDENTIAL DATA.] If a s~e~e-egefieYT-pe%i~iee%-s~bdivisiefiT-e~

20 s~e~ew±de-sys~em government entity opposes discovery of

21 government data or release of data pursuant to court order on

22 the grounds that the data are classified as fie~-p~b%±e private

23 or confidential, the party that seeks access to the data may

24 bring before the appropriate presiding judicial officer,

25 arbitrator, or administrative law jUdge an action to compel

26 discovery or an action in the nature of an action to compel

27 discovery.

28 The presiding officer shall first decide whether the data

29 are discoverable or releasable pursuant to the rules of evidence

30 and of criminal, civil, or administrative procedure appropriate

31 to the action.

32 If the data are discoverable the presiding officer shall

33 decide whether the benefit to the party seeking access to the

34 data outweighs any harm to the confidentiality interests of the

35 egefiey government entity maintaining the data, or of any person

36 who has provided the data or who is the sUbject of the data, or
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1 to the privacy interest of an individual identified in the

2 data. In making the decision, the presiding officer shall

3 consider whether notice to the subject of the data is warranted

4 and, if warranted, what type of notice must be given. The

5 presiding officer may fashion and issue any protective orders

6 necessary to assure proper handling of the data by the parties.

7 If the data are a videotape of a child victim or alleged victim

8 alleging, explaining, denying, or describing an act of physical

9 or sexual abuse, the presiding officer shall consider the

10 provisions of section 611A.90, subdivision 2, paragraph (b).

11 Subd. 7.. [DATA TRANSFERRED TO ARCHIVES.] When government

12 data that is classified as ,ne~-~tibi±e private or confid@ntial by

13 this chapter or any other statute7-±neitid±n~-~~±¥e~e-de~e-en

14 deeeden~s-end-eenf±den~±e~-de~e-en-deeeden~s7is physically

15 transferred to the state archives, the data sheii ~ no longer

16 be classified as ne~-~tibi±e private or confidential and access

17 to and use of the data sha~~-be are governed by section 138.17.

18 Subd. 8. [CHANGE TO CLASSIFICATION OF DATA NOT ON

19 INDIVIDUALS.] Except for security information, nen~tibi±e private

20 and ~~e~ee~ed-nen~tibi±econfidential data not on individuals

21 sheii-beeeme becomes .public either ten years after the creation

22 of the data by the government e~eney entity or ten years after

23 the data was received or collected by eny-~e¥e~nmen~ei-e~eney~

24 government entity unless the responsible authority for the

25 originating or custodial e~eney government entity for the data

26 reasonably determines that, if the data were made available to

27 the pUblic or to the data sUbject, the harm to the public or to

28 a data subject would outweigh the benefit to the public or to

29 the data sUbject. If the responsible authority denies access to

30 the data, the person denied access may challenge the denial by

31 bringing an action in district court seeking release of the

32 data. The action shall be brought in the district court located

33 in the county where the data are being maintained, or, in the

34 case of data maintained by a s~e~e-e~eney government entity, in

35 any county. The data in dispute shall be examined by the court

36 in camera. In deciding whether or not to release the data, the
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1 court shall consider the benefits and harms in the same manner

2 as set forth above. The court shall make a written statement of

3 findings in support of its decision.

4 Subd. 9. [EFFECT OF CHANGES IN CLASSIFICATION OF DATA.]

5 Unless otherwise expressly provided by a particular statute, the

6 classification of data is determined by the law applicable to

7 the data at the time a request for access to the data is made,

8 regardless of the data's classification at the time it was

9 collected, created, or received.

10 Subd. 10. [COSTS FOR PROVIDING COPIES OF DATA.] Money

11 collected by a responsible authority in a state agency for the

12 actual cost to the agency of providing 60pies or electronic

13 transmittal of government data is appropriated to the agency and

14 added to the appropriations from which the costs were paid.

15 Subd. 11. [TREATMENT OF PRIVATE OR CONFIDENTIAL DATA

16 ehASS%F%EB-AS-Ne~-PBBnfe;PUBLIC MEETINGS.] Ne~-p~bi±e Private

17 or confidential data may be discussed at a meeting open to the

18 pUblic to the extent provided in section 471.705, subdivision Id.

19 Sec. 10. Minnesota Statutes 1998, section 13.04, is

20 amended to read:

21 13.04 [RIGHTS OF INDIVIDUAL SUBJECTS OF DATA.]

22 Subdivision 1. [TYPE OF DATA.] The rights of individuals

23 on whom ~he data is stored or to be stored shaii-be-as are set

24 forth in this section.

25 Subd. 2. [INFORMATION REQUIRED TO BE GIVEN INDIVIDUAL.] An

26 individual asked to supply private or confidential data

27 concerning the individual shall be informed of: (a) the purpose

28 and intended use of the requested data within the collecting

29 s~a~e-a~efteY7-pei±~±eai-s~bd±v±s±eftT-er-S~a~ew±de

30 sys~em government entity; (b) whether the individual may refuse

31 or is legally required to supply the requested data; (c) any

32 known consequence arising from supplying or refusing to supply

33 private or confidential data; and (d) the identity of other

34 persons or entities authorized by state or federal law to

35 receive the data. This requirement sha~~ does not apply when an

36 individual is asked to supply investigative data, pursuant to
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1 section 13.82, subdivision 5, to a law enforcement officer.

2 Subd. 3. [ACCESS TO DATA BY INDIVIDUAL.] Upon request to a

3 responsible authority, an individual shall be informed whether

4 the individual is the sUbject of stored data on individuals, and

5· whether ±~ the data is classified as pUblic, private or .

6 confidential. Upon further request, an individual who is the

7 sUbject of stored private or pUblic data on individuals shall be

8 shown the data without any charge and, if desired, shall be

9 informed of the. content and meaning of that data. After an

10 individual has been shown the private data and informed of its

11 meaning, the data need not be disclosed to that individual for

12 six months thereafter unless a dispute or action pHrsHafi~-~e

13 under this section is pending or additional data on the

14 individual has been collected or created. The responsible

15 authority shall provide copies of the private or pUblic data

16 upon request by the individual sUbject of the data. The

17 responsible authority may require the requesting person to pay

18 the actual costs of making, certifying, and compiling the copies.

19 The responsible authority shall comply immediately, if

20 possible, with any request made pursuant to this subdivision, or

21 within five days of the date of the request, excluding

22 saturdays, Sundays and legal holidays, if immediate compliance

23 is not possible. If unable to comply with the request within

24 that time, the responsible authority shall so inform the

25 individual, and may have an additional five days within which to

26 comply with the request, excluding Saturdays, Sundays and legal

27 holidays.

28 Subd. 4. [PROCEDURE WHEN DATA IS NOT ACCURATE OR.

29 COMPLETE.] (a) An individual subject of ~fte data may contest the

30 accuracy or completeness of pUblic or private data. To exercise

31 this right, an individual shall notify in writing the

32 responsible authority describing the nature of the

33 disagreement. The responsible authority shall within 30 days

34 either: (1) correct the data found to be inaccurate or

35 incomplete and attempt to notify past recipients of inaccurate

36 or incomplete data, including recipients named by the
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1 individual; or (2) notify the individual that the authority

2 believes the data to be correct. Data in dispute shall be

3 disclosed only if the individual's statement of disagreement is

4 included with the disclosed data.

5 The determination of the responsible authority may be

6 appealed pti~stiaft~-~e under the provisions of the Administrative

7 Procedure Act relating to contested cases. Upon receipt of an

8 appeal by an individual, the commissioner shall, before issuing

9 the order and notice of a contested case hearing required by

10 chapter 14, try to resolve the dispute through education,

11 conference, conciliation, or persuasion. If the parties

12 consent, the commissioner may refer the matter to mediation.

13 Following these efforts, the commissioner shall dismiss the

14 appeal or issue the order and notice of hearing.

15 (b) Data on ±fta±v±dtia~s an individual that have been

16 successfully challenged by aft the individual must be completed,

17 corrected, or destroyed by a s~a~e-a~efteY7-pe~±~±eai

18 stiha±v±S±eft7-e~-S~a~ew±ae-s7s~emgovernment entity without

19 regard to the requirements of section 138.17.

20 After completing, correcting, or destroying successfully

21 challenged data, a s~a~e-a~efteY7-pe~±~±eai-stiba±v±S±eft7-e~

22 s~a~ew±ee-sys~em government entity may retain a copy of the

23 commissioner of administration's order issued under chapter 14

24 or, if no order we~e was issued, a summary of the dispute

25 between the parties that does not contain any particulars of the

26 successfully challenged data.

27 Subd. 5. [EDUCATION RECORDS; CHILD WITH A DISABILITY.]

28 Ne~h±ft~-±ft-~h±s-ehap~e~-sha~~-be-eefts~~tiea-as-~±m±~±ft~This

29 chapter does not limit the frequency of inspection of the

30 educational records of a child with a disability by the child's

31 parent or guardian or by the child upon the eh±~a child's

32 reaching the age of majority. Aft-a~eftey A government entity or

33 institution may not charge a fee to search for or to retrieve

34 the educational records. Aft-a~eftey A government entity or

35 institution that receives a request for copies of the

36 educational records of a child with a disability may charge a
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1 fee that reflects the costs of reproducing the records except

2 when to do so would impair the ability of the child's parent or

3 guardian, or the child who has reached the age of majority, to

4 exercise their right to inspect and review those records.

5 Sec. 11. Minnesota Statutes 1998, section 13.05,

6 subdivision 1, is amended to read:

7 13:05 [DUTIES OF RESPONSIBLE AUTHORITY.]

8 subdivision 1. [PUBLIC DOCUMENT OF DATA CATEGORIES.] The

9 responsible authority of each government entity shall prepare a

10 public document containing the authority's name, title and

11 address, and a description of each category of record, file, or

12 process relating to private or confidential data on individuals

13 maintained by the a~~he~i~yLs-s~a~e-a~eneYT-s~a~ewide-sys~emT-e~

14 pe%i~±ea%-s~bd±vis±en government entity. Forms used to collect

15 private and confidential data on individuals shall be included

16 in the pUblic document. Be~±nnin~-A~~~s~-%T-%~TT-a"d-an"~a%%y

17 ~he~eaf~e~T The responsible authority shall annually update the

18· public document and make any changes necessary to maintain the

19 accuracy of the document. The document shall be available to

20 the public from the responsible authority ~e-~he-p~b%±e in

21 accordance with the provisions of sections 13.03 and 15.17.

22 Sec. 12. Minnesota Statutes 1998, section 13.05,

23 subdivision 4, is amended to read:

24 Subd. 4. [LIMITATIONS ON COLLECTION AND USE OF DATA.]

25 Private or confidential data on an individual shall not be

26 collected, stored, used, or disseminated by pe%±~±ea%

27 s~bd±v±s±e"ST-S~a~ew±de-sys~emsT-e~-s~a~e-a~ene±esgovernment

28 entities for any purposes other than those stated to t~e

29 individual ~t the time of collection in accordance with section

30 13.04, except as provided in this sUbdivision.

31 (a) Data on individuals collected prior to August 1, 1975,

32 and which have not been treated as pUblic data, may be used,

33 stored, and disseminated for the purposes for which the data was

34 originally collected or for purposes which are specifically

35 approved by the commissioner as necessary to pUblic health,

36 safety, or welfare.
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1 (b) Private or confidential data on individuals may be used

2 and disseminated to individuals or ~gene±es government entities

3 specifically authorized access to ~h~~ the data by state, local,

4 or federal law enacted or promulgated after the collection of

5 the data.
,

6 (c) Private or confidential data on individuals may be used

7 and disseminated to individuals or ~gene±es government entities

8 subsequent to the collection of the data when if the responsible

9 authority maintaining the data has requested approval for a new

10 or different use or dissemination of the data and that request

11 has been specifically approved by the commissioner as necessary

12 to carry out a function assigned by law.

13 (d) Private data on individuals may be used by and

14 disseminated to ~ny ~ person er-~geney, government entity, or

15 federal agency if the individual sUbject or subjects of the data

16 have given their informed consent. Whether a data sUbject has

17 given informed consent shall be determined by rules of the

18 commissioner. Informed consent shall not be deemed to have been

19 given by an individual subject of the data by the signing of any

20 a statement authorizing ~ny ~ person or ~geney government

21 entity to disclose information about the individual to an

22 insurer or its authorized representative, unless the statement

23 is:

24

25

(1) in plain language;

(2) dated;

26 (3) specific in designating the particular persons or

27 agencies the data sUbject is authorizing to disclose information

28 about the data sUbject;

29 (4) specific as to the nature of the information the

30 subject is authorizing to be disclosed;

31 (5) specific as to the persons or agencies to whom the

32 sUbject is authorizing information to be disclosed;

33 (6) specific as to the purpose or purposes for which the

34 information may be used by any of the parties named in clause

35 (5), both at the time of the disclosure and at any time in the

36 future;
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1 (7) specific as to its expiration date which should be

2 within a reasonable period of time, not to exceed one yearL

3 except in the case of authorizations given in connection with

4 applications for life insurance or noncancelable or guaranteed

5 renewable health insurance and identified as such, the

6 expiration date may be two years after the date of the policy.

7 The responsible authority may require a person requesting

8 copies of data under this paragraph to pay the actual costs of

9 making, certifying, and compiling the copies.

10 (e) Private or confidential data on an individual may be

11 discussed at a meeting open to the pUblic to the extent provided

12 in section 471.705, subdivision Id.

13 Sec. 13. Minnesota Statutes 1998, section 13.05,

14 subdivision 6, is amended to read:

15 Subd. 6. [CONTRACTS.] Except as provided in section 13.46,

16 sUbdivision 5, in any contract between a geve~ftmeft~ai-~ft±~

17 government entity sUbject to this chapter and any person, when

18 the contract requires that data on individuals be made available

19 to the contracting parties by the geve~ftmeft~ai-~ft±~government

20 entity, that data shall be administered consistent with this

21 chapter. A contracting party shall maintain the data on

22 individuals which it received according to the statutory

23 provisions applicable to the data.

24 Sec. 14. Minnesota Statutes 1998, section 13.05,

25 subdivision 8, is amended to read:

26 Subd. 8. [PUBLICATION OF ACCESS PROCEDURES.] The

27 responsible authority shall prepare a pUblic document setting

28 forth in writing the rights of the data sUbject ~~~8~aft~-~e

29 under section 13.04 and the specific procedures in effect in the

30 8~a~e-agefteY7-8~a~ew±ae-8Y8~em-e~-~ei±~±eai

31 8~ba±V±8±eft government entity for access by the data sUbject to

32 public or private data on individuals.

33 Sec. 15. Minnesota Statutes 1998, section 13.05,

34 sUbdivision 9, is amended to read:

35 Subd. 9. [INTERGOVERNMENTAL ACCESS OF DATA.] A responsible

36 authority shall allow another responsible authority access to
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1 data classified as fiee-ptihi±e private or confidential only when

2 the access is authorized or required by statute or f~deral law.

3 Afi-egefiey A government entity that supplies government data

4 under this subdivision may require the requesting egefiey entity

5 to pay the actual cost of supplying the data.

6 Sec. 16. Minnesota statutes 1998, section 13.06, is

7 amended to read:

8 13.06 [TEMPORARY CLASSIFICATION.]

9 subdivision 1. [APPLICATION TO COMMISSIONER.]

10 Notwithstanding the provisions of section 13.03, the responsible

11 authority of a seeee-egefieYT-peiie±eei-stihd±visiefiT-e~-seeeew±de

12 syseem government entity may apply to the commissioner for

13 permission to classify data or types of data efi-ifid±v±dtieis as

14 private or confidential, e~-deea-fiee-efi-±fid±v±dHeis-es-fiefipHbi±e

15 e~-preeeeeed-fiefipHhi±e,for its own use and for the use of other

16 similar egefieiesT-pei±e±eei-stihd±v±S±efisT-e~-seeeewide

17 syseems government entities o~ a temporary basis until a

18 proposed statute can be acted upon by the legislature. The

19 application for temporary classification is public.

20 Upon the filing of an application for temporary

21 classification, the data whieh that is the sUbject of the

22 application shall be deemed to be classified as set forth in the

23 application for a period of 45 days, or until the application is

24 disapproved, rejected, or granted by the c9mmissioner, whichever

25 is earlier.

26 If. the commissioner determines that an application has been

27 sUbmitted for purposes not consistent with this section, the

28 commissioner may immediately reject the application, give notice

29 of that rejection to the applicant, and return the application.

30 When the applicant receives the notice of rejection from the

31 commissioner, the data whieh that was the sUbject of the

32 application shall have the classification it had before the

33 application was submitted to the commissioner.

34 Subd. 2. [CONTENTS OF APPLICATION FOR PRIVATE OR

35 CONFIDENTIAL DATA ON INDIVIDUALS.] An application for temporary

36 classification of data on individuals sheii-ifieitide must state,
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1 and the applicant shall have the burden of clearly establishingL

2 that no statute currently exists which either allows or forbids

3 classification of the data as private or confidential; and

4 e±~he~

5· fat ill That data similar to that for which the temporary

6 classification is sought has been treated as either private or

7 confidential by other state agencies or political subdivisions,

8 and by the public; or

9 fbt ill That a compelling need exists for immediate

10 temporary classification, which if not granted could adversely

11 . affect the public interest or the health, safety, well being or

12 reputation of the individual data sUbject.

13 Subd. 3. [CONTENTS OF APPLICATION FOR N6NPBB~~e-6R

14 N6NPBB~%e-PR6~Ee~EBDATANOT ON INDIVIDUALS.] An application for

15 temporary classification of government data not on individuals

16 ~haii-±neiHde must state, and the applicant shall have the

17 burden of clearly establishingL that no statute currently exists

18 which either allows or forbids classification as nenpHbi±e

19 . private or p~e~ee~ed-nenpHbiieconfidential; and e±~he~ that:

20 (a) ~ha~ Data similar to that for which the temporary

21 classification is sought has been treated as nenpHbi±e private

22 or p~e~ee~ed-nenpHbi±econfidential by other state agencies or

23 political subdivisi~ns, and by the pUblic; or

24 (b) Public access to the data would render unworkable a

25 program authorized by law; or

26 (c) ~ha~ A compelling need exists for immediate temporary

27 classification, which if not granted could adversely affect the

28 health, safety or welfare of the public.

29 Subd. 4. [PROCEDURE WHEN CLASSIFICATION AFFECTS OTHERS.]

30 If the commissioner determines that an application for temporary

31 classification involves data wh±eh that would reasonably be

32 classified in the same manner by all agene±e~,-pei±~±eai

33 sHbdiv±s±ens,-e~-s~a~ewide-sys~emsgovernment entities similar

34 to the one whieh that made the application, the commissioner may

35 approve or disapprove the Classification for data of the

36 kind wh±eh that is the SUbject of the application for the use of
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1 all e~efle±es/-~ei±~±eei-s~bd±v±s±efls/-e~-s~e~ew±de

2 sys~ems government entities similar to the applicant. On

3 deeming this approach advisable, the commissioner shall provide

4 notice of the proposed action by pUblication in the state

5 register and by notification to the intergovernmental

6 information systems advisory council, within ten days of

7 receiving the application. Within 30 days after publication in

8 the state register and notification to the council, an

9 affected e~efleY7-~ei±~±eei-s~bd±v±s±efl,government entity or the

10 pUblic/-e~-s~e~ew±de-sys~emmay submit comments on the

11 commissioner's proposal .. The commissioner shall consider any

12 comments received when granting or denying a classification for

13 data of the kind wh±eh that is the subject of the application,

14 for the use of all a~efle±es/-~ei±~±eai-s~bd±v±s±efls7-e~

15 s~a~ew±de-sys~ems government entities similar to the applicant.

16 Within 45 days after the close of the period for submitting

17 comment, the commissioner shall grant or disapprove the

18 application. Applications processed under.this subdivision

19 shall be either approved or disapproved by the commissioner

20 within 90 days of the receipt of the application. For purposes

21 of subdivision 1, the data wh±eh that is the SUbject of the

22 classification shall be deemed to be classified as set forth in

23 the application for a period of 90 days, or until the

24 application is disapproved or granted by the commissioner,

25 whichever is earlier. If requested in the application, or

26 determined to be necessary by the commissioner, the data in the

27 application shall be so classified for all e~efle±es7-~ei±~±eai

28 s~bd±v±s±efls/-e~-s~e~ew±de-sys~emsgovernment entities similar

29 to the applicant until the application is disapproved or granted

30 by the commissioner, whichever is earlier. Proceedings after

31 the grant or disapproval shall be governed by the provisions of

32 subdivision 5.

33 Subd. 5. [DETERMINATION.] The commissioner shall either

34 grant or disapprove the application for temporary classification

35 within 45 days after it is filed. On disapproving an

36 application, the commissioner shall set forth in detail reasons
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1 for the disapproval, and shall include a statement of belief as

2 to what classification is appropriate for the data wh±eh that is

3 the sUbject of the application. Twenty days after the date of

4 the commissioner's disapproval of an application, the data wh±eh

5 that is the sUbject of the application ~he!!-beeeme becomes

6 pUblic data, unless the responsible authority submits an amended

7 application for temporary classification which requests the

8 classification deemed appropriate by the commissioner in the

9 statement of disapproval or which sets forth additional

10 information relating to the original proposed classification.

11 Upon the filing-of an amended-application,~thedata wh±eh that

12 is the subject of the amended application shall be deemed_to be

13 classified as set forth in the amended application for a period

14 of 20 days or until the amended application is granted or

15 disapproved by the commissioner, whichever is earlier. The

16 commissioner shall either grant or disapprove the amended

17 application within 20 days after it is filed. Five working days

18 after the date of the commissioner's disapproval of the amended

19 application, the data wh±eh that is the sUbject of the

20 application sha!!-beeeme be~omes public data. No more than one

21 amended application may be submitted for any single file or

22 system.

23 If the commissioner grants an application for temporary

24 classification, it sha!!-beeeme becomes effective immediately,

25 and the complete record relating to the application shall be

26 submitted to the attorney general, who shall review the

27 classification as to form and legality. within 25 days, the

28 attorney general shall approve the classification, disapprove a

29 classification as.confidential but approve a classification as

30 private, or disapprove the classification. If the attorney

31 general disapproves a classification, the data wh±eh that is the

32 subject of the classification she!!-beeeme becomes public data

33 five working days after the date of the attorney general's

34 disapproval.

35 Subd. 7. [LEGISLATIVE CONSIDERATION OF TEMPORARY

36 CLASSIFICATIONS; EXPIRATION.) On or before January 15 of each
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1 year, the commissioner shall submit all temporary

2 classifications in effect on January 1 in bill form to the

3 legislature. ~he ~ temporary classification expires June 1 of

4 the year following its submission to the legislature.

S Sec. 17. Minnesota Statutes 1998, section 13.072,

6 sUbdivision, is amended to read:

7 13.072 (OPINIONS BY THE COMMISSIONER.]

8 Subdivision 1.. (OPINION; WHEN REQUIRED.] (a) Upon request

9 of a s~e~e-a~efieY7-s~a~ew±ae-sys~em7-e~-pei±~±eai

10 s~ba±v±s±efi government entity, the commissioner may give a

11 written opinion on afiY ~ question relating to pUblic access to

12 government data, rights of subjects of data, or classification

13 of data under this chapter or other Minnesota statutes governing

14 government data practices. Upon request of afiY ~ person who

15 disagrees with a determination regarding data practices made by

16 a s~a~e-e~efieY7-s~a~ew±ae-sys~em7-er-pei±~±eai

17 s~ba±v±s±efi government entity, the commissioner may give a

18 written opinion regarding the person's rights as a subject of

19 government data or right to have access to government data. If

20 the commissioner determines that no opinion will be issued, the

21 commissioner shall give the s~a~e-a~efieY7-s~a~ew±ae-sys~em7

22 pei±~±eai-s~ba±v±s±efi7government entity or person requesting

23 the opinion notice of the decision not to issue the opinion

24 within five days of receipt of the request. If this notice is

25 not given, the commissioner shall issue an opinion within 20

26 days of receipt of the request. For good cause and upon written

27 notice to the person requesting the opinion, the commissioner

28 may extend this deadline for one additional 30-day period. The

29 notice must state the reason for extending the deadline.

30 The s~a~e~e~efieY7-s~a~ew±ae-sys~em7-er-pei±~±eai

31 s~ba±v±s±efi government entity must be provided a reasonable

32 opportunity to explain the reasons for its decision regarding

33 the data. The commissioner or the s~e~e-a~efieY7-s~a~ew±ae

34 sys~emT-e~-pei±~±eai-s~ba±v±s±efigovernment entity may choose to

35 give notice to the SUbject of the data concerning the dispute

36 re~ara±fi~ about the data.
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1 (b) This section does not apply to a determination made by

2 the commissioner of health under section 13.38, subdivision 2,

3 paragraph (c), or 144.6581.

4 (c) A written opinion issued by the attorney general sheii

5 ~eke takes precedence over an opinion issued by the commissioner

6 under this section.

7 Subd. 2. (EFFECT.] Opinions issued by the commissioner

8 under this section are not binding on the s~e~e-egefieY7

9 s~e~ew±de-sys~em7-or-pei±~±eei-s~bd±v±S±Ofi government entity

10 whose data is the subject of the opinion, but must be given

11 deference by a court in a proceeding involving the data. The

12 commissioner shall arrange for pUblic dissemination of opinions

13 issued under this section. This section does not preclude a

14 person from bringing any other action under this chapter or

15 other law in addition to or instead of requesting a written

16 opinion. A s~e~e-egeneY7-s~e~ew±de-sys~em7-poi±~±eei

17 s~bd±v±s±on7 government entity or person that acts in conformity

18 with a written opinion of the commissioner is not liable for

19 compensatory or exemplary damages or awards of attorneys fees in

20 actions under section 13.08 or for a penalty under section 13.09.

21 Subd. 4. [DATA SUBMITTED TO COMMISSIONER.] A s~e~e-egefieY7

22 s~e~ew±de-sys~em7-or-poi±~±eei-s~bd±v±S±Ofi government entity may

23 submit fie~-p~bi±e private or confidential data to the

24 commissioner for the purpose of requesting or responding to a

25 person's request for an opinion. Government data submitted to

26 the commissioner by a s~e~e-egeneY7-s~e~ew±de-sys~em7-or

27 pei±~±eai-s~bd±v±s±on government entity or copies of government

28 data submitted by other persons have the same classifi9ation as

29 the data have when held by the s~e~e-egeneY7-s~e~ew±de-sys~em7

30 or-pei±~±eei-s~bd±v±s±onsubmitting government entity. If the

31 nature of the opinion is such that the release of the opinion

32 would reveal ne~-p~bi±e private or confidential data, the

33 commissioner may issue an opinion using pseudonyms for

34 individuals. Data maintained by the commissioner, in the record

35 of an opinion issued using pseudonyms that would reveal the

36 identities of individuals protected by the use of the
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1 pseudonyms, are private data on individuals.

2 Sec. 18. Minnesota Statutes 1998, section 13.073,

3 subdivision 3, is amended to read:

4 Subd. 3. [BASIC TRAINING.] The basic training component

5 should be designed to meet the basic information policy needs of

6 all government employees and pUblic officials with a focus on

7 key data practices laws and procedures that apply to all

8 government entities. The commissioner should design the basic

9 training component in a manner that minimizes duplication of the

10 effort and cost for government entities to provide basic

11 training. The commissioner may develop general programs and

12 materials for basic training such as video presentations, data

13 practices booklets, and training guides. The commissioner may

14 assist g~a~e-aftd-~oea~-90verftmeft~-agefte±eggovernment entities

15 in developing training expertise w±~h±ft-~he±r-owft-egefte±egand

16 offer assistance for periodic training sessions for this purpose.

17 Sec. 19. Minnesota statutes 1998, section 13.073,

18 SUbdivision 4, is amended to read:

19 Subd. 4. [SECTOR-SPECIFIC TRAINING.] (a) The

20 sector-specific training component should be designed to provide

21 for the development of specific expertise needed to deal with

22 information policy issues within a particular service area.

23 Service areas may include government entities g~eh-ag-g~a~e

24 egefte±eg7-eO~ft~±eg7-e±~±eg/-er-gehee~-d±g~r±e~g,or functional

25 areas such as education, human services, child protection, or

26 law enforcement. This component should focus on training

27 individuals who implement or administer data practices and other

28 information policy laws within their government entity.

29 (b) The commissioner may provide technical assistance and

30 support and help coordinate efforts to develop sector-specific

31 training within different sectors. Elements of sector-specific

32 training should include:

33 (1) designation, training, and coordination of data

34 practices specialists with responsibility for clarification and

5 resolution of sector-specific information policy issues;

36 (2) development of telephone hot lines within different
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1 sectors for handling information policy inquiries;

2 (3) development of forums under which individuals with

3 ongoing information policy administrative responsibilities may

4 meet to discuss issues arising within their sectors;

5· (4) availability of expertise for coaching and consultation

6 on specific issues; and

7 (5) preparation of publications, including reference guides

8 to materials and resource persons.

9 Sec. 20. Minnesota Statutes 1998, section 13.08, is

10 amended to read:

11 13 .08 [qVIL REMEDIES. J.

12 Subdivision 1. [ACTION FOR DAMAGES.) Notwithstand~ng

13 section 466.03, a pe!±~±ee!-stlbd±v±s±enT responsible authoritYT

14 s~e~ew±de-sys~emT or s~e~e-a~eney-wn±engovernment entity that

15 violates eny ~ provision of this chapter is liable to a person

16 or representative of a decedent who suffers any damage as a

17 result of the violationT-end~ The person damaged or a

18 representative of the decedent in the case of private da~a-en

19. deeeden~s or confidential data on decedents may bring an action

20 against the pe!±~±ea!-stlbd±v±s±enT-~e5pens±b!e-atl~ne~±~YT

21 s~e~ew±de-sY5~em-e~-s~e~e-e~eney-~e-eeve~government entity for

22 any damages sustained, plus costs and reasonable attorney fees.

23 In the case of a willful violation, the pe!±~±ee!-stlbd±v±s±enT

24 s~e~ew±de-sY5~em-e~-s~e~e-e~eney government entity shall, in

25 addition, be liable ~e for exemplary damages of not less than

26 $100, nor more than $10,000L for each violation. The state is

27 deemed to have waived eny immunity to a cause of action brought

28 under this chapter.

29 Subd. 2. [INJUNCTION.) A pe!±~±ee!-stlbd±v±s±enT

30 respens±b!e-atl~ner±~YT-s~a~ew±de-sys~em-er-s~e~e-e~eney

31 wn±en government entity that violates or proposes to violate

32 this chapter may be enjoined by the district court. The court

33 may make any order or judgment as-mey-be necessary to prevent

34 the use or employment by any person of eny practices wh±en that

35 violate this chapter.

36 Subd. 3. [VENUE.) An action filed ptl~stlen~-~e under this
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s~e~ew±de-sys~em7-pe~±~±ee~-s~bd±~±s±en7government entity or ~

person that releases ne~-p~b~±e private or confidential data

pursuant to an order under section 13.03, subdivision 6L is

immune from civil and criminal liability for the release.

Subd. 6. [IMMUNITY FROM LIABILITY; PERSONNEL SETTLEMENT.)

No cause of action mey-er±se arises as a result of the release

of data contained in a termination or personnel settlement

agreement if the data were ne~-p~b~±e private or confidential

data as defined in section 13.02, at the time the agreement was

executed but become pUblic data under a law enacted after

execution.

Sec. 21. Minnesota Statutes 1998, section 13.10,

subdivision 2, is amended to read:

Subd. 2. [CLASSIFICATION OF DATA ON DECEDENTS.) Upon the

death of ~he a data subject, private data and confidential data

she~~ become, respectively, private data on decedents and

section may be commenced in the county ±n-wh±eh~ the

individual alleging damage or seeking relief resides, or in the

county where±n where the political SUbdivision exists, or, in

the case of the state, any county.

Subd. 4. [ACTION TO COMPEL COMPLIANCE.) In addition to the

remedies provided in subdivisions 1 to 3 or any other law, eny

~ aggrieved person may bring an action in district court to

compel compliance with this chapter and may recover costs and

disbursements, including reasonable attorney's fees, as

determined by the court. If the court determines that an action

brought under this SUbdivision is frivolous and without merit

and a basis in fact, it may award reasonable costs and attorney

fees to the responsible authority. The matter shall be heard as

soon as possible. In an action involving a request for

government data under section 13.03 or 13.04, the court may

inspect in camera the government data in dispute, but shall

conduct its hearing in public and in a manner that protects the

security of data classified as ne~-p~b~±e Erivate or

confidential.
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151



01/28/99 8:37 a.m. [RESDEPT DM/TG DM25

1 confidential data on decedents. Private data on decedents and

2 confidential data on decedents ghe%% become pUblic when ten

3 years have elapsed from the actual or presumed death of the

4 individual and 30 years have elapsed from the creation of the

5 data. For purposes of this sUbdivision, an individual is

6 presumed to be dead if either 90 years elapsed since the

7 creation of the data or 90 years have elapsed since the

8 individual's birth, whichever is earlier, except that an

9 individual is not presumed to be dead if readily available data

10 indicate that the individual is still living.

11 Sec. 22. Minnesota statutes 1998, section 13.10,

12 subdivision 3, is amended to read:

13 Subd. 3. [RIGHTS.] Rights conferred by this chapter on

14 individuals who are the sUbjects of private or confidential data

15 shall, ~n-~he-eege-ef-pr~ve~e-de~e-en-deeeden~g-er-eonf±den~~e%

16 de~e-en-deeeden~g upon the death of the data sUbject, be

17 exercised by the representative of the decedent. Nenp~b%±e

18· Private data concerning a decedent, created or collected after

19 death, are accessible by the representative of the decedent.

20 Ne~hin~-in This section may-be-eeng~r~ed-~odoes not prevent

21 access to appropriate data by a trustee appointed in a wrongful

22 death action.

23 Sec. 23. Minnesota Statutes 1998, section 13.30, is

24 amended to read:

25 13.30 [ATTORNEYS.]

26 Notwithstanding the provisions of this chapter and section

27 15.17, the use, collection, storage, and dissemination of data

28 by an attorney acting in a professional capacity for the g~e~eT

29 e-g~a~e-e~eney-er~e-pe%i~~ee%-gtlbd~v±giengovernment entity

30 gha%%-be ~ governed by statutes, rules, and professional

31 standards concerning discovery, production of documents,

32 introduction of evidence, and professional responsibility,

33 previded-~ha~. However, this section ghe~~-ne~-be-eeng~r~ed-~e

34 does not affect the applicability of any statute, other than

35 this chapter and section 15.17, whieh that specifically requires

36 or prohibits disclosure of specific information.by the attorney,
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1 nor shall does this section be-eensertied-ee relieve any ~

2 responsible authority, other than the attorney, from duties and

3 responsibilities ~tirstian~-ee under this chapter and section

4 15.17.

5 Sec. 24. Minnesota Statutes 1998, section 13.31, is

6 amended to read:

7 13.31 [BENEFIT DATA.]

8 Subdivision 1. [DEFINITION.] As used in this section,

9 "benefit data" means data on individuals collected or created

10 because an individual seeks information about becoming, is, or

11 was an applicant for or a recipient of benefits or services

12 provided under various housing, home ownership, rehabilitation

13 and community action agency, Head Start, and food assistance

14 programs administered by s~a~e-agene±es7-~el±~±eal-stibd±v±s±ens7

15 er-s~a~ew±de-sys~emsgovernment entities. Benefit data does not

16 include welfare dataL which shall be administered in accordance

17 with section 13.46.

18 Subd. 2. [PUBLIC DATA.] The names and addresses of

19 applicants for and recipients of benefits, aid, or assistance

20 through programs administered by any-~e±±~±ea±-s~bd±v±s±en7

21 s~a~e-a~eneY7-or-s~a~ew±de-~ys~ema government entity that are

22 intended to assist with the purchase of housing or other' real

23 property are classified as public data on individuals.

24 Subd. 3. [PRIVATE DATA.] Unless otherwise provided by law,

25 all other benefit data is private data on individuals, and shall

26 not be disclosed except ~tirstiane-ee EY court order or to an

27 agent of the s~a~e-ageneY7-~el±~±eal-s~bd±v±s±en7-er-s~a~ew±de

28 sys~em government entity, including appropriate law enforcement

29 personnel, whe-are acting in an investigation or prosecution of

30 a criminal or civil proceeding relating to the administration of

31 a program described in sUbdivision 1.

32 Sec. 25. Minnesota Statutes 1998, section 13.32,

33 subdivision 1, is amended to read:

34 SUbdivision 1. [DEFINITIONS.] As used in this section:

35 (a) "Educational data" means data en-±nd±v±d~als that

36 relates to a student and is maintained by a public educational
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1 agency or institution or by a person acting for the agency or

2 institution wh±eh-~e~a~e8-~e-a-8~~de"~.

3 Reee~d8 Data of instructional personnel wh±eh that are in

4 the sole possession of the maker ~he~ee£-a"d of the records,

5 that are not accessible or revealed to any other individual

6 except a substitute teacher, and that are destroyed at the end

7 of the school year, 8ha~~-"e~-ee-deemed-~e-eeare not government

8 data.

9 Reee~d8 Data of-a law enforcement unit of a public

10 educational agency or institution wh±eh that are maintained

11 apart from ed~ea~±e" educational data a"dL are maintained solely

12 for law enforcement purposes, and are not disclosed to

13 individuals other than law enforcement officials of the

14 jurisdiction are not educational data; ~~ev±ded/-~ha~-ed~ea~±e"

15 ~eee~d8 however, education data maintained by the educational

16 agency or institution that are "e~ disclosed to the personnel of

17 the law enforcement unit remain educational data. The

18 University of Minnesota police department is a law enforcement

19 agency for purposes of section 13.82 and other sections of

20 Minnesota statutes dealing with law enforcement records.

21 Records of organizations providing security services to a public

22 educational agency or institution must be administered

23 consistent with section 13.861.

24 Reee~d8-~e~a~±"~~~eData on a student who is employed by a

25 pUblic educational agency or institution wh±eh are classified

26 under section 13.43 if the data are made and maintained in the

27 normal course of business, relate exclusively to the individual

28 in that individual's capacity as an employee, and are not

29 available for use for any other purpose a~e-e~ass±£±ed-~~~s~a"~

30 ~e-see~±e"-%3~+3.

31 (b) "Juvenile justice system" includes criminal justice

32 agencies and the judiciary when involved in juvenile justice

33 activities.

34 (c) "Student" means an individual currently or formerly

35 enrolled or registered, applicants for enrollment or

36 registration at a pUblic educational agency or institution, or
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1 individuals who receive shared time educational services from a

2 public agency or institution.

3 (d) "Substitute teacher" means an individual who performs

4 on a temporary basis the duties of the individual who made the

5 record, but does not include an individual who permanently

6 succeeds to the position of the maker of the record.

7 Sec. 26. Minnesota Statutes 1998, section 13.34, is

8 amended to read:

9 13.34 [EXAMINATION DATA.]

10 Data consisting solely of testing or examination materials,

11 or scoring keys used solely to determine individual

12 qualifications for appointment or promotion in pUblic service,

13 or used to administer a licensing examination, or academic

14 examination, the disclosure of which would compromise the

15 objectivity or fairness of the testing or examination process

16 are classified as nenpHb~fe private data not on individuals,

17 except pursuant to court order. Completed versions of

18 personn7l, licensing, or academic examinations 8ha~~-be are

19 accessible to the individual who completed the examination,

20 unless the responsible authority determines that access would

21 compromise the objectivity, fairness, or integrity of the

22 examination process. Notwithstanding section 13.04, the

23 responsible authority shall not be required to provide copies of

24 completed examinations or answer keys to any ~ individual who

25 has completed an examination.

26 Sec. 27. Minnesota Statutes 1998, section 13.35, is

27 amended to read:

28 13.35 [FEDERAL CONTRACTS DATA.]

29 To the extent that a federal agency requires it as a

30 condition for contracting with a state agency or political

31 sUbdivision, all government data collected and maintained by the

32 state agency or political subdivision because ~ha~ the state

33 agency or political subdivision contracts with the federal

34 agency are classified as ei~he~ private e~-nenpHb~ie-eepenein~

35 en-whe~he~-~he data e~e-ee~a-en-inefvfeHa~8-e~-ea~a-ne~-en

36 ineivieHe~8.
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1 Sec. 28. Minnesota Statutes 1998, section 13.36, is

2 amended to read:

3 13.36 [FIREARMS DATA.]

4 All data pertaining to the purchase or transfer of firearms

5 and applications for permits' to carry firearms whfeh-ere

6 collected by g~e~e-e~eHefeg/-peif~feei-g~hdf~fgfeHg-er-g~a~ewfde

7 gyg~emg government entities pursuant to sections 624.712 to

8 624.719 are 'classified as private/-p~rg~eH~-~e-gee~feH-~3~er,

9 g~hdf~±g±OH-~r data on individuals.

10 Sec. 29. Minnesota Statutes 1998, section 13.37,

11 sUbdivision 2, is amended to read:

12 Subd. 2. [CLASSIFICATION.] The following government data

13 is classified as HeHp~hife-da~e-w±~h-re~ard-~e-da~a-Ho~-oH

14 ±Hdf~fd~aig/-p~rg~aH~-~e-gee~±OH-~~~er/-g~hd±~±g±OH-9,-aHd-ag

15 private data w±~h-re~ard-~e-da~a-eH-±Hd±~±d~aig/-p~rg~aH~-~e

16 gee~fOH-~~~er/-g~hdf~fgfoH-~r: Security information; trade

17 secret information; sealed absentee ballots prior to opening by

18 an election judge; sealed bids, including the number of bids

19 received, prior to the opening of the bids; internal competitive

20 proposals prior to the time specified by a political sUbdivision

21 for the receipt of private sector proposals for the services;

22 parking space leasing data; and labor relations information,

23 pro~±ded except that specific labor relations information whfeh

24 that relates to a specific labor organization is classified

25 as pro~ee~ed-HeHp~hifeconfidential data p~rg~eH~-~e-gee~feH

26 ~~~er/-g~hd±~fgfoH-~3.

27 Sec. 30. Minnesota Statutes 1998, section 13.39, is

28 amended to read:

29 13.39 [CIVIL INVESTIGATION.]

30 Subdivision 1. [DEFINITIONS.] A "pending civil legal

31 action" includes but is not limited to jUdicial, administrative

32 or arbitration proceedings. Whether a civil legal action is

33 pending shall be determined by the chief attorney acting for the

34 g~a~e-e~eHeY/-peif~feai-g~hdf~±g±eH-er-g~a~ewfde

35 gyg~em government entity.

36 Subd. 2. [CIVIL ACTIONS.] (a) Except as provided in
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1 paragraph (b), data collected by g~a~e-a~eneieg7-peii~ieai

2 s~~divisiens7-or-s~a~ewide-gys~emg government entities as part

3 of an active investigation undertaken for the purpose of the

4 commencement or defense of a pending civil legal action, or

5 which are retained in anticipation of a pending civil legal

6 action, are classified as pro~ee~ed-nenp~~iieconfidential data

7 p~rg~an~-~e-gee~ien-x~~er7~g~~divigien-X~7-in-~he-eage-e£-da~a

8 ne~-en-individ~ais-and-een£iden~iai-p~rg~an~-~e-gee~ien-X~~er7

9 s~~divigien-~7-in-~he-eage-e£~da~a-en-individ~aig. Any-a~eneY7

10 peii~iea~-g~bdivigien7-er-s~a~ewide-gyg~emA government entity

11 may make any data classified as confidentia~ er-pre~ee~ed

12 nenp~b~ie pursuant to this subdivision accessible to any person,

13 agency or the pUblic if the a~eneY7-peii~iea~-g~~divigien7-er

14 s~a~ewide-gys~em government entity determines that the access

15 will aid the law enforcement process, promote pUblic health or

16 safety or dispel widespread rumor or unrest.

17 (b) A complainant has access to a statement provided by the

18 complainant to a g~a~e-a~eneY7-g~a~ewfde-g~g~em7-er-peii~ieai

19 g~~dfvisfen government entity under paragraph (a).

20 Subd. 2a. (DISCLOSURE OF DATA.] During the time when a

21 civil legal action is determined to be pending under subdivision

22 1, any ~ person may bring an action in the district court in the

23 county where the data is maintained to obtain disclosure of data

24 classified as confidential er-pre~ee~ed-nenp~~i±eunder

25 subdivision 2. The court may order that all or part of the data

26 be released to the pUblic or to the person bringing the action.

27 In making the determination whether data shall be disclosed, the

28 court shall consider whether the benefit to the person bringing

29 the action or to the pUblic outweighs any harm to the public,

30 the agency, or any person identified in the data. The data in

31 dispute shall be examined by the court in camera.

32 Subd. 3. (INACTIVE INVESTIGATIVE DATA.] Inactive civil

33 investigative data are pUblic, unless the release of the data

34 would jeopardize another pending civil legal action, and except

35 for those portions of a civil investigative file that are

36 classified as ne~-p~biie private or confidential data by this
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1 chapter or other law. Any Civil investigative data presented as

2 evidence in court or made part of a court record shaii-be are

3 pUblic. civil investigative data become inactive upon the

4 occurrence of any of the following events:

5 (1) a decision by the s~a~e-a~eneY7-~ei±~±eai-sHbd±v±s±en7

6 e~-s~a~ew±de-sys~em government entity or by the chief attorney

7 acting for the s~a~e-a~eney,-~ei±~±ea~-stibd±v±s±on7-o~-s~a~ew±de

8 sys~em government entity not to pursue the civil action;

9 (2) expiration of the time to file a complaint under. the

10 statute of limitations or agreement applicable to the civil

11 action; or

12 (3) exhaustion of or expiration of rights of appeal by

13 either party to the civil action.

14 Data determined to be inactive under clause (1) may become

15 active if the s~a~e-a~eneY7-~ei±~±eai-stibd±v±s±en7-s~a~ew±de

16 sys~em, government entity or its attorney decides to renew the

17 civil action.

18 Sec. 31. Minnesota Statutes 1998, section 13.392,

19 subdivision 1, is amended to read:

20 SUbdivision 1. [CONFIDENTIAL DATA eR-PRe~Ee~EB-NeNPBB~~e

21 BA~A.] Data, notes, and preliminary drafts of reports created,

22 collected, and maintained by the internal audit offices of state

23 agencies and political subdivisions, or persons performing

24 audits for state agencies and political sUbdivisions, and

25 relating to an audit or investigation are confidential data en

26 ±nd±v±dHais-e~-~~e~ee~ed-nen~Hbi±e-da~auntil the final report

27 has been pUblished or the audit or investigation is no longer

28 being pursued actively, except that the data shall be disclosed

29 as required to comply with section 6.67 or 609.456. This

30 section does not limit in any way:

31 (1) the state auditor's access to government data of

32 political subdivisions or data, notes, or preliminary drafts of

33 reports of persons performing audits for political sUbdivisions;

34 or

35 (2) the public or a data sUbject's access to data

36 classified by section 13.43.
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1 Sec. 32. Minnesota Statutes 1998, section 13.40,

2 subdivision I, is amended to read:

3 Subdivision 1. [RECORDS SUBJECT TO THIS CHAPTER.] (a) For

4 purposes of this section, "historical records repository" means

5 an archives or manuscript repository operated by any-s~a~e

6 a~eney,-s~a~ew±de-sys~em,-er-pe~±~±ea~-sti~d±v±s±en a government

7 entity whose purpose is to collect and maintain data to further

8 the history of a geographic or sUbject area. The term does not

9 include the state archives as defined in section 138.17,

10 subdivision I, clause (5).

11 (b) Data collected, maintained, used, or disseminated by a

12 library or historical records repository operated by any-s~a~e

13 a~eneYT-pe~±~±ea~-sti~d±v±s±enT-er-s~a~ew±de-sys~ema government

14 entity shall be administered in accordance with the provisions

15 of this chapter.

16 Sec. 33. Minnesota statutes 1998, section 13.40,

17 subdivision 3, is amended to read:

18 Subd. 3. [NONGOVERNMENTAL DATA.] Data held in the custody

19 of a historical records repository that were not originally

20 created, received, maintained, or disseminated by a s~a~e

21 a~eneYT-s~a~ew±de-sys~emT-er-pe~±~±ee~-sH~d±v±s±engovernment

22 entity are not government data. These data are accessib~e to

23 the public unless:

24 (1) the data are contributed by private persons under an

25 agreement that restricts access, to the extent of any lawful

26 limitation; or

27 (2) access would significantly endanger the physical or

28 organizational integrity of the data.

29 Sec. 34. Minnesota Statutes 1998, section 13.41,

30 subdivision 2, is amended to read:

31 Subd. 2. [PRIVATE DATA; DESIGNATED ADDRESSES AND TELEPHONE

32 NUMBERS.] (a) The following; data collected, created or

33 maintained by any ~ licensing agency are classified as private,

34 ptirstian~-~e-see~±en-%3~er,-sti~d±v±s±en-~rdata on individuals:

35 data, other than their names and designated addresses, submitted

36 by applicants for licenses; the identity of complainants who
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have made reports concerning licensees or applicants which

appear in inactive complaint data unless the complainant

consents to the disclosure; the nature or content of

unsubstantiated complaints when the information is not

maintained in anticipation of legal action; the identity of

patients whose medical records are received by efiY ~ health

licensing agency for purposes of review or in anticipation of a

contested matter; inactive investigative data relating to

violations of statutes or rules; and the record of any

disciplinary proceeding except as limited by subdivision 4.

(b) An applicant for a license shall~designate on the

application a residence or business address and telephon~ number

at which the applicant can be contacted in connection with the

license application. A licensee who is sUbject to a

health-related licensing board, as defined in section 214.01,

subdivision 2, shall designate a residence or business address

and telephone number at which the licensee can be contacted in

connection with the license.

Sec. 35. Minnesota Statutes 1998, section 13.41,

subdivision 2a, is amended to read:

Subd. 2a. [BOARD OF PEACE OFFICER STANDARDS AND TRAINING.]

The following government data of the board of peace officer

standards and training are private data:

(1) horne addresses of licensees and applicants for

licenses; and

(2) data that identify the s~e~e-egefieYT-s~e~ew±de-sys~emT

e~-pei±~±eei-sH5d±v±s±efigovernment entity that employs a

licensed peace officer.

The board may disseminate private data on applicants and

licensees as ±s necessary to administer law enforcement

licensure or to provide data under section 626.845, sUbdivision

1, to law enforcement agencies wfte-e~e conducting employment

background investigations.

Sec. 36. Minnesota Statutes 1998, section 13.41,

sUbdivision 3, is amended to read:

1

2
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36 subd. 3. [CONFIDENTIAL DATA.] The following data
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1 collected, created or maintained by fUIY ~ licensing agency are.

2 classified as confidential,-p~rs~an~-~e-see~ien-%3~er,

3 s~~d±v±s£en-3: active investigative data relating to the

4 investigation of complaints against any ~ licensee.

5 Sec. 37. Minnesota Statutes 1998, section 13.41,

6 subdivision 4, is amended to read:

7 Subd. 4. [PUBLIC DATA.) Licensing agency minutes,

8 application data on licensees, orders for hearing, findings of

9 fact, conclusions of lawL and specification of the final

10 disciplinary action contained in the record of the disciplinary

11 action are eiass±f±ed-as pUblic,-p~rs~an~-~e-see~±en-%3~er,

12 s~bd±v±s±en-%5. The entire record concerning the disciplinary

13 proceeding is public data p~rs~an~-~e-see~±en-%3~er,-s~bd±vis±en

14 %5, in those instances where there is a public' hearing

15 concerning the disciplinary action. If the licensee and the

16 licensing agency agree to resolve a complaint without a hearing,

17 the agreement and the specific reasons for the agreement are

18 pUblic data. The license numbers, the license status, and

19 continuing education records issued or maintained by the board

20 of peace officer standards and training are eiass±f±ed-as pUblic

21 data,-p~rs~an~-~e-see~±en-%3~er,-s~bd±v±s±en-%5.

22 Sec. 38. Minnesota Statutes 1998, section 13.42,

23 subdivision 2, is amended to read:

24 Subd. 2. [PUBLIC HOSPITALSj DIRECTORY INFORMATION.) (a)

25 During the time that a-persen an individual is a patient in a

26 hospital operated by a state agency or political subdivision

27 under legal commitment, directory information is public data.

28 After the persen individual is released by termination of

29 the persenLs individual's legal commitment, the directory

30 information is private data on individuals.

31 (b) If a-persen an individual is a patient other than

32 pursuant to commitment in a hospital controlled by a state

33 agency or political subdivision, directory information is pUblic

34 data unless the patient requests otherwise, in which case it is

35 private data on individuals.

36 feT-6±ree~ery-±nferma~±en-abe~~If an emergency patient whe
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1 is unable to communicate wh±eh-±s-pHbi±e under this sUbdivisionL

2 directory information shall not be released until a reasonable

3 effort is made to notify the next of kin. Although an

4 individual has requested that directory information be private,

5 the hospital may release directory information to a law.

6 enforcement agency pursuant to a lawful investigation pertaining

7 to that individual.

8 Sec. 39. Minnesota statutes 1998, section 13.43, is

9 amended to read:

10 13.43 [PERSONNEL DATA.)

11 Subdivision 1. [DEFINITION.) As used in this section,

12 "personnel data" means data on individuals collected because the

13 individual is or was an employee of or an' applicant for

14 employment by, performs services on a voluntary basis for, or

15 acts as an independent contractor withL a s~a~e-a~efieY7

16 s~a~ew±ae-sys~em-e~-pei±~±eai-sHba±v±s±efigovernment entity or

17 is a member of or an applicant for a position on an advisory

18 board or commission.

19. Subd. 2. [PUBLIC DATA.) (a) Except for employees described

20 in subdivision 5, the following personnel data on current and

21 former employees, volunteers, and independent contractors of a

22 s~a~e-a~efieY7-s~a~ew±ae-sys~em7-e~-pei±~±eai

23 sHba±v±s±oft government entity and members of advisory boards or

24 commissions is public:

25 (1) name; actual gross salary; salary range; contract fees;

26 actual gross pension; the value and nature of employer paid

27 fringe benefits; and the basis for and the amount of any added

28 remuneration, including expense reimbursement, in addi~ion to

29 salary;

30 (2) job title; job description; education and training

31 background; and previous work experience;

32 (3) date of first and last employment;

33 (4) the existence and status of afty complaints or charges

34 against the employee, regardless of whether the complaint or

35 charge resulted in a disciplinary action;

36 (5) the final disposition of any disciplinary action
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1 together with the specific reasons for the action and data

2 documenting the basis of the action, excluding data that.would

3 identify confidential sources who are employees of the p~bl±e

4 bedy government entity;

5 (6) the terms of any an agreement settling any ~ dispute

6 arising out of an employment relationship, including a buyout

7 agreement as defined in seetion 123B.143, subdivision 2,

8 paragraph (a); except that the agreement must include specific

9 reasons for the agreement if it involves the payment of more

10 than $10,000 of pUblic money;

11 (7) work location; a work telephone number; badge number;

12 and honors and awards received; and

13 (8) payroll time sheets or other comparable data that are

14 only used to account for employee's work time for payroll

15 purposes, except to the extent that release of time sheet data

16 would reveal the employee's reasons for the use of sick or other

17 medical leave or other ne~-p~bl±e private or confidential data;

18 and

19 121 city and county of residence.

20 (b) For purposes of this sUbdivision, a final disposition

21 occurs when the s~a~e-a~eneY7-s~a~ew±de-sys~em7-e~-pel±~±eal

22 s~bd±v±s±en government entity makes its final decision about the

23 disciplinary action, regardless of the possibility of any later

24 proceedings or court proceedings. In the case of arbitration

25 proceedings arising under collective bargaining agreements, a

26 final disposition occurs at the conclusion of the arbitration

27 proceedings, or upon the failure of the employee to elect

28 arbitration within the time provided by the collective

29 bargaining agreement~ Final disposition includes a resignation

30 by an individual when the resignation occurs after the final

31 decision of the s~a~e-a~eneY7-s~a~ew±de-sys~em7-pel±~±eal

32 s~bd±v±s±en7 government entity or arbitrator.

33 (c) The s~a~e-a~eneY7-s~a~ew±de-sys~em7-e~-pel±~±eal

34 s~bd±v±s±en government entity may display a photograph of a

35 current or former employee to a prospective witness as part of

36 the s~a~e-a~eneyLs7-s~a~ew±de-sys~emLs7-e~-pel±~±eal
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1 s~bd±v±s±en~s government entity's investigation of any ~

2 complaint or charge against the employee.

3 (d) A complainant has access to a statement provided by the

4 complainant to a s~a~e-a~eneY7-s~a~ew±de-sys~em7-er-~e%±~±ea%

5 s~bd±v±s±en government entity in connection with a complaint or

6 charge against an employee.

7 (e) Notwithstanding paragraph (a), clause (5), upon

8 completion of an investigation of a complaint or charge against

9 a pUblic official, or if a pUblic official· resigns or is

10 terminated from employment while the complaint or charge is

11 pending, all data relating to the complaint or charge are

12 pUblic, unless access to the data would jeopardize an active

13 investigation or reveal confidential sources. For purposes of

14 this paragraph, "public official" means:

15 (1) the head of a state agency and deputy and assistant

16 state agency heads;

17 (2) members of boards or commissions required by law to be

18· appointed by the governor or other elective officers; and

19 (3) executive or administrative heads of departments,

20 bureaus, divisions, or institutions.

21 Subd. 2a. [DATA DISCLOSURE BY STATEWIDE PENSION PLANS.]

22 Notwithstanding any law to the contrary, with respect to data

23 collected and maintained on members, survivors, and

24 beneficiaries by statewide retirement systems that is classified

25 as pUblic data in accordance with subdivision 2, those

26 retirement systems may be only required to disclose name, gross

27 pension, and type of benefit awarded, except as required by

28 sections 13.03, subdivisions 4 and 6; and 13.05, subdivisions 4

29 and 9.

30 Subd. 3. [APPLICANT DATA.) Except for applicants described

31 in sUbdivision 5, the following personnel data on current and

32 former applicants for employment by a s~a~e-a~eneYT-s~a~ew±de

33 sys~em-er-~ei±~±ea%-s~bd±v±s±engovernment entity or appointment

34 to an advisory board or commission is pUblic: veteran status;

35 relevant test scores; rank on eligible list; job history;

36 education and training; and work availability. Names of
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1 applicants shaii-he ~ private data except when certified as

2 eligible for appointment to a vacancy or when applicants are

3 considered by the appointing authority to be finalists for a

4 position in pUblic employment. For purposes of this

5 sUbdivision, "finalist" means an individual who is selected to

6 be interviewed by the appointing authority prior to selection.

7 Names and home addresses of applicants for appointment to and

8 members of an advisory board or commission are public.

9 Subd. 4. [OTHER DATA.] All other personnel data is private

10 data on individuals but may be released pursuant to a court

11 order.

12 Subd. 5. [UNDERCOVER LAW ENFORCEMENT OFFICER.] All

13 personnel data maintained by efty-s~a~e-a~efteY7-s~a~ew±de-sys~em

14 er-pei±~±eai-s~hd±v±s±efta government entity relating to an

15 individual employed aSL or an applicant for employment aSL an

16 undercover law enforcement officer are private data on

17 individuals. When the individual is no longer assigned to an

18 undercover position, the data described in subdivisions 2 and 3

19 become public unless the law enforcement agency determines that

20 revealing the data would threaten the personal safety of the

21 officer or jeopardize an active investigation.

22 Subd. 6. [ACCESS BY LABOR ORGANIZATIONS.] Personnel data

23 may be disseminated to labor organizations to the extent that

24 the responsible authority determines that the dissemination is

25 necessary to conduct elections, notify employees of fair share

26 fee assessments, and implement the provisions of chapters 179

27 and 179A. Personnel data shall be disseminated to labor

28 organizations and to the bureau of mediation services to the

29 extent the dissemination is ordered or authorized by the

30 commissioner of the bureau of mediation services.

31 Subd. 7. [EMPLOYEE ASSISTANCE DATA.] All data created,

32 collected or maintained by eftY ~ state agency or political

33 subdivision to administer employee assistance programs similar

34 to the one authorized by section 16B.39, subdivision 2, are

35 Classified as private/-p~rstlaft~-~e-see~±eft-~3~e2T-stlhd±v±s±eft-~2

36 data on individuals. This section sheii does not be-±ft~erpre~ed
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1 ~o authorize the establishment of employee assistance programs.

2 Subd. 8. [HARASSMENT DATA.] When allegations of sexual or

3 other types of harassment are made against an employee, the

4 employee does not have access to data that would identify the

5 complainant or other witnesses if the responsible authority

6 determines that the employee's access to that data would:

7 (1) threaten the personal safety of the complainant or a

8 witness; or

9 (2) sUbject the complainant or witness to harassment.

10 If a disciplinary proceeding is initiated against the

11 employee, data on the complainant o~ witness shall be available

12 to the employee as mey-be necessary for the employee to prepare

13 for the proceeding.

14 Subd. 9. [PEER COUNSELING DEBRIEFING DATA.] (a) Data

15 acquired by a peer group member in a pUblic safety peer

16 counseling debriefing is private data on the person being

17 debriefed.

18 (b) For purposes of this subdivision, "public safety peer

19 counseling debriefing" means a group process oriented debriefing

20 session held for peace officers, firefighters, medical emergency

21 persons, dispatchers,- or other persons involved with pUblic

22 safety emergency services, that is established by eflY ~ agency

23 providing pUblic safety emergency services and is designed to

24 help a person who has suffered an occupation-related traumatic

25 event begin the process of healing and effectively dealing with

26 posttraumatic stress.

27 Subd. 10. [PROHIBITION ON AGREEMENTS LIMITING DISCLOSURE

28 OR DISCUSSION OF PERSONNEL DATA.] (a) A g~e~e-egefleYT-8~e~ew~de

29 8Y8~emT-or-pox~~~eex-8~bd~v~8~Ofl government entity may not enter

30 into an agreement settling a dispute arising out of the

31 employment relationship with the purpose or effect of limiting

32 access to or disclosure of personnel data or limiting the

33 discussion of information or opinions related to personnel

34 data. An agreement or portion of an agreement that violates

35 this paragraph is void and unenforceable.

36 (b) Paragraph (a) applies to the following, but only to the
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1 extent that the data or information could otherwise be made

2 accessible to the public:

3 (1) an agreement not to discuss, publicize, or comment on

4 personnel data or information;

5 (2) an agreement that-limits the ability of the subject of

6 personnel data to release or consent to the release of data; or

7 (3) any other provision of an agreement that has the effect

8 of limiting the disclosure or discussion of information that

9 could otherwise be made accessible to the pUblic, except a

10 provision that limits the ability of an employee to release or

11 discuss private data that identifies other employees.

12 (c) Paragraph (a) also applies to a court order that

13 contains terms or conditions prohibited by paragraph (a).

14 Subd. 11. [PROTECTION OF EMPLOYEE OR OTHERS.] (a) If the

15 responsible authority or designee of a s~a~e-a~eHey,-s~a~ew±de

16 sys~em,-er-pei±~±eai-s~hd±v±s±eHgovernment entity reasonably

17 determines that the release of personnel data is necessary to

18 protect an employee from harm to self or to protect aHe~her a

19 person who may be harmed by the employee, data that are relevant

20 to the concerns for safety may be released as provided in this

21 subdivision.

22 (b) The data may be released:

23 (1) to the person who may be harmed and to an attorney

24 representing the person when the data are relevant to obtaining

25 a restraining order;

26 (2) to a prepetition screening team conducting an

27 investigation of the employee under section 253B.07, subdivision

28 1; or

29 (3) to a court, law enforcement agency, or prosecuting

30 authority.

31 (c) Section 13.03, subdivision 4, paragraph (c), applies to

32 data released under this sUbdivision, except to the extent that

33 the data have a more restrictive classification in the

34 possession of the agency or authority that receives the data.

35 If the person who may be harmed or the person's attorney

36 receives data under this sUbdivision, the data may be used or
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1 released further only to the extent necessary to protect the

2 person from harm.

3 Subd. 12. [SHARING OF LAW ENFORCEMENT PERSONNEL BACKGROUND

4 INVESTIGATION DATA.] A law enforcement agency shall share data

5 from a background investigation done under section 626.87 with

6 the peace officer standards and training board or with a law

7 enforcement agency doing an investigation of the SUbject of the

8 data under section 626.87.

9 Sec. 40. Minnesota Statutes 1998, section 13.44, is

10 amended to read:

11 13.44 [PROPERTY COMPLAINT DATA.]

12 The identities of individuals who register complaints with

13 state agencies or political SUbdivisions concerning violations

14 of state laws or local ordinances concerning the use of real

15 property are classified as confidential dataT-p~r~~aH~-~o

16 gee~~oH-%3~erT-~~ha~v~g±eH-3on individuals.

17 Sec. 41. Minnesota Statutes 1998, section 13.45, is

18 amended to read:

19 13.45 [SALARY BENEFIT 'SURVEY DATA.]

20 Salary and personnel benefit survey data purchased from

21 consulting firms, nonprofit corporations or associations or

22 obtained from employers with the written understanding that the

23 data shall not be made public, and which is maintained by s~a~e

24 a~eHe~e~T-pe%±~±eei-g~ha~v~g~OHg-er-~~a~ew~ae-~y~~ems

25 are government entities is classified as HeHp~h%~e-p~r~~aH~-~e

26 ~ee~~oH-%3~erT-~~ha~v~~~en-9private data not on individuals.

27 Sec. 42. Minnesota Statutes 1998, section 13.46,

28 SUbdivision 2, is .amended to read:

29 Subd. 2. [GENERAL.] (a) Unless the data is summary data or

30 a statute specifically provides a different classification, data

31 on individuals collected, maintained, used, or disseminated by

32 the welfare system is private data on individuals, and shall not

33 be disclosed except:

34 (1) according to section 13.05;

35 (2) according to court order;

36 (3) according to a statute specifically authorizing access
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1 to the private data;

2 (4) to an agent of the welfare system, including a law

3 enforcement person, attorney, or investigator acting for it in

4 the investigation or prosecution of a criminal or civil

5 proceeding relating to the administration of a program;

6 (5) to personnel of the welfare system who require the data

7 to determine eligibility, amount of assistance, and the need to

8 provide services of additional programs to the individual;

9 (6) to.- administer federal funds or programs;

10 (7) between personnel of the welfare system working in the

11 same program;

12 (8) the amounts of cash pUblic assistance and relief paid

13 to welfare recipients in this state, including their names,

14 social security numbers, income, addresses, and other data as

15 required, upon request by the department of revenue to

16 administer the property tax refund law, supplemental housing

17 allowance, early refund of refundable tax credits, and the.

18 income tax. "Refundable tax credits" means the dependent care

19 credit under section 290.067, the Minnesota working family

20 credit under section 290.0671, the property tax refund under

21 section 290A.04, and, if the required federal waiver or waivers

22 are granted, the federal earned income tax credit under section

23 32 of the Internal Revenue Code;

24 (9) between the department of human services and the

25 Minnesota department of economic security for the purpose of

26 monitoring the eligibility of the data sUbject for reemployment

27 insurance, for any employment or training program administered,

28 supervised, or certified by that agency, for the purpose of

29 administering any rehabilitation program, whether alone or in

30 conjunction with the welfare system, or to monitor and evaluate

31 the statewide Minnesota family investment program by exchanging

32 data on recipients and former recipients of food stamps, cash

33 assistance under chapter 256, 256D, 256J, or 256K, child care

34 assistance under chapter 119B, or medical programs under chapter

35 256B, 256D, or 256L;

36 (10) to appropriate parties in connection with an emergency
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1 if knowledge of the information is necessary to protect the

2 health or safety of the individual or other individuals or

3 persons;

4 (11) data maintained by residential programs as defined in

5 section 245A.02 may be disclosed to the protection and advocacy

6 system established in this state according to Part C of Public

7 Law Number 98-527 to protect the legal and human rights of

8 persons with mental retardation or other related conditions who

9 live in residential facilities for these persons if the

10 protection and advocacy system receives a complai~t by or on

11 behalf of that person and the person does not have a legal

12 guardian or the state or a designee of the state is the legal

13 guardian of the person;

14 (12) to the county medical examiner or the county coroner

15 for identifying or locating relatives or friends of a deceased

16 person;

17 (13) data on a child support obligor who makes payments to

18' the public agency may be disclosed to the higher education

19 services office to the extent necessary to determine eligibility

20 under section 136A.121, subdivision 2, clause (5);

21 (14) participant social security numbers and names

22 collected by the telephone assistance program may be disclosed

23 to the department of revenue to conduct an electronic data match

24 with the property tax refund database to determine eligibility

25 under section 237.70, sUbdivision 4a;

26 (15) the current address of a recipient of aid to families

27 with dependent children or Minnesota family investment

28 program-statewide may be disclosed to law enforcement officers

29 who provid~ the name of the recipient and notify the agency that:

30 (i) the recipient:

31 (A) is a fugitive felon fleeing to avoid prosecution, or

32 custody or confinement after conviction, for a crime or attempt

33 to commit a crime that is a felony under the laws of the

34 jurisdiction from which the individual is fleeing; or

35 (B) is violating a condition of probation or parole imposed

36 under state or federal law;
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1 (ii) the location or apprehension of the felon is within

2 the law enforcement officer's official duties; and

3 (iii) the request is made in writing and in the proper

4 exercise of those duties;

5 (16) the current address of a recipient of general

6 assistance or general assistance medical care may be disclosed

7 to probation officers and corrections agents who are supervising

8 the recipient and to law enforcement officers who are

9 investigating the recipient in connection with a felony level

10 offense;

11 (17) information obtained from food stamp applicant or

12 recipient households may be disclosed to local, state, or

13 federal law enforcement officials, upon their written request,

14 for the purpose of investigating an alleged violation of the

15 Food stamp Act, according to Code of Federal Regulations, title

16 7, section 272.1(c);

17 (18) the address, social security number, and, if

18 available, photograph of any member of a household receiving

19 food stamps shall be made available, on request, to a local,

20 state, or federal law enforcement officer if the officer

21 furnishes the agency with the name of the member and notifies

22 the agency that:

23 (i) the member:

24 (A) is fleeing to avoid prosecution, or custody or

25 confinement after conviction, for a crime or attempt to commit a

26 crime that is a felony in the jurisdiction the member is

27 fleeing;

28 (B) is violating a condition of probation or parole imposed

29 under state or federal law; or

30 (C) has information that is necessary for the officer to

31 conduct an official duty related to conduct described in subitem

32 (A) or (B);

33 (ii) locating or apprehending the member is within the

34 officer's official duties; and

35 (iii) the request is made in writing and in the proper

36 exercise of the officer's official duty;
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1 (19) certain information regarding child support obligors

2 who are in arrears may be made public according to section

3 518.575;

4 (20) data on child support payments made by a child support

5 obligor and data on the distribution of those payments excluding

6 identifying information on obligees may be disclosed to all

7 obligees to whom the obligor owes support, and data on the

8 enforcement actions undertaken by the public authority, the

9 status of those actions, and data on the income of the obligor

10 or obligee may be disclosed to the other party;

11 (21) data-in the work reporting system may be disclosed

12 under section 256.998, subdivision 7;

13 (22) to the department of children, families, and learning

14 for the purpose of matching department of children, families,

15 and learning student data with pUblic assistance data to

16 determine students eligible for free and reduced price meals,

17 meal supplements, and free milk according to United states Code,

18 title 42, sections 1758, 1761, 1766, 1766a, 1772, and 1773; to

19 produce accurate numbers of students receiving aid to families

20 with dependent children or Minnesota family investment

21 program-statewide as _required by section 126C.06; to allocate

22 federal and state funds that are distributed based on income of

23 the student's family; and to verify receipt of energy assistance

24 for the telephone assistance plan;

25 (23) the current address and telephone number of program

26 recipients and emergency contacts may be released to the

27 commissioner of health or a local board of health as defined in

28 section 145A.02, subdivision 2, when the commissioner or local

29 board of health has reason to believe that a program recipient

30 is a disease case, carrier, suspect case, or at risk of illness,

31 and the data are necessary to locate the person;

32 (24) to other state agencies, statewide systems, and

33 political subdivisions of this state, including the attorney

34 general, and agencies of other states, interstate information

35 networks, federal agencies, and other entities as required by

36 federal regulation or law for the administration of the child
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1 support enforcement program;

2 (25) to personnel of pUblic assistance programs as defined

3 in section 256.741, for access to the child support system

4 database for the purpose of administration, including monitoring

5 and evaluation of those pUblic assistance programs; or

6 (26) to monitor and evaluate the statewide Minnesota family

7 investment program by exchanging data between the departments of

8 human services and children, families, and learning, on

9 recipients and former recipients of food stamps, cash assistance

10 under chapter 256, 256D, 256J, or 256K, child care assistance

11 under chapter 119B, or medical programs under chapter 256B,

12 2560, or 256L.

13 (b) Information on persons who have been treated for drug

14 or alcohol abuse may only be disclosed according to the

15 requirements of Code of Federal Regulations, title 42, sections

16 2.1 to 2.67.

17 (c) Data provided to law enforcement agencies under

18 paragraph (a), clause (15), (16), (17), or (18), or paragraph

19 (b), are investigative data and are confidential o~-p~o~ee~ed

20 nonp~bi±e while the investigation is active. The data are

21 private after the investigation becomes inactive under section

22 13.82, subdivision 5, paragraph (a) or (b).

23 (d) Mental health data shall be treated as provided in

24 subdivisions 7, 8, and 9, but is not subject to the access

25 provisions of subdivision 10, paragraph (b).

26 Sec. 43. Minnesota Statutes 1998, section 13.46,

27 subdivision 3, is amended to read:

28 Subd. 3. [INVESTIGATIVE DATA.] Data on persons, including

29 data on vendors of services and data on licensees, that is

30 collected, maintained, used, or disseminated by the welfare

31 system in an investigation, authorized by statute and relating

32 to the enforcement of rules or law, is confidential data on

33 ±nd±v±d~ais-p~~s~an~-~0-see~±en-~37er7-s~bd±v±s±on-3T-e~

34 p~e~ee~ed-nonp~bi±e-da~a-ne~-en-±nd±v±d~ais-p~~s~an~-~e-see~±on

15 ~37er7-s~bd±v±s±en-~3, and shall not be disclosed except:

36 (a) pursuant to section 13.05;
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(b) pursuant to statute or valid court order;

(c) to a party named in a civil or criminal proceeding,

administrative or jUdicial, for preparation of defense; or

(d) to provide notice~ required or permitted by statute.

The data referred to in this subdivision shexx-be

1

2

3

4

5

6 exess±f±ed-es becomes pUblic data upon its submission to an

7 administrative law jUdge or court in an administrative or

8 jUdicial proceeding. Inactive welfare investigative data shall

9 be treated as ~rovided in section 13.39, subdivision 3.

10 Sec. 44. Minnesota Statutes 1998, section 13.46,

11 subdivision 4, is amended to read:

12 Subd. 4. [LICENSING DATA.] (a) As used in this subdivision:

13 (1) "licensing data" means all data collected, maintained,

14 used, or disseminated by the welfare system pertaining to

15 persons licensed or registered or who apply for licensure or

16 registration or who formerly were licensed or registered under

17 the authority of "the commissioner of human services;

18 (2) "client" means a person who is receiving services from

19 " a licensee or from an applicant forlicensurei and

20 (3) "personal and personal financial data" means social

21 security numbers, identity of and letters of reference,

22 insurance information, reports from the bureau of criminal

23 apprehension, health examination reports, and social/home

24 studies.

25 (b) Except as provided in paragraph (c), the following data

26 on current and former licensees are public: name, address,

27 telephone number of licensees, licensed capacity, type of client

28 preferred, variances granted, type of dwelling, name and

29 relationship of other family members, previous license history,

30 class of license, and the existence and status of complaints.

31 When disciplinary action has been taken against a licensee or

32 the complaint is resolved, the following data are public: the

33 substance of the complaint, the findings of the investigation of

34 the complaint, the record of informal resolution of a licensing

35 violation, orders of hearing, findings of fact, conclusions of

36 law, and specifications of the final disciplinary action
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1 contained in the record of disciplinary action.

2 The following data on persons subject to disqualification

3 under section 245A.04 in connection with a license to provide

4 family day care for children, child care center services, foster

5 care for children in the provider's. home, or foster care or day

6 care services for adults in the provider's home, are public:

7 the nature of any disqualification set aside under section

8 245A.04, subdivision 3b, and the reasons for setting aside the

9 disqualification; and the reasons for granting any variance

10 under section 245A.04, subdivision 9.

11 (c) The following are private data eft-±fta±v±a~e%~-~ftae~

12 ~ee~±eft-%3.er,-~~bd±v±s±eft-%r7-e~-fteftp~b%±e-ae~e-~ftae~-~ee~±eft

13 =3.er,-~~ba±v±s±eft-9: personal and personal financial data on

14 family day care program and family foster care program

15 applicants and licensees and their family members who provide

16 services under the license.

17 (d) The following are private data on individuals: the

18 identity of persons who have made reports ?oncerning licensees

19 or applicants that appear in inactive investigative data, and

20 the records of clients or employees of the licensee or applicant

21 for licensure whose records are received by the licensing agency

22 for purposes of review or in anticipation of a contested

23 matter. The names of reporters under sections 626.556 and

24 626.557 may be disclosed only as provided in section 626.556,

25 subdivision 11, or 626.557, subdivision 12b.

26 (e) Data classified as private, £E confidential,-~eftp~b%±e7

27 e~-p~e~ee~ea-fteftp~b%±eunder this subdivision become public data

28 if submitted to a court or administrative law jUdge as part of a

29 disciplinary proceeding in which there is a pUblic hearing

30 concerning the disciplinary action.

31 (f) Data generated in the course of licensing

32 investigations that relate to an alleged violation of law are

33 investigative data under sUbdivision 3.

34 (g) Data that are fte~-p~bi±e private or confidential data

'5 collected, maintained, used, or disseminated under this

36 subdivision and that relate 'to or are derived from a report as
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1 defined in section 626.556, subdivision 2, are subject to the

2 destruction provisions of section 626.556, subdivision 11.

3 Sec. 45. Minnesota Statutes 1998, section 13.46,

4 subdivision 8, is amended to read:

5 Subd. 8. [ACCESS FOR AUDITING.) To the extent required by

6 state or federal law for the purpose of auditing,

7 representatives of federal, state, or local agencies shall have

8 access to data maintained by pUblic or private community mental

9 health centers, mental health divisions of counties, and other

10 providers under contract to deliver mental health services wft±eh

11 ±s-fleeessary-~e-aeh±eve-~he-pHrpese-e£-aHd±~±fl~.Public or

12 private community mental health centers, mental health divisions

13 of counties, and other providers under contract to deliver

14 mental health services shall not permit this data to identify

15 any particular patient or client by name or contain any other

16 unique personal identifier" except data provided to the

17 legislative auditor. Notwithstanding any statute or rule to the

18· contrary, and solely for the purposes of conducting an audit

19 approved by the legislative audit commission in 1988, the

20 legislative auditor shall be given access to all data, records,

21 and files classified as fle~-pHe~±e private or confidential. The

22 legislative auditor shall maintain all data collected under this

23 subdivision in accordance with chapter 13 and may not disclose

24 data that identify a patient or client by name or that contain

25 any other personal identifier.

26 Sec. 46. Minnesota Statutes 1998, section 13.46,

27 subdivision 10, is amended to read:

28 Subd. 10. [RESPONSIBLE AUTHORITY.) (a) Notwithstanding any

29 other provision OL this chapter to the contrary, the responsible

30 authority for each component of the welfare system listed in

31 subdivision 1, clause (c), sha%~-ee is as follows:

32 (1) the responsible authority for the department of human

33 services, state hospitals, and nursing homes is the commissioner

34 of the department of human services;

35 (2) the responsible authority of a county welfare agency is

36 the director of the county welfare agency;
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1 (3) the responsible authority for a local social services

2 agency, human services board, or community mental health center

3 board is the chair of the board;

4 (4) the responsible authority of any person, agency,

5 institution, organization, or other entity under contract to any

6 of the components of the welfare system listed in subdivision 1,

7 clause (c), is the person specified in the contract; and

8 (5) the responsible authority of the pUblic authority for

9 child support enforcement is the head of the public authority

10 for child support enforcement.

11 (b) A responsible authority shall allow another responsible

12 authority in th~ welfare system access to data classified as fteE

13 p~hi±e private or confidential data when access is necessary for

14 the administration and management of programs, or as authorized

15 or required by statute or federal law.

16 Sec. 47. Minnesota Statutes 1998, section 13.46,

17 subdivision 11, is amended to read:

18 Subd. 11. [NURSING HOME APPRAISALS.] Names, addresses, and

19 other data that could identify nursing homes selected as part of

20 a random sample to be appraised by the department of human

21 services in its rate setting process are classified as p~eEeeEed

22 fteft~~hi±e confidential data not on individuals until the sample

23 has been completed.

24 Sec. 48. Minnesota Statutes 1998, section 13.48, is

25 amended to read:

26 13.48 [AWARD DATA.]

27 Financial data on business entities submitted to a sEaEe

28 a~efteYT-sEaEew±de-sysEem/-e~-~ei±E±eai-s~hd±v±s±eftgovernment

29 entity for the purpose of presenting awards to business entities

30 for achievements in business development or performance are

31 private data eft-±ftd±v±d~ais-e~-fteft~~hi±e-daEa.

32 Sec. 49. Minnesota Statutes 1998, section 13.50 , is

33 amended to read:

34 13.50 [APPRAISAL DATA.]

35 Subdivision 1. [CONFIDENTIAL eR-PRe~Ee~EB-NeNPBB~!e DATA.]

36 Estimated or appraised values of individual parcels of real
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1 property which are made by personnel of the state, its agencies

2 and departments, or a political subdivision or by independent

3 appraisers acting for the state, its agencies and departments,

4 or a political subdivision for the purpose of selling or

5 acquiring land through purchase or condemnation are classified

6 as confidential data oft-±ftd±~±d~eis-or-pro~ee~ed-ftoftp~bi±e-de~e.

7 Subd. 2. [PUBLIC DATA.] The data made confidential or

8 pro~ee~ed-ftoftp~bi±e by the provisions of subdivision 1 shall

9 become pUblic upon the occurrence of any 0': the following:

10 (a) The negotiating parties exchange appraisals;

11 (b) The data are submitted to a court appointed

12 condemnation commissioner;

13 (c) The data are presented in court in condemnation

14 proceedings; or

15 (d) The negotiating parties enter into an agreement for the

16 purchase and sale of the property.

17 Sec. 50. Minnesota Statutes 1998, section 13.51, is

18 amended to read:

19 13.51 [ASSESSOR'S DATA.]

20 Subdivision 1. [GENERALLY.] The following data collected,

21 created and maintained by political subdivisions are classified

22 as privateT-p~rs~eft~-~o-see~±oft-~37e?T-s~bd±~±s±oft-~?,-or

23 ftoftp~bi±e-depeftd±ft~-oft-~he-eoft~eft~-Of-~he-spee±f±e-de~e:

24 Data contained on sales sheets received from private

25 multiple listing service organizations where the contract with

26 the organizations requires the political subdivision to refrain

27 from making the data available to the pUblic.

28 Subd. 2. [INCOME PROPERTY ASSESSMENT DATA.] The following

29 data collected by political subdivisions from individuals or

30 business entities concerning income properties are classified as

31 private or-ftoftp~bi±e data p~rs~aft~-~o-see~±Oft-~37e?,

32 s~bd±~±s±ofts-9-eftd-~?:

33 (a) detailed income and expense figures for the current

34 year plus the previous three years;

35 (b) average vacancy factors for the previous three years;

36 (c) verified net rentable areas or net usable areas,
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1 whichever is appropriate;

2 (d) anticipated income and expenses for the current year;

3 (e) projected vacancy factor for the current year; and

4 (f) lease information.

S Subd. 3. [DATA ON INCOME OF INDIVIDUALS.] Income

6 information on individuals collected and maintained by political

7 subdivisions to determine eligibility of property for

8 classification 4c under section 273.13, subdivision 25,

9 paragraph (c), is private data on individuals as-defined-in

10 see~ien-~3~e~,-s~bdi¥isien-~~.

11 Sec. 51. Minnesota Statutes 1998, section 13.511, is

12 amended to read:

13 13.511 [LODGING TAX DATA.]

14 Data, other than basic taxpayer identification data,

15 collected from taxpayers under a lodging tax ordinance are

16 nenp~biie private.

17 Sec. 52. Minnesota Statutes 1998, section 13.52, is

18 amended to read:

19 13.52 [DEFERRED ASSESSMENT DATA.]

20 Any data, collected by political subdivisions pursuant to

21 section 435.193, which indicate the amount or location of cash

22 or other valuables kept in the homes of applicants for de£erred

23 assessment, are private data p~~s~an~-te-seetien-~3~e~,

24 s~bd~¥isien-~r on individuals.

25 13.521 [TRANSPORTATION SERVICE DATA.]

26 Personal, medical, financial, familial, or locational

27 information data pertaining to applicants for or users of

28 services providing transportation for the disabled or e~derly,

29 with the exception of the name of the applicant or user of the

30 service, are private data on individuals.

31 Sec. 53. Minnesota Statutes 1998, section 13.53, is

32 amended to read:

33 13.53 [FOSTER CARE DATA.]

34 The following data collected, created and maintained by a

35 community action agency in a study of the impact of foster care

36 policies on families are classified as confidential data,
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1 p~~s~an~-~e-see~±en-~3~ezl-s~bd±v±s±en-3 on individuals: names

2 of persons interviewed; foster care placement plans obtained

3 from other pUblic and private agencies; and all information

4 gathered during interviews with study participants.

5- Sec. 54. Minnesota sta'tutes 1998, section 13.531, is

6 amended to read:

7 13.531 [FARM ASSISTANCE DATA.]

8 The following data collected and maintained by counties

9 that provide assistance to individual farmers who are

10 experiencing economic or emotional distress are classified as

11 private data on individuals:· financial his~ry, including

12 listings of assets and debts, and personal and emotionaL status

13 information.

14 Sec. 55. Minnesota Statutes 1998, section 13.54,

15 subdivision 2, is amended to read:

16 Subd. 2. [CONFIDENTIAL DATA.] ~ The following data on

17 individuals maintained by the housing agency are classified as

18 confidential data,-p~~s~an~-~e-see~±en-%3~ez,-s~bd±v±s±en-3:

19 correspondence between the agency and the agency's attorney

20 containing data collected as part of an active investigation

21 undertaken for the purpose of the commencement or defense of

22 potential or actual litigation, including but not limited to:

23 referrals to the office of the inspector general or other

24 prosecuting agencies for possible prosecution for fraud;

25 initiation of lease terminations and unlawful detainer actions;

26 admission denial hearings concerning prospective tenants;

27 commencement of actions against independent contractors of the

28 agency; and tenant grievance hearings.

29 (b) The following data not on individuals maintained by the

30 housing agency are classified as confidential: correspondence

31 between the agency and the agency's attorney containing data

32 collected as part of an active investigation undertaken for the

33 purpose of the commencement or defense of potential or actual

34 litigation, including but not limited to, referrals to the

35 office of the inspector general or other prosecuting bodies or

36 agencies for possible prosecution for fraud and commencement of
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actions against independent contractors of the agency.

Sec. 56. Minnesota Statutes 1998, section 13.54,

1

2

3 subdivision 4, is amended to read:

4 Subd. 4. [NeNPBB~xe PRIVATE DATA.] ~ The following data

5 not on individuals maintained by the housing agency are

6 classified as nenp~biie-da~a,-p~~s~en~-~e-see~ien-~3~er,

7 ·s~hdivisien-9 private: all data pertaining to negotiations with

8 property owners regarding the purchase of property. With the

9 except~on of the housing agency's evaluation of properties not

10 purchased, all other negotiation data shall be public at the

11 time of the closing of the property sale.

12 (b) Income information on individuals collected and

13 maintained by a housing agency to determine eligibility of

14 property for classification 4c under section 273.13, subdivision

15 25, paragraph (c), is private data on individuals. The data may

16 be disclosed to the county and local assessors responsible for

17 determining eligibility of the property for classification 4c.

18 Sec. 57. Minnesota Statutes 1998, section 13.55,

19 subdivision 1, is amended to read:

20 subdivision 1. [Nep-paB~xe-enASSxFxeAPxeNPRIVATE DATA.]

21 The following data received, created, or maintained by or for

22 publicly owned and operated convention facilities, civic center

23 authorities, or the metropolitan sports facilities commission

24 are classified as nenp~bi±e private data p~~s~an~-~e-see~±en

25 ~3~e?T-s~bdivisien-9i-e~-p~iva~e-de~a-en-indiv±d~eis-p~~s~en~-~e

26 see~ien-~3~e?T-S~bd±v±s±efl-~?:

27 (a) a letter or other documentation from any person who

28 makes inquiry to or who is contacted by the facility regarding

29 the availability of the facility for staging events;

30 (b) identity of firms and corporations which contact the

31 facility;

32 (c) type of event which they wish to stage in the facility;

33 (d) suggested terms of rentals; and

34 (e) responses of authority staff to these inquiries.

15 Sec. 58. Minnesota Statutes 1998, section 13.55,

36 subdivision 2, is amended to read:
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1 Subd. 2. [PUBLIC DATA.] The data made nO~-~Hb%~e private

2 by the provisions of subdivision 1 sna%% become public upon the

3 occurrence of any of the following:

4 (a) five years elapse from the date on which the lease or

5 contract is entered into between the facility and the inquiring

6 party or parties or the event which was the sUbject of inquiry

7 occurs at the facility, whichever occurs earlier;

8 (b) the event which was the sUbject of inquiry does not

9 occur; or

10 (c) the event which was the sUbject of inquiry occurs

11 elsewhere.

12 Sec. 59. Minnesota Statutes 1998, section 13.551, is

13 amended to read:

14 13.551 [PORT AUTHORITY DATA.]

15 Subdivision 1. [SAINT PAUL PORT AUTHORITY.] The following

16 data not on individuals collected and maintained by the Saint

17 Paul port authority are classified as ~~o~ee~ed

18 fton~Hb%~e confidential, until 30 days before the date of a

19 hearing on a proposed sale pursuant to section 469.065:

20 financial studies and reports that are part of appraisers'

21 estimates of value of or concerning projects as defined in

22 chapter 474, prepared by personnel of the port authority or

23 independent accountants, consultants, and appraisers for the

24 purpose of marketing by sale or lease a project which the port

25 authority has acquired or repossessed as the result of the

26 default under and the termination of a revenue agreement as

27 defined in chapter 474.

28 Subd. 2. [RED WING PORT AUTHORITY.] Data maintai~ed by the

29 Red Wing port authority that pertain to negotiations with

30 property owners regarding the purchase of property are non~Hb%~e

31 confidential data not on individuals. With the exception of the

32 authority's evaluation of properties not purchased, all other

33 negotiation data become public at the time of the closing of the

34 property sale.

35 Sec. 60. Minnesota Statutes 1998, section 13.57, is

36 amended to read:
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1 13.57 (SOCIAL RECREATIONAL DATA.]

2 The following data collected and maintained by political

3 subdivisions for the purpose of enrolling individuals in

4 recreational and other social programs are classified as

5 private7-pti~stian~-~e-see~±en-i~~er7-stibd±v±s±en-%r data on

6 individuals: the name, address, telephone number, any other

7 data that identifies the individual, and any data which

8 describes the health or medical condition of the individual,

9 family relationships and living arrangements of an individual or

10 which are opinions as to the emotional makeup or behavior of an

11 individual.

12 Sec. 61. Minnesota Statutes 1998, section 13.59, is

13 amended to read:

14 13.59 (REDEVELOPMENT DATA.]

15 Subdivision 1. [PRIVATE DATA.] The following data

16 collected in surveys of individuals conducted by cities and

17 housing -and redevelopment authorities for the purposes of

18 planning, development, and redevelopment, are classified as

19 private data pti~stian~-~e-see~±en-i~~er7-Stibd±v±s±en-ir~

20 individuals: the names and addresses of individuals and the

21 legal descriptions of property owned by individuals.

22 Subd. 2. [NONPUBLIC DATA.] The following data collected in

23 surveys of businesses conducted by cities and housing and

24 redevelopment authorities, for the purposes of planning,

25 development, and redevelopment, are classified as nenptib~±e

26 private data ptirstian~-~e-see~±en-i~~er7-Stibd±v±s±en-9not on

27 individuals: the names, addresses, and legal descriptions of

28 business properties and the commercial use of the property to

29 the extent disclosure of the use would identify a particular

30 business.

31 Sec. 62. Minnesota Statutes 1998, section 13.61, is

32 amended to read:

33 13.61 (INSURANCE TRUST DATA; PRIVATE AND NONPUBLIC DATA.]

34 The following data collected or created by the league of

35 Minnesota cities insurance trust, association of Minnesota

36 counties insurance trust, or by the Minnesota school board
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1 association insurance trust in order to process claims for

2 workers' compensation are classified as e±~her private data ±fi

3 re~erd-~o-e~e±ms-whefi-~he-±fis~red-worker-±s-~±V±fi~T-or-nofi~~b~±e

4 de~e-±n-re~erd-~o-e~e±ms-w~en-~he-±ns~red-worker-±s-deeeesed on

5 individuals or on decedents: name, address, phone number, and

6 social security account number of the claimant if the claimant

7 is not a public employee; claim number, date of claimed injury,

8 employee's social security number, horne phone number, horne

9 address, date of birth, sex, and marital status; whether claimed

10 injury caused loss of time from work; whether the employee lost

11 time from work on the day of the claimed injury and the number

12 of hours lost; whether the employee has returned to work;

13 whether full or partial wages were paid for the first day of

14 lost time and the amount paid, time of day, and location where

15 injury occurred; whether the injury occurred on employer's

16 premises; the name, address, and phone number of the treating

17 physician or practitioner; identification of the hospital where

18 treated; nature of the claimed injury or occupational illness;

19 part of body affected; name or type of object involved in

20 causing the injury; nature of injury; type of accident;

21 description of actions taken to prevent recurrence; names of

22 coworker witnesses; and all data collected or created as a

23 result of the investigation of the claim including, but not

24 limited to, physicians' reports; other data on the medical

25 condition of the claimant; data collected from the claimant's

26 physicians; and data collected in interviews of the claimant's

27 employer, coworkers, family members, and neighbors.

28 Sec. 63. Minnesota Statutes 1998, section 13.62, is

29 amended to read:

30 13.62 [ECONOMIC ASSISTANCE DATA.]

31 The following data collected by cities in their

32 administration of the city economic development assistance

33 program are classified as fiOfi~~b%±e private data not on

34 individuals:

35 (1) application data, except company names, addresses, and

36 other data that identify the applicant, until the application is
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1 approved by the city;

2 (2) application data, except company names, addresses, and

3 other data that identify the applicant, that pertain to

4 companies whose applications have been disapproved;

5 (3) attachments to applications including but, not limited

6 to, business and personal financial records, until the

7 application is approved;

8 (4) income tax returns, either personal or corporate, that

9 are filed by applicants i- and

10 (5) correspondence between the program administrators and

11 the applicant until the application has been approved or

12 disapproved.

13 Sec. 64. Minnesota Statutes 1998, section 13.621, is

14 amended to read:

15 13.621 [TWO HARBORS DEVELOPMENT COMMISSION DATA.]

16 Subdivision 1. [NeNP8B~%e PRIVATE DATA.] The following

17 data ~ha~-a~e submitted to the Two Harbors development

18 commission by businesses that are requesting financial

19 assistance are fiefi~~oi±e private data not on individuals:

20 financial statements, business plans, income and expense

21 projections, customer lists, balance sheets, net worth

22 calculations, and market data, including feasibility studies not

23 paid for with public funds.

24 Subd. 2. [PUBLIC DATA.] Data submitted to the commission

25 under sUbdivision 1 become public data if the commission

26 provides financial assistance to the business except that the

27 following data remain fiefi~~oi±e private data not on individuals:

28 business plans, income and expense projections, customer lists,

29 and market data, including feasibility studies not paid for with

30 pUblic funds.

31 Sec. 65. Minnesota Statutes 1998, section 13.622, is

32 amended to read:

33 13.622 [MOORHEAD ECONOMIC DEVELOPMENT AUTHORITY DATA.]

34 Subdivision 1. [NeNP8B~%e PRIVATE DATA.] The following

35 data submitted to the city of Moorhead and to the Moorhead

36 economic development authority by businesses that are requesting
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1 financial assistance are nenptib~±e private data not on

2 individuals: financial statements, business plans, income and

3 expense projections, customer lists, balance sheets, and market

4 and feasibility studies not paid for with pUblic funds.

5 Subd. 2. [PUBLIC DATA."] Data submitted to the city and the

6 city's economic development authority under subdivision 1 become

7 public data if the city provides financial assistance to the

8 business except that the following data remain nenptib~±e private

9 data not on individuals: business plans, income-and expense

10 projections, customer lists, and market and feasibility studies

11 not paid for with public funds.

12 Sec. 66. Minnesota Statutes 1998, section 13.64, is

13 amended to read:

14 13.64 [DEPARTMENT OF ADMINISTRATION DATA.]

15 Notes and preliminary drafts of reports created, collected,

16 or maintained by the management analysis division, department of

17 administration, and prepared during management stUdies, audits,

18 reviews, consultations, or investigations are classified as

19 confidential er-pret:eet:ed-nenptib~±edatauntil the final report

20 has been published or preparation of the report is no longer

21 being actively pursued. Data that support the conclusions of

22 the report and that the commissioner of administration

23 reasonably believes will result in litigation are confidential

24 er-pret:eet:ed-nenptib~±euntil the litigation has been completed

25 or until the litigation is no longer being actively pursued.

26 Data on individuals that could reasonably be used to determine

27 the identity of an individual supplying data for a report are

28 private if (a) the data supplied by the individual were needed

29 for a report and (b) the data would not have been provided to

30 the management analysis division without an assurance to the

31 individual that the individual's identity would remain private.

32 Sec. 67. Minnesota Statutes 1998, section 13.643,

33 sUbdivision 1, is amended to read:

34 Subdivision 1. [LOAN AND GRANT APPLICANT DATA.] The

35 following data on applicants, collected by the department of

36 agriculture in its sustainable agriculture revolving loan and
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1 grant programs under sections 17.115 and 17.116, are private e~

2 fiefi~~hi±e: nonfarm income; credit history;· insurance coverage;

3 machinery and equipment list; financial information; and credit

4 information requests.

5 Sec. 68. Minnesota Statutes 1998, section 13.645, is

6 amended to read:

7 13.645 [AQUACULTURE PERMIT DATA.]

8 The following data collected and maintained by an agency

9 issuing aquaculture permits under sections 17.47 to 17.498 are

10 classified as private e~-flefl~~hi±e: the names and addresses of

11 customers provided in the permit application.

12 Sec. 69. Minnesota Statutes 1998, section 13.646,

13 subdivision 2, is amended to read:

14 Subd. 2. [CLASSIFICATIONS.] Legislative and budget

15 proposals, including preliminary drafts, that are created,

16 collected, or maintained by the state administration are

17 ~~e~ee~ed-fiefi~~hi±econfidential data not on individuals. After

18 the bUdget is presented to the legislature by the state

19 administration, supporting data, including agency requests, are

20 pUblic data. supporting data do not include preliminary

21 drafts. The state administration may disclose any of the data

22 within the state administration and to the public at any time if

23 disclosure would aid the administration in considering and

24 preparing its proposals.

25 Sec. 70. Minnesota Statutes 1998, section 13.65,

26 subdivision 2, is amended to read:

27 Subd. 2. [CONFIDENTIAL DATA.] The following data created,

28 collected and maintained by the office of the attorney general

29 are classified as confidential,-~~~3~efl~-~e-3ee~±efl-~3~er,

30 3~hd±v±3±efl-3 data on individuals: data acquired through

31 communications made in official confidence to members of the

32 attorney general's staff where the pUblic interest would suffer

33 by disclosure of the data.

34 Sec. 71. Minnesota Statutes 1998, section 13.65,

35 subdivision 3, is amended to read:

36 Subd. 3. [PUBLIC DATA.] Data describing the final
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1 disposition of disciplinary proceedings held by any state

2 agency, board or commission are e~ess±~±ed-es pUblic,-pMrsMen~

3 ~o-see~±on-%3~er,-sMbd±v±s±en-%5.

4 Sec. 72. Minnesota statutes 1998, section 13.66, is

5 amended to read:

6 13.66 [CORRECTIONS OMBUDSMAN DATA.]

7 subdivision 1. [PRIVATE DATA.] The following data

8 maintained by the ombudsman for corrections are classified as

9 private,-pHrsHen~-~o-see~±en-%3~er,-sHbd±v±s±on-%r data on

10 individuals:

11 (a) All data-on individuals pertaining to contacts made by

12 clients seeking the assistance of the ombudsman, except as

13 specified in subdivisions 2 and 3;

14 (b) Data recorded from personal and phone conversations and

15 in correspondence between the ombudsman's staff and persons

16 individuals interviewed during the course of an investigation;

17 (c) Client index cards;

18 (d) Case assignment data; and

19 (e) Monthly closeout data.

20 Subd. 2. [CONFIDENTIAL DATA.] The following data

21 maintained by the ombudsman are classified as confidential,

22 pHrsHen~-~o-see~±on-%3~er,-sMbd±v±s±on-3 data on individuals:

23 the written summary of the investigation to the extent it

24 identifies individuals.

25 Subd. 3. [PUBLIC DATA.] The following data maintained by

26 the ombudsman are e~ess±~±ed-es public,-pHrsHen~-~o-see~±on

27 %3~er,-SHbd±v±s±on-%5: client name, client locationtL and the

28 inmate identification number assigned by the department of

29 corrections.

30 Sec. 73. Minnesota Statutes 1998, section 13.67, is

31 amended to read:

32 13.67 [EMPLOYEE RELATIONS DATA.]

33 The following data collected, created, or maintained by the

34 department of employee relations are classified as nonpHb~±e

35 private data pHrsHen~-~e-see~±on-%3~er,-SHbd±v±s±on-9not on

36 individuals:
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1 (a) The commissioner's plan prepared by the department,

2 pursuant to section 3.855, which governs the compensation and

3 terms and conditions of employment for employees not covered by

4 collective bargaining agreements until the plan is submitted to

5 the legislative commission on employee relations;

6 (b) Data pertaining to grievance or interest arbitration

7 that has not been presented to the arbitrator or other party

8 during the arbitration process;

9 (c) Notes and preliminary drafts of reports prepared-during

10 personnel investigat~ons and personnel management reviews of

11 state departments and agencies;

12 (d) The managerial plan prepared by the department pursuant

13 to section 43A.18 that governs the compensation and terms and

14 conditions of employment for employees in managerial positions,

15 as specified in section 43A.18, subdivision 3, until the plan is

16 submitted to the legislative commission on employee relations;

17 and

18 (e) Claims experience and all related information received

19 from carriers and claims administrators participating in either

20 the state group insurance plan, the Minnesota employee insurance

21 program, the state workers' compensation program, or the pUblic

22 employees insurance program as defined in chapter 43A, and

23 survey information collected from employees and employers

24 participating in these plans and programs, except when the

25 department determines that release of the data will not be

26 detrimental to the plan or program.

27 Sec. 74. Minnesota Statutes 1998, section 13.671, is

28 amended to read:

29 13.671 [IRON RANGE RESOURCES AND REHABILITATION BOARD

30 DATA.]

31 SUbdivision 1. [NeNPBB~fe PRIVATE DATA.] The following

32 data that are submitted to the commissioner of the iron range

33 resources and rehabilitation board by businesses that are

34 requesting financial assistance are nenp~h%±e private data not

35 on individuals: the identity of the business and financial

36 information about the business including, but not limited to,
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1 credit reports, financial statements, net worth calculations,

2 business plans, income and expense projections, customer lists,

3 and market and feasibility studies not paid for with pUblic

4 funds.

5 Subd. 2. [PUBLIC DATA.] Data submitted to the commissioner

6 under sUbdivision 1 become pUblic data upon submission of the

7 request for financial assistance to the iron range resources and

8 rehabilitation board except that the following data remain

9 fiefip~e!±e private data not on individuals: business plans,

10 income and expense projections, customer lists, and market and

11 feasibility studies not paid for with pUblic funds.

12 Sec. 75. Minnesota Statutes 1998, section 13.68, is

13 amended to read:

14 13.68 [ENERGY AND FINANCIAL DATA AND STATISTICS.]

15 Subdivision 1. [N8NP8BD%€ PRIVATE DATA.] Energy and

16 financial data, statistics, and information furnished to the

17 commissioner of public service development by a coal supplier or

18 petroleum supplier, or information on individual business

19 customers of a pUblic utility pursuant to section 216C.16 or

20 216C.17, either directly or through a federal department or

21 agency are classified as fiefip~e!±e private data as-de£±fied-ey

22 see~±efi-%~.er7-s~ed±v±s±efi-9 not on individuals.

23 Subd. 2. [ENERGY AUDIT DATA.] Data contained in copies of

24 bids, contracts, letters of agreement between utility companies

25 and third party auditors and firms, and in utility statements or

26 documents showing costs for employee performance of energy

27 audits which are received by the commissioner of pUblic service

28 in order to arbitrate disputes arising from complaints

29 concerning the award of contracts to perform energy conservation

30 audits are classified as p~e~ee~ed-fiefip~e!±econfidential data

31 not on individuals as-def±fied-ey-see~±efi-%3.er7-s~ed±v±S±efi-%3.

32 Sec. 76. Minnesota Statutes 1998, section 13.69,

33 sUbdivision 1, is amended to read:

34 Subdivision 1. [CLASSIFICATIONS.] (a) The following

35 government data of the department of pUblic safety are private

36 data on individuals:
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1 (1) medical data on driving instructors, licensed drivers,

2 and applicants for parking certificates and special license

3 plates issued to physically handicapped persons;

4 (2) other data on holders of a disability certificate under

5 section 169.345, except that data that are not medical data may

6 be released to law enforcement agencies;

7 (3) social security numbers in driver's license and motor

8 vehicle registration records, except that social security

9 numbers must be provided to the department of revenue for

10 purposes of tax administration and the department of labor and

11 industry for purposes of workers' compensation administration

12 and enforcement; and

13 (4) data on persons listed as designated caregivers under

14 section 171.07, subdivision 11, except that the data must be

15 released to:

16 (i) law enforcement agencies for the purpose of verifying

17 that an individual is a designated caregiver; or

18 (ii) law enforcement agencies who state that the license

19 holder is unable to communicate at that time and that the

20 information is necessary for notifying the designated caregiver
I

21 of the need to care for a child of the license holder.

22 (b) The following government data of the department of

23 pUblic safety are confidential data on individuals: data

24 concerning an individual's driving ability when ~he~ the data ~s

25 are received from a member of the individual's family.

26 Sec. 77. Minnesota Statutes 1998, section 13.71, is

27 amended to read:

28 13.71 [DEPARTMENT OF COMMERCE DATA.)

29 Subdivision 1. (SURPLUS LINE INSURANCE DATA.] All data

30 appearing on copies of surplus line insurance policies collected

31 by the department of commerce pursuant to sections 60A.195 to

32 60A.209 are classified as private data on individuals.

33 Subd. 2. [GROUP WORKERS' COMPENSATION SELF-INSURANCE

34 DATA.) Financial data relating to nonpublic companies that are

35 submitted to the commissioner of commerce for the purpose of

36 obtaining approval to self-insure workers' compensation
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liability as a group are classified as fteftpHbi±e private data

not on individuals.

Subd. 3. [WORKERS' COMPENSATION SELF-INSURANCE DATA.]

Financial documents, including income statements, balance

sheets, statements of changes in financial positions, a~d

supporting financial information, submitted by nonpublic

companies seeking to self-insure their workers' compensation

liability or to be licensed as self-insurance plan

administrators are classified as fteftpHbi±e private data not on

individuals.

Subd. 4. [POLLUTION LIABILITY INSURANCE SURVEY DATA.] Data

that could identify a company that responded to a pollution

liability insurance survey taken by the department of commerce

are classified as fteftpHbi±e private data not on individuals.

Subd. 5. [DATA ON INSURANCE COMPANIES AND TOWNSHIP MUTUAL

COMPANIES.] The following data collected and maintained by the

department of commerce are classified as neftpHbi±e private data

not on individuals:

(a) that portion of any of the following data which would

identify the affected insurance company or township mutual

company: (1) any order issued pursuant to section 60A.031,

subdivision 5, or 67A.241, subdivision 4, and based in whole or

in part upon a determination or allegation by the commerce

department or commissioner that an insurance company or township

mutual company is in an unsound, impaired, or potentially

unsound or impaired condition; or (2) any stipulation, consent

agreement, letter agreement, or similar document evidencing the

settlement of any proceeding commenced pursuant to an order of a

type described in clause (1), or an agreement between the

department and an insurance company or township mutual company

entered in lieu of the issuance of an order of the type

described in clause (1);

(b) any correspondence or attachments relating to the data

listed in this subdivision.

Subd. 6. [COMPREHENSIVE HEALTH INSURANCE DATA.] The

following data on eligible pe~sefts individuals and enrollees of
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the state comprehensive health insurance plan are classified as

private: all data collected or maintained by the Minnesota

comprehensive health association, the writing carrier, and the

department of commerce.

The Minnesota comprehensive health association is

considered a state agency for purposes of this chapter.

The Minnesota comprehensive health association may disclose

data on eligible persefis ir.dividuals and enrollees of the state

comprehensive health insurance plan to conduct actuarial and

research studies, notwithstanding the classification of this

data, if:

(1) the board authorizes the disclosure;

(2) no individual may be identified in the actuarial or

research report;

(3) materials allowing an individual to be identified are

returned or destroyed as soon as they are no longer needed; and

(4) the actuarial or research organization agrees not to

disclose the information unless the disclosure would be

permitted under this chapter if made by the association.

Subd. 7. (CLASSIFICATION OF PPO AGREEMENT DATA.] Data

described in section 62E.13, subdivision 11, are fteftp~~~±e

private data not on individuals.

Subd. 8. [RELEASE OF COMPLAINT TO RESPONDENT.] The

commissioner may provide a copy of a complaint to the sUbject of

the complaint when the commissioner determines that the access

is necessary in order to effectively conduct the investigation.

Sec. 78. Minnesota Statutes 1998, section 13.72, is

amended to read:

13.72 [TRANSPORTATION DEPARTMENT DATA.]

SUbdivision 1. [ESTIMATES FOR CONSTRUCTION PROJECTS.) An

estimate of the cost of a construction project of the Minnesota

department of transportation prepared by department employees is

ftefip~~~±e private data not on individuals and is not available

to the pUblic from the time of final design until the project is

awarded.
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36 Subd. 2. [RIDESHARE DATA.) The following data on
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1 participants, collected by the department of transportation for

2 the purpose of administering the rideshare program, are

3 classified as private ptirstie"~-~e-see~ie"-i3~erT-Stihdivisie"

4 ir data on individuals: residential address and phone number;

5 beginning and ending work hours; current mode of commuting to

6 and from work; and type of rideshare service information

7 requested.

8 Subd. 4. [MOTOR CARRIER ACCIDENT DATA.] All data submitted

9 to the department of transportation in the form of motor vehicle

10 carrier accident reports, except the portions of the report

11 forms in which the carrier and the driver provide their version

12 of the accident, are classified as "e"ptihiie-de~e-wi~ft-re~erd-~e

13 de~e-"e~-e"-iftdividtieisT-e"d-prive~e-de~e-wi~ft-re~erd-~e-de~e-e"

14 i"dividtiais private data.

15 Subd.5. [MOTOR CARRIER ACCIDENT VERSION DATA.] Those

16 portions of the motor vehicle carrier accident report forms,

17 that motor vehicle carriers are required to submit to the

18 department of transportation, that contain the carrier's and

19 driver's version of the. accident are classified as pre~ee~ed

20 "e"~tihiie-da~a-wi~ft-re~erd-~e-de~a-"e~-e"-i"dividtiaisT-a"d

21 confidential data wi~ft-re~erd~~e-da~e-e"-±fld±v±dtiais.

22 Subd. 6. [COMPLAINT DATA.] Names of complainants,

23 complaint letters, and other unsolicited data furnished to the

24 department of transportation by a person other than the data

25 subject or department employee, which provide information that a

26 person who is SUbject to chapter 221 or rules adopted under that

27 chapter may not be in compliance with those requirements, are

28 classified as confidential data er-pre~ee~ed-fle"~tihi±e~da~a.

29 Subd .. 7. [PUBLIC INVESTIGATIVE DATA.] The following data

30 created, collected, or maintained about persons SUbject to

31 chapter 221 and rules adopted under that chapter are public:

32 data contained in inspection and compliance forms and data

33 contained in audit reports that are not prepared under contract

34 to the federal highway administration.

35 Subd. 8. [MOTOR CARRIER OPERATING DATA.] The following

36 data SUbmitted by Minnesota intrastate motor carriers to the
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1 department of transportation are MeMp~bi±e private data: all

2 payroll reports including wages, hours or miles worked, hours

3 earned, employee benefit data, and terminal and route-specific

4 operating data including percentage of revenues paid to agent

5 operated terminals, line-haul load factors, pickup and delive~y

6 (PUD) activity, and peddle driver activity.

7 Sec. 79. Minnesota Statutes 1998, section 13.74, is

8 amended to read:

9 13.74 [ENVIRONMENTAL QUALITY DATA.]

10 The following data collected and maintained by the

11 environmental quality board are cla?sified as private data

12 p~~gHaM~-~e-gee~±en-%~~er,-g~be±v±g±en-%r: the names and

13 addresses of individuals who submitted information and letters

14 concerning personal health problems associated with transmission

15 lines.

16 Sec. 80. Minnesota Statutes 1998, section 13.75, is

17 amended to read:

18 13.75 [BUREAU OF MEDIATION SERVICES DATA.]

19 Subdivision 1. [REPRESENTATION DATA.] Authorization

20 signatures or cards furnished in support of a petition filed or

21 election conducted under sections 179.16, 179.18 to 179.25, .and

22 179A.12, and all ballots, prior to the time of tabulation, are

23 classified as p~e~ee~ed-neMp~bi±econfidential data w±~h-~e~a~d

24 ~e-ea~a-Me~-eM-±Md±v±d~aig-p~~g~aM~-~e-gee~±eM-%~~er,

25 g~be±v±g±en-i~T-aMe-ag-eeMf±eeM~±ai-ea~a-en-±nd±v±dHaig-w±~h

26 ~e~a~d-~e-ea~a-en-±nd±v±d~aig-p~~g~an~-~e-gee~±en-%~~er,

27 g~be±v±g±en-~.

28 Subd. 2. [MEDIATION DATA.] All data received or maintained

29 by the commissioner or staff of the bureau of mediation services

30 during the course of providing mediation services to the parties

31 to a labor dispute under the provisions of chapter 179 are

32 classified as p~e~ee~ed-nenp~bi±econfidential data w±~h-~e~a~d

33 ~e-ea~a-Me~-en-±ne±v±d~aigT-p~~g~an~-~e-geet±en-%~~erT

34 g~be±v±g±en-%~,-and-ag-eenf±een~±ai-ea~a-en-±nd±v±d~aig-p~~g~an~

35 ~e-gee~±en-i~7erT-g~be±v±g±en-~, except to the extent the

36 commissioner of the bureau of mediation services determines such
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1 data are necessary to fulfill the requirements of section

2 179A.16, or to identify the general nature of or parties to a

3 labor dispute.

4 Sec. 81. Minnesota Statutes 1998, section 13.76,

5 sUbdivision 1, is amended to read:

6 13.76 [DEPARTMENT OF TRADE AND ECONOMIC DEVELOPMENT DATA.]

7 Subdivision 1. [DEVELOPMENT LOAN DATA.] All financial

8 information on individuals and business entities including, but

9 not limited to, credit reports, financial st~tements, and net

10 worth calculations, that are contained in an application

11 received by the department of trade and economic development in

12 its administration of the certified state development loan

13 program are classified as private data w±~h-~e~a~d-~e-da~a-eft

14 ±ftd±v±d~a±s,-aftd-as-fteftp~5±±e-da~a-w±~h-~e~a~d-~e-da~a-fte~-eft

15 ±ftd±v±d~a±s until the application is approved.

16 Sec. 82. Minnesota Statutes 1998, section 13.76,

°17 sUbdivision 2, is amended to read:

18 Subd. 2. [FINANCIAL INCENTIVE DATA.) Data collected by the

19 department of trade and economic development relating to

20 financial incentives offered by private businesses and

21 organizations, other than state government, to companies for

22 locating their proposed business operations in Minnesota are

23 classified as fteftp~b±±e private data not on individuals.

24 Sec. 83. Minnesota Statutes 1998, section 13.761, is

25 amended to read:

26 13.761 [INDIAN AFFAIRS COUNCIL DATA.)

27 All financial information on individuals and business

28 entities including, but no~ limited to, credit reports,

29 financial statements, and net worth calcUlations, that are

30 contained in applications received by the Indian affairs council

31 in its administration of the Indian business development loan

32 program are classified as private data w±~h-~e~a~d-~e-da~a-eft

33 ±ftd±v±d~a±3-aftd-a3-fteftp~b±±e-da~a-w±~h-~e~ard-~e-da~a-fte~-eft

34 ±ftd±v±d~a±3.

35 Sec. 84. Minnesota Statutes 1998, section 13.77,

36 subdivision 1, is amended to read:
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1

2

13.77 [AGRICULTURAL RESOURCE LOAN BOARD DATA.]

Subdivision 1. [N8NPBBb~e PRIVATE DATA.] Financial

3 information concerning individuals or business persons received

4 or prepared by the agriculture resource loan guaranty board in

5 connection with applications for loan guarantees pursuant to

6 Laws 1984, chapter 502, article 10, sections 1 to 12, inclUding,

7 but not limited to, credit reports, financial statements, and,
8 net worth calculations, is classified as fleflptib~±e private data.

9 Sec. 85. Minnesota Statutes 1998, section 13.78, is

10 amended to read:

11 13.78 [MINNESOTA EXPORT AUTHORITY DAT~.]

12 Financial information concerning individuals or business

13 persons received or prepared by the export authority in

14 connection with applications for financial assistance pursuant

15 to section 116J.9673, including, but not limited to, credit

16 reports, financial statements, net worth calculations, income

17 and expense projections, and proposed terms of trade and foreign

18 risk coverage, is classified as fleflptibi±e-da~a-±f-±~-±~-da~a-fle~

21 Sec. 86. Minnesota Statutes 1998, section 13.79, is

22 amended to read:

23 13.79 [DEPARTMENT OF LABOR AND INDUSTRY DATA.]

24 Data that identify complaining employees and that appear on

25 complaint forms received by the department of labor and industry

26 concerning alleged violations of the Fair Labor Standards Act,

27 section 181.75 or 181.9641 are classified as private data on

28 individuals.

29 Sec. 87. Minnesota Statutes 1998, section 13.793, is

30 amended to read:

31 13.793 [NATURAL RESOURCES MINERAL DATA.]

32 Subdivision 1. [N8NPBBb~e PRIVATE DATA.] Except as

33 provided in SUbdivision 2, the following data received and

34 maintained by the commissioner of natural resources

35 are fleftptihi±e private data not on individuals:

36 (1) a letter or other documentation from a person that is
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1 supplied to the commissioner before a public lease sale of

2 metallic or other minerals for the purpose of making suggestions

3 or recommendations about which state lands may be offered for

4 public lease sale;

5 (2) a written report or other documentation of priv~te

6 analyses of a state-owned or controlled drill core that is

7 public data and is under the custody of the commissioner; or

8 (3) exploration data received by the commissioner under the

9 terms of a state mineral lease.

10 Subd. 2. [DATA BECOME PUBLIC.) (a) Data under subdivision

11 1, clause (1), become public data three years after the date the

12 lease sale was held or, if not held, within three years after

13 the date the lease sale was scheduled to be held. Except as

14 provided in paragraph (b), data under subdivision I, clause (2),

15 become public data one year after receipt by the commissioner.

16 Except as provided in paragraph (c) or as otherwise provided for

17 by law, data under subdivision 1, clause (3), become public data

18 upon termination of the state mineral lease under which the data

19 were gathered.

20 (b) If data under sUbdivision 1, clause (2), relate to

21 private land that is under mineral lease to the person

22 submitting the data, and the mineral lease is in force at the

23 time the data are sUbmitted, the data become pUblic data only

24 after the mineral lease is no longer in force. The person

25 submitting the data that relate to private land that is under

26 mineral lease shall provide to the commissioner at the time the

27 data are submitted and annually thereafter, in a format

28 designated by the commissioner, satisfactory evidence that the

29 mineral lease is in effect. If, in a given year, satisfactory

30 evidence that the mineral lease is still in effect is not

31 provided to the commissioner before the anniversary date of

32 receipt of the data by the commissioner, the data immediately

33 become public data.

34 (c) If data under subdivision 1, clause (3), are nenp~h±±e

35 private data not on individuals under the provisions of section

36 103I.605, subdivision 4, clause (c), the data become public data
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1 pursuant to the provisions of section 103I.605, subdivision 4,

2 clauses (c) and (d).

3 Sec. 88. Minnesota Statutes 1998, section 13.80, is

4 amended to read:

5 13.80 [DOMESTIC ABUSE DATA.]

6 All government data on individuals wh~eh-~5 collected,

7 created, received or maintained by police departments, sheriffs'

8 offices or clerks of court pursuant to the Domestic Abuse Act,

9 section 518B.Ol, are classified as confidential-dataT-p~~5~efl~

10 ~e-5ee~~efl-~~.e?T-5~bd~v~5~efl-~7until a temporary court order

11 made pursuant to subdivision 5 or 7 of section 518B.Ol is

12 executed or served upon the data sUbject~ho is the respondent

13 to the action.

14 Sec. 89. Minnesota Statutes 1998, section 13.82,

15 subdivision 5, is amended to read:

16 Subd. 5. [CRIMINAL INVESTIGATIVE DATA.] Except for the

17 data defined in subdivisions 2, 3, and 4, investigative data

18 collected or created by a law enforcement ~gency in order to

prepare a case against a ·person, whether known or unknown, for

20 the commission of a crime or other offense for which the agency

21 has primary investigative responsibility is confidential e~

22 p~e~ee~ed-fleflp~bi~e while t~e investigation is active. Inactive

23 investigative data is pUblic unless the release of the data

24 would jeopardize another ongoing investigation or would reveal

25 the identity of individuals protected under sUbdivision 10.

26 Photographs wh±eh that are part of inactive investigative files

27 and wh~eh that are clearly offensive to common sensibilities are

28 classified as private e~-fleflpttbi±e data, p~ev±ded except that

29 the existence of the photographs shall be disclosed to any

30 person requesting access to the inactive investigative file. An

31 investigation becomes inactive upon the occurrence of any of the

32 following events:

33 (a) a decision by the agency or appropriate prosecutorial

34 authority not to pursue the case;

) (b) expiration of the time to bring a charge or file a

36 complaint under the applicable statute of limitations, or 30
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1 years after the commission' of the offense, whichever comes

2 earliest; or

3 (c) exhaustion of or expiration of all rights of appeal by

4 a person convicted on the basis of the investigative data.

5 Any investigative data presented as evidence in court shall

6 be pUblic. Data determined to be inactive under clause (a) may

7 become active if the agency or appropriate prosecutorial

8 authority decides to renew the investigation.

9 During the time when an investigation is active, any person

10 may bring an action in the district court located in the county

11 where the data is being maintained to authorize disclosure of

12 investigative data. The court may order that all or part of the

13 data rel~ting to a particular investigation be released to the

14 pUblic or to the person bringing the action. In making the

15 determination as to whether investigative data shall be

16 disclosed, the court shall consider whether the benefit to t~e

17 person bringing the action or to the pUblic outweighs any harm

18' to the pUblic, to the agency or to any person identified in the

19 data. The data in dispute shall be examined by the court in

20 camera.

21 Sec. 90. Minnesota Statutes 1998, section 13.82,

22 subdivision 5b, is amended to read:

23 Subd. 5b. [INACTIVE CHILD ABUSE DATA.] Investigative data

24 that become inactive under subdivision 5, clause (a) or (b), and

25 that relate to the alleged abuse or neglect of a child by a

26 person responsible for the child's care, as defined in section

27 626.556, subdivision 2, are private data on individuals.

28 Sec. 91. Minnesota statutes 1998, section 13.82,.

29 subdivision 5d, is. amended to read:

30 Subd. 5d. [INACTIVE VULNERABLE ADULT MALTREATMENT DATA.)

31 Investigative data that beeemes become inactive under

32 subdivision 5, paragraph (a) or (b), and that relate to the

33 alleged maltreatment of a vulnerable adult by a caregiver or

34 facility are private data on individuals.

35 Sec. 92. Minnesota Statutes 1998, section 13.82,

36 subdivision 5e, is amended to read:
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1 Subd. 5e. [NAME CHANGE DATA.] Data eft in court records

2 relating to name changes under section 259.10, subdivision 2,

3 which is held by a law enforcement agency is confidential data

4 on an individual while an investigation is active and is private

5 data on an individual when the investigation becomes inactive.

6 Sec. 93. Minnesota Statutes 1998, section 13.82,

7 subdivision 8, is amended to read:

8 Subd. 8. [PUBLIC BENEFIT DATA.] Afty ~ law enforcement

9 agency may make afty ftata classified as confidential er-~re~ee~ed

10 fteft~~ei±e-~~rs~aft~-~e-s~ed±v±s±eft-5accessible to any person,

11 agency, or the pUblic if the agency determines that the access

12 will aid the law enforcement process, promote public safety, or

13 dispel widespread rumor or unrest.

14 Sec. 94. Minnesota Statutes 1998, section 13.82,

15 subdivision 12, is amended to read:

16 Subd. 12. [DATA IN ARREST WARRANT INDICES.] Data in arrest

17 warrant indices are classified as confidential data on

18 individuals until the defendant has been taken into custody,

19 served with a warrant, or appears before the court, except when

20 the law enforcement agency determines that the pUblic purpose is

21 served by making the information public.

22 Sec. 95. Minnesota Statutes 1998, section 13.82,

23 subdivision 13, is amended to read:

24 Subd. 13. (PROPERTY DATA.] Data that uniquely describe

25 stolen, lost, confiscated, or recovered property are classified

26 as e±~her private data eft-±ftd±v±d~aig-er-fteft~~ei±e-da~a

27 de~eftd±ft~-eft-~he-eeft~eft~-ef-~he-fte~-~~ei±e-da~a.

28 Sec. 96. Minnesota Statutes 1998, section 13.82,

29 SUbdivision 14, is amended to read:

30 Subd. 14. [REWARD PROGRAM DATA.] To the extent that the

31 release of program data would reveal the identity of an

32 informant or adversely affect the integrity of the fund,

33 financial records of a program that pays rewards to informants

34 are ~re~ee~ed-fteft~~ei±e-da~a-±ft-~he-ease-ef-da~a-fte~-eft

35 ±ftd±v±d~aig-er confidential data ±ft-~he-ease-ef-da~a-eft

36 ±ftd±v±d~aig.
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1 Sec. 97. Minnesota Statutes 1998, section 13.82,

2 subdivision 15, is amended to read:

3 Subd. 15. [EXCHANGES OF INFORMATION.) No~hfft~-fft This

4 chapter p~ohfbf~s does not prohibit the exchange of information

5 other than private or confidential personnel data by law

6 enforcement agencies p~ovfded if the exchanged information is

7 pertinent and necessary to the requesting agency in initiating,

8 furthering, or completing an investigationT-e~eep~-fto~-pHbi±e

9 pe~softftei-de~e.

10 Sec. 98. Minnesota statutes 1998, section 13.82,

11 subdivision 16, is amended to read:

12 Subd. 16. [DELIBERATIVE PROCESSES.) Data that reflect

13 deliberative processes or investigative techniques of law

14 enforcement agencies are confidential data oft-fftd±v±dHeis-o~

15 p~o~ee~ed-ftOftpHbife-de~e;p~ov±ded except that information,

16 reports, or memoranda that have been adopted as the final

17 opinion or justification for a decision of a law enforcement

18 agency are public data.

19 Sec. 99. Minnesota Statutes 1998, section 13.83,

20 sUbdivision 4, is amended to read:

21 Subd. 4. [INVESTIGATIVE DATA.) Data created or collected

22 by a county coroner or medical examiner which is part of an

23 active investigation mandated by chapter 390, or any other

24 general or local law relating to coroners or medical examiners

25 is confidential data or-pro~ee~ed-ftOftpHbi±e-de~eTuntil the

26 completion of the coroner's or medical examiner's final summary

27 of findingsL but may be disclosed to a state or federal agency

28 charged by law with investigating the death of the deceased

29 individual about whom the medical examiner or coroner has

30 medical examiner data. Upon completion of the coroner's or

31 medical examiner's final summary of findings, the data collected

32 in the investigation and the final summary of it are private o~

33 ftoftpHbife data. However, if the final summary and the death

34 certificate indicate the manner of death is homicide,

35 undetermined, or pending investigation and there is an active

36 law enforcement investigation, within the meaning of section
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1 13.82, sUbdivision 5, relating to the death of the deceased

2 individual, the data remain confidential o~-p~o~ee~ed

'3 ~e~p~ei±e. Upon review by the county attorney of the

4 jurisdiction in which the law enforcement investigation is

5 active, the data may be released to persons described in

6 subdivision 8 if the county attorney determines release would

7 not impede the ongoing investigation. When the law enforcement

8 investigation becomes inactive, the data are private o~

9 fiefip~ei±e-da~e. No~h±fi~-±fi This subdivision sheii-be-eofis~~~ed

10 ~e does not make fio~-p~ei±e private or confidential the data

11 elements identified in subdivision 2 at any point in the

12 investigation or thereafter.

13 Sec. 100. Minnesota Statutes 1998, section 13.83,

14 subdivision 7, is amended to read:

15 Subd. 7. [COURT REVIEW.] Any person may petition the

16 district court located in the county where medical examiner data

17 is being maintained to authorize disclosure of fiofipHei±e,

18 p~e~ee~ed-fiofip~ei±e,private or confidential medical examiner

19 data. The petitioner shall notify the medical examiner or

20 coroner. The court may notify other interested persons and

21 require their presence at a hearing. A hearing may be held

22 immediately if the parties agree, and in any event shall be held

23 as soon as practicable. After examining the data in camera, the

24 court may order disclosure of the data if it determines that

25 disclosure would be in the public interest.

26 Sec. 101. Minnesota Statutes 1998, section 13.83,

27 subdivision 8, is amended to read:

28 Subd. 8. [ACCESS TO NeNPBB~fe PRIVATE DATA.] The data made

29 ftOfipHei±e private by this section are accessible to the

30 physician who attended the decedent at the time of death, the

31 legal representative of the decedent's estate and to the

32 decedent's surviving spouse, parents, children, and siblings and

33 their legal representatives.

34 Sec. 102. Minnesota Statutes 1998, section 13.83,

35 subdivision 9, is amended to read:

36 Subd. 9. [CHANGE IN CLASSIFICATION.] Data classified as
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1 nenpHb±±e,-p~e~ee~ed-nenpHb±±e, private or confidential by ~his

2 section sha±±-be-eiass±£±ed-as becomes public 30 years after the

3 date of death of the decedent.

4 Sec. 103. Minnesota Statutes 1998, section 13.84,

5 subdivision 2, is amended to read:

6 Subd. 2. [GENERAL.] Unless the data is summary data or a

7 statute, including sections 609.115 and 257.70, specifically

8 provides a different classification, the following court

9 services data are classified as private pH~Stian~-~e-see~±en

10 ~3~e~,-stibd±v±s±en-~~data on individuals:

11 (a) Court services data on individuals gathered at the

12 request of a municipal, district or county court to determine

13 the need for any treatment, rehabilitation, counseling, or any

14 other need of a defendant, parolee, probationer, or participant

15 in a diversion program, and used by the court to assist in

16 assigning an appropriate sentence or other disposition in a

17 case;

18 (b) Court services data on petitioners or respondents to a

19 family court gathered at the request of the court for purposes

20 of, but not limited to, individual, family, marriage, chemical

21 dependency and marriage dissolution adjustment counseling,

22 inclUding recommendations to the court as to the custody of

23 minor children in marriage dissolution cases;

2'4 (c) Court services data on individuals gathered by

25 psychologists in the course of providing the court or its staff

26 with psychological evaluations or in the course of counseling

27 individual clients referred by the court for the purpose of

28 assisting them with personal conflicts or difficulties:

29 Sec. 104. Minnesota Statutes 1998, section 13.84,

30 subdivision 3, is amended to read;

31 Subd. 3. [THIRD PARTY INFORMATION.] Whenever, in the

32 course of gathering the private data specified above, a

33 psychologist, probation officer or other agent of the court is

34 directed by the court to obtain data on individual defendants,

35 parolees, probationers, or petitioners or respondents in a

36 family court, and the source of that data provides the data only
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1 upon the condition of its being held confidential, that data and

2 the identity of the source shall be confidential data on

3 individuals7-~~~3~efl~-~e-3ee~±efl-f37er7-3~bd±~±3±efl-3.

4 Sec. 105. Minnesota statutes 1998, section 13.85,

5 subdivision 2, is amended to read:

6 Subd. 2. [PRIVATE DATA.) Unless the data are summary data

7 or arrest data, or a statute specifically provides a different

8 classification, corrections and detention data on individuals

9 are classified as private ~~rs~an~-~e-3ee~±en-f37er7-s~bd±~±3±en

10 f? data on individuals, to the extent that the release of the

11 data would either (a) disclose medical, psychological, or

12 financial information, or personal information not related to

13 their lawful confinement or detainment or (b) endanger an

14 individual's life.

15 Sec. 106. Minnesota statutes 1998, section 13.85,

16 subdivision 3, is amended to read:

17 Subd. 3. [CONFIDENTIAL DATA.) Corrections and detention

18 data are confidential data on individuals, ~~~3~efl~-~e-3ee~±en

19 f37e?7-3~bd±~±3±en-37to the extent that release of the data

20 would: (a) endanger an individual's life, (b) endanger the

21 effectiveness of an investigation authorized by statute and

22 relating to the enforcement of rules or law, (c) identify a

23 confidential informant, or (d) clearly endanger the security of

24 any institution or its population.

25 Sec. 107. Minnesota Statutes 1998,· section 13.86,

26 SUbdivision 2, is amended to read:

27 Subd. 2. [GENERAL.) Investigative detention data is

28 confidential data on individuals and shall not be disclosed

29 except:

30 (a) Pursuant to section 13.05 or any other statute;

31 (b) Pursuant to a valid court order; or

32 (c) To a party named in a civil or criminal proceeding,

33 whether administrative or judicial, to the extent required by

34 the relevant rules of civil or criminal procedure.

35 Sec. 108. Minnesota Statutes 1998, section 13.87,

36 SUbdivision 2, is amended to read:
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1 Subd. 2. [CLASSIFICATION.] Criminal history data

2 maintained by agene±eg,-pe%±~±ea%-SH~d±v±s±ens-and-s~a~ew±de

3 syg~emg government entities are classified as private,-pHrsHan~

4 ~e-see~±en-%~~er,-sH~d±v±s±en-%r data on individuals, except

5 that data created, collected, or maintained by the bureau of

6 criminal apprehension that identify an individual who was

7 convicted of a crime and the offense of which the individual was

8 convicted are pUblic data for 15 years following the discharge

9 of the sentence imposed for the offense.

10 The bureau of criminal apprehension shall provide to the

11 pUblic at the central office of the bureau the ability to

12 inspect in person, at no charge, through a computer monitor the

13 criminal conviction data e%ass±~±ed-ag accessible to the pUblic

14 under this subdivision.

15 Sec. 109. Minnesota Statutes 1998, section 13.88, is

16 amended to read:

17 13.88 [COMMUNITY DISPUTE RESOLUTION CENTER DATA.]

18 The guidelines shall provide that all files relating to a

19 case in a community dispute resolution program are to be

20 classified as private data on individuals,-pHrsHan~-~e-see~±en

21 %~~er,-g~~d±visien-~r, with the following exceptions:

22 (1) When a party to the case has been formally charged with

23 a criminal offense, the data are ~e-~e-eiagsi~±ed-aspublic data

24 on individuals,-pHrg~aft~-~e-gee~ien-~~~er,-sH~divisien-%5.

25 (2) Data relat~ng to suspected neglect or physical or

26 sexual abuse of children or maltreatment of vulnerable adults

27 are ~e-~e subject to the reporting requirements of sections

28 626.556 and 626.557.

29 Sec. 110. Minnesota Statutes 1998, section 16A.672,

30 subdivision 11, is amended to read:

31 Subd. 11. [REGISTRATION NOT PUBLIC INFORMATION.]

32 Information in any register of ownership of bonds or

33 certificates is nenp~~iie-da~a-Hnder-gee~ien-~~~er,-sH~d±vig±en

34 9,-er private data eft-individHaig under section 13.02,

35 sUbdivision 12. The information is open only to the sUbject of

36 it, except as disclosure:
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1 (1) is necessary for the registrar, the commi~sioner, the

2 treasurer, or the legislative auditor to perform a duty; or

3 (2) is requested by an authorized representative of the

4 state commissioner of revenue, the state attorney general, or

5 the United states commissioner of internal revenue to determine

6 the application of a tax; or

7 (3) is required under section 13.03, subdivision 4.

8 Sec. 111. Minnesota Statutes 1998, section 16D.06,

9 subdivision 2, is amended to read:

10 Subd. 2. [DISCLOSURE OF DATA.] Data received, collected,

11 created, or maintained by the commissioner or the attQrney

12 general to collect debts are classified as private data e~

13 ±fte~~±a~a~g under section 13.02, subdivision 12,-er-~eftp~b~±e

14 aa~a-~fteer-gee~~eft-X3~e~,-g~ba±~±g±e~-9. The commissioner or

15 the attorney general may disclose ~e~-p~b~~e data that is not

16 pUblic:

17 (1) under section 13.05;

18 (2) under court order;

19 (3) under a statute specifically authorizing access to the

20 not pUblic data;

21 (4) to provide notices required or permitted by statute;

22 (5) to an agent of the commissioner or the attorney

23 general, including a law enforcement person, attorney, or

24 investigator acting for the commissioner or the attorney general

25 in the investigation or pro~ecution of a criminal or civil

26 proceeding relating to collection of a debt;

27 (6) to report names of debtors, amount of debt, date of

28 debt, and the agency to whom debt is owed to credit bureaus;

29 (7) to locate the debtor, locate the assets of the debtor,

30 or to enforce or implement the collection of a debt, provided

31 that the commissioner or the attorney general may disclose only

32 the data that are necessary to enforce or implement collection

33 of the debt; and

34 (8) to the commissioner of revenue for tax administration

35 purposes.

36 The commissioner and the attorney general may not disclose
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1 data that is not pUblic to a private collection agency or other

2 entity with whom the commissioner has contracted under section

3 16D.04, subdivision 4, unless disclosure is otherwise authorized

4 by law.

5 Sec. 112. Minnesota Statutes 1998, section 17.117,

6 subdivision 12, is amended to read:

7 Subd. 12. [DATA PRIVACY.] The following data on applicants

8 or borrowers collected by the commissioner under this section

9 are private fe~ data en-±nd±v±dtlais as provided in section

10 13.02, subdivision 127-er-nenptlbi±e-fe~-da~a-ne~-en-±nd±v±dtlais

11 as-p~ev±ded-±n-see~±en-~3~e~7-Stlbd±v±s±en-9: financial

12 information, including, but not limited to, credit reports,

13 financial statements, tax returns and net worth calculations

14 received or prepared by the commissioner.

15 Sec. 113. Minnesota Statutes 1998, section 17.498, is

16 amended to read:

17 17.498 [RULES; FINANCIAL ASSURANCE.]

18 (a) The commissioner of the pollution control agency, after

19 consultation and cooperation with the commissioners of

20 agriculture and natural resources, shall present proposed rules

21 to the pollution control agency board prescribing water quality

22 permit requirements for aquaculture facilities by May 1, 1992.

23 The rules must consider:

24 (1) best available proven technology, best management

25 practices, and water treatment practices that prevent and

26 minimize degradation of waters of the state considering economic

27 factors, availability, technical feasibility, effectiveness, and

28 environmental impacts;

29 (2) classes, types, sizes, and categories of aquaculture

30 facilities;

31 (3) temporary reversible impacts versus long-term impacts

32 on water quality;

33 (4) effects on drinking water supplies that cause adverse

34 human health concerns; and

35 (5) aquaculture therapeutics, which shall be regulated by

36 the pollution control agency.
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1 (b) Net pen aquaculture and other aquaculture facilities

2 with similar effects must submit an annual report to the

3 commissioner of the pollution control agency analyzing changes

4 in water quality trends from previous years, documentation of

5 best management practices, documentation of costs to restore the

6 waters used for aquaculture to the trophic state existing before

7 aquatic farming was initiated, and documentation of financial

8 assurance in an amount adequate to pay for restoration costs.

9 The trophic state, which is the productivity of the waters

10 measured by total phosphorus, dissolved oxygen, algae abundance

11 as chlorophyll-a, and secchi disk depth of light penetration,

12 and the condition of the waters measured by raw drinking water

13 parameters, shall be determ.ined to the extent possible before

14 aquatic farming is initiated. The financial assurance may be a

15 trust fund, letter of credit, escrow account, surety bond, or

16 other financial assurance payable to the commissioner for

17 restoration of the waters if the permittee cannot or will not

18 restore the waters after termination of aquatic farming

19 operations or revocation of the permit.

20 (c) The commissioner of the pollution control agency shall

21 submit a draft of the proposed rule,s to the legislative water

22 commission by September 1, 1991. By January 15, 1992, the

23 commissioner of the pollution control agency shall submit a

24 report to the legislative water commission about aquaculture

25 ,facilities permitted by the pollution control agency. The

26 report must include concerns of permittees as well as concerns

27 of the agency about permitted aquaculture facilities and how

28 those concerns will be addressed in the proposed rules.

29 (d) Information received as part of a permit application or

30 as otherwise requested must be classified according to chapter

31 13. Information about processes, aquatic farming procedures,

32 feed and therapeutic formulas and rates, and tests on aquatic

33 farming products that have economic value is fiefiptibiie-de~e

34 trade secret information under ehep~e~-~3 section 13.37,

35 subdivision 1, if requested by the applicant or permittee.

36 Sec. 114. Minnesota Statutes 1998, section 17.694,
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1 subdivision 1, is amended to read:

2 subdivision 1. [PROCEDURES.] Any association accredited

3 under this section may engage in bargaining as provided for

4 under sections 17.691 to 17.703.

5 (1) An association desiring accreditation shall file with

6 the commissioner in the form required by the commissioner. The

7 request shall contain properly certified evidence that the

8 association meets the standards for accreditation and shall be

9 accompanied by a report of , the names and addresses of member

10 producers, the name of each handler to whom the member producer

11 delivered or contracted to deliver the agricultural commodity

12 during the previous two calendar years. A fee to cover the

13 costs of the commissioner in processing the request shall be_

14 established pursuant to chapter 14, and paid by the association

15 when the request is filed.

16 (2) The commissioner shall notify all handlers named in the

17 request for accreditation of an association of producers. The

18 notice ,must be sent to the handlers named in the request by

19, first class mail within ten days of the commissioner receiving

20 the request for accreditation. The commissioner shall maintain

21 records indicating the date of mailing.

22 (3) The commissioner may require all handlers of an

23 agricultural commodity produced in a bargaining unit area as

24 individuals to file within 30 days following a request, a

25 report, properly certified, showing the correct names and

26 addresses of all producers of the agricultural commodity who

27 have delivered the agricultural commodity to the handler during

28 the two calendar years preceding the filing of the report.

29 (4) Data submitted to the commissioner by producer

30 associations under clause (1) and by commodity handlers under

31 clause (3) are private data efl-±fld±v±d~ais-e~-~e~p~hi±e-da~e,as

32 defined in section 13.02, sUbdivision 9-e~ 12.

33 Sec. 115. Minnesota Statutes 1998, section 27.04,

34 subdivision 2, is amended to read:

35 Subd. 2. [APPLICATION CONTENTS.] (a) The application must

36 be in writing, accompanied by the prescribed fee, and state:
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(1) the place or places where the applicant intends to

carryon the business for which the license is desired;

(2) the estimated amount of business to be done monthly;

(3) the amount of business done during the preceding year,

1

2

3

4

5 if any;

6 (4) the full names of the persons constituting the firm for

7 a partnership, and for a corporation the names of the officers

8 of the corporation and where incorporated;

9 (5) .a financial statement showing the value and character

10 of the assets and the amount of liabilities of the applicant;

11

12

(6) the income and expenses for the most recent year;

(7) the names and addresses of all shareholders who own at

13 least five percent of a corporate applicant's shares of stock;

14 (8) whether the applicant or any of its officers, partners,

15 or agents have been involved in any litigation relating to the

16 business of a wholesale produce dealer in the previous five

17 years; and

18 (9) any other information relevant to the conduct of its

19 business as a wholesale produce dealer in the previous five

20 years, as the commissioner may require.

21 (b) If a contract is used in a transaction, a copy of the

22 contract must also be filed with the commissioner.

23 (c) Financial data required of an applicant under this

24 section is classified as private data w±~h-~e~a~d-~e-da~a-efi

25 ±fia±v±d~a~~-afid-a~-fiefip~~~±e-aa~a-w±~h-~e~a~d-~e-da~a-fie~-efi

26 ±fia±v±d~a~~ under section 13.02, subdivision 12.

27 Sec. 116. Minnesota Statutes 1998, section 32.71,

28 subdivision 2, is amended to read:

29 Subd. 2. [DATA PRIVACY.] Financial and production

30 information received by the commissioner on processors,

31 wholesalers, or retailers including, but not limited to,

32 financial statements, fee reports, price schedules, cost

33 documentation, books, papers, records, ·or other documentation

34 for the purpose of administration and enforcement of this

35 chapter shall be classified as private data e~-fienpti~~±e-da~a

36 pti~~~afi~-~e-ehap~e~-~3as defined in section 13.02, subdivision
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12. That classification shall not limit the use of the

information in the preparation, institution, or conduct of a

legal proceeding by the commissioner in enforcing this chapter.

Sec. 117. Minnesota Statutes 1998, section 41B.211,

subdivision 2, is amended to read:

Subd. 2. [DATA NOT ON INDIVIDUALS.] The following data

submitted to the authority by businesses that are requesting

financial assistance are fteftp~bi±e data as defined in section

13.02, subdivision 12: financial-information about the

applicant, including credit reports, financial statements, net

worth calculations, business plans, income and expense

projections, customer lists, market and feasibility studies not

paid for with pUblic funds, tax returns, and financial reports

provided to the authority after closing of the financial

assistance.

Sec. 118. Minnesota Statutes 1998, section 44A.08,

subdivision 2, is amended to read:

subdivision, "business transaction" means a transaction between

parties other than the board. The following data received or

developed by the board is private w±~h-respee~-~e-da~a-eft

±ftd±v±d~ais-aftd-fteftp~bi±e-w±eh-respee~-~e-da~a-fte~-eft

±ftd±v±d~ais as defined in section 13.02, subdivision 12:

(1) Data relating to the financial condition of individuals

or businesses receiving or performing services by or on behalf

of the board.

(2) At the request of either party to the transaction data

on business transactions.

(3) At the request of the person or business seeking the

information, the identities of persons or businesses requesting

business or trade information from the board, and the nature of

the trade ·information.

Sec. 119. Minnesota statutes 1998, section 45.012, is

amended to read:

45.012 [COMMISSIONER.]

Ca) The department of commerce is under the supervision and

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

25

26

27

28

29

30

31

32

33

34

35

36

Subd. 2. [CLASSIFICATION OF DATA.] For purposes of this
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1 control of the commissioner of commerce. The commissioner is

2 appointed by the governor in the manner provided by section

3 15.06.

4 (b) Data that is received by the commissioner or the

5 commissioner's designee by virtue of membership or participation

6 in an association, group, or organization that is not otherwise

7 sUbject to chapter 13 is confidential er-pre~ee~ed-nenptib~±e

8 data as defined in section 13.02, subdivision 3, but may be

9 shared with the department employees as the commissioner

10 considers appropriate. The commissioner may release the data to

11 any person, agency, or the pUblic if the commissioner determines

12 that the access will aid the law enforcement process, promote

13 pUblic health or safety, or dispel widespread rumor or unrest.

14 (c) It is part of the department's mission that within the

15 department's resources the commissioner shall endeavor to:

16 (1) prevent the waste or unnecessary spending of pUblic

17 money;

18 (2) use innovative fiscal and human resource practices to

19 manage the state's resources and operate the department as

20 efficiently as possible;

21 (3) coordinate the department's activities wherever

22 appropriate with the activities of other governmental agencies;

23 (4) use technology where appropriate to increase agency

24 productivity, improve customer service, increase pUblic access

25 to information about government, and increase public

26 participation in the business of government;

27 (5) utilize constructive and cooperative labor-management

28 practices to the extent otherwise required by chapters 43A and

29 179A;

30 (6) report to the legislature on the performance of agency

31 operations and the accomplishment of agency goals in the

32 agency's biennial budget according to section 16A.I0,

33 subdivision 1; and

34 (7) recommend to the legislature appropriate changes in law

35 necessary to carry out the mission and improve the performance

36 of the department.
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1 Sec. 120. Minnesota Statutes 1998, section 46.041,

2 subdivision I, is amended to read:

3 Subdivision 1. [FILING; FEE; PUBLIC INSPECTION.] The

4 incorporators of a bank proposed to be organized u~der the laws

5 of this state shall execute and acknowledge a written

6 application in the form prescribed by the commissioner of

7 commerce. The application must be signed by two or more of the

8 incorporators and request a certificate authorizing the proposed

9 bank to transact business at the. place and in the name stated in

10 the application. The applicant shall file the application with

11 the department with a $1,000 filing fee and a $500 investigation •

12 fee. The fees must be turned over by the commissioner to the

13 state treasurer and credited to the general fund. The

14 application file must be public, with the exception of financial

15 data on individuals which is private tl~de~-~fte-M±ftftese~a

16 6eve~ftmeft~-Ba~a-P~ae~±ees-Ae~as defined in section 13.02,

17 subdivision 12, and data defined as trade secret information

18 under section 13~37, sUbdivision 1, paragraph (b), which must be

19 ~±ve~-fteft~tlbi±e-eiass±£±ea~±eftclassified as private upon

20 written request by the applicant.

21 Sec. 121. Minnesota Statutes 1998, section 46.07,

22 subdivision 2, is amended to read:

23 Subd. 2. [CONFIDENTIAL RECORDS.] The commissioner shall

24 divulge facts and information obtained in the course of

25 examining financial institutions under the commissioner's

26 supervision only when and to the extent required or permitted by

27 law to report upon or take special action regarding the affairs

28 of an institution, or ordered by a court of law to testify or

29 produce evidence in a civil or criminal proceeding, except that

30 the commissioner may furnish information as to matters of mutual

31 interest to an official or examiner of the federal reserve

32 system, the Federal Deposit Insurance Corporation, the Federal

33 Office of Thrift Supervision, the Federal Home Loan Bank System,

34 the National Credit Union Administration, comptroller of the

-35 currency, other state bank supervisory agencies SUbject to

36 cooperative agreements authorized by section 49.411, SUbdivision
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1 7, the United States Small Business Administration, for purposes

2 of sections 53.09, subdivision 2a, and 56.10, subdivision I, or

3 state and federal law enforcement agencies. The commissioner

4 shall not be required to disclose the name of a debtor of a

5 financial institution under the commissioner's supervision, or

6 anything relative to the private accounts, ownership, or

7 transactions of an institution, or any fact obtained in the

8 course of an examination thereof, except as herein provided.

9 For purposes of this subdivision, a subpcena is not an order of

10 a court of law. These records are classified ~ confidential er

11 pre~ee~ed-nenp~ox±e-£er-p~rpe~e~-e£-~he-M±ftftege~a-6everftmen~

12 Ba~a-Prae~±ee~-Ae~data under section 13.02, subdivision 3, and

13 their destruction, as prescribed in section 46.21, is exempt

14 from the provisions of chapter 138 and Laws 1971, chapter 529,

15 so far as their deposit with the state archives.

16 Sec. 122. Minnesota Statutes 1998, section 46.07,

17 subdivision 3, is amended to read:

18 Subd. 3. [COMPLAINT FILES.] Notwithstanding the provisions

19 of sUbdivision 2 to the contrary, data gathered and maintained

20 in relation to a complaint filed with the commissioner is

21 private er-ftenp~ox±e-p~r~~aft~-~e-~he-M±nne~e~a-6everftmen~-Ba~a

22 Prae~±ee~-Ae~ data as defined in section 13.02, subdivision 12.

23 Sec. 123. Minnesota statutes 1998, section 53A.081,

24 subdivision 4, is amended to read:

25 Subd. 4. [CLASSIFICATION OF DATA.] Financial information

26 on individuals and businesses that is submitted to the

27 commissioner in the annual report under subdivision 1 are

28 private data en-±nd±v±d~ax~-er-nenp~oi±e-da~aas defined in

29 section 13.02, subdivision 12.

30 Sec. 124. Minnesota statutes 1998, section 60A.03,

31 subdivision 9, is amended to read:

32 Subd. 9. [CONFIDENTIALITY OF INFORMATION.] The

33 commissioner may not be required to divulge any information

34 obtained in the course of the supervision of insurance

35 companies, or the examination of insurance companies, including

36 examination related correspondence and workpapers, until the
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1 examination report is finally accepted and issued by the

2 commissioner, and then only in the form of the final pUblic

3 report of examinations. Nothing contained in this subdivision

4 prevents or shall be construed as prohibiting the commissioner

5 from disclosing the content of this information to the insurance

6 department of another state or the National Association of

7 Insurance Commissioners if the recipient of the information

8 agrees in writing to hold it as nenp~bi±e private data not on

9 individuals as defined in section 13 J D2, in a manner consistent

10 with this SUbdivision. This subdivision does not apply to the

11 extent the commissioner is required or permitted by law, or

12 ordered by a court of law to testify or produce evidence in a

13 civil or criminal proceeding. For purposes of this subdivision,

14 a SUbpoena is not an order of a court of law.

15 Sec. 125. Minnesota Statutes 1998, section 60A.135,

16 subdivision 4, is amended to read:

17 Subd. 4. [CONFIDENTIALITY.] Reports filed with the

18 commissioner pursuant to sections 60A.135 to 60A.137 must be

19 held as nenp~bi±e private data not on individuals as defined in

20 section 13.02, are not subject to subpoena, and may not be made

21 pUblic by the commissioner, the National Association of

22 Insurance Commissioners, or other person, except to insurance

23 departments of other states, without the prior written consent

24 of the insurer to which it pertains. However, the commissioner

25 may publish all or part of a report in the manner the

26 commissioner considers appropriate if, after giving the affected

27 insurer notice and an opportunity to be heard, the commissioner

28 determines that the interest of policyholders, shareholders, or

29 the public will be served by the pUblication.

30 Sec. 126. Minnesota Statutes 1998, section 60A.67,

31 subdivision 1, is amended to read:

32 Subdivision 1. [GENERALLY.] All risk-based capital

33 reports, to the extent the information in them is not required

34 to be set forth in a pUblicly available annual statement

35 schedule, and risk-based capital plans, including the results or

36 report of an examination or analysis of an insurer performed
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1 pursuant to sections 60A.60 to 60A.696, and any corrective order

2 issued by the commissioner pursuant to an examination or

3 analysis, with respect to a domestic insurer or foreign insurer

4 that are filed with the commissioner constitute information that

5 might be damaging to the insurer if made available to its

6 competitors, and shall be maintained by the commissioner as

7 neftp~bi~e private data not on individuals as defined in section

8 13.02, subdivision 9 12. This information is not sUbject to

9 subpoena, other than by the commissioner and then only for the

10 purpose of enforcement actions taken by the commissioner

11 pursuant to section~ 60A.GO to 60A.696 or other provision of the

12 insurance laws of this state.

13 Sec. 127. Minnesota Statutes 1998, section 60A.968,

14 subdivision 2, is amended to read:

15 Subd. 2. [PRIVATE DATA.] Names and individual

16 identification data for all viators is private end-eenfiden~iei

17 ift£e~me~~en data on individuals as defined in section 13.02,

18 subdivision 12, and must not be disclosed ~y the commissioner,

19 unless required by law.

20 Sec. 128. Minnesota Statutes 1998, section 60D.22, is

21 amended to read:

22 60D.22 [CONFIDENTIAL TREATMENT.]

23 All information, documents, and copies of them obtained by

24 or disclosed to the commissioner or any other person in the

25 course of an examination or investigation made pursuant to

26 section 60D.20 and all information reported pursuant to sections

27 60D.18 and 60D.19, shaii-be-~~veft-een£iden~±ai-~~ea~men~are

28 private data not on individuals and shall not be subject to

29 sUbpoena and shall not be made public by the commissioner, the

30 National Association of Insurance Commissioners, or any other

31 person, except to insurance departments of other states, without

32 the prior written consent of the insurer to which it pertains

33 unless the commissioner, after giving the insurer and its

34 affiliates who would be affected, notice and opportunity to be

35 heard, determines that the interest of policyholders or the

36 pUblic will be served by the pUblication, in which event the
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commissioner may publish all or any part in the manner the

commissioner considers appropriate.

Sec. 129. Minnesota Statutes 1998, section 62J.152,

subdivision 7, is amended to read:

Subd. 7. [DATA GATHERING.) In evaluating a specific

technology, the health technology advisory committee may seek

the use of data collected by manufacturers, health plans,

professional and trade associations, nonprofit organizations,

academic institutions, or any other organization or association

that may have data relevant to the committee's technology

evaluation. All information obtained under this subdivision

shall be considered fiefip~hife private data not on individuals

under section 13.02, s~hdfvfsfefi-97 unless the data is already

available to the pUblic generally or upon request.

Sec. 130. Minnesota Statutes 1998, section 62J.23,

subdivision 2, is amended to read:

rules are adopted by the commissioner under this section, the

restrictions in the federal Medicare antikickback statutes in

section 1128B(b) of the Social Security Act, united States Code,

title 42, section 1320a-7b(b), and rules adopted under the

federal statutes, apply to all persons in the state, regardless

of whether the person participates in any state health care

program. The commissioner shall approve a transition plan

SUbmitted to the commissioner by January 1, 1993, by a person

who is in violation of this section that provides a reasonable

time for the person to modify prohibited practices or divest

financial interests in other persons in order to come into

compliance. with this section. Transition plans ~he~-±defi~±£Y

±fidfvfd~eis are private data as defined in section 13.02,

subdivision 12. ~~efis±~±efi-piefis-~he~-de-fie~-±de"~±£y

ffid±v±d~eis-e~e-fiefip~eife-de~e~

Sec. 131. Minnesota Statutes 1998, section 62J.321,

subdivision 5, is amended to read:

Subd. 5. [DATA CLASSIFICATION.) (a) Data collected to

fulfill the data and research initiatives authorized by sections

1
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Subd. 2. [INTERIM RESTRICTIONS.] From July 1, 1992, until
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1 62J.301 to 62J.42 that identify individual patients or providers

2 are private data efi-~fid~v~dtials as defined in section 13.02,

3 subdivision 12. Ba~a-fie~-~fi-~fid±v~dtials-are-fiOfiptihl~e-da~a7

4 The commissioner shall establish procedures and safeguards to

5 ensure that data released by the commissioner is in a form that

6 does not identify specific patients, providers, employers,

7 individual or group purchasers, or other specific individuals

8 and organizations, except with the permission of the affected

9 individual or organization, or as permitted elsewhere in this

10 chapter.

11 (b) Raw unaggregated data collected f~om_household and

12 employer surveys used by the commissioner to monitor the number

13 of uninsured individuals, reasons for lack of insurance

14 coverage, and to evaluate the effectiveness of health care

15 reform, are subject to the same data classifications as data

16 collected pursuant to sections 62J.301 to 62J.42.

17 {cf Notwithstanding sections 13.03, subdivisions 6 to 8;

18 13.10, subdivisions 1 to 4; and 138.17, data received by the

19 commissioner pursuant to sections 62J.301 to 62J.42, sha~~

20 re~a~n retains the classification designated under this section

21 and shall not be disclosed other than pursuant to this section.

22 (d) Summary data collected to fulfill the data and research

23 initiatives authorized by sections 62J.301 to 62J.42 may be

24 disseminated under section 13.05, subdivision 7. For the

25 purposes of this section, summary data includes fiOfiptihx~e

26 private data not on individuals.

27 (e)" Notwithstanding paragraph (a), the commissioner may

28 pUblish fiefiptihl±e-or private data collected pursuant to sections

29 62J.301 to 62J.42 on health care costs and spending, quality and

30 outcomes, and utilization for health care institutions,

31 individual health care professionals and groups of health care

32 professionals, and group purchasers, with a description of the

33 methodology used for analysis. The commissioner may not make

34 public any patient identifying information except as specified

35 in law. The commissioner shall not reveal the name of an

36 institution, group of professionals, individual health care
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1 professional, or group purchaser until after the institution,

2 group of professionals, individual health care professional, or

3 group purchaser has had 21 days to review the data and comment.

4 The commissioner shall include comments received in the release

5 of the data.

6 (f) A provider or group purchaser may contest whether the

7 data meets the criteria of section 62J.311, sUbdivision 2,

8 paragraph (a), clause (2), in accordance with a contested case

9 proceeding as set forth in sections 14.57 to 14.62, sUbject to

10 appeal in accordance with sections 14.63 to 14.68. To obtain a

11 contested case hearing, th~ provider or group purchaser must

12 make a written request to the commissioner before the end of the

13 time period for review and comment. within ten days of the

14 assignment of an administrative law judge, the provider or group

15 purchaser shall make a clear showing to the administrative law

16 jUdge of probable success in a hearing on the issue of whether

17 the data are accurate and valid and were collected based on the

18 criteria of section 62J.311, subdivision 2, paragraph (a),

19 clause (2). If the administrative law jUdge determines that the

20 provider or group purchaser has made such a showing, the data

21 shall remain private e~-fteftp~b~±e during the contested case

22 proceeding and appeal. If the administrative law jUdge

23 determines that the proviqer or group purchaser has not made

24 such a showing, the commissioner may pUblish the data

25 immediately, with comments received in the release of the data.

26 The contested case proceeding and subsequent appeal is not an

27 exclusive remedy and any person may seek a remedy pursuant to

28 section 13.08, subdivisions 1 to 4, or as otherwise authorized
.'

29 by law.

30 Sec. 132. Minnesota Statutes 1998, section 62J.452,

31 subdivision 2, is amended to read:

32 subd. 2. [DATA CLASSIFICATIONS.] (a) Data collected,

33 obtained, received, or created by the health data institute

34 sha~~-be is classified as private e~-fteftp~b~±e data,

35 as app~±eab~e defined in section 13.02, subdivision 12, unless

36 given a different classification in this subdivision. Data
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1 classified as private e~-nenp~bi±e under this subdivision may be

2 released or disclosed only as permitted under this subdivision

3 and under the other subdivisions referenced in this

4 subdivision. For purposes of this section, data that identify

5 individual patients or industry participants are private data on

6 individuals or nenp~bi±e-da~a not on individuals, as

7 appropriate. Ba~a-ne~-en-±ftd±v±d~ais-are-fteftp~bi±e-da~a.

8 Notwithstanding sections 13.03, sUbdivisions 6 to 8; 13.10,

9 subdivisions 1 to 4; and 138.17, data received by the health

10 data institute shaii retain the classification designated under

11 this chapter and shall not be disclosed other than pursuant to

12 this chapter. Nothing in this subdivision prevents patients

13 from gaining access to their health record information pursuant

14 to section 144.335.

15 (b) When industry participants, as defined in section

16 62J.451, are required by statute to provide, either directly or

17 through a contractor, as defined in section 62J.451, subdivision

18 2, paragraph (c), patient identifying data to the commissioner

19 pursuant to this chapter or to the health data institute

20 pursuant to section 62J.451, the industry participant or its

21 contractor shaii-be-abie-~emay provide the data with or without

22 patient consent, and may not be held liable for doing so.

23 (c) When an industry participant submits patient

24 identifying data to the health data institute, and the data is

25 submitted to the health data institute in electronic form, or

26 through other electronic means including, but not limited to,

27 the electronic data interchange system defined in section

28 62J.451, the industry participant shall submit the patient

29 identifying data in encrypted form, using an encryption method

30 supplied or specified by the health data institute. Submission

31 of encrypted data as provided in this paragraph satisfies the

32 requirements of section 144.335, subdivision 3b.

33 (d) Patient identifying data may be disclosed only as

34 permitted under subdivision 3.

35 (e) Industry participant identifying data which is not

36 patient identifying data may be disclosed only by being made
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1 public in an analysis as permitted under subdivisions 4 and 5 or

2 through access to an approved researcher, industry participant,

3 or contractor as permitted under subdivision 6 or 7.

4 (f) Data that is not patient identifying data and not

5 industry participant identifying data is public data.

6 (g) Data that describes the finances, governance, internal

7 operations, policies, or operating procedures of the health data

8 institute, and that does not identify patients or industry

9 participants or identifies them only in connection with their

10 involvement with the health data institute, is public data.

11 Sec. 133. Minnesota Statutes 1998, section 62J.452,

12 subdivision 9; is amended to read:

13 Subd. 9. [AUTHORIZATION OF STATE AGENCIES AND POLITICAL

14 SUBDIVISIONS TO PROVIDE DATA.] (a) Notwithstanding any

15 limitation in chapter 13 or section 62J.321, subdivision 5,

16 regarding the disclosure of fiee-pHbi±e private or confidential

17 data, all state agencies and political subdivisions, including,

18 but not limited to, municipalities, counties, and hospital

19 districts may provide fiee-pHbi±e private or confidential data

20 relating to health care costs, quality, or outcomes to the

21 health data institute for the purposes set forth in section

22 62J.451.

23 (b) Data provided by the commissioner pursuant to paragraph

24 (a) may not include patient identifying data as defined in

25 section 62J.451, subdivision 2, paragraph (m). For data

26 provided by the commissioner of health pursuant to paragraph

27 (a), the health data institute and anyone receiving the data

28 from the health data institute, is prohibited from unencrypting

29 or attempting to link the data with other patient identifying

30 data sources.

31 (c) Any data provided to the health data institute pursuant

32 to paragraph (a) ~fteii-~eee±fi retains the same classification

33 that it had with the state agency or political subdivision that

34 provided it. The authorization in this subdivision is subject

35 to any federal law restricting or prohibiting such disclosure of

36 the data described above.
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1 (d) Notwithstanding any limitation in chapter 13 or this

2 section and section 62J.451 regarding the disclosure of

3 fiefiptibi~e-efid private data, the health data institute may

4 provide fiefiptibi~e-efid private data to any state agency that is a

5 member of the board of the health data institute. Any such data

6 provided to a state agency sheii-~e~e~fi-fiOfiptibi±e-o~retains

7 private classification7-es-eppi~eebie.

8 Sec. 134. Minnesota Statutes 1998, section 62J.452,

9 subdivision 5, is amended to read:

10 Subd. 5. [FAIR HEARING PROCEDURE PRIOR TO MAKING AN

11 ANALYSIS PUBLIC.) (a) The health data institute may not make

12 public an analysis that identifies an industry participant

13 unless the health data institute first complies with this

14 subdivision. A draft of the portion of the analysis that

15 identifies an industry participant must be furnished upon an

16 industry participant's request to that industry participant

17 prior to making that portion of the analysis pUblic. Stieh The

18 draft analysis is private o~-fiefiptibi±e data, as appi±eebie

19 defined in section 13.02, subdivision 12. The industry

20 participants so identified have the right to a hearing, at which

21 the industry participants or their contractors, as defined in

22 section 62J.451, sUbdivision 2, paragraph (c), may object to or

23 seek modification of the analysis. The cost of the hearing

24 shall be borne by the industry participant requesting the

25 hearing.

26 (b) The health data institute shall establish the hearing

27 procedure in writing. The hearing procedure shall include the

28 following:

29 (1) the provision of reasonable notice of the health data

30 institute's intention to make stieh the analysis pUblici

31 (2) an opportunity for the identified industry participants

32 to sUbmit written statements to the health data institute board

33 of directors or its designate, to be represented by a

34 contractor, as defined in section 62J.451, subdivision 2,

35 paragraph (c), or other individual or entity acting on behalf of

36 and chosen by the industry participant for this purpose, and to
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append a statement to 5tleh the analysis to be included with it

when and if the analysis is made pUblic; and

(3) access by the identified industry participants to

industry participant identifying data, but only as permitted by

subdivision 6 or 7.

(c) The health data institute shall make the hearing

procedure available in advance to industry participants which

are identified in an analysis. The written hearing procedure is

public data. The following data related to a hearing is public:

(1) the parties involved;

(2) the dates of the hearing; and

(3) a general description of the issue and the results of

the hearing.

All other data relating to the hearing is private er

nenptlb~±e.

Sec. 135. Minnesota Statutes 1998, section 62L.I0,

subdivision 3, is amended to read:

annual filing, the commissioner may request information and

documentation from a health carrier describing its rating

practices and renewal underwriting practices, including

information and documentation that demonstrates that a health

carrier's rating methods and practices are in accordance with

sound actuarial principles and the requirements of this

chapter. Except in cases of violations of this chapter or of

another chapter, information received by the commissioner as

provided under this subdivision is nenptlb~±e private data not on

individuals.

. Sec. ~36. Minnesota Statutes 1998, section 62Q.03,

subdivision 9 f is amended to read:

Subd. 9. [DATA COLLECTION AND DATA PRIVACY.] The

association members shall not have access to unaggregated data

on individuals or health plan companies. The association shall

develop, as a part of the plan of operation, procedures for

ensuring that data is collected by an appropriate entity. The

commissioners of health and commerce shall have the authority to
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Subd. 3. [SUBMISSIONS TO COMMISSIONER.] Subsequent to the
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1 audit and examine data collected by the association for the

2 purposes of the development and implementation of the risk

3 adjustment system. Data on individuals obtained for the

4 purposes of risk adjustment development, testing, and operation

5 are de8±~ne~ed-e8 private data as defined in section 13.02,

6 sUbdivision 12. Data not on individuals which is obtained for

7 the purposes of development, testing, and operation of risk

8 adjustment are de8±~ne~ed-e8-nenp~ei±eprivate data as defined

9 in section 13.02, subdivision 12, except that the proposed and.

10 approved plan of operation, the risk adjustment methodologies

11 examined, the plan for testing, the plan of the risk adjustment

12 system, minutes of meetings, and other general operating

13 information are classified as pUblic data. Nothing in this

14 section ±8-±n~ended-~e-p~eft±e±~prohibits the preparation of

15 summary data under section 13.05, sUbdivision 7. The

16 association, state agencies, and any contractors having access

17 to this data shall maintain it in accordance with this

18 classification. The commissioners of health and human services

19 have the authority to collect data from health plan companies as

20 needed for the purpose of developing a risk adjustment mechanism

21 for pUblic programs.

22 Sec. 137. Minnesota Statutes 1998, section 62E.13,

23 subdivision 11, is amended to read:

24 Subd. 11. [CLASSIFICATION OF PPO AGREEMENT DATA.] If the

25 writing carrier uses its own provider agreements for the

26 association's preferred provider network in lieu of agreements

27 exclusively between the association and the providers, then the

28 terms and conditions of those agreements are nenp~ei±e private

29 data as defined in section 13.02, subdivision 9 12.

30 Sec. 138. Minnesota Statutes 1998, section 62J.79,

31 subdivision 4, is amended to read:

32 Subd. 4. [DATA PRIVACY.] (a) Consumer complaint data,

33 including medical records and other documentation, provided by a

34 patient or enrollee to the office of health care consumer

35 assistance, advocacy, and information sfteii-ee is classified as

36 private data on individuals under section 13.02, subdivision 12.
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1 (b) Except as provided in paragraph (a), all data collected

2 or maintained by the office in the course of assisting a patient

3 or enrollee in resolving a complaint, including data collected

4 or maintained for the purpose of assistance during a formal or

5 informal dispute resolution process, shall be classified as

6 investigative data under section 13.39, except that inactive

7 investigative data shall be classified as private data on

8 individuals under section 13.02, sUbdivision 12.

9 Sec. 139. Minnesota Statutes 1998, section 72A.20,

10 subdivision 15, is amended to read:

11 Subd. 15. [PRACTICES NOT HELD TO BE DISCRIMINATION OR

12 REBATES.] Nothing in subdivision 8, 9, or 10, or in section

13 72A.12, subdivisions 3 and 4, shall be construed as including

14 within the definition of discrimination or rebates any of the

15 following practices:

16 (1) in the case of any contract of life insurance or

17 annuity, paying bonuses to policyholders or otherwise abating

18 their premiums in whole or in part out of surplus accumulated

19 from nonparticipating insurance, provided that any bonuses or

20 abatement of premiums shall be fair and equitable to

21 policyholders and for the best interests of the company and its

22 policyholders;

23 (2) in the case of life insurance policies issued on the

24 industrial debit plan, making allowance, to policyholders who

25 have continuously for a specified period made premium payments

26 directly to an office of the insurer, in an amount which fairly

27 represents the saving in collection expense;

28 (3) readjustment of the rate of premium for a gro~p

29 insurance policy based on the loss or expense experienced

30 thereunder, at the end of the first or any SUbsequent policy

31 year of insurance thereunder, which may be made retroactive only

32 for such policy year;

33 (4) in the case of an individual or group health insurance

34 policYI the payment of differing amounts of reimbursement to

35 insureds who elect to receive health care goods or services from

36 providers designated by the insurer, provided that each insurer
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1 shall on or before August 1 of each year file with the

2 commissioner summary data regarding the financial reimbursement

3 offered to providers so designated.

4 Any insurer which proposes to offer an arrangement

5 authorized under this clause shall disclose prior to its initial

6 offering and on or before August 1 of each year thereafter as a

7 supplement to its annual statement submitted to the commissioner

8 pursuant to section 60A.13, subdivision 1, the following

9 information:

10 (a) the name which the arrangement intends to use and its

11 business address;

12 (b) the name, address, and nature of any separate

13 organization which administers the arrangement on the behalf of

14 the insurers; and

15 (c) the names and addresses of all providers designated by

16 the insurer under this clause and the terms of the agreements

17 with designated health care providers.

18 The commissioner shall maintain a record of arrangements

19 proposed under this clause, including a record of any complaints

20 submitted relative to the arrangements.

21 If the commissioner requests copies of contracts with a

22 provider under this clause and the provider requests a

23 determination, all information contained in the contracts that

24 the commissioner determines may place the provider or health

25 care plan at a competitive uisadvantage is fiefip~bi±e private

26 data not on individuals as defined in section 13.02, SUbdivision

27 12.

28 Sec. 140. Minnesota statutes 1998, section 79A.02,

29 subdivision 2, is amended to read:

30 Subd. 2. [ADVICE TO COMMISSIONER.] At the request of the

31 commissioner, the committee shall meet and shall advise the

32 commissioner with respect to whether or not an applicant to

33 become a private self-insurer in the state of Minnesota has met

34 the statutory requirements to self-insure. The department of

35 commerce may furnish the committee with any financial data which

36 it has, but a member of the advisory committee who may have a
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1 conflict of interest in reviewing the financial data shall not

2 have access to the data nor participate in the discussions

3 concerning the applicant. Financial data received from the

4 commissioner is nen~~b~±e private data not on individuals as

5 defined in section 13.02, SUbdivision 12. The committee shall

6 advise the commissioner if it has any information that any

7 private self-insurer may become insolvent.

8 Sec. 141. Minnesota Statutes 1998, section 115A.84,

9 subdivision 5, is amended to read:

10 Subd. 5. [EXCLUSION OF MATERIALS SEPARATED AT CERTAIN

11 FACILITIES.] (a) A county or district shall exclude from the

12 designation, subject to approval by the director, materials that

13 the county or district determines will be separated for

14 recycling at a transfer station located outside of the area

15 subject to designation if:

16 (1) the residual materials left after separation of the

17 recyclable materials are delivered to a facility designated by

18 the county or district;

19. (2) each waste collector who would otherwise be SUbject to

20 the designation ordinance and who delivers waste to the transfer

21 station has not been found in violation of the designation

22 ordinance in the six months prior to filing for an exclusion;

23 (3) the materials separated at the transfer station are

24 delivered to a recycler and are actually recycled; and

25 (4) the owner or operator of the transfer station agrees to

26 report and actually reports to the county or district the

27 quantities of materials, by categories to be specified by the

28 county or district, that are re~ycled by the facility that

29 otherwise would have been SUbject to designation.

30 (b) In order to qualify for the exclusion in this

31 subdivision, the owner of a transfer station shall file with the

32 county or district a written description of the transfer

33 station, its operation, location, and waste supply sources, the

34 quantity of waste delivered to the transfer station by the owner

35 of the transfer station, the market for the materials separated

36 for recycling, where the recyclable materials are delivered for
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1 recycling, and other information the county or district may

2 reasonably require. Information received by the county or

3 district is nonptlbife private data not as individuals as defined

4 in section 13.02, subdivision 9 12.

5 (c) A county or district that grants an exclusion under

6 this subdivision may revoke the exclusion if any of the

7 conditions of paragraph (a) are not being met.

8 Sec. 142. Minnesota Statutes 1998, section 115A.882,

9 subdivision 3, is amended to read:

10 Subd. 3. [INSPECTION.] A person authorized by a county in

11 which a designation ordinance is effective may, anywhere in the

12 state:

13 (1) upon presentation 'of identification and without a

14 search warrant, inspect or copy the records required to be kept

15 on a waste collection vehicle under subdivision 2 and inspect

16 the waste on the vehicle at the time of deposit of the waste at

17 a facility;

18 (2) when reasonable notice under the circumstances has been

19 given, upon presentation of identification and without a search

20 warrant, inspect or copy the records of an owner or operator of

21 a solid waste facility that are required to be maintained under

22 subdivision 2;

23 (3) request, in writing, copies of records of a solid waste

24 collector that indicate the type, origin, and weight or, if

25 applicable, the volume of waste collected, the identity of the

26 facility at which the waste was deposited, and the date of

27 deposit at the facility; and

28 (4) upon presentation of identification and without a

29 search warrant, inspect or copy that portion of the business

30 records of a waste collector necessary to comply with clause (3)

31 at the central record keeping location of the waste collector

32 only if the collector fails to provide copies of the records

33 within 15 days of receipt of a written request for them, unless

34 the time has been extended by agreement of the parties.

5 Records or information received, inspected, or copied by a

36 county under this section are classified as nonptlbife private
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data not on individuals as defined in section 13.02, subdivision

9 12, and may be used by the county solely for enforcement of a

designation ordinance. A waste collector or the owner or

operator of a waste facility shall maintain business records

needed to comply with this section for two years.

Sec. 143. Minnesota statutes 1998, section 115A.93,

subdivision 5, is amended to read:

Subd. 5. [CUSTOMER DATA.] Customer lists provided to

counties or cities by solid waste collectors are private data en

±na±v±a~ei5 as defined in section 13.02,-5~ba±v±5±en-%r,-w±~h

~e~e~a-~e-ae~e-en-±na±v±a~ei5,-e~-nenp~bi±e-ae~e-e5-aef±nea-±n

5ee~±en-%~7er,-5~ba±v±5±en-9,-w±~h-~e~e~a-~e-ae~e-ne~-en

±na±v±d~ei5.

Sec. 144. Minnesota Statutes 1998, section 115B.17,

subdivision 5, is amended to read:

provided in this sUbdivision, data obtained from any person

pursuant to subdivision 3 or 4 is pUblic d~ta as defined in

section 13.02. Upon certification by the subject of the data

that the data relates to sales figures, processes or methods of

production unique to that person, or information which would

tend to affect adversely the competitive position of that

person, the commissioner shall classify the data as private e~

nenp~bi±e data as defined in section 13.02. Notwithstanding any

other law to the contrary, data classified as private e~

nenp~bi±e under this sUbdivision may be disclosed when relevant

in any proceeding under sections 115B.01 to 115B.18, or to other

pUblic agencies concerned with the implementation of sections

115B.01 to 115B.18.

Sec. 145. Minnesota Statutes 1998, section 115B.24,

subdivision 5, is amended to read:

Subd. 5. [EXCHANGE OF INFORMATION.] Notwithstanding the

provisions of section 116.075, the pollution control agency may

provide the commissioner of revenue with the information

necessary for the enforcement of section 115B.22 and this

section. Information disclosed in a return filed pursuant to
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Subd. 5. [CLASSIFICATION OF DATA.] Except as otherwise
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1 this section is pUblic. I~formation exchanged between the

2 commissioner and the agency is public unless the information is

3 of the type determined to be for the confidential use of the

4 agency pursuant to section 116.075 or is trade secret

5 information classified pursuant to section 13.37. Information

6 obtained in the course of an audit of the taxpayer by the

7 department of revenue sha~~-be-ft~ftptib~±e-~ris private data as

8 defined in section 13.02 to the extent that it is not directly

9 divulged in a return of the tax.

10 Sec. 146. Minnesota Statutes 1998, section 115C.03,

11 subdivision 8, is amended to read:

12 Subd. 8. [CLASSIFICATION OF OATA.] Except as otherwise

13 provided in this subdivision, data obtained from a person under

14 subdivision 6 or 7 is public data as defined in section 13.02.

15 Upon certification by the SUbject of the data that the data

16 relates to sales figures, processes or methods of production

17 unique to that person, or information that would tend to

18 adversely affect the competitive position of that person, the

19 commissioner shall classify the data as private ~r-ftenptib~±e

20 data as defined in section 13.02. Data classified as private er

21 ft~ftptib~±e under this subdivision may be disclosed when relevant

22 in a proceeding under this chapter.

23 Sec. 147. -Minnesota Statutes 1998, section 1150.09, is

24 amended to read:

25 115D.09 [CONFIDENTIALITY.]

26 Information and techniques developed under section 115D.04,

27 the reduction information and techniques under section

28 115A.0716, and the progress reports required under section

29 1150.08 are public data under chapter 13. The plans required

30 under section 1150.07 are n~nptib~±e private data not on

31 individuals under ehap~er-~3 section 13.02.

32 Sec. 148. Minnesota Statutes 1998, section 116.54, is

33 amended to read:

34 116.54 [INJECTION OF CERTAIN MATERIALS.]

35 The pollution control agency shall authorize and may

36 monitor not less than one or more than five projects to test the
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controlled injection of oxygen-bearing materials and appropriate

microbiological systems into sites of water or soil

contamination. An applicant for authority to conduct one of the

tests shall describe to the agency plans for the test injection

project including at least the following:

(1) the quantity and type of chemicals and microbes to be

used in the injection project;

(2) the frequency and planned duration of the injections;

(3) test monitoring and evaluation equipment that will be

maintained at the site; and

(4) procedures for recording, analyzing, and maintaining

information on the injection project.

The applicant shall make available to the agency all

significant test results from the injection project. Trade

secret information, as defined in section 13.37, made available

by an applicant is classified as fiOfip~b%±e private data,

pursuant to section 13.02, subdivision 9,-or-pr±va~e-da~a-ofi

±fid±v±d~a%s,-p~rg~afi~-~o-see~±ofi-i3~er,-s~bd±v±S±Ofi12.

Sec. 149. Minnesota Statutes 1998, section 116C.840,

subdivision 2, is amended to read:

Subd. 2. [CLASSIFICATION.] Except as otherwise provided in

this subdivision, data obtained from any person pursuant" to

subdivision 1 is pUblic data as defined in section 13.02. Upon

certification by the generator that the data relates to sales

figures, processes, or methods of production unique to that

person, or information which would tend to affect adversely the

competitive position of that person, the agency shall classify

the data as nefip~b%±e private data not on individuals ~s defined

in section 13.02. The agency may disclose data classified

as fienp~b%±e private under this subdivision to the Interstate

Commission, when relevant in any proceeding under section

116C.835, or when necessary to carry out its responsibilities

under sections 116C.833 to 116C.843.

Sec. 150. Minnesota Statutes 1998, section 1160.03,

subdivision 6, is amended to read:
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36 Subd. 6. [CLOSED MEETINGS; RECORDING.] The board of
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1 directors may by a majority vote in a pUblic meeting decide to

2 hold a closed meeting authorized under subdivision 5. The time

3 and place of the closed meeting must be announced at the pUblic

4 meeting. A written roll of members present at the closed

5 meeting must be made available to the pUblic after the closed

6 meeting. The proceedings of a closed meeting must be tape

7 recorded at the expense of the board and must be preserved by

8 the board for two years. The data on the tape is nenptlb~~e

9 private data not on individuals under section 13.02,-stlbdivision

10 9.

11 Sec. 151. Minnesota Statutes 1998, ~ectjon 1160~03,

12 sUbdivision 7, is amended to read:

13 Subd. 7. [APPLICATION AND INVESTIGATIVE DATA.] The

14 following data is classified as private data w~~h-re~ard-~e-da~a

16 nonptlb~~e-da~a-w~~h-re~ard-~o-da~a-ne~-on-~nd~v~dtla~s-tlnder

17 see~ion~~3~er,-Stlbd~v~s~on-9,-wh~ehever-~s-app~feab~e:

18 (1) financial data, statistics, and information furnished

19 in connection with assistance or proposed assistance under

20 section 1160.06, including credit reports, financial statements,

21 statements of net worth, income tax returns, either personal or

22 corporate, and any other business and personal financial

23 records; or

24 (29 security information, trade secret information, or

25 labor relations information, as defined in section 13.37,

26 subdivision 1, disclosed to members of the corporation board or

27 employees of the corporation under section 1160.06.

28 Sec. 152. Minnesota Statutes 1998, section 116R.02,

29 sUbdivision 3, is amended to read:

30 Subd. 3. [REVIEW PROCEDURE; DATA PRACTICES.] (a) Before

31 issuing the bonds for a project, approving financial assistance,

32 or entering into loan, lease, or other revenue agreements for

33 the project described in subdivisions 5 and 6, the commissioner

34 of finance shall review the financial condition of the proposed

35 lessee or lessees of the project or projects, and any related

36 person. The commissioner shall exercise due diligence in the
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1 review. The commissioner shall engage an independent,

2 nationally recognized consultant having special expertise with

3 the airline industry and its financing to prepare a written

4 report on the financial condition of the lessee or lessees and

5 any related person. A lessee and any related person shall

6 provide all information required for the commissioner's review

7 and the consultant's report, including information substantially

8 equivalent to that required by an investment bank or other

9 financial institution consid~ring a project for debt financing.

10 (b) Except as otherwise provided in this subdivision,

11 business plans, financial statements, customer lists, and market

12 and feasibility studies required under sections 116R.01 to

13 116R.16 or submitted in connection with the provision of

14 financial assistance or any agreement authorized under Laws

15 1991, chapter 350, are HeHpH5iie private data not on

16 individuals, as defined in section 13.02, subdivision 9 12. The

17 commissioner or the commissioner of trade and economic

18 development may make the data accessible to any person, agency,

19 or public entity if the commissioner or the commissioner of

20 trade and economic development determines that access is

21 required under state or federal securities law or is necessary

22 for the person, agency, or public entity to perform due

23 diligence in connection with the provision of financial

24 assistance to the projects described in SUbdivisions 5 and 6.

25 The data may also be made available as requested by the

26 legislative commission on planning and fiscal policy.

27 (c) Before the commissioner issues bonds for a project,

28 approves financial assistance, or enters into loan, lease, or

29 other revenue agreements for the project, the commissioner shall

30 submit a report on the proposed transaction to the governor.

31 The report must describe: all proposed state, metropolitan, and

32 local government financial commitments; the financial assistance

33 proposed to be provided; the proposed loan, lease, and revenue

34 agreements; any other arrangements related to state and local

35 debt, taxes, financing, and debt service; and the estimates of

36 economic activity, air traffic, and other factors that have been
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1 used in assessing the prospective financial condition of the

2 lessee or lessees and any related person. The report must

3 contain the following findings:

4 (1) that the commissioners of trade and economic

5 development and finance and, for purposes of a project described

6 in subdivision 5, the metropolitan airports commission have

7 reviewed the current and prospective financial condition of each

8 proposed lessee of the project or projects and any related

9 person; and

10 (2) that, on the basis of their review, the commissioners

11 and, for purposes of the project described in subdivision 5, the.
12 commission have determined that the revenues estimated to be

13 available to the lessee or lessees for payments under the loan,

14 lease, or other revenue agreements are at least SUfficient

15 during each year of the term of the proposed bonds to pay when

16 due all financial obligations of the lessee or lessees under the

17 terms of the proposed loan, lease, or other revenue agreements.

18 Copies of the report must be filed at the legislature as

19 provided in section 3.195 when the report is submitted to the

20 governor.

21 Sec. 153. Minnesota Statutes 1998, section 116S.02,

22 SUbdivision 8, is amended to read:

23 Subd. 8. [APPLICATION AND INVESTIGATIVE DATA.] Financial

24 data, statistics, and information furnished to the corporation

25 in connection with assistance or proposed assistance, inclUding

26 credit reports, financial statements, statements of net worth,

27 income tax returns, either personal or corporate, and any other

28 business and personal financial records are private data w±~h

29 ~e~e~o-~e-oe~e-efi-±fiO±V±otleisunder section 13.02, subdivision

32 Sec. 154. Minnesota Statutes 1998, section 144.147,

33 subdivision 5, is amended to read:

34 Subd. 5. [EVALUATION.] The commissioner shall evaluate the

:5 overall effectiveness of the grant program. The commissioner

36 may collect, from the hospital, and communities receiving
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1 grants, the information necessary to evaiuate the grant

2 program. Information related to the financial condition of

3 individual hospitals shall be classified as fiOfi~Hb~±e private

4 data not on individuals under section 13.02.

5 Sec. 155. Minnesota Statutes 1998, section 144.225,

6 sUbdivision 6, is amended to read:

7 Subd. 6. [GROUP PURCHASER IDENTITY; NeNPBB~%€ PRIVATE

8 DATA; DISCLOSURE.) (a) Except as otherwise provided in this

9 sUbdivision, the named identity of a group purchaser as defined

10 in section 62J.03, sUbdivision 6, collected in association with

11 birth registration is nOfipHb~±e private data not on individuals

12 as defined in section 13.02, subdivision 12.

13 (b) The commissioner may pUblish, or by other means release

14 to the public, the named identity of a group purchaser as part

15 of an analysis of information collected from the birth

16 registration process. Analysis means t~e identification of

17 trends in prenatal care and birth outcomes associated with group

18 purchasers. The commissioner may not reveal the named identity

19 of the group purchaser until the group purchaser has had 21 days

20 after receipt of the analysis to review the analysis and comment

21 on it. In releasing data under this subdivision, the

22 commissioner shall include comments received from the group

23 purchaser related to the scientific soundness and statistical

24 validity of the methods used in the analysis. This SUbdivision

25 does not authorize the commissioner to make pUblic any

26 individual identifying data except as permitted by law.

27 (c) A group purchaser may contest whether an analysis made

28 pUblic under paragraph (b) is based on scientifically ~ound and

29 statistically valid methods in a contested case proceeding under

30 sections 14.57 to 14.62, SUbject to appeal under sections 14.63

31 to 14.68. To obtain a contested case hearing, the group

32 purchaser must present a written request to the commissioner

33 before the end of the time period for review and comment.

34 Within ten days of the assignment of an administrative law

35 jUdge, the group purchaser must demonstrate by clear and

36 convincing evidence the group purchaser's likelihood of
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1 succeeding on the merits. If the jUdge determines that the

2 group purchaser has made this demonstration, the data may not be

3 released during the contested case proceeding and through

4 appeal. If the jUdge finds that the group purchaser has not

5 made this demonstration, the commissioner may immediately

6 pUblish, or otherwise make public, the nenptibi±e private group

7 purchaser data, with comments received as set forth in paragraph

8 (b) •

9 (d) The contested case proceed~ng and subsequent appeal is

10 not an exclusive remedy and any person may seek a remedy

11 pursuant to section 13.08, subdivisions 1 to 4, or as otherwise

12 authorized by law.

13 Sec. 156. Minnesota Statutes 1998, section 144.4186,

14 SUbdivision 1, is amended to read:

15 subdivision 1. [NeNPBB~!e PRIVATE AND CONFIDENTIAL DATA.]

16 Data contained in a health ~irective are classified as p~e~ee~ed

17 nenptibi±e confidential data tinde~-see~±en-~3~ez,-stibd±v±s±en-~3,

18 in the case of data not on individuals under section 13.02,

19 subdivision 3, and private data under section 13.02, subdivision

20 12, in the case of data on individuals. Investigative

21 data shaii-have-~he-eiass±f±ea~±en-aeeereee-±~is classified

22 under section 13.39.

23 Sec. 157. Minnesota Statutes 1998, section 144.581,

24 subdivision 5, is amended to read:

25 Subd. 5. [CLOSED MEETINGS; RECORDING.] (a) Notwithstanding

26 subdivision 4 or section 471.705, a public hospital or an

27 organization established under this section may hold a closed

28 meeting to discuss specific marketing activity and contracts

29 that might be entered into pursuant to the marketing activity in

30 cases where the hospital or organization is in competition with

31 health care providers that offer similar goods or services, and

32 where disclosure of information pertaining to those matters

33 would cause harm to the competitive position of the hospital or

34 organization, provided that the goods or services do not require

35 a tax levy. No contracts referred to in this paragraph may be

36 entered into earlier than 15 days after the proposed contract
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1 has been described at a public meeting and the description

2 entered in the minutes, except for contracts for consulting

3 services or with individuals for personal services.

4 (b) A meeting may not be closed under paragraph (a) except

5 by a majority vote of the board of directors in a public

6 meeting. The time and place of the closed meeting must be

7 announced at the public meeting. A written roll of members

8 present at the closed meeting must be available to the public

9 after the closed meeting. The proceedings of a-·closed meeting

10 must be tape-recorded and preserved by the board of directors

11 for two years. The data on the tape are ftoft~Hhi±e private data

12 not on individuals under section 13.02, sUbdivision 9 12.

13 However, the data become pUblic data under section 13.02,

14 subdivision 14, two years after the meeting, or when the

15 hospital or organization takes action on matters referred to in

16 paragraph (a), except for contracts for consulting services. In

17 the case of personal service contracts, the data become pUblic

18 when the contract is signed. For entities subject to section

19 471.345, a contract entered into by the board is sUbject to the

20 requirements of section 471.345.

21 (c) The board of directors may not discuss a tax levy, bond

22 issuance, or other expenditure of money unless the expenditure

23 is directly related to specific marketing activities and

24 contracts described in paragraph (a) at a closed meeting.

25 Sec. 158. Minnesota Statutes 1998, section 145.64,

26 subdivision 3, is amended to read:

27 Subd. 3. [HENNEPIN COUNTY EMERGENCY MEDICAL SERVICES

28 DATA.] Data collected, created, or maintained by the quality

29 committee of the Hennepin county emergency medical services

30 advisory council when conducting a health care review activity

31 of the emergency medical services function or services are

32 private data oft-±ftd±v±dHeis-e~-ften~Hhi±e-de~e-fte~-eft

33 ±nd±v±dHeis, as defined in section 13.02.

34 Sec. 159. Minnesota Statutes 1998, section 156.082, is

35 amended to read:

36 156.082 [VETERINARY MEDICAL RECORDS.]
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1 veterinary records of a client that are maintained by a

2 state agency, statewide system, or political subdivision are

3 private data en-±nd±v±d~e%s-e~-nenp~b%±e-de~eas defined in

4 section 13.02.

5 Sec. 160. Minnesota Statutes 1998, section 174.30,

6 subdivision 9, is amended to read:

7 Subd. 9. [COMPLAINT DATA; CLASSIFICATION.] When

8 information is furnished to the department of transportation

9 that alleges a violation of this section, an operating standard

10 adopted under this section, or section 174.315, the following

11 data are classified as confidential data e~-p~e~ee~ed-nenp~b%±e

12 dete as defined in section 13.02, subdivision 3:

13 (1) names of complainants;

14 (2) complaint letters; and

15 (3) other unsolicited data when furnished by a person who

16 is not the subject of the data and who is not a department

17 employee.

18 Sec. 161. Minnesota Statutes 1998, section 182.668,

19 subdivision 2, is amended to read:

20 Subd. 2. [CLASSIFICATION OF DATA.] Information that has

21 been registered pursuant to subdivision 1 sfie%%-be is classified

22 as nenp~b%±e-e~ private data as defined in section 13.02,

23 s~bd±v±s±ens-9-end-~:.

24 All other information reported to or otherwise obtained by

25 the commissioner or a representative in connection with any

26 inspection or proceeding under this chapter which contains or

27 which might reveal a trade secret sfie%%-be is classified as

28 nenp~b%±e-e~ private data as defined in section 13.02,

29 s~bd±v±s±ens-9-end-~:. Information classified as nenp~b%±e-e~

30 private may be disclosed to other officers or employees

31 concerned with carrying out this chapter or when relevant in any

32 proceeding under this chapter or when otherwise required in

33 order to comply with federal law or regulation but only to the

34 extent required by the federal law or regulation.

35 Sec. 162. Minnesota Statutes 1998, section 214.25,

36 SUbdivision 1, is amended to read:
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1 Subdivision 1. [BOARD DATA.) (a) All data collected or

2 maintained as part of the board's duties under sections 214.19,

3 214.23, and 214.24 she~~-be is classified as investigative data

4 under section 13.39 except that inactive investigative data

5 she~~-be is classified as private data under section 13.02,

6 sUbdivision 12,-e~-nenp~b~~e-de~e-~nde~-see~~en-~3~ez,

7 s~bd~v~s~en-9,-±n-~he-eese-ef-de~e-ne~-en-±nd~v±d~eis.

8 (b) Notwithstanding section 13.05, subdivision 9, data

9 addressed in this subdivision shall not be disclosed except as

10 provided in this subdivision or section 13.04; except that the

11 board may disclose to the commissioner under section 214.23.

12 Sec. 163. Minnesota Statutes 1998, section 214.35, is

13 amended to read:

14 214.35 [CLASSIFICATION OF DATA.)

15 All data collected and maintained and any agreements with

16 regulated persons entered into as part of the program is

17 classified as active investigative data under section 13.41

18 while the individual is in the program, except for monitoring

19 data which is classified as private. When a regulated person

20 successfully completes the program, the data and participation

21 agreement become inactive investigative data which sheii-be is

22 classified as private data under section 13.02, subdivision 12,

23 e~-nenp~bi±e-de~e-~nde~-see~~en-~3~ez,-SHbd~v±s~en-9,-±n-~he

24 eese-ef-de~e-ne~-en-±nd~v~d~e~s. Data and agreements shall not

25 be forwarded to the board unless the program reports a

26 participant to a board as described in section 214.33,

27 subdivision 3.

28 Sec. 164. Minnesota Statutes 1998, section 216C.~7,

29 subdivision 4, is amended to read:

30 Subd. 4. [PUBLIC INSPECTION.) Reports issued pursuant to

31 this section, other than individual corporate reports classified

32 as nenp~b~±e private data not on individuals in section 13.68,

33 shall be available for pUblic inspection in the office of the

34 department during normal business hours.

35 Sec. 165. Minnesota Statutes 1998, section 216C.37,

36 subdivision 3b, is amended to read:
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1 Subd. 3b. [PUBLIC ACCESSIBILITY OF LOAN APPLICATION DATA.]

2 Data contained in an application submitted to the commissioner

3 for a loan to be made pursuant to this section, including

4 supporting technical documentation, is classified as upublic

5 data not on individualsu under section 13.02, subdivision 14.

6 Sec. 166. Minnesota Statutes 1998, section 221.0355,

7 SUbdivision 9, is amended to read:

8 Subd. 9. [APPLICATION DATA.] The following data submitted

9 to the commissioner under subdivisions 4 and 5 are private data,

10 w~~h-~espee~-~e-de~e-en-~nd~v~d~eisT-and-nenp~bi±e-de~e,-w±~h

11 ~espee~-~e-da~a-ne~-en-±nd~v~d~aisunder section 13.02,

12 subdivision 12: information contained in parts II and III of

13 the uniform application relating to a carrier's customers and

14 service provided to specific customers, financial balance sheet

15 and income statement data, ownership and debt liability data,

16 and information relating to a carrier's parent companies,

17 affiliates, and SUbsidiaries. For the purpose of administering

18 or enforcing the uniform program, the commissioner may disclose

19 any information classified by this SUbdivision as private

20 data en-±nd±v±d~eis-e~-nenp~bi~e-da~a-by-~h~s-s~bd±v±s~ento the

21 United States Department of Transportation, any other

22 participating state or state agency, or to the national

23 repository established under the uniform program.

24 Sec. 167. Minnesota statutes 1998, section 223.17,

25 subdivision 6, is amended to read:

26 Subd. 6. [FINANCIAL STATEMENTS.] For the purpose of fixing

27 or changing the amount of a required bond or for any other

28 proper reason, the commissioner shall require an annual

29 financial statement from a licensee which has been prepared in

30 accordance with generally accepted accounting principles and

31 which meets the following requirements:

32 (a) The financial statement shall include, but not be

33 limited to the following: (1) a balance sheet; (2) a statement

34 of income (profit and loss); (3) a statement of retained

35 earnings; (4) a statement of changes in financial position; and

36 (5) a statement of the dollar amount of grain purchased in the
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commissioner shall establish a child mortality review panel to

review deaths of children in Minnesota, including deaths

attributed to maltreatment or in which maltreatment may be a

contributing cause and to review near fatalities as de~ined in

section 626.556, subdivision 11d. The commissioners of health,

children, families, and learning, and pUblic safety and the

attorney general shall each designate a representative to the

child mortality review panel. Other panel members shall be

appointed by the commissioner, including a board-certified

pathologist and a physician who is a coroner or a medical

examiner. The purpose of the panel shall be to make

recommendations to the state and to county agencies for

previous fiscal year of the grain buyer.

(b) The financial statement shall be accompanied by a

compilation report of-the financial statement which is prepared

by a grain commission firm or a management firm approved by the

commissioner or by an independent pUblic accountant, in

accordance with standards established by the American Institute

of certified Public Accountants.

(c) The financial statement shall be accompanied by a

certification by the chief executive officer or the chief

executive officer's designee of the licensee, under penalty of

perjury, that the financial statement accurately reflects the

financial condition of the licensee for the period specified in

the statement.

only one financial statement must be filed for a chain of

warehouses owned or operated as a single business entity, unless

otherwise required by the commissioner. Any grain buyer having

a net worth in excess of $500,000,000 need not file the

financial statement required by this subdivision but must

provide the commissioner with a certified net worth statement.

All financial statements filed with the commissioner are private

e~-fienpH5i~e data as provided in section 13.02.

Sec. 168. Minnesota Statutes 1998, section 256.01,

subdivision 12, is amended to read:

1
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Subd. 12. [CHILD MORTALITY REVIEW PANEL.] (a) The
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1 improving the child protection system, including modifications

2 in statute, rule, policy, and procedure.

3 (b) The commissioner may require a county agency to

4 establish a local child mortality review panel. The

5 commissioner may establish procedures for conducting local

6 reviews and may require that all professionals with knowledge of

7 a child mortality case participate in the local review. In this

8 section, "professional" means a person licensed to perform or a

9 person performing a specific service in the child protective

10 service system. "Professional" includes law enforcement

11 personnel, social service agency attorneys, educators, and

12 social service, health care, and mental-health care providers~

13 (c) If the commissioner of human services has reason to

14 believe that a child's death was caused by maltreatment or that

15 maltreatment was a contributing cause, the commissioner has

16 access to ne~-~Hbi±e private or confidential data under chapter

17 13 maintained by state agencies, statewide systems, or political

18 SUbdivisions that are related to the child's death or

19 circumstances surrounding the care of the child. The

20 commissioner shall also have access to records of private

21 hospitals as necessary to carry out the duties prescribed by

22 this section. Access to data under this paragraph is limited to

23 police investigative data; autopsy records and coroner or

24 medical examiner investigative data; hospital, public health, or

25 other medical records of the child; hospital and other medical

26 records of the child's parent that relate to prenatal care; and

27 records created by social service agencies that provided

28 services to the child or family within three years preceding the

29 child's death. A state agency, statewide system, or political

30 subdivision shall provide the data upon request of the

31 commissioner. Ne~-~Hb%±e Private or confidential data may be

32 shared with members of the state or local child mortality review

33 panel in connection with an individual case.

34 (d) Notwithstanding the data's classification in the

) possession of any other agency, data acquired by a local or

36 state child mortality review panel in the exercise of its duties
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1 . is ~~e~ee~ed-nen~Hbiie-e~confidential data as defined in

2 section 13-.02, subdivision 3, but may be disclosed as necessary

3 to carry out the purposes of the review panel. The data is not

4 subject to subpoena or discovery. The commissioner may'disclose

5 conclusions of the review panel, but shall not disclose data

6 that was classified as confidential or private data on

7 decedents, under section 13.10, e~ private, data on individuals

8 2E confidential,-e~-p~e~ee~ed-nenpHbiie data in the

9 diss~minating agency, except that the commissioner may disclose

10 local social service agency data as provided in section 626.556,

11 subdivision I1d, on individual cases involving a fatality or

12 near fatality of a person served by the local social service

13 agency prior to the date of death.

14 (e) A person attending a child mortality review panel

15 meeting shall not disclose what transpired at the meeting,

16 except to carry out the purposes of the mortality review panel.

17 The proceedings and records of the mortality review panel are

18 ~~e~ee~ed-nenpHbiieconfidential data not on individuals as

19 defined in section 13.02, subdivision %3 1, and are not sUbject

20 to discovery or introduction into evidence in a civil or

21 criminal action against a professional, the state or a county

22 agency, arising out of the matters the panel is reviewing.

23 Information, documents, and records otherwise available from

24 other sources are not immune from discovery or use in a civil-or

25 criminal action solely because they were presented during

26 proceedings of the review panel. A person who presented

27 information before the review panel or who is a meniber of the

28 panel shall not be prevented from testifying about matters

29 within the person's knOWledge. However, in a civil or criminal

30 proceeding a person shall not be questioned about the person's

31 presentation of information to the review panel or opinions

32 formed by the person as a result of the review meetings.

33 Sec. 169. Minnesota Statutes 1998, section 256.9744,

34 subdivision 1, is amended to read:

35 Subdivision 1. [CLASSIFICATION.] Except as provided in

36 this section, data maintained by the office under sections
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1 256.974 to 256.9744 are private data eft-fftdfvfdttais-er-nenpttbife

2 da~a as defined in section 13.02, subdivision 9-er 12, and must

3 be maintained in accordance with the requirements of Public Law

4 Number 100-75, United states Code, title 42, section

5 3027 (a) (12) (D).

6 Sec. 170. Minnesota Statutes 1998, section 268.19, is

7 amended to read:

8 268.19 [INFORMATION.]

9 (a) Except as_otherwise provided by this section, data

10 gathered from any employer or individual pursuant to the

11 administration of sections 268.03 to 268.23 are private data en

12 fftdfvfdttais-er-nenpttbife-d8~a-ne~-en-fftdfvfdtteisas defined in

13 section 13.02, sttbd~v~s~efts sUbdivision 9-and 12, and may not be

14 disclosed except pursuant to a court order or section 13.05.

15 These data may be disseminated to and used by the following

16 agencies without the consent of the sUbject of the data:

17 (1) state and federal agencies specifically authorized

18 access to the data by state or federal law;

19 (2) any agency of Minnesota or any other state; or any

20 federal agency charged with the administration of an employment

21 security law or the maintenance of a system of public employment

22 offices;

23 (3) human rights agencies within Minnesota that have

24 enforcement powers;

25 (4) the department of revenue must have access to

26 department private data en-fftdfvfdttais-end-nenpttb~±e-de~a-ne~-en

27 fndfv±d~e~s as defined in section 13.02, subdivision 12, only to

28 the extent necessary for enforcement of Minnesota tax laws;

29 (5) public and private agencies responsible for

30 administering publicly financed assistance programs for the

31 purpose of monitoring the eligibility of the program's

32 recipients;

33 (6) the department of labor and industry on an

34 interchangeable basis with the department subject to the

35 following limitations and notwithstanding any law to the

36 contrary:

245



01/28/99 8:37 a.m. [RESOEPT] OM/TG OM25

1 (i) the department must have access to private data on

2 ±nd±v±dHais-and-non~Hbi±e-da~a-no~-on-±nd±v±dHais as defined in

3 section 13.02, subdivision 12, for uses consistent with the

4 administration of its duties under sections 268.03 to 268.23;

5 and

6 (ii) the department of labor and industry must have access

7 to private data on-±nd±v±dHais-and-non~Hbi±e-da~a-no~-on

8 ±nd±v±dHais as defined in section 13.02, subdivision 12, for

9 uses consistent with the administration-of its duties under

10 Minnesota law;

11 (7) the department of trade and economic development may

12 have access to private data on ±nd±v±dHai employers and

13 non~Hbi±e-da~a-no~-on-±nd±v±dHai-em~ioyersfor its internal use

14 only; when received by the department of trade and economic

15 development, the data remain private data on-±nd±v±dHais-or

16 non~Hbi±e-da~a;

17 (8) local and state welfare agencies for monitoring the

18 eligib~lity of the data sUbject for assistance programs, or for

19 any employment or training program administered by those

20 agencies, whether alone, in combination with another welfare

21 agency, or in conjunction with the department or to monitor and

22 evaluate the statewide Minnesota family investment program by

23 providing data on recipients and former recipients of food

24 stamps, cash assistance under chapter 256, 2560, 256J, or 256K,

25 child care assistance under chapter 119B, or medical programs

26 under chapter 256B, 2560, or 256L;

27 (9) local, state, and federal law enforcement agencies for

28 the sole purpose of ascertaining the last known address and

29 employment location of the data sUbject, ~rov±ded if the data

30 sUbject is the sUbject of a criminal investigation; and

31 (10) the department of health may have access to private

32 data on-±nd±v±dHais-and-nenpHbi±e-da~a-ne~-on-±nd±v±dHaisas

33 defined in section 13.02, subdivision 12, solely for the

34 purposes of epidemiologic investigations.

35 (b) Data on individuals and employers that are collected,

36 maintained, or used by the department in an investigation
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1 pursuant to section 268.182 are confidential a~-~e data efl

2 ±fld±v±d~ax~-afld-~~e~ee~ed-flefl~~bi±e-da~a-fle~-efl-±fld±v±d~ais as

3 defined in section 13.02, s~bd±v±s±efl~ subdivision 3 afld-~3, and

4 must not be disclosed except pursuant to statute or court order

5 or to a party named in a criminal proceeding, administrative or

6 jUdicial, for preparation of a defense.

7 (c) Tape recordings and transcripts of recordings of

8 proceedings conducted in accordance with section 268.105 and

9 exhibits received into evidence at those proceedings are private

10 data efl-±fld±v±d~aiS-afld-flefl~~bi±e-da~a-fle~-efl-±fld±v±d~axs~

11 defined in section 13.02, sUbdivision 12, and must be disclosed

12 only pursuant to the administration of section 268.105, or

13 pursuant to a court order.

14 (d) The department may disseminate an employer's name,

15 address, industry code, occupations employed, and the number of

16 employees by ranges of not less than 100 for the purpose of

17 assisting individuals using the Minnesota workforce center

18 system in obtaining employment.

19 (e) The general aptitude test battery and the nonverbal

20 aptitude test battery as administered by the department are

21 private data efl-±fld±v±d~axs-e~-flefl~~bi±e-da~aas defined in

22 section 13.02, subdivision 12.

23 (f) Data gathered by the department pursuant to the

24 administration of sections 268.03 to 268.23 must not be made the

25 sUbject or the basis for any suit in any civil proceedings,

26 administrative or jUdicial, unless the action is initiated by

27 the department.

28 Sec. 171. Minnesota Statutes 1998, section 270B.02, is

29 amended to read:

30 270B.02 [CLASSIFICATION OF DATA.]

31 subdivision 1. [GENERAL RULE.] Except as otherwise

32 provided in this chapter, returns and return information are

33 private data efl-±fld±v±d~ais-e~-flefl~~bi±e-da~aas defined in

34 section 13.02, s~bd±v±s±efts-9-afld sUbdivision 12. Except as

35 authorized by this chapter, the department of revenue, the

36 commissioner, an officer or employee or former officer or
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1 employee of the department of revenue, a person engaged or

2 retained. by the department on an independent contract basis, or

3 a person who, under sections 270B.05 to 270B.15, is permitted to

4 inspect returns or return information may not disclose returns

5 or return information.

6 Subd. 2. [PR8PEePEB-N8NPBBbxe CONFIDENTIAL DATA.] The

7 following are pre~ee~ed-fiefiptib~±econfidential data as defined

8 in section 13.02, subdivision ~3 3:

9 (1) criteria for determining which computer processed

10 returns are selected for audit;

11 (2) criteria for determining which ret~rns are selected for

12 an in-depth aUdit; and

13 (3) criteria for determining which accounts receivable

14 balances below a stated amount are written off or canceled.

15 Subd. 3. [CONFIDENTIAL DATA 8N-!NB!V!BBAbSt-PR8PEePEB

16 N8NPBBb!e-BAPA.] (a) Except as provided in paragraph (b), the

17 name or existence of an informer, informer letters, and other

18 unsolicited data, in whatever form, given ~o the department~f

19 revenu~ by a person, other than the data subject, who informs

20 that a specific taxpayer is not or may not be in compliance with

21 tax laws, or nontax laws administered by the department of

22 revenue, including laws not listed in section 270B.01,

23 subdivision 8, are confidential data eft-±ftd±v±dtie~s-er-~re~ee~ed

24 ftenptib~±e-de~e as defined in section 13.02, stibd±v±s±efts

25 subdivision 3 eftd-~3.

26 (b) Data under paragraph (a) may be disclosed with the

27 consent of the informer or upon a written finding by a court

28 that the information provided by the informer was false and that

29 there is evidence that the information was provided in bad

30 faith. This subdivision does not alter disclosu~e

31 responsibilities or obligations under the rules of criminal

32 procedure.

33 Subd. 4. [PUBLIC DATA.] Information required to be filed

34 by exempt individuals, corporations, organizations, estates, and

35 trusts under section 290.05, subdivisions 1 and 4, is pUblic

36 data en-±ftd±v±dtie~s-er-~tib~±e-de~e-ne~-eft-±nd±v±dtia~s,as
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defined in section 13.02, s~bd±v±s±ens sUbdivision 14 and-%5.

The commissioner may publish a list of organizations exempt from

taxation under section 290.05, except that the name or address

of any contributor to any organization that is or was exempt, or

that has applied for tax exempt status, or any other information

that could not be disclosed under section 6104 of the Internal

Revenue Code of 1986, as amended through December 31, 1988, is

classified as private data en-±nd±v±d~ais-e~-nenp~bi±e-da~aas

defined in section 13.02, s~bd±v±s±ens-9-andSUbdivision 12.

section 13.03, SUbdivision 7, returns and return information

retain the classification designated und~r this chapter.

Notwithstanding sections 13.03, subdivision 8, and 13.10, data

classified under subdivision 3 and department of revenue data

classified under this chapter as nenp~bi±e-da~a,-p~e~ee~ed

nenp~bi±e-da~a, private data en-±nd±v±d~ais, or confidential

data en-±nd±v±d~ais remain so classified.

Subd. 6. [CLIENT LISTS; THIRD-PARTY BULK FILERS.] Client

lists required under section 290.92, SUbdivision 30, are

classified as private data en-±nd±v±d~ais-e~-nenp~bi±e-da~a,as

defined in section 13.02, s~bd±v±s±ens-9-and subdivision 12.

Sec. 172. Minnesota Statutes 1998, section 272.115,

subdivision 1, is amended to read:

Subdivision 1. [REQUIREMENT.] Except as otherwise provided

in subdivision 5, whenever any real estate is sold for a

consideration in excess of $1,000, whether by warranty deed,

quitc.laim deed, contract for deed or any other method of sale,

the grantor, grantee or the legal agent of either shall file a

certificate of value with the county auditor in the county in

which the property is located when the deed or other document is

presented for recording. een~~ae~ Contracts for deeds deed are

subject to recording under section 507.235, subdivision 1.

Value shall, in the case of any deed not a gift, be the amount

of the full actual consideration thereof, paid or to be paid,

including the amount of any lien or liens assumed. The items

and value of personal property transferred with the real

1
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32

33

34

15

36

Subd. 5. [MAINTAINING CLASSIFICATIONS.] Notwithstanding
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1 property must be listed and deducted from the sale price. The

2 certificate of value shaLl include the classification to which

3 the property belongs for the purpose of determining the fair

4 market value of the property. The certificate shall include

5 financing terms and conditions of the sale which are necessary

6 to determine the actual, present value of the sale price for

7 purposes of the sales ratio study. The commissioner of revenue

8 shall promulgate administrative rules specifying the financing

9 terms and conditions which must be included on the certificate.

10 Pursuant to the authority of the commissioner of revenue in

11 section 270.066, the certificate of value must include the

12 social security number or the federal employer identification

13 number of the grantors and grantees. The identification numbers

14 of the grantors and grantees are private data efi-±fid±v±dHais-e~

15 fiefipHhi±e-da~a as defined in section 13.02, stihd±v±S±efis-9-afid

16 SUbdivision 12, but, notwithstanding that section, the

17 private e~-fiefipHhi±e data may be disclosed to the commissioner

18 of revenue for purposes of tax administration.

19 Sec. 173. Minnesota statutes 1998, section 295.57,

20 subdivision 2, is amended to read:

21 Subd. 2. [ACCESS TO RECORDS.] For purposes of

22 administering the taxes imposed by sections 295.50 to 295.59,

23 the commissioner may access patients' records that contain

24 billing or other financial information without prior consent

25 from the patients. The data collected is classified as private

26 e~-fiefipHhi±e data as defined in section 13.02, subdivision 12.

27 Sec. 174. Minnesota Statutes 1998, section 299A.61,

28 SUbdivision 2, is amended to read:

29 Subd. 2. [DATA ON MEMBERS.] Data that identify individuals

30 or businesses as members of the criminal alert network,

31 including names, addresses, telephone and fax numbers, are

32 private data efi-±fid±v±dHais-e~-fiefipHhi±e-da~a,as defined in

33 section 13.02, subdivision 9-e~ 12.

34 Sec. 175. Minnesota Statutes 1998, section 299F.095, is

35 amended to read:

36 299F.095 [POWERS AND DUTIES OF FIRE DEPARTMENT.]
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1 To the extent feasible, given the amount of funds and

2 training available, the local fire department shall:

3 (1) mail or otherwise distribute hazardous substance

4 notification report forms to employers within the jurisdiction

5 of the fire departmeht except for those employers for whom an

6 inspection has been arranged or employers from whom a hazardous

7 substance notification is considered not necessary by the fire

8 department;

9 (2) retain and evaluate each hazardous substance

10 notification report and notification of significant change

11 submitted by each employer until the employer's workplace ceases

12 to exist or the fire department determines retention of the

13 hazardous substance notification report is no longer necessary;

14 (3) develop for fire department use appropriate fire and

15 emergency procedures for the hazardous substance risks of each

16 workplace based on the information received;

17 (4) investigate suspected violations of sections 299F.091

18 to 299F.099, and issue appropriate orders ~or compliance; and

19 (5) provide available material safety data sheets and

20 hazardous substance notification reports at the request of other

21 emergency response personnel.

22 Data collected under sections 299F.091 to 299F.099 is

23 fteftpttbi±e private data not on individuals within the meaning of

24 section 13.02, subdivision 9 12.

25 Sec. 176. Minnesota statutes 1998, section 299F.096,

26 subdivision 1, is amended to read:

27 Subdivision 1. [NeNpgB~ie PRIVATE DATA NOT ON
,

28 INDIVIDUALS.] Before a fire department and emergency response

29 personnel may have access to information received under section

30 299F.094, the department shall establish security procedures to

31 prevent unauthorized use or disclosure of fteftp~bi±e private data

32 not on individuals. Neftp~bi±e Private data not on individuals

33 must be made available in an emergency to emergency response

34 personnel. No liability results under sections 299F.091 to

35 299F.099 with respect to disclosure of fteftp~bx±e private data

36 not on individuals, if emergency response personnel, in response
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1 to an emergency, reasonably determine that the use or disclosure

2 of the data is necessary to expedite medical services or to

3 protect persons from ~mminent danger. As soon as practicable

4 after disclosure of nonp~bi~e private data not on individuals is

5 made by emergency response personnel, the circumstances

6 necessitating the disclosure and the actual or estimated extent

7 of the disclosure must be described in writing by the personnel

8 and provided to the employer.

9 .. Sec. 177. Minnesota Statutes 1998, section 299J.13,

10 subdivision 3, is amended to read:

11 Subd. 3. [CLASSIFICATION OF DATA.] Except as otherwise

12 provided in this subdivision, data obtained from any person

13 under subdivision 1 or 2 is pUblic data as defined in section

14 13.02. Upon certification by the subject of the data that the

15 data relates to sales figures, processes, or methods of

16 production unique to that person, or information that would tend

17 to affect adversely the competitive position of that person, the

18 director shall classify the data as p~~va~e-o~-nonp~bi~edata as

19 defined in section 13.02. Notwithstanding any other law to the

20 contrary, data classified as private o~-nenp~b~~e under this

21 subdivision may be disclosed when relevant in any proceeding

22 under sections 299J.01 to 299J.17, or to other pUblic agencies

23 concerned with the implementation of sections 299J.Ol to 299J.17.

24 section ... Minnesota Statutes 1998, section 326.3382,

25 subdivision 3, is amended to read:

26 Subd. 3. [PROOF OF INSURANCE.] (a) No license may be

27 issued to a private detective or protective agent applicant

28 until the applicant has complied with the requirements. in this

29 subdivision.

30 (b) The applicant shall execute a surety bond to the state

31 of Minnesota in the ~enal sum of $10,000 and file it with the

32 board. The surety bond must be executed by a company authorized

33 to do business in the state of Minnesota, must name the

34 applicant as principal, and must state that the applicant and

35 each of the applicant's employees shall faithfully observe all

36 of the laws of Minnesota and of the United states and shall pay
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1 all damages suffered by any person by reason of a violation of

2 law by the applicant or by the commission of any willful and

3 malicious wrong by the applicant in the course of business.

4 (c) The applicant shall furnish proof, acceptable to the

5 board, of the applicant's ability to respond in damages for

6 liability on account of accidents or wrongdoings arising out of

7 the ownership and operation of a private detective or protective

8 agent business. Compliance with paragraph (d), (e), or (f) is

9 satisfactory proof of financial responsibility for purposes of

10 this paragraph.

11 (d) The applicant may file with the board a certificate of

12 insurance demonstrating coverage for general liability,

13 completed operations, and personal injury. Personal injury

14 insurance must include coverage for:

15 (1) false arrest, detention, imprisonment, and malicious

16 prosecution;

17 (2) libel, slander, defamation, and violation of rights of

(1) for an applicant with no employees, $10,000;

(2) for an applicant with one to ten employees, $15,000;

(3) for an applicant with 11 to 25 employees, $25,000;

(4) for an applicant with 26 to 50 employees, $50,000; or

(5) for an applicant with 51 or more employees, $100,000.

Data indicating with which of the above requirements an

18 privacy; and

19 (3) wrongful entry, eviction, and other invasion of rights

20 of private occupancy.

21 The certificate must provide that the insurance may not be

22 modified or canceled unless 3.0 days prior notice is given to the

23 board.

24 (e) The applicant may file with the board an annual net

25 worth statement, signed by a licensed certified public

26 accountant, evidencing that the applicant has a net worth of at

27 least the following:

28

29

30

31

32

33

34 applicant must comply is public data. The contents of the net

35 worth statement are private data eft-±ftd±v±d~ei~-er-fteftp~bi±e

36 de~e, as defined in section 13.02.
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1 (f) The applicant may file with the board an irrevocable

2 letter of credit from a financial institution acceptable to the

3 board in the amou~t listed in the appropriate category in

4 paragraph (e).

5 Sec. 178. Minnesota statutes 1998, section 363.061,

6 subdivision 2, is amended to read:

7 Subd. 2. [ACCESS TO OPEN FILES.] (a) Except as otherwise

8 provided in this sUbdivision, human rights investigative data

9 contained in an open case file are confidential data eft

10 ~ftd~vid~aig-er-~re~ee~ed-fteftp~b%~e-data,as defined in section

11 13.02, subdivision 3. The name and address of the charging

12 party and respondent, factual basis of the allegations, and the

13 statute under which the action is brought are private data eft

14 ~ftd±v~d~aig-er-fteft~~biie-data,as defined in section 13.02,

15 subdivision 12, but are accessible to the charging party and the

16 respondent.

17 (b) After making a finding of probable cause, the

18 commissioner may make human rights investi~ative data contained

19 in an open case file accessible to a person, government agency,

20 or the pUblic if access will aid the investigative and

21 enforcement process.

22 Sec. 179. Minnesota Statutes 1998, section 363.061,

23 subdivision 3, is amended to read:

24 Subd. 3. [ACCESS TO CLOSED FILES.] (a) Except as otherwise

25 provided in this sUbdivision, human rights investigative data

26 contained in a closed case file are private data eft-~ftdivid~aig

27 er-fteft~~b%~e-data, as defined in section 13.02, subdivision 12.

28 The name and address of the charging party and respond~nt,

29 factual basis of the allegations, the statute under which the

30 action is brought, the part of the summary of the investigation

31 that does not contain identifying data on a person other than

32 the complainant or respondent, and the commissioner's memorandum

33 determining whether probable cause has been shown are public

34 data.

35 (b) The commissioner may make human rights investigative

36 data contained in a closed case file inaccessible to the
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1 charging party or the respondent in order to protect medical or

2 other security interests of the parties or third persons.

3 Sec. 180. Minnesota statutes 1998, section 383B.217,

4 subdivision 7, is amended to read:

5 Subd. 7. [PURCHASES AND MARKETING.) (a) contracting and

6 purchasing made on behalf of the Hennepin county medical center

7 of goods, materials, supplies, equipment and contracted services

8 shall comply with sections 383B.141 to 383B.151.

9 (b) Notwithstanding section 471.705, the county board on

10 behalf of the medical center may meet in closed session to

11 discuss and take action on specific products or services that

12 are in direct competition with other providers of goods or

13 services in the public or private sector, if disclosure of

14 information pertaining to those matters would clearly harm the

15 competitive position of the medical center.

16 (c) The medical center shall inform the county board when

17 there are matters that are appropriate for discussion or action
~

18 under paragraph (b). The county administrator or the

19 administrator's designee shall give the board an opinion on the

20 propriety of discussion or action under paragraph (b) for each

21 of the matters. The county board may, by a majority vote in a

22 pUblic meeting, decide to hold a closed meeting under paragraph

23 (b). The purpose, time, and place of the meeting must be

24 announced at a pUblic meeting. A written roll of members

25 present at a closed meeting must be made available to the public

26 after the closed meeting. The proceedings of a closed meeting

27 must be tape recorded at the expense of the county board and be

28 preserved for not less than five years after the meeting. The

29 data on the tape are fteftp~biie private data ~ftde~ not on

30 individuals, as defined in section 13.02, subdivision 9 12,

31 until two years after the meeting. A contract entered into by

32 the county board at a meeting held on behalf of the medical

33 center is SUbject to section 471.345. All bids and any related

34 materials that are considered at the meeting must be retained

35 for a period of not less than five years. After the expiration

36 of the term of any contract entered into pursuant to this
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1 subdivision or a period of two years, whichever is less, the

2 contract, ·the bids, and any related materials are public data.

3 The contract, the bids, and any related materials are SUbject to

4 review by the state auditor at any time.

5 (d) Data concerning specific products or services that are

6 in direct competition with other providers of goods or services

7 in the pUblic or private sector are trade secret information for

8 purposes of section 13.37, to the extent disclosure of

9 information pertaining to the matters v;ould clearly harm the

10 competitive position of the medical center. The data are trade

11 secret information for the term of the contract or a two-year

12 period, whichever is less.

13 (e) This subdivision applies to the medical center,

14 ambulatory health centers, or other clinics authorized under

15 section 383B.219, as well as any other organization,

16 association, partnership, or corporation authorized by Hennepin

17 county under section 144.5~1.

18 Sec. 181. Minnesota Statutes 1998, section 383B.225,

19 subdivision 6, is amended to read:

20 Subd. 6. [INVESTIGATION PROCEDURE.] (a) Upon notification

21 of the death of any person, as provided in subdivision 5, the

22 county medical examiner or a designee may proceed to the· body,

23 take charge of it, and order, when necessary, that there be no

24 interference with the body or the scene of death. Any person

25 violating the order of the examiner is guilty of a misdemeanor.

26 The examiner or the examiner's designee shall make inquiry

27 regarding the cause and manner of death and, in cases that fall

28 under the medical examiner's jurisdiction, prepare written

29 findings together with the report of death and its

30 circumstances, which shall be filed in the office of the

31 examiner. When it appears that death may have resulted from a

32 criminal act and that further investigation is advisable, a copy

33 of the report shall be transmitted to the county attorney. The

34 examiner may take possession of any or all property of the

35 deceased, mark it for identification, and make an inventory.

36 The examiner shall take possession of all articles useful in
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1 establishing the cause of death, mark them for identification

2 and retain them securely until they are no longer needed for

3 evidence or investigation. The examiner shall release any

4 property or articles needed for any criminal investiga~ion to

5 law enforcement officers conducting the investigation. When a

6 reasonable basis exists for not releasing property or articles

7 to law enforcement officers, the examiner shall consult with the

8 county attorney. If the county attorney determines that a

9 reasonable basis exists for not releasing the property or

10 articles, the examiner may retain them. The property or

11 articles shall be returned immediately upon completion of the

12 investigation. When the property or articles are no longer

13 needed for the investigation or as evidence, the examiner shall

14 release the property or articles to the person or persons

15 entitled to them. Notwithstanding any other law to the

16 contrary, when personal property of more than nominal value of a

17 decedent has corne into the possession of the examiner, and is

18 not used for a criminal investigation or a~ evidence, and has

19 not been otherwise released as provided in this subdivision, the

20 name of the decedent shall be filed with the district court,

21 together with a copy of the inventory of the decedent's

22 property. At that time, an examination of the records of the

23 court shall be made to determine whether a will has been

24 admitted to probate or an administration has been commenced.

25 Personal property, including wearing apparel, may be released to

26 or for the spouse or any blood relative or personal

27 representative of the decedent or to the person accepting

28 financial responsibility for burial of the decedent. If

29 property has not been released by the examiner and no will has

30 been admitted to probate or administration commenced within six

31 months after death, the examiner may sell the property, other

32 than firearms or other weapons, of a deceased person at a pUblic

33 auction upon notice and in a manner as the court may direct.

34 The examiner shall release all firearms of a deceased person to

35 the law enforcement agency handling the investigation and shall

36 cause to be destroyed any other weapon of a deceased person that
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1 is not released to or claimed by a decedent's spouse, blood

2 relative, or representative of the estate, or other person who

3 proves lawful ownership. If the name of the decedent is not

4 known, the examiner shall inventory the property of the decedent

5 and after six months may sell the property at a pUblic auction.

6 The examiner shall be allowed reasonable expenses for the care

7 and sale of the property and shall deposit the net proceeds of

8 the sale with the county administrator, or the administrator's

9 designee, in the name of the decedent, if known. If the

10 decedent is not known, the examiner shall establish a means of

11 identifying the property of .the decedent~with the unknown

12 decedent and shall deposit the net proceeds of the sale with the

13 county administrator, or a designee; so, that, if the unknown

14 decedent's identity is established within six years, the

15 proceeds can be properly distributed. In either case, duplicate

16 receipts shall be provided to the examiner, one of which shall

17 be filed with the court, the other of which shall be retained in

18 the office of the examiner. If a representative shall qualify

19 within six years from the time of deposit, the county

20 administrator, or a designee, shall pay the amount of the

21 deposit to the representative upon order of the court. If no

22 order is made within six years, the proceeds of the sale shall

23 become a part of the general revenue of the county.

24 (b) For the purposes of this section, health-related

25 records or data on a decedent, except health data defined in

26 section 13.38, whose death is being investigated under this

27 section, whether the records or data are recorded or unrecorded,

28 including but not limited to those concerning medical,. surgical,

29 psychiatric, psychological, chemical dependency, or any other

30 consultation, diagnosis, or treatment, including medical

31 imaging, shall be made promptly available to the medical

32 examiner, upon the medical examiner's written request, by a

33 person having custody of, possession of, access to, or knowledge

34 of the records or data. In cases involving a stillborn infant

35 or the death of a fetus or an infant less than one year of age,

36 the ~ecords on the decedent's mother shall also be made promptly
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1 available to the medical examiner. The medical examiner shall

2 pay the reasonable costs of copies of records or data provided

3 to the medical examiner under this section. Data collected or

4 created pursuant to this subdivision relating to any

5 psychiatric, psychblogical, or mental health consultation with,

6 diagnosis of, or treatment of the decedent whose death is being

7 investigated shall remain confidential or protected nonpublic

8 data, as defined in section 13.02, subdivision 3, except that

9 the medical examiner's report may contain a summary_.of such data.

10 (c) After investigating deaths of unautopsied persons who

11 are to be cremated, the medical examiner shall give approval for

12 cremation and shall record such approval by affixing the

13 examiner's signature on the reverse side of the deceased

14 person's death certificate.

15 (d) The medical examiner has the power to subpoena any and

16 all documents, records, and papers deemed useful in the

17 investigation of a death.

18 Sec. 182. Minnesota Statutes 1998, section 390.11,

19 subdivision 7, is amended to read:

20 Subd. 7. [REPORTS.] (a) Deaths of the types described in

21 this section must be promptly reported for investigation to the

22 coroner by the law enforcement officer, attending physician,

23 mortician, person in charge of the public institutions referred

24 to in subdivision 1, or other person with knowledge of the death.

25 (b) For the purposes of this section, health-related

26 records or data on a decedent, except health data defined in

27 section 13.38, whose death is being investigated under this

28 section, whether the records or data are recorded or unrecorded,

29 including but not limited to those concerning medical, surgical,

30 psychiatric, psychological, or any other consultation,

31 diagnosis, or treatment, including medical imaging, shall be

32 made promptly available to the coroner, upon the coroner's

33 written request, by a person having custody of, possession of,

34 access to, or knowledge of the records or data. The coroner

15 shall pay the reasonable costs of copies of records or data

36 provided to the coroner under this section. Data collected or
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created pursuant to this subdivision relating to any

psychiatric, psychological, or mental health consultation with,

diagnosis of, or treatment of the decedent whose death is being

investigated shall remain confidential or protected nonpublic

data, as defined in section 13.02, subdivision 3, except that

the coroner's report may contain a summary of such data.

Sec. 183. Minnesota Statutes 1998, section 390.32,

subdivision 6, is amended to read:

Subd. 6. [REPORT OF DEATHS.] (a) Deaths of the types

described in this section must be promptly reported for

investigation to the sheriff by the attending physician,

mortician, person in charge of the public institutions referred

to in subdivision 1, or other person having knowledge of the

death.

(b) For the purposes of this section, health-related

records or data on a decedent, except health data as defined in

section 13.38, whose death is being investigated under this

section, whether the records or data are r~corded or unrecorded,

including but not limited to those concerning medical, surgical,

psychiatric, psychological, or any other consultation,

diagnosis, or treatment, including medical imaging, shall be

made promptly available to the medical examiner, upon the

medical examiner's written request, by a person having custody

of, possession of, access to, or knowledge of the records or

data. The medical examiner shall pay the reasonable costs of

copies of records or data provided to the medical examiner under

this section. Data collected or created pursuant to this

subdivision relating to any psychiatric, psychological, or

mental health consultation with, diagnosis of, or treatment of

the decedent whose death is being investigated shall remain

confidential er-preteeted-fleflp~e~±edata, as defined in section

13.02, subdivision 3, except that the medical examiner's report

may contain a summary of such data.

Sec. 184. Minnesota Statutes 1998, section 400.08,

subdivision 4, is amended to read:
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28

29

30

31

32

33

34

35

36 Subd. 4. [COLLECTION.] (a) The rates and charges may be
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1 billed and collected in a manner the board shall determine.

2 (b) On or before october 15 in each year, the county board

3 may certify to the county auditor all unpaid outstanding

4 charges, and a description of the lands against which the

5 charges arose. It shall be the duty of the county aUditor, upon

6 order of the county board, to extend the assessments, with

7 interest not to exceed the interest rate provided for in section

8 279.03, sUbdivision 1, upon the tax rolls of the county for the

9 taxes of the year in which the assessment is filed. For each

10 year ending October 15 the assessment with interest shall be

11 carried into the tax becoming due and payable in January of the

12 following year, and shall be enforced and collected in the

13 manner provided for the enforcement and collection of real

14 property taxes in accordance with the provisions of the laws of

15 the state. The charges, if not paid, shall become delinquent

16 and be sUbject to the same penalties and the same rate of

17 interest as the taxes under the general laws of the state.

18 (c) In addition to any other manner of collection that may

19 be established under paragr~ph (a), a county may:

20 (1) require as a condition of a license issued under

21 section 11SA.93 that the licensee collect service charges

22 established under subdivision 3 from solid waste generators for

23 remittal to the county; and

24 (2) audit a licensed collector's records of the charges

25 collected under clause (1) and the amount of waste collected

26 only to the extent necessary to ensure that all charges required

27 to be collected are remitted to the county.

28 Data received under clause (2) are private e~-fteftp~~i~e data as

29 defined in section 13.02, subdivision 9-e~ 12.

30 Sec. 185. Minnesota Statutes 1998, section 446A.11,

31 subdivision 11, is amended to read:

32 Subd. 11. [FINANCIAL INFORMATION.] Financial information,

33 including credit reports, financial statements and net worth

34 calculations, received or prepared by the authority regarding an

35 authority loan, financial assistance, or insurance is private

36 data w~~h-~e~ard-~e-de~e-eft-~ftd~v~d~ei~as defined in section
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1 13.02, subdivision 12 aftd-fteft~tlbi±e-da~a-w±~h-re~aro-~e-oa~a-fte~

2 eft-±nd±v±otlais-as-def±fted-±ft-see~±eft-~3~e~,-stlbo±v±s±eft-9.

3 Sec. 186. Minnesota Statutes 1998, section 473.598,

4 subdivision 4, is amended to read:

5 Subd. 4. [TREATMENT OF DATA.] (a) Except as specifically

6 provided in this sUbdivision, all data received by the

7 commission or council in the course of its negotiations and

8 acquisition of the basketball and hockey arena is pUblic data.

9 _. (b) The commission may keep confidential data received or

10 prepared by its accountants or counsel for purposes of

11 negotiations .with existing pr potential~les§ees of the

12 basketball and hockey arena. That data shaii-be is confidential

13 data eft-±ftd±v±dtlais under section 13.02, SUbdivision 3,-er

14 pre~ee~ed-fteftptlbi±e-da~a-tlftder-see~±eft-~3~e~,-stlbd±v±s±eft-:3,-as

15 ~he-ease-may-be, unless the commission determines that public

16 release of the data would advance the negotiations, or until the

17 potential lessees have executed agreements with the commission

18 or the negotiations are unfavorably concluded.

19 (c) The following data shaii-be is private data en

20 ±ftd±v±dtlais under section 13.02, subdivision 12,-er-neft~tlbi±e

21 da~a-tlftder-see~±eft-:3~er,-stlbd±v±s±eft-9,-as-~he-ease-may-be:

22 (1) data received by the commission or council from the

23 present lessees or potential lessees of the basketball and

24 hockey arena which if made pUblic would, due to the disclosure,

25 permit a competitive economic advantage to other persons;

26 (2) data relating to affiliated entities of the parties

27 referred to in subdivision 3 which is not relevant to the due

28 diligence and economic feasibility study referred to under

29 subdivision 3; and

30 (3) data on individuals which is not relevant to the

31 finances of the basketball and hockey arena or useful to

32 demonstrate the financial ability of the potential lessees of

33 the arena to perform their agreements with the commission.

34 (d) For purposes of this subdivision, the terms

35 "commission" and "council" include their members and employees,

36 accountants, counsel, and consultants and the firm of
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1 independent certified public accountants to be engaged under

2 subdivision 2.

3 (e) Notwithstanding the exceptions in this subdivision,

4 summary data which demonstrates the financial ability of the

5 lessees and potential lessees of the basketball and hockey arena

6 to perform their obligations under agreements with the

7 commission and data which r,elates in any way to the value of the

8 basketball and hockey arena and the amount by which the owners'

9 investment in the arena, including debt obligations, exceeds the

10 commission's payments to and assumption of the owners' debt

11 obligations, she~~-he is pUblic data.

12 Sec. 187. Minnesota Statutes 1998, section 473.6671,

13 subdivision 3, is amended to read:

14 Subd. 3. [DUE DILIGENCE CONDITIONS.] (a) Before the

15 commission may issue the revenue bonds described in subdivision

16 1, the commission must receive, in form and substance

17 satisfactory to the commission:

18 (1) a report of audit of the commission's financial records

19 for the fiscal year most recently ended or, if this is not yet

20 available, a report for the preceding year, prepared by a

21 nationally recognized firm of certified public accountants,

22 showing that the net revenues received that year, computed as

23 the gross receipts less any refunds of rates, fees, charges, and

24 rentals for airport and air navigation facilities and service,

25 and less the aggregate amount of current expenses, paid or

26 accrued, of operation and maintenance of property and carrying

27 on the commission's business and activities, equaled or exceeded

28 the maximum amount of then outstanding bonds of the commission

29 and interest thereon to become due in any future fiscal year;

30 (2) a written report, prepared by an independent,

31 nationally recognized consultant on airport management and

32 financing engaged by the commission, on the financial condition

33 of the airline corporation, and any corporations selected by the

34 commission and affiliated with the corporation by common

5 ownership, projecting available revenues of the airline

36 corporation at least sufficient during each year of the term of
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1 the proposed revenue bonds to -pay when due all financial

2 obligations of the airline corporation under the revenue

3 agreements and leases described in subdivision 1 and stating the

4 factors on which the projection is based; and

5 (3) a written report prepared by a nationally recognized

6 consultant on airport management and financing, projecting

7 available revenues of the commission at least sufficient during

8 each year of the term of the proposed revenue bonds to pay all

9 principal and interest when due on the revenue bonds, and

10 stating the estimates of air traffic, rate increases, inflation,

11 and other factors on which the projection is based.

12 (b) Business plans, financial statements, customer lists,

13 and market and feasibility studies provided to the consultant or

14 the commission by the airline company or a related company under

15 paragraph (a), are no"p~bx±e private data as defined in section

16 13.02, subdivision 9 12.

17 Sec. 188. Minnesota Statutes 1998, section 473.843,

18 subdivision 4, is amended to read:

19 Subd. 4. [EXCHANGE OF INFORMATION.] Notwithstanding the

20 provisions of section 116.075, the agency may provide the

21 commissioner of revenue with the information necessary for the

22 enforcement of this section. Information disclosed in a return

23 filed under this section is pUblic information. Information

24 exchanged between the commissioner and the agency is pUblic

25 unless the information is of the type determined to be for the

26 confidential use of the agency under section 116.075 or is trade

27 secret information classified under section 13.37. Information

28 obtained in the course of an audit by the department of revenue

29 is private O~-"o"p~bx±e data to the extent that it would not be

30 directly diVUlged in a return.

31 Sec. 189. Minnesota Statutes 1998, section 475.55,

32 subdivision 6, is amended to read:

33 Subd. 6. [REGISTRATION DATA PRIVATE.] All information

34 contained in any register maintained by a municipality or by a

35 corporate registrar with respect to the ownership of municipal

36 obligations ±S-"o"p~bx±e-de~e-es-def±"ed-±ft-see~±o"-i~.erT
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1 s~bd~v~s~e"-9, or private data o"-~"d±v±d~ais as defined in

2 section 13".02, subdivision 12. The information is not pUblic

3 and is accessible only to the individual or entity that is the

4 subject of it, except if disclosure:

5 (1) is necessary for the performance of the duties of the

6 municipality or the registrar;

7 (2) is requested by an authorized representative of the

8 state commissioner of revenue or attorney general or of the

9 commissioner of iuternal revenue of the United states for the

10 purpose of determining the applicability of a tax;

11 (3) is required under section 13.03, sUbdivision 4; or

12 (4) is requested at any time by the corporate trust

13 department of a bank or trust company acting as a tender agent

14 pursuant to documents executed at the time of issuance of the

15 obligations to purchase obligations described in section 475.54,

16 subdivision 5a, or obligations to which a tender option has been

17 attached in connection with the performance of such person's

18 duties as tender agent, or purchaser of the obligations.

19 A municipality or its agent may use the information in a

20 register for purposes of offering obligations under a bond

21 reinvestment program.

22 Sec. 190. Minnesota Statutes 1998, section 583.29, is

23 amended to read:

24 583.29 [PRIVATE DATA.]

25 All data regarding the finances of individual debtors and

26 creditors created, collected, and maintained by the mediators or

27 the director are classified as private data o"-±"d±v±d~ais under

28 section 13.02, subdivision 12,-o~-ftoft~~bi±e-da~a-~ftde~-see~±eft

29 ~~7er,-s~bd±v±s±eft-9.

30 Sec. 191. Minnesota Statutes 1998, section 626.558,

31 subdivision 3, is amended to read:

32 Subd. 3. [INFORMATION SHARING.] (a) The local welfare

33 agency may make available to the case consultation committee or

34 sUbcommittee, all records collected and maintained by the agency

35 under section 626.556 and in connection with case consultation.

36 A case consultation committee or subcommittee member may share
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1 information acquired in the member's professional capacity with

2 the committee or subcommittee to assist in case consultation.

3 (b) Case consultation committee or subcommittee members

4 must annually sign a data sharing agreement, approved by the

5 commissioner of human services, assuring compliance with chapter

6 13. Nee-p~h~±e Private data, as defined by section 13.02,

7 subdivision Sa 12, and confidential data, as defined by section

8 13.02, subdivision 3, may be shared with members appointed to

9 the committee or subcommittee in connectinn with an individual

10 case when the members have signed the data sharing agreement.

11 (c) All data acquired by the case consultation committee or

12 subcommittee in exercising case consultation duties, are

13 confidential as defined in section 13.02, SUbdivision 3, and

14 shall not be disclosed except to the extent necessary to perform

15 case consultation, and shall not be SUbject to SUbpoena or

16 discovery.

17 (d) No members of a case consultation committee or

18 subcommittee meeting shall disclose what t~anspired at a case

19 consultation meeting, except to the extent necessary to carry

20 out the case consultation plan. The proceedings and records of

21 the case consultation meeting are not SUbject to discovery, and

22 may not be introduced into evidence in any civil or criminal

23 action against a professional or local welfare agency arising

24 out of the matter or matters which are the SUbject of

25 consideration of the case consultation meeting. Information,

26 documents, or records otherwise available from original sources

27 are not immune from discovery or use in any civil or criminal

28 action merely because they were presented during a case.

29 consultation meeting. Any person who presented information

30 before the consultation committee or subcommittee or who is a

31 member shall not be prevented from testifying as to matters

32 within the person's knowledge. However, in a civil or criminal

33 proceeding a person shall not be questioned about the person's

34 presentation of information before the case consultation

35 committee or subcommittee or about opinions formed as a result

36 of the case consultation meetings.
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1 A person who violates this subdivision is subject to the

2 civil remedies and penalties provided under chapter 13.

3 Sec. 192. [REPEALER.]

4 Minnesota Statutes 1998, sections 13.02, sUbdivisions 4,

5 8a, 9, 13, and 15; 13.10, sUbdivision 1; 13.528; 13.54,

6 subdivisions 3 and 5; and 13.77, subdivision 2; are repealed.
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APPENDIX 6

Summary Statement of Current Information
Policy Principles Underlying Minnesota Statutes
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SOME CURRENT PUBLIC
INFORMATION POLICY PRINCIPLES

I. Sources ofPublic Policy.

The following description ofcurrent public infonnation policy principles is drawn from
the three primary sources ofpolicy established by the Minnesota legislature. Those
sources are:

A. The "Official Records Act," Minnesota Statutes Section 15.17, first enacted
in 1941;

-
B. The "Minnesota Government Data Practices Act," Minnesota Statutes

Chapter 13, first enacted in 1974; and

C. The "Records Management Act," Minnesota Statutes Sections 138.163
through 138.225, first enacted in 1947.

All three of these sources ofpublic policy recognize that government records and data are
kept in paper, electronic and other physical fonns.

Contrary to popular belief, the "Data Practices Act" is not just a "data privacy" law. The
Data Practices Act combines and accommodates policy principles that relate to:

*

*

*

public access to government data;

fair infonnation handling practices for data about individuals; and

effectiveness for government entities in their handling ofgovernment data.

II. Public Policy Principles Drawn from the "Official Records Act."

*

*

*

*

Government entities are required to keep at least some records to document their
official activities.

Government records can be copied and kept in a variety ofphysical fonns.

Certified copies ofgovernment records have the same evidentiary weight and
effect as original records.

Custodians ofgovernment records are required to deliver those records to their
successors in office.
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III. Public Policy Principles Drawn from the "Records Management Act."

*

*

*

*

Not all government records meet the definition of a government record that is
subject to the regulation by the Records Management Act.

Government Records subject to the Records Management Act include records
maintained in electronic form.

An "official" government record cannot be destroyed or otherwise disposed of
unless the government entity holding the record complies with the Records
Management Act.

Some governmental entities, including the Minnesota Supreme Court and the
University ofMinnesota, are not subject to the requirements of the Records
Management Act: - -

IV. Public Policy Principles Drawn from the "Minnesota Government Data Practices
Act."

A. Principles Relating to Public Access, i.e. "freedom of information."

*

*

*

*

*

*

Government data include all data as long as the data exist in some
physical form, including computerized, video, paper, microfIlm and so
forth.

All government data are presumed to be accessible by the public unless
the legislature has enacted a statute or federal law provides that certain
data are not public because they are classified as private, confidential,
nonpublic or protected nonpublic.

Public government data must be kept and· arranged so that they are easily
accessible by the public.

Government entities are required to establish procedures to insure that
requests for access to government data are complied with promptly and
appropriately.

The public has a right to inspect, i.e. physically look at, public
government data and cannot be charged any fee for the inspection.

If the public requests copies of public data or asks that government data
be transmitted electronically, the government entity may charge the
actual costs of providing the copies or electronically transmitting the
data.
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*

*

If the public requests a copy of an entire set of government data or a
substantial and discretion portion of an entire set of government data in
an instance where the government data has commercial value, the
government entity may, in addition to charging for copies, charge an
additional fee to recover its costs for developing the system of data.

With the exception of computer software programs or components of
software programs, the issue of whether government entities can claim
and enforce intellectual property rights in public government data, and
therefore limit public use of public data, is the subject of considerable
dispute.

B. Principles Relating to Fair Information Practices, i.e. "data privacy."

*

*

*

*

*

*

*

Collection and storage of data on individuals and use and dissemination
of not public data on individuals are limited to purposes authorized by
the federal government, the legislature and local governing bodies.

Government entities cannot share private or confidential data about
individuals with one another unless there is statutory or federal legal
authority to do so.

In most instances when a government entity wants to collect private or
confidential data from an individual, the individual must be told why the
data are being requested; whether the data must be provided; what the
consequences are of providing the data; what uses will be made of the
data; and, the identity of other entities to which the data will be
disseminated.

Not public data collected from an individual can be collected, stored,
used and disseminated only for those purposes communicated to the
individual at the time the data were collected unless the individual gives
informed consent, the commissioner of administration approves or the
legislature changes the rules.

Individuals have the right to inspect or to receive copies of public or
private data about them immediately or within five to ten days of a
request to gain access.

Government entities are required to assure that data on individuals are
accurate, complete and current.

Individuals are given the right to challenge the accuracy or completeness
of public or private data that a government entity is maintaining about
them.
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c. Other Principles.

*

*

*

The right of the public to gain access to public government data and
rights of data subjects are enforced in most instances by suing
government entities.

Members of the public and government entities can request advisory
opinions from the commissioner of administration about a variety of
issues.

The judiciary is not subject to the Data Practices Act. On issues of
information, the judiciary is subject to certain specific legislative
enactments and, on the issue of public access to records of the judiciary,
is subject to rules promulgated by the supreme court.
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Minnesota Statutes Section 13.03, subdivision 2, is amended to read as follows:

Subd. 2. Procedures. The responsible authority in every state agency,

political subdivision, and statewide system shall establish procedures, consistent

with this chapter, to insure that requests for government data are received and

complied with in an appropriate and prompt manner. The responsible authority

must prepare public access procedures in written form and update them no later

than August 1 of each year if necessary, to reflect any changes in personnel or

circumstances that might affect public access to government data. The

responsible authority must make copies of the written public access procedures

easily available to the public by distributing free copies of the procedures to the

public or by posting a copy of the procedures in a conspicuous place within the

agency that is easily accessible to the public. Full convenience and

comprehensive accessibility shall be allowed to researchers including historians,

genealogists and other scholars to carry out extensive research and complete

copying ofall records containing government data except as otherwise expressly

provided by law.

(Recommendation #3.)

Minnesota Statutes Section 13.03, subdivision 3, is amended to read as follows:

Subd.3. Request for Access to data. Upon request to a responsible

authority or designee, a person shall be permitted to inspect and copy public
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government data at reasonable times and places, and, upon request, shall be

informed ofthe data's meaning. If a person requests access for the purpose of

inspection, the responsible authority may not assess a charge or require the

requesting person to pay a fee to inspect data. For purposes of this section.

"inspection" includes but is not limited to the visual inspection ofpaper and

similar types of government data and. in the case of data stored in electronic form

and available in an on-line fashion to personnel of the entity. on-line access to the

data by the public and the ability to print copies of or down load the data being

accessed. Any communication and terminal costs ofon-line access for the

purpose of inspection shall be borne by the public. The responsible authority or

designee shall provide copies ofpublic data upon request. If a person requests

copies er eleetreftie tfaftsmittal efthe data t6 the persen, the responsible authority

may require the requesting person to pay only the fte'l:tlftl marginal costs of

seflfehing for and retrieving gevemment data; ineluding the eests efempleyee

time, and for making, eertifying, eempiling, and eleetfeftieaHy providing the

copies. unless a statute clearly authorizes assessment of any additional fee. of the

data er the data, but may not charge for separating public from not public data.

For purposes of this section. "marginal cost" means only the actual cost ofmaking

the copies themselves excluding any costs associated with labor. overhead or

development costs. If the responsible authority or designee is not able to provide

copies at the time a request is made, copies shall be supplied as soon as

reasonably possible.

·When a request under this subdivisien invelves any persen's reeeipt ef
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e6pies 6f public g6vemmeftt data that has eommereial value and is a substafttial

flfid diserete p6rti6ft 6f6r fIfi entire formula, pattem, e6mpilati6ft, pmgram, device,

meth6d, teehnique, pmeess, database, 6r system deve16ped "vvith fI: signifieant

expCftditure 6f public funds by the ageftey, the resp6ftsible auth6rity may eharge a

reas6ftable fee for the infurmati6ft ift adcliti6ft t6 the e6sts 6fma:lcin:g, eertifyiftg,

flfid C6mpilmg the e6pies. Any fee charged must be clearly dem6ftstrated by the

agCftCy 1:6 relate t6 the actual devele>pmeftt C6stS 6f the infurmati6ft. The'

resp6ftsible auth6rity, up6n the request 6f fl:fty perS6n, shall pre~yTicle stlffieient

d6eumentati6n t6 explain fI:ftcl justify the fee beiflg charged. The responsible

authority ofa state agency. political subdivision or statewide system. which

maintains public government data in a computer storage medium. shall provide to

any person making a request under this section. a copy ofany public data

contained in that medium. in electronic form. if the government agency can

reasonably make the copy or have a copy made. The agency may require the

requesting person to pay the marginal cost ofproviding the copy.

If the responsible authority or designee determines that the requested data

is classified so as to deny the requesting person access, the responsible authority

or designee shall inform the requesting person ofthe determination either orally at

the time of the request, or in writing as soon after that.time as possible, and shall

cite the specific statutory section, temporary classification, or specific provision of

federal law on which the determination is based. Upon the request of any person

denied access to data, the responsible authority or designee shall certify in writing

that the request has been denied and cite the specific statutory section, temporary
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classification, or specific provision of federal law upon which the denial was

based.

(Recommendations #4, 5, 7 & 15.)

Minnesota Statutes Section 13.03, subdivision 5, is amended to read as follows:

Subd. 5. Copyright 6r pateftt 6£ e6mpllter pr6gram of government

data. Nething iii this ehftpter er afty other statute shttll be eOliS'trt1ed te preveftt a

A state agency, statewide system, or political subdivision from: aeqtririn~

acquire a copyright or patent for a computer software program or components ofa

program created by that government agency. In the event that a government

agency does acquire a patent or copyright to a computer software program or

component ofa program, the data shall be treated as trade secret information

pursuant to section 13.37. No state agency. political subdivision or statewide

system shall copyright any other types of government data unless the state agency.

political subdivision or statewide system has obtained legislative approval for the

copyright.

(Recommendation #6.)

Minnesota Statutes Section 13.04, subdivision 2, is amended to read as follows:

Subd. 2. Information required to be given individual. An individual

asked to supply private or confidential data concerning the individual shall be
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infonned of: (a) the purpose and intended use ofthe requested data within the

collecting state agency, political subdivision, or statewide system; (b) whether the

individual may refuse or is legally required to supply the requested data; (c) any

known consequence arising from supplying or refusing to supply private or

confidential data; and (d) the identity of other persons or entities authorized by

state or federal law to receive the data. This requirement shall not apply when an

individual is asked to supply investigative data, pursuant to section 13.82,

subdivision 5, to a law enforcement office. When an individual is asked to supply

educational data. as defined in Section 13.32, this requirement is fulfilled if, at the

beginning ofeach academic year, the responsible authority provides to the

individual a complete notice as prescribed by the subdivision that covers the

possible data collection instances that may occur during the academic year. No

further notice will be required except in those instances when data are being

collected from a student and the data may be used to discipline the student. When

an individual is asked\to supply personnel data, as defined in Section 13.43. this

requirement is fulfilled if. at the beginning of the employment relationship. which

includes the application process, the responsible authority provides to the

individual a complete notice as prescribed by this subdivision that covers the

possible data collection instances that may occur during the course of the

employment relationship. No further notice will be required except in those

instances when data are being collected from an employee and the data may be

used to discipline the employee.

(Recommendation #10.)
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Minnesota Statutes Section 13.04, subdivision 3, is amended to read as follows:

Subd. 3. Access to data by individual. Upon request to a responsible

authority, an individual shall be informed whether the individual is the subject of

stored data on individuals, and whether it is classified as public, private or

confidential. Upon further request, an individual who is the subject of stored

private or public data on individuals shall be shown the data without any charge

and, ifdesired, shall be informed of the content and meaning of that data. After

an individual has been shown the private data and informed'of its meaning, the

data need not be disclosed to that individual for six months thereafter unless a

dispute or action pursuant to this section is pending or additional data on the

individual has been collected or created. The responsible authority shall provide

copies of the private or public data upon request by the individual subject of the

data. The responsible authority may require the requesting person to pay the .

actual costs ofmaking, certifying, and compiling the copies.

The responsible authority shall comply immediately, ifpossible, with any

request made pursuant to this subdivision, or within iive ten days of the date of

the request, excluding Saturdays, Sundays and legal holidays, if immediate

compliance is not possible. If tmable to eeml'ly T..vith the reqttest Viithill that time,

the regpellsible autherity shall se inferm the inelividtlal, anel may have an

aelelitiellal five elays viithift whieh te eeml'ly vvith the request, exeludiftg

Saturela:rs, Stlftelays, and legal helielays.

(Recommendation #11.)
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Minnesota Statutes Section 13.05, subdivision 3, is amended to read as follows:

Subd.3. General standards for collection and stbrage. Collection~ f:lftti

storage and use of all data on individuals and the tise Bftd disseminatien: efprivate

and eenfiden:tial data: en: in:dividtlfl:1s shall be is limited to that necessary for the

administration and management ofprograms specifically authorized by the

legislature or local governing body or mandated by the federal government.

-
Dissemination ofprivate and confidential data on individuals is limited to that

necessarY for the administration and management ofprograms specifically

authorized by the legislature or mandated by the federal government.

(Recommendation #9.)

Minnesota Statutes Section 13.05, is amended by adding a subdivision to read as follows:

Subd. 11. Utilization of Surveillance Devices. .

(a) For purposes of this section. "surveillance device" means any

computer. video or audio recording equipment. caller identification features.

thermal imaging devices. or similar electronic devices and purchases of

surveillance services that are used to acquire data. recorded images and similar

types of information.

(b) The responsible authority in any state agency. political subdivision. or

statewide system shalL in a form specified by the Commissioner of

Administration. report to the Commissioner that the agency. subdivision or
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system has acquired any form of surveillance device. This reporting requirement

shall not apply to agencies which cany on a law enforcement function. as

described in Section 13.82. subdivision 1. ifthere is a compelling public safety

reason not to provide public notice of the acquisition of surveillance devices.

(Recommendation #12.)

Minnesota Statutes Section 13.05, is amended by adding a subdivision to read as follows:

Subd. 12. Monitoring of Citizens.

(a) Unless specifically authorized by statute to do so. personnel of state

agencies. political subdivisions and statewide systems shall not require citizens to .

identify themselves Of to state a reason for or have to justify a request to gain

access to public government data. A citizen may be asked to provide certain

identifying information for the sole purpose of facilitating access to the data.

(Recommendation #13.)

Minnesota Statutes Section 13.05, 1998, is amended by adding a subdivision to read as follows:

Subd. 13. Data Practices Compliance Officer. No later than December

I. 1999. each responsible authority or other appropriate authority in every

government entity shall appoint or designate an individual. who is an employee of

the government entity. to act as the entity's data practices compliance officer. It

shall be the duty of this officer to assure that the government entity complies with
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this Chapter. No later than January 15, 2000, the responsible authority or other

appropriate authority in every government entity shall report, in a form to be

prescribed by the commissioner, about the individual designated to be the data

practices compliance officer. Whenever the government entity makes a change in

the individual assigned to the position ofdata practices compliance officer. it shall

report that change to the commissioner. Each biennial budget session. the

commissioner shall report to the appropriate finance committees of the legislature.

on the progress of government entities in assuring compliance with this

requirement.

(Recommendation # 17.)

Minnesota Statutes Section 13.05, 1998, is amended by adding a subdivision to read as follows:

Subd. 14. Privatization. In any instance in which a government entity

determines to outsource any of its functions to a private person, the government

entity shall include in the outsourcing contract, contractual terms that make it

clear that all of the data created collected, received, stored. used, maintained or

disseminated by the private person, in performing the outsourced functions, shall

be subject to the requirements of this chapter and that the private person must act

in conformity with those requirements as if it were a government entity.

(Recommendation #22)
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Minnesota Statutes Section 13.072, 1998, subdivision 2 is amended to read as follows:

Subd. 2. Effect. Opinions issued by the commissioner under this section

are fi6t binding on the state agency, statewide system, or political subdivision

whose data is the subject of the opinion, bttt and must be given deference by a

court in a proceeding involving the data. The commissioner may bring an action

in district court on behalf ofa citizen to compel a government entity to act in

conformance with the commissioner's opinion. A government entit.1'may bring

an action in district court to seek a declaratorY iudgement that the commissioner's

opinion is not correct and need not be followed. The commissioner shall arrange

for public dissemination ofopinions issued under this section. This section does

not preclude a person from bringing any other action under this chapter or other

law in addition to or instead ofrequesting a written opinion. A state agency,

statewide system, political subdivision, or person that acts in conformity with a

written opinion ofthe commissioner is not liable for compensatory or exemplary

damages or awards of attorneys fees in actions under section 13.08 or for a

penalty under section 13.09.

(Recommendation #20.)

Minnesota Statutes Section 13.073, 1998, is amended by adding a subdivision to read as follows:

Subd. 6. Preparation of Model Policies and Procedures. The

commissioner shall. in consultation with affected government entities. prepare
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model policies and procedures to assist government entities in compliance with

the requirements of this chapter that relate to public access to government data

and rights of subjects ofdata. Upon completion ofa model for any governmental

leveL the commissioner shall offer that model for formal adoption by that level of

government. Government entities are free to adopts or reject the model offered by

the commissioner. A government entity that adopt the commissioner's model

shall cOmmunicate that adoption to the commissioner in a form prescribed by the

commissioner. Any government entity choosing not to adopt the commissioner's

model shall so inform the commissioner and provide a copy ofthe policies and

procedures prepared and used by that government entity.

(Recommendation #16.)

Minnesota Statutes Section 13.08, subdivision 1, is amended to read as follows:

Subd. 1. Complaints. Action for damages. Notwithstanding section

466.03, a political subdivision, responsible authority, statewide system, or state

agency which violates any provision ofthis chapter is liable to a person or

representative ofa decedent who suffers any damage as a result ofthe violation,

and the person damaged or a representative in the case of private data on

decedents or confidential data on decedents may bring. an action against the

political subdivision, responsible authority, statewide system or state agency to

cover any damages sustained, plus costs and reasonable attorney fees. In the case

ofa willful violation, the political subdivision, statewide system or state agency

shall, in addition, be liable to exemplary damages ofnot less than $100, nor more
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than $10,000 for each violation. The state is deemed to have waived any

immunity to a cause ofaction brought under this chapter. Any person who

believes that a government entity is not in compliance with this chapter may file a

complaint with the commissioner [or director]. The commissioner [or director]

shall specify the form ofthe complaint. The commissioner [or director] shall

conduct an investigation to determine whether or not the complaint is valid. If the

commissioner [or director determines the complaint is not valid. the commissioner

[or director] shall dismiss the complaint and so inform the person who filed the

complaint and the government entity that was the subject of the complaint. If the

commissioner [or director] determines the complaint is valid. the commissioner

[or director] may take any of the following actions to resolve the complaint. The

commissioner [or director] may attempt to resolve the matter informally or if both

parties are willing. refer the matter to an alternative dispute resolution process and

use the services of either the office of dispute resolution or the office of

administrative hearings to arbitrate or mediate the dispute. The commissioner [or

director] may choose to refer the complaint to the office ofadministrative

hearings for formal resolution.

A complaint referred by the commissioner [or director] shall be heard as a

contested case. except that the report of the administrative law judge shall be

binding on all parties to the proceeding and if appropriate shall be implemented

by an order as provided for below. The hearing shall be conducted at a place

designated by the commissioner [or director]. within the county where the alleged

violation occurred or where the complainant resides or has a principal place of
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business. The hearing shall be conducted in accordance with sections 14.57 to

14.62, and is subject to appeal in accordance with sections 14.63 to 14.68.

The administrative law judge shall make findings of fact and conclusions

oflaw, and if the administrative law judge finds that the government entity has

violated this chapter, the administrative law judge shall issue an order directing

the government entity to take such affirmative action as in the judgment of the

administrative law judge will effectuate the pur,poses of this chapter. The order

shall be a final decision of the commissioner [or director]. If the administrative

law judge determines that the government entity's failure to comply with this

chapter has caused damage to the complainant. the administrative law judge may

also order the government entity to pay any actual damages including damages for

mental anguish and suffering.

(Recommendation #21.)

Minnesota Statutes Section 15.17, subdivision 1, is amended to read as follows:

Subd. 1. Must be kept. All officers and agencies of the state, counties,

cities, towns, school districts, municipal subdivisions or corporations, or other

public authorities or political entities within the state,. hereinafter "public officer,"

shall make and preserve all records necessary to a full and accurate knowledge of

their official activities. Government records may be produced in the form of

computerized records. All government records shall be made on a physical

medium ofa quality to insure permanent records. Every public officer is
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empowered to reproduce records if the records are not deemed to be ofpermanent

or archival value by the commissioner ofadministration and the records

disposition panel under section 138.17. The public officer is empowered to

reproduce these records by any photographic, photostatic, microphotographic,

optical disk imaging system, microfilming, electronic. or other reproduction

method that clearly and accurately reproduces the records. If a record is deemed

to be ofpermanent or archival value, any reproduction of the record must meet

archival standards specified by the Minnesota historical society provided,

however, that this section does not prohibit the use ofnonerasable optical imaging

systems for the preservation of archival records without the preservation ofpaper

or microfilm copies. Each public officer may order that those photographs,

photostats, microphotographs, microfilms, optical images, or other reproductions,

be substituted for the originals of them. The public officer may direct the

destruction or sale for salvage or other disposition of the originals from which

they were made, in accordance with the disposition requirements of section

138.17. Photographs, photostats, microphotographs, microfilms, optical images,

or other reproductions are for all purposes deemed the original recording of the

papers, books, documents, and records reproduced when so ordered by any public

officer and are admissible as evidence in all courts and proceedings of every kind.

A facsimile or exemplified or certified copy ofa photograph, photostat,

microphotograph, microfilm, optical image, or other reproduction, or an
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enlargement or reduction of it, has the same effect and weight as evidence as would a

certified or exemplified copy ofthe original.

(Recommendation #1.)

Minnesota Statutes Section 15.17, subdivision 2, is amended to read as follows:

Subd. 2. Responsibility for records. The chiefadministrative officer of

each public agency shall be responsible for the preservation and cafe of the

agency's government records, which shall include written or printed books,

papers, letters; contracts, documents, maps, plans, computer based data. and other

records made or received pursuant to law or in connection with the transaction of

public business. It shall be the duty ofeach agency, and of its chief administrative

officer, to carefully protect and preserve government records from deterioration,

mutilation, loss, or destruction. Records or record books may be repaired,

renovated, or rebound when necessary to preserve them properly.

(Recommendation #1.)

Minnesota Statutes Section 138.17, subdivision 7, is amended to read as follows:

Subd. 7. Records management program. A records management

program for the application of efficient and economical management methods to

the creation, utilization, maintenance, retention, preservation, and disposal of

official records shall be administered by the commissioner of administration with
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assistance from the director of the historical society. The state records center

which stores and services state records not in state archives shall be administered

by the commissioner of administration. The commissioner of administration is

empowered to (1) establish standards, procedures, and techniques for effective

management of government records, (2) make continuing surveys ofpaper work

operations, and (3) recommend improvements in current records management

practices including the use of space, equipment, and supplies employed in

creating~maintaining, preserving and disposing of government records. It shall be

the duty of the head ofeach state agency and the governing body of each county,

municipality, and other subdivision ofgovernment to cooperate with the

commissioner in conducting surveys and to establish and maintain an active,

continuing program for the economical and efficient management ofthe records

ofeach agency, county, municipality, or other subdivision of government. When

requested by the commissioner, public officials shall assist in the preparation of

an inclusive inventory ofrecords in their custody, to which shall be attached a

schedule, approved by the head of the governmental unit or agency having

custody of the records and the commissioner, establishing a time period for the

retention or disposal ofeach series ofrecords. When the schedule is unanimously

approved by the records disposition panel, the head ofthe governmental unit or

agency having custody of the records may dispose of the type of records listed in

the schedule at a time and in a manner prescribed in the schedule for particular

records which were created after the approval. A list of records disposed of

pursuant to this subdivision shall be forwarded to the commissioner and the
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archivist by the head of the governmental unit or agency. The archivist shall

maintain a list ofall records destroyed.

(Recommendation #2.)

Minnesota Statutes Section 138.17, subdivision 8, is amended to read as follows:

Subd.8. Emergency records preservation. In light ofthe dariger of

nuclear or natural disaster, the commissioner ofadministration. with the

assistance of the director ofthe historical society. shall establish and maintain a

program for the selection and preservation ofpublic records considered essential

to the operation ofgovernment and to the protection of the rights and interests of

persons, and shall make or cause to be made preservation duplicates or designated

'~

as preservation duplicates existing copies of such essential public records.

Preservation duplicates shall be durable, accurate, complete, and clear, and such

duplicates reproduced by photographic or other process which accurately

reproduces and forms a durable medium for so reproducing the original shall have

the same force and effect for all purposes as the original record whether the

original record is in existence or not. A transcript, exemplification, or certified

copy of such preservation duplicate shall be deemed for all purposes to be a

transcript, exemplification, or certified copy of the original record. Such

preservation duplicates shall be preserved in the place and manner of safekeeping

prescribed by the commissioner.

(Recommendation #2.)
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Proposed amendment to state departments appropriations bill:

(Recommendation #2.)

Language for a Task Force recommendations bill or the state departments appropriations bill.

Section . [Office ofFreedom ofInformation and Privacy Created.]

There is hereby created the office of freedom of information and privacy. This

office is an agency in the executive branch managed by an executive director.

The office shall provide leadership and direction for freedom of information. data

practices and privacy policy in Minnesota.

(Recommendation #19.)

Section . [Transfer ofduties.] All duties currently assigned to the

commissioner ofadministration under Minnesota Statutes Chapter 13 are hereby

transferred to the office ofprivacy and freedom of information. Personnel

assigned to the public information policy analysis division of the department of

administration and the funds appropriated for that division are hereby transferred

to the office ofprivacy and freedom of information.

(Recommendation #19.)
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STATE BUDGET AND OTHER FINANCIAL
IMPLICATIONS OF IPTF RECOMMENDATIONS

INTRODUCTION

This document contains an analysis of the Task Force's recommendations that have budgetary
implications. In this document, the Task Force recommendations are identified by their current
number and by a briefnarrative description. This document contains three sections.

The first section identifies recommendations that have a financial impact that is either negligible
or is difficult to estimate because ofa variety of factors. These factors include the nature of the
recommendation itself and the diversity ofpractices among the approximately 2000 government
entities that are subject to the Data Practices Act.

-
The second section discusses a number ofTask Force recommendations that have a positive
financial impact. If implemented, costs of enforcing the Act and/or complying with the Act will
be reduced. The positive financial impact ofeach recommendation is discussed.

Third, a number of the Task Force's recommendations involve either direction to state or semi
state agencies to conduct certain activities, involve the reorganization of certain organizations or,
in one case, the creation ofan entirely new agency. The activities associated with implementing
the recommendations and estimates of the budgetary implications of those activities are provided
with some level ofdetail.

1. Task Force Recommendations With Negligible or Difficult to Measure Financial
Impact.

These recommendations include:

4. Limiting cost ofcopies to marginal cost.
5. On-line inspection ofdata is free.
6. No copyright without legislative approval.
7. Receiving copies ofdata in electronic form.
10. Change to Tennessen Warnings for educational and personnel data.
12. Reports on acquisitions of surveillance devices.
13. Limits on monitoring citizen access to data.
14. Changing obsolete/inconsistent language.
15. Repeal of authority for government entities to recover development costs.
22. Assuring access to privatized data.

The financial impact of these recommended changes is highly dependent on factors such
as: the extent to which government agencies have already prepared written materials
relating to policies and procedures for compliance; the ease or difficulty of altering
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existing Tennessen Warnings to accommodate the modified requirement; the extent to
which government agencies are using current statutory authority to recover development
costs; and, the extent to which the delay in receiving copyright authority or disapproval of
a request for authority from the Legislature would affect a government entity's use of
copyright as a revenue source. Without very extensive research, including a survey of all
government entities to determine how their current practices relate to these
recommendations, it is difficult to compute a dollar figure on the financial impact of these
particular Task Force recommendations.

2. Task Force Recommendations with a Positive Financial Impact.

These recommendations include:

2. Greater assistance to governmep.t entities to comply with records management
requirements. . -

10. Change to the Tennessen Warning requirement far personnel and educational
data.

11. Change to a straight ten day response time for requests by individuals to access
data about themselves.

16. Department ofAdministration to do model policies and procedures.
18. Department ofAdministration appropriated sufficient resources to do training

program.
19. Independent Office ofPrivacy and Freedom ofInformation.
20. Commissioner ofAdministration or Director's opinions made binding and

authority given to Commissioner or Director to enforce opinions in court.
21. Amend remedies provisions ofData Practices Act.

The potentially positive fmancial impact of these recommendations would be felt by both
government agencies, and therefore taxpayers, and by citizen themselves. The positive
impacts include the following:

2. Currently, all government entities struggle with issues ofrecords management and
increasingly with issues of electronic records management. Although some
assistance is available from both the Department ofAdministration and the
Historical Society, the resources currently allocated for this assistance is far below
what it has been at times in the past and does not meet demand or anticipated
demand. The chiefpositive fmancial impact of this recommendation would make
it less costly for government entities to comply with the Records Management Act
through increased use ofmodel retention schedules and electronic filing
capabilities. Some potentially negative legal effects of improper records
management that have dollar implications could be avoided.

10. These changes to the Tennessen Warning requirement would reduce the cost to
educational entities and employers of complying with the requirement. This cost
reduction would primarily come about because government entities would only
have to provide Tennessen Warnings at the beginning ofacademic years and
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employment relationships and would not have to provide Tennessen Warnings in
those countless other instances when they ask individuals to provide educational
or personnel data.

11. This change to the response time would eliminate the requirement that agencies, if
they are not going to respond within five days of the individual's request, must
send a written communication to the individual stating that the agency will take
more than five days.

16. Currently, there are somewhere between 11 and 20 actions, policies and
procedures that are required to be done by each government entity in order to
comply with the Data Practices Act. This requirement must also be seen in the
context of the reality that each entity should, once it has actually done these
things, find some way to keep those actions and documents as part of the
institutional memory of the entity. If the entity fails on its ability to preserve its
institutional memory, it will find itselfhaving to go back to step one and take the
actions and do the work necessary to create the policies and procedures over
agaIn.

Implementation of this recommendation would save all government entities the
costs ofpreparing policies and procedures and eliminate the costs associated with
loss of institutional memory. The Department ofAdministration would become a
formal centralized source ofpolicy and procedural compliance information. (The
word "formal" is used in the previous sentence because the Department already
provides informal services of this kind.) In addition, clear assignment of this role
to the Department would save the costs ofhaving other organizations, such as the
Association ofMinnesota Counties and state agencies, generate model compliance
policies and procedures. This recommendation also offers the potentially positive
impact of assuring that whatever models are developed will reflect the current
reality of the law.

18. As the Task Force has discussed on a number ofoccasions, unnecessary disputes
and unnecessary actions often stem from the simple fact that government entities
are often not up to speed on what is actually required by the Act. Adequate
funding for the training program, which is authorized in Minnesota Statutes
Section 13.073, would take a significant step toward resolving unnecessary
disputes, provide model policies and procedures to government entities to assist
them in compliance and begin creation and institutional support for experts across
state and local government who are available to also help resolve disputes and to
make it easier for government agencies to comply. In the long run, compliance
will make it less likely that citizens will have to sue to enforce their rights,
thereby avoiding litigation costs for citizens and government entities.
Implementation of the Section 13.073 training program would also create a central
source for information and research about information policy issues and could
therefore reduce the necessity for similar research to be done by the Legislature
and other government bodies.
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19. The primary positive financial impact of this recommendation would be in the
area ofreduced court costs, attorney's fees or costs and legal damages. An office
empowered to resolve disputes would make it less likely that government entities
would put such heavy emphasis on involving their attorneys in all aspects of
government data issues. This recommendation would also have a positive
fmancial impact on citizens because, instead ofhiring attorneys to help them
enforce their rights, they would be able to take disputes to this office. In most
instances they would be able to represent themselves.

20. Knowledge that the Commissioner's opinions are binding and enforceable by the
Commissioner could make it more likely that government agencies would follow
them. By doing so, they would not incur the costs ofattorney's fees, court costs
and sometimes awards of attorney's fees to citizens that result from deciding not
to follow an opinion by the Commissioner. The primary positive financial impact
that would result from this recommendation would flow to citizens because they
would no longer be required to file the legal actions necessary to uphold the
findings made in a Commissioner's opinion.

21. The positive financial impact of this recommendation would be felt by citizens.
In the current scheme for enforcement that the Legislature has devised for Chapter
13, disputes are resolved by citizens suing the government. Recourse to
alternative dispute resolution mechanisms will reduce litigation costs for both
citizens and entities.

3. Task Force Recommendations with Readily Available Cost Estimates.

The Task Force's recommendations in the area of improved enforcement have distinct
fmancial implications. The following is a description and a discussion ofeach of those
recommendations and an estimate of the associated costs. It should be emphasized that
the intent of these estimates is to give "ball park" figures and to explain the detail
associated with those figures.

Activities of the nature described in most of the Task Force recommendations are staff
intensive. Most ofthe costs of actually carrying out the activity involve having staff
available to do the work.

To provide some context for these recommendations of the Task Force, current staff
allocated by the Department ofAdministration to carry out activities related to the Data
Practices Act and the Records Management Act, in the Information Policy Analysis
Division (IPA), is two and one halfprofessionals, a full-time office manager and a
division director. (This reflects the recent retirement ofa full-time staffmember, who
was the only staff assigned to professional records management activities.) The budget
for the Information Policy Analysis Division is currently $501,000 for each fiscal year of
the biennium. The IPA budget request for 2000-2001 is the same. The Department of
Administration has also requested $500,000 for each year of the biennium to fund
recommendations of the Information Policy Task Force.
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Detailed budget implications for each of the Task Force's recommendations that have
substantial financial implications are as follows. The personnel costs shown below are
computed by taking the annual salary cost ofan employee and adding an additional 20%
to reflect the cost of employee benefits. This is the standard way actual personnel costs
of state employees are computed.

2. Department of Administration and Historical Society to provide more assistance
on records management.

A. Associated Activities.

In the current statutory language dealing with records management, the
Commissioner ofAdministration is given a central role in developing and
implementing a records management program for the state and all of its
political subdivisions. Some assistance for that effort would come from
staffof the Archives Division ofthe Historical Society because of the
Archive's interest in and expertise with records and archival issues.

The current record management system is a totally paper-based system in
which government agencies submit the paper documents that are required
to be approved to Administration and the Historical Society. The filings
are reviewed for technical compliance and forwarded for approval to the
Records Disposition Panel, which is the only body authorized by statute to
approve the disposal of government records kept in any and all forms.
Some ofthe activities that are contemplated in this recommendation
include: replacing this paper-based system; streamlining the process of
action on records disposition requests; preserving records in the event of
disasters; researching legal and technical issues associated with the use of
and disposition ofelectronic records; providing up-to-date information and
assistance on records management issues; and, helping government
agencies at all levels to deal effectively and legally with the emergence of
electronic records.

B. Budget Implication: Estimated $374,800 per year.

This figure reflects the following:

I. Seven Professional staff, including:

I State Planner Intermediate
I Management Analyst
I State Planner Principal (supervisor)
2 Archivist professional staff
I Systems analyst/data base coordinator
I Clerk Typist II

TOTAL Personnel Costs:
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2. Office furniture, equipment including computers, space and other
general operating expenses is an average cost of $7,400 per staff
member or about $51,800 per year for operating costs.

3. Each government entity to prepare written procedures detailing public access and
make those procedures available to the public.

A. Associated Activities.

Procedures describing how the public gets access to data in ariy entity
subject to the Data Practices Act have been required since 1981. Any
agency who has not prepared those procedures in writing would now be
required to do so. All agencies would be required to make copies of those
procedures available to the public. Except for those agencies that are large
and/or have complex operations, these procedures are not particularly
difficult to prepare.

B. Budget Implications: Difficult to estimate.

The most significant cost would fallon those agencies which have never
prepared these procedures at all. It is difficult to estimate how many
agencies are in this condition. The publication requirement would yield
varying costs depending on how the recommendation, when turned into
statutory language, actually defined publication. Ifpublication was to be
defmed to include posting of the procedures at the principle offices of the
entity, then the publication costs would be negligible. The dollar impact
of this recommendation on individual entities would be lessened if
Recommendation Number 16 becomes reality.

8. Legislature, when authorizing funding for electronic services or for electronic
access to information, to include funding to allow those services and that
information to be delivered to those who cannot afford or do not have the skills
necessary to participate electronically.

A. Associated Activities.

This recommendation is intended to draw the Legislature's attention to the
fact that authorizing the delivery of services and information electronically
will, unless they directly deal with the issue, produce information and
service "have and have nots," or more correctly, classes of citizens who
will either easily or less easily be able to take advantage of these new
means of delivering services or information.

302



B. Budget Implications: Difficult to estimate.

It is very difficult to provide any precise estimate of the budget
implications of the concept implicit in this recommendation. It depends
heavily on whether or not the Legislature would ultimately agree that there
is a "haves and have nots" problem and whether or not they want to do
anything about it. The decisions that the Legislature could take to deal
with this problem, ifthere is agreement that it is a problem, occupy a very
wide range ofpossibilities including such things as making sure every
household in Minnesota is equipped with computer technology and
increasing library budgets so that libraries can act as service and
information centers for individuals without ready access to computer
technology. Those options and others present a wide range ofbudgetary
implications.

16. Department ofAdministration to do model policies and procedures.

A. Associated Activities.

Activities associated with this recommendation include: collecting
existing policies and procedures from each type ofgovernment entity
subject to the Data Practices Act; preparing proposed models based on that
collection; reviewing and revising those models with assistance from
representatives of the various governmental sectors; preparation, printing
and distribution ofthe fmal versions of the models; posting of the models
on the Department's web site; and, training government entities on
implementation and use of the models.

B. Budget Implication: None.

The activities associated with this recommendation can be done with the
existing staff and dollars currently appropriated to IPA. (However, this
assumes that IPA's current budget request for same level funding will be
approved in the '99 session.) To make this recommendation both cost and
policy effective, it would be helpful if any legislation drafted to implement
would include language to the effect that the models are legally required to
be followed or some similar way of assuring that the work of the
Department ofAdministration will not be in vain.

17. Each government entity to designate a "Data Practices Compliance Officer."

A. Associated Activities.

All government entities would be required to: specifically designate an
individual to be their Compliance Office; report on who has been
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designated to the Department ofAdministration; and, update their reports
as needed when there are changes to the Compliance Officer.

B. Budget Implication: Estimated $35,000 the first year and $5,000 each
year thereafter.

The first year estimates reflect a cost of the reporting requirement for each
government entity subject to the Act at $10.00 per entity for the actual
correspondence to the Department ofAdministration to report the initial
designation. The additional $15,000 in the first year would be for the
Department ofAdministration to process filings, to put them on a data
base and to do reminder letters and other follow-up activities to assure that
reporting is as complete as follows. The $5,000 in each additional year is
the estimated costs for government entities to report any changes to the
Department and for the Department to maintain and up-to-date data base
of Compliance Officers.

18. Appropriation of sufficient resources to the Department ofAdministration to
implement and administer the training program authorized by Minnesota Statutes
Section 13.073.

A. Associated Activities.

The training program authorized by Section 13.073 authorizes the
Commissioner ofAdministration, if she chooses, to perform the following
activities: develop a basic training component, including actual training
and associated materials, about information policy laws and deliver that
component to all public employees; develop and deliver sector specific
training to deal with information policy issues within a service area which
could be either governmental entities such as cities or counties or
functional areas such as law enforcement or human services; identify and
train individuals who will become sector or functional area information
policy experts; work with various government agencies to assist in the
delivery of compliance related information using on-line inquiry and
response, telephone hot lines and other forms oftechnical assistance; and,
establish the capability to conduct policy analysis and support for the
examination of information policy issues.

B. Budget Implication: Estimated $350,000 the first year and $250,000
each year thereafter.

Development of the basic training and sector specific components of the
training program would produce a first year expense, estimated at
$100,000. This money would be used to prepare training materials and the
means to deliver them, including professionally produced videotapes,
printed materials, on-line training materials, audiotapes, and computer
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based materials including discs and down load capabilities. The $100,000
figure is derived from consultation with professionals who deliver training
as a business. It reflects their expert advice that materials, such as
professionally done training videos, may cost in the $50,000 range.
Development of these materials in the first year, delivery of the materials
in the first and subsequent years would be the responsibility of four
professionals and a support staffperson. As illustrated in the discussion of
Recommendation 2 above, personnel costs range from $30,000 to $60,000
per year, including benefits, for appropriate personnel. This activity
would be staffed by four professionals, one ofwhom would be a
supervisor, and one support staff. In addition to the supervising
professional, other professional staffwould include two management
analysts principal (or comparable) and an experienced public information
officer. The cost of those employees including space rental, equipment
computers and other ~sociated support is estimated at $250,000 per year.

19. Transfer Department ofAdministration duties to an Office ofPrivacy and
Freedom oflnformation and give that office additional duties to handle citizen
complaints.

A. Associated Activities.

This recommendation should be read to include all the current duties of
the Commissioner, including the training program described above. Under
this recommendation, additional duties of investigating citizen complaints
and resolving those complaints by use ofADR methods or by court action
would be added to the duties of the Office.

B. Budget Implication: Estimated additional $200,000 per year.

Some portion of the cost of investigating citizen complaints could be
absorbed by the existing appropriation to IPA. Additional funds for
training would be necessary as described in Recommendation 19 above.
Additional professional staff would be needed to carry out any
investigations ofan extensive and detailed nature. ADR services could be
provided either by personnel of the Office itself (with appropriate
training), by hiring professional arbitrators or mediators, or by contracting
for ADR services with organizations such as the Office ofDispute
Resolution (ODR) or the Office ofAdministrative Hearings (OAR). Per
hour costs ofADR services range from $60 at the ODR to $89 at the OAH
to more than $100 from some experienced arbitrators and mediators. Any
staffhired would have the associated support costs, as described in
Recommendation 2, B. 2. above. Taking complaints to court on behalfof
citizens would entail paying the Attorney General's billable rate for legal
services or, in instances where a state agency was being complained about,
paying outside counsel to represent the Office. The $200,000 figure
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estimated above is intended to cover both ADR and court related costs. It
is difficult to estimate just how many complaints would be processed each
year. The number of complaints would determine the actual costs of ADR
services and legal costs of enforcement actions.

20. Make Commissioner of Administration [or Director] opinions binding and
authorize the Commissioner [or Director] to enforce opinions in court.

A. Associated Activities.

The Commissioner [or Director ifRecommendation 19 were
implemented] would prepare opinions in more ofa legalistic fashion in
anticipation ofusing them as the basis for an enforcement action.
Bringing legal actions against other government agencies would require
the Commissioner [or Director] to acquire and pay for legal services from
the Attorney General's office or, in actions against other state agencies,
services from outside counsel.

B. Budget Implication: Estimated $125,000 per year.

Costs associated with this estimate include: an estimated annual cost of
$60,000, including operating costs, to hire a legally trained staffperson to
research and review opinions drafted by other staff; and $65,000 in
estimated attorney costs for either AG or outside legal services.

21. Amending remedies provisions ofData Practices Act.

A. Associated Activities.

The intent of this recommendation is to make it easier for citizens and
government entities to resolve disputes by making available to them an
alternative dispute resolution system. The major activity associated with
this recommendation would be the establishment and operation of the
dispute resolution system.

B. Budget Implication: Approximately $150,000.

The activities associated with this recommendation are similar to
Recommendation 19. The costs and basis for those costs are as described
in Recommendation 19. The $50,000 differenc'e is a function ofno need
for dollars to pay for AG legal services or outside legal counsel.
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APPENDIX 9

Written Comments on Drafts of the
Task Force's Report

(Not available electronically:)
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MINNEsoTA DEPARTMENT OF

TRADE AND ECONOMIC DEVELOPMENT

500 Metro Square

121 7th Place East

Saint Paul, Minnesota 55101-2146 USA

October 13, 1995

Mr. Thomas Satre
Government Information Access Counci)
Information Policy Office
Minnesota Department of Administration
320 Centennial Office Building
658 Cedar Street
St. Paul, Minnesota 55155

Dear Tom:

Thank you for the opportunity to be part of your "October Group" and to have input into the
deliberations of the Government Information Access Council and the Information Access
Principles Working Group as they consider policy on intellectual property developed by state
~~ci~. .

As a publisher of more than twelve million pages of information each year this office is most
concerned with the issue of copyright for state publications. In that context, I want in this
letter to present, very briefly, the basis for this office's belief that copyright ofsuch
publications is not only congruent with the goal of public accessibility of information, but is,
indeed, the best (I personally would say the only) way of ensuring that accessibility.

In developing and publishing its works, this office seeks to remedy what economists call the
problem of information costs. That is, it is expensive - in terms not only of money but also
time, effort, expertise and lost opportunity - for an individual or business to acquire
information on the start-up, operation or expansion of a business in Minnesota. These costs
exist because information is imperfect (it is not always available in one place and lacks
elements of timeliness, accuracy, comprehensiveness, understandability and the like) and
because information is asymmetrical (some may have more or easier access to information
because of location, resources, expertise and the like). As a matter of fairness in the
provision of information to all citizens, and as a matter of the state itself broadening the
universe of individuals and firms that can contribute to eConomic growth, the state through
our office produces publications which seek to make that information "more perfect" and
more "symmetrical."

Let me say here as an aside that (as you and I have discussed in another context) if these
imperfections and costs did not exist, then it is a settled economic principle that the most
efficient way of providing such information would be "rationing by price, II that is, by the
exclusively commercial production and distribution of information. But it is precisely because
the market is imperfect that the state chooses to allocate resources to information production
and distribution so that the costs to users is reduced.

.~.~
~~

An Equal Opportunity Employer

(612) 297-1291

(BOO) 657-3858

ITY/TDD (612) 282-6142

FAX (612) 296-1290 ~1
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One major element of the effort to make information more perfect is this office's use of
outside, private sector experts who contribute their expertise pro bono as authors or
Contributors to publications. This ensures a degree of quality greater than might be expected
from a staff produced work and heightens the public's credence in the work itself and in the
state's ability to deliver useful materials. That use of experts also has the purely economic
benefit to the state of production efficiency. In using contributed expertise this office
eliminates its own sunk costs of information collection and reduces the overall cost of putting
the publication in the users' hands.

Copyright gives an incentive to these private contributors to provide their expertise to our
publications without concern that the expertise and its expression will be appropriated for
commercial use by another through reproduction or use in derivative works. I am convinced
that our ability to attract such contributed expertise would be lost (not merely compromised)
in the absence of the ability to copyright.

Copyright also offers an additional means of information perfection by providing.a reasonable
way of controlling the integrity of the text and the credibility of the state as its developer and
publisher. As you know, we have had situations in the past where others have reproduced or
used our material in derivative works in ways which are not accurate, are out of date or
which draw conclusions not supported by the text. While nothing will stop the dedicated
infringer, copyright does allow this office to review requests for use to ensure that the
public's confidence in information on which they will be relying in making business decisions
is preserved.

Likewise, copyright contributes to making information more symmetrical by ensuring that the
supply of that information continues to be available from a public source, accessible to all, on
an on-demand basis, and at no charge. To speak again in economic terms, not only is
production efficiency advanced by copyright but allocational efficiency as well.

In short, I believ~ copyright not only preserves but increases access to our information
without the distortions of commercial markets.

Best regards.

Sincerely,

~
Charles A. Schaffer
Director
Small Business Assistance Office
(612) 296-0617

CAS:mc

(
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r - ML'\NESOTA DEPARTME~I OF

TRADE AND ECONOMIC DEVELOPMEi\il

500 Metro Square

121 7th Place East

Saint Paul, Minnesota 55101-2146 liSA

October 23, 1995

Mr. Thomas Satre
Director
Government Information Access Council
Information Policy Office
Minnesota Department of Administratio.n
320 Centennial Office Building
658 Cedar Street
St. Paul, Minnesota 55155

Dear Tom:

In my letter of October 13, I stated the basis in theory and practice for this office's position
that copyright protection of its publications is the best way of ensuring continued pu~lic

access to those publications. (A copy of that letter is attached)

Here, as a supplement to that letter, I want to state three adverse consequences that, I believe,
will result from the loss of the ability to copyright our publications.

•

••

The problem of unintended consequences. Potential users of business information, like
consumers of other products, very often seek that information from the first or most
obvious source that they believe can provide that information. (That fact of consumer
behavior is the reason why businesses take out large ads in the Yellow Pages.) Even
after ten years of publishing our materials, this office is still often the second or third
source from which information is sought. In the absence of copyright for our
publications, a private firm with name recognition in the information market and
substantial advertising capability could become that first source and could charge for
material which would continue to remain free of charge from this office. The
consumer responding to the economic rent of the .private firm, would not know that the
information was available at no-cost from this agency. No cost access would be
reduced, if not lost, by the action which sought to increase that access.

The diminution of fairness. The goal of all public policy should be what economists
call "Pareto Optimality:" In short~ no one should be made better off by action which
makes another party worse off. A policy which denies government agencies copyright
protection (protection sought to broaden access to all) effectively transfers a wealth
producing asset to another party(ies) that, as noted above, may not share the goals of

~~
~~

An Equal Opportunity Employer

(612) 297-1291

(BOO) 657-3858

ITY/TDD (612) 282-61-12

FAX (612) 296-1290
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Mr. Thomas Satre
October 23, 1995
Page 2

no-cost access and broad dissemination. It is a mistake to believe that allowing such
use of government data will result in an efficient market with attendant benefits to
consumers. Making a market contesable (here by removing copyright as a barrier to
entry) does not make the market competitive. Those firms which have the greatest
market presence as current incumbents will secure the easiest ability-to-publish, and,
with their existing economies of scale and scope, will effectively control the
information.

• The possible corruption of a public good. It is important never to' lose sight of that
fact that the public does rely on our information in making life-changing decisions;
decisions involving the expenditure of real personal assets of money, time, effort and
opportunity. In producing and publishing its informati.on this office makes a promise
of fidelity to the public: that the information is timely, accurate, comprehensive,
comprehensible, etc. In the absence of copyright this office will no longer be able to
ensure that integrity of the information it has produced but which has been
appropriated by others.

Sincerely,

p/'
~.~

Charles A. Schaffer
Director
Small Business Assistance Office
(612) 296-0617

CAS:mc
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.liI city -of
I bloomington, minnesota

'- --1l

:!:
Legal Department 2215 W. Old Shakopee Rd.· flloomingtonMN 55431-3098. (612) $48-8153 -FAx: 948-87~.

TDD: 848-8740 WRIl'eR'S DIRECT DIAL NUMBER: 948~886

December 30,1998

Ms. Anne M. Barry
Commissioner
-Minnesota Department of Health
85 East Seventh Street
St. Paul, MN 55101

Re: Draft Report of the Information Policy Task Force to the Minnesota LegisJatur~

Dear Ms. Barry:

Thank you for this opportunity to respond to the Draft Report of the Information Policy
Task Force. This letter addresses only one of the recommendations the Task Force is
considering: the recommendation requiring govemment entities to acquire specific
legislative authority to copyright.

Since 1974, the City of Bloomington has operated a cable television service to the
public. The City's cable television station creates original news and entertainment
segments and is one of the oldest public cable television stations in the state to do so.
On a regular basis the City's cable television station produces programs with original
artistic and entertainment content that is governed by agreements with artists and
protected by copyright laws. Permission is granted by the City's Cable Administrator for
use of these programs on a case-by-case basis, but the protection the copyright laws
provide to such original programming is invaluable. Many requests for the cable
programs and videos are from large commercial video companies that want to use
segments of the program or video for private sector commercial projects.

If the Task Force's-copyright recommendation is enacted into law, each session the
City's Cable Administrator will be appearing before numerous legislative committees
with long lists of cable programs and videos that need copyright protection. I cannot
believe the legislature will want to be burdened each session with hundreds of these
requests. But there is even a greater concern regarding the Task Force proposal.
Cable television programs created and produced in the months that the Legislature is
not in session would be left unprotected until a bill is enacted in the next legislative
session. The protection of the copyright must be immediate in order for it to be
meaningful. In general, the Task Force's copyright proposal as written is inherently
unworkable.

An Affirmative Action/Equal Op\)ortunities Employer

-- - ._-""<-I 08991 c.198 :AH A.J~



Ms. Anne M. Barry
December 30, 1998
pa.ge two

The City will actively oppose any legislative change to restrict its ability to copyright
such original artistic programming. Further analysis by the Task Force regarding the
impact of such a broad copyright restriction is in order. Cable television programming is
only one example of the negative impact and burden such a broad restriction has on
government operations.

Thank you for this opportunity to express the City of Bloomington's concern regarding
the Task Force's copyright recommendation.

Very truly yours,

A;~/~
Greg Brooker
Associate City Attorney

cc: City Manager
Cable Administrator
Bloomington l~gislativeDelegation

_...... -----_.- ....._. ~---, ..- _.' _. ---..- .,-..
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KNUTSON, FLYNN, DEANS & OLSEN

PROFESSIONAL ASSOCIAnON

1155 CENTRE POINTE DRIVE, SUITE 10
MENDOTA HEIGHTS, MINNESOTA 55120

TELEPHONE: (651) 222-2811 FAX: (651) 225-0600

TO:

FROM:

RE:

DATE:

Members of the Infonnation Policy Task Force

Thomas S. Deans
Legal Counsel Minnesota School Boards Association

Comments Regarding Draft Report of the Infonnation Policy Task Force

January 4, 1999

We have reviewed the proposed Draft Report of the Infonnation Policy Task Force to the
Minnesota Legislature (12/30/98). We are providing general comments and observations, but
reserve the right to raise additional issues during legislative consideration after we have received
further input from our members.

Recommendations That Relate to the Information Policy Principles

1. Recommendation 3. This proposed recommendation requires each government agency
to "publish" in some fonn the procedures in effect in the agency. Our concern relates to
the use of the word "publish" in the recommendation. We believe that the draft
legislation amending Minnesota Statutes, Section 13.03, Subdivision 2, which allows
posting to meet this requirement, to be a reasonable accommodation.

We are going to discuss the issue of attorneys' fees below. However, let us use the
provisions ofthis proposed change to reflect how technical application ofthe law could
make school districts subject to large fee awards. The proposed amendments to Section
13.03, Subdivision 2 require the responsible authority to update the agency's procedures
each year no later than August 1 to reflect any changes in personnel or circumstance that
might affect public access to government data. Ifthis timeline is inadvertently missed or



if a new employee is unaware of the requirement or the timeline, the school district or
other public agency will be a target for individuals wishing to make a living by bringing
such actions. The attorneys' fees provisions will change the entire dynamic ofaccess to
government data and will greatly increase the adversarial relationship between the public
and government agencies.

2. Recommendation 4. We would oppose the provisions of this recommendation that
would only allow the charging ofmarginal costs for the provision of government data.
The recommendation totally overlooks the legislative history of Minnesota Statutes,
Section 13.03, Subdivision 3. The marginal cost concept may work well for minor
requests such as a copy of a particular document or a particular piece of information.
However, it does not work at all well for massive data requests which require dozens or
even hundreds ofperson hours ofwork to search for, retrieve, compile and provide the
requested government data. One must be aware that in most school districts and other
political subdivisions these duties are in addition to and on top ofthe duties for which the
individual is otherwise employed. To the extent that an individual already has a full work
day to complete the duties for which he or she was hired, these requests create a major
burden. It is unclear in all cases that immediate compliance with this law should have a
higher priority than compliance with all other statutory or other functions of the
employee. This certainly will be regarded by all public agencies as an additional
unfunded mandate. Ifthe legislature wishes this to be a state priority, it should fund these
additional local government costs.

We would also point out to the Task Force that there are situations that arise when an
individual or group is intending to harass or intimidate a public body. Massive data
requests and continuing requests for similar but different information can cost a public
body thousands ofdollars and inefficient use ofits employees. Under these provisions,
the public body would be required to comply, could not charge for its time and would be
subject to suit with attorneys' fees and the time ofthe harasser paid by the public body.
This issue has been discussed over many sessions and we believe that these provisions
would provide another measure to open public bodies to harassment and reprisal.

3. Recommendation 6. This recommendation relates to the prohibition ofthe copyright of
government data by governmental entities. While we are not certain as to all the
implication ofthis prohibition, we are certain that there are situations in which curricular
materials, presentations and performances are developed by school districts which would
be subject to copyright under the existing law. We believe that it would be unfair to
allow a publisher or a promoter to be able to come in and request those materials, to
rearrange them slightly and to copyright them itself. The public's interests would be
converted to private gain with no remuneration to the entity that created it. Moreover,
once it is copyrighted by that private entity, the public entity might no longer be able to
use it without permission without paying fees and royalties. This concept has had
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extensive legislative discussion in the past and should not be changed without certainty
as to the implications.

The provision in the proposed amendment requiring specific legislature permission to
copyright particular data would tend to clog the system and may result in the action
coming too late after a private entity has beaten the governmental body to the punch.

The proposed amendments to Minnesota Statutes, Section 13.03, Subdivision 5 further
do not recognize the distinction between the automatic existence ofcopyright protection
upon creation of the work verses the protections afforded by registration of copyright
ownership. The proposed amendment does notmesh well with federal law and will create
more uncertainties and inconsistencies than it cures.

4. Recommendation 7. We are not certain whether this provision allowing the requester
to determine the medium in which the data will be prepared would be abused. The public
body apparently would only be able to charge for the cost of a disk or like object.
However, it may have to send out to a private contractor to have the data put on that disk
and could not recover those charges. For example, if the requester wished the
information to be provided on a DVD and the district had no in-house method to do so,
it would have to contract out at its own expense. This again is an unfunded mandate.

5. Recommendation 10. While we agree that the Tennessen Warning provisions need to
. be changed as they relate to employees and students, we do not believe that the proposed

amendments will solve the problem. The key exception that creates the problem is the
requirement that no further notice will be required except in those instances when the data
may be used to discipline the student or the employee. When one is conducting inquiries
which may relate to how an employee is carrying out his or her functions or the manner
in which a student is behaving, one is never certain whether the answers will lead to
discipline. These exceptions will lead to endless litigation as to whether students or
employees have had their "rights" read to them at the appropriate time. We would remind
the Task Force that we are not talking about criminal procedure. Discipline of an
employee or discipline ofa student is a civil matter. The employee or student does not
have Miranda rights in a civil proceeding: Those two exceptions are completely
unacceptable and do not solve the problems raised by the governmental units in the
debate over these matters.

6. Recommendation 11. We agree that the timeframe for response will be better met by an
increase from 5 to 10 days and we support that change. However, even the 10 days does
not take into account massive requests for thousands of documents or for requests for
documents that must be extensively redacted so that private governmental data on
individuals other than the requestor is not released. We would ask the Task Force not to
underestimate the time required to fulfill such requests. An exception should be added
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that would allow the 10 days to be extended for a reasonable period oftime in the event
of large or complicated data requests.

7. Recommendations 19 and 20. We do not have a specific position on the creation of a
separate, independent state Office of Privacy and Freedom of Information. However,
giving either the Commissioner or the Director of that office authority to issue binding
opinions and to enforce privacy matters against governmental entities by litigation will
create an entirely new relationship. Many of the requests for opinions today are from
political subdivisions or their attorneys. The requests for opinions deal \yith troublesome
and unclear areas of the law and allow the political subdivision to get an answer upon
which it may rely. The changes that are proposed will make the new office and all
governmental entities in the state exist in an absolutely adversarial relationship. Ifone
is a potential defendant, one does not work closely with and layout one's questions to the
plaintiff.

8. Recommendation 21. This recommendation relates to mandatory awards ofattorneys'
fees to parties bringing actions against the state and its political subdivisions. This
provision alone will have a huge impact on the volume of litigation in this area.
Moreover, it will foster an adversarial relationship between such entities and those
seeking information from them. Matters that today would be easily resolved would have

. to be fought to the end to protect against unjust awards of attorneys' fees.
Noncompliance will always be plead as an additional cause of action in any litigation
against a government entity. We would recommend that the Task Force review the
explosion in litigation under Section 1983 ofthe Civil Rights Act and under the special
education laws as examples that should be avoided. We believe that this will have
exactly the opposite result that the Task Force intends. It will breed another group of
attorneys and individuals whose sole practice relates to preying on governmental entities
that have made errors in the administration of what is conceded to be one of the most
difficult and confusing areas oflaw.

Moreover, the proposed amendments to Section 13.08 by adding a new Subdivision 7
establishes an absolute liability standard in the law. Ifthe governmental entity has failed
in any manner to comply with the law and the person sues, the person will be absolutely
entitled to attorneys' fees and amounts to compensate the citizen for the time spent in
bringing the action. No harm of any sort must be demonstrated. We think that this
standard is unprecedented and goes far beyond other attorneys' fees provisions in
Minnesota law. The exception for litigation that is frivolous and without merit and basis
in fact will not apply ifthere has been even an inadvertent violation ofthe law.

-4-
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The standard for liability and the attorneys' fees and costs provisions are ill advised and
will work against the public policy that the Task Force is attempting to create. When a
request for a release of data involves a troublesome area, one is damned ifyou do and
damned ifyou don't. If the entity releases and it shouldn't have, it will be sued. Ifthe
entity doesn't release and it should have, it will be sued. At least under the present law~

a person must be harmed in order to recover. Under this proposal, a public body and its
taxpayers will always be the losers.

We appreciate the work that the Task Force has done on these matters during the interim and feel
that many ofits recommendations are positive. However, those items that are set out above are
very important considerations and will certainly impact our ability to support the legislation. We
believe that we must strenuously oppose the attop1eys' fees provisions, the standard of liability
and the copying cost provisions.
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Minnesota Department of Natural Resources
OFFICE OF THE COMMISSIONER

500 Lafayette Road
St. Paul, Minnesota 55155-4037

January 4, 1999

Michele Ford
State Senate
306 Capitol

TO:

FR:

RE:

~\Y
~V

Assistant C i sioner
Human Resourc and Legal Affairs

Draft Report of the Information Policy Task Force
to the Minnesota Legislature

On Tuesday, December 29, 1998, the Department of Natural Resources received
notice of the opportunity to comment on policy recommendations in the Draft Report of
the Information Policy Task Force to the Minnesota Legislature. We were advised that
the final version of the draft report would be available on the Internet on Wednesday,
December 30, 1998. Written comments are requested by January 4, 1999, for review
by the task force on Wednesday, January 6, 1999. This allows one business day for
review and comment. "Brief verbal comments" at the January 6 meeting are also
permitted.

A brief review of the 25 recommendations reveals major changes in longstanding
information management practices with significant policy implications. The
recommendations impose significant additional workloads on state agencies, and have
significant fiscal impacts. Disturbingly, some recommendations evidence a lack of
understanding of the current federal law of copyright, and indicate assumptions about
the legal implications of agency practice which are simply false.

The recommendations are too significant to allow only one business day for a
thoughtful written reply. Additionally, this comment period exists during a time when all
but three state agencies have been advised that the terms of their current
commissioners expire on the day the comments are due. Please let us know if the task
force chooses in the future to prOVide a meaningful opportunity for comment on these
important public policy issues.

DNR INFORMATION: 651-296-6157, 1-888-646-6367 (TTY: 651-296-5484, 1-800-657-3929) FAX: 651-296-4799

AN EQUAL OPPORTUNITY EMPLOYER
WHO VALUES DIVERSITY

'\ PRINTED ON RECYCLED PAPER CONTAINING A
fi.., MINIMUM OF 10% POST-CONSUMER WASTE
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FRlJ)LEYMUNIClPALCENTER· 6431 UNIVERSITY AVE. N.E. FRIDLEY, MN 55432· (612) 57l·3450 • FAX (612).571-1287

January 4,1998

Commissioner Anne Barry
SenatorDoD Betzold
Information Policy Task Force
306 Capitol Building
S1. Paul,:MN 55155

Dear Commissioner Bmy and Senator Betzold•.

We are writing on behalfofthe Minnesota Clerks and Finance Officers Association Records
Retention Task Force. Our responsibility is to update the State ofMinoesota Records Retention
Guid,eli,nes for Cities. We have been reviewing the Retention Guidelines for Cities for the past ten
years. As part ofour review, we also review datapractices classifications.

It has just come to our attention todaYJ that '/he Information Policy Task Force will. hold a public
hearing on January ft to receive feedback on their ReportlRecommendations to the Minnesota State
Legislature for Amending the Data Practices Act. From the infonnation we have received, we do
not believe there has been an appropriate opportunity for input from local governments. In addition.
we also believe there may be some tmfunded mandates associated with the proposed legislation.

We have not had time to fully examine the Infonnation Policy Task Force Draft Report to detennine
all ofthe impacts it may have on local government. We do, however~ have concerns about the
following issues:

o No longer allowing cities to charge for actual costs for the development or labor associated with
data requests

o No longer allowing cities to copyright anything without legisiative approval

o That the opinions from the Commissioner ofAdministration would be legally binding, possibly
even over the Attorney General or the courts. (Should the State Supreme Court be consulted
before enacting this type oflegislation?)

o Cities would be required to provide electronic infonnation in an easily accessible fWimon to the
public (i.e.• by providing information on a diskette or other fonn ofelectronic media)
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iJ Cities would no longer be able to monitor public access to gOVerr:llX1ent data.

o Cities ofa certain size would have to establish a position orData Practices Compliance Officer

iJ That the public could bring charges ofnoncompliance with the Data Practices Act, and
regardless ofshowing any harm done, could collect attorney fees and other damages. _.

This proposed legislation could have huge ramifications for smaller cities. There are many
commercial entities, which, ifgiven free rein, would deluge public entities with requests for data
and demand it in the electronic form they deem acceptable. The cities ofEdina and Chaska have
already experienced these types ofrequests.

Cities also pay to have software written to manage information to help with special assessments,
business licensing, building permits, and absentee ballot logs. Most, ifnot Cl1.4 ofthese programs
may contain confidential infonnation (i.e., social security number, date ofbirtb, etc.) Most ofus
would rather err on the side ofnot disclosing personal information to the general public.

We feel that cities are inWldated with requests for public information. In fact, some infonnation
asked for requires staffto do extensive research for a constituent on certain topics. Sometimes we
wonder ifwe are doing someone else's research orhomework.

We are asking that local govemments have more opportunity to review your report and give more
input to you before your report becomes final and sent to the Minnesota State Legislature.

ChaiIperson5 MCFOA State Retention Task Force

TOTAL P.03
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January 4, 1999

Ms. Anne Barry
Commissioner, Minnesota Department ofHealth
450 Metro Square
121 7th Place East
St. Paul, MN 55101

Dear Ms. Barry:

Thank you for the opportunity to comment on the December, 1998 Draft Report ofthe Information
Policy Task Force (Draft Report).

In October, 1995, this office prepared two sets of comments on the copyright-of-state-government
publications issue for the Government Information Access Council. The first of these letters
(October 13, 1995) described the basis in economics for the copyright of state government
publications. The second letter (October 23, 1995) dealt with adverse consequences of removing
the ability to copyright.

I will appreciate your making this letter and those of October 13 and October 23, 1995, part ofthe
record of the Draft Report.

Sincerely,

~. ~ / / ...~.~~~
~J~ ///_.---

-'
Charles A. Schaffer
Director
Minnesota Small Business Assistance Office
(651) 296-0617

500 Metro Square, 121 7th Place East, Saint Paul, Minnesota 55101-2146 USA
612-297-1291 ·800-657-3858· Fax 612-296-1290/296-5287 • TIY/IDD 800-627-3529

www.dted.state.mn.us
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Marcia Hinds 5201 Windsor Ave. Edina. MN 5436 (612)925-9803_____~ J - _

-------------------~------------------ ------~--~------------
Fax (612)925~9467

January 4, 1999

I
I

To: Anne Barry I
Chair of the Information Policy Analysis Task Force

I
I

~rom: , Marcia Hinds r

SUbject: Draft Report Review l'
I wanted to thank you for allowing me to testify bet I re the task force and share
the problems I have had as a citizen trying to gain access to information from
the Edina School district.

The draft report you wHJ be forwarding on to the Ie islature will do much to help'
citizens gain access to data. There are several ions of the draft which; if
'implemented, would eliminate problems I have e untered:

• Recommendation 4 that states,"...govemment gendes should only be able
to charge for the actual costs of making the eo ies and those costs shoufd
not include labor..."

• Recommendation 11 that states,",,,[agencies s ould} provide access within
10 days of the request of a data subject. II

• Recommendation 13, "...Furthermore the ame dment should prohibit
government entities for asking citizens to expla n reasons for or to justify
access to govemment data. ~

When I requested information from the school dist jet under the current
language of the Data Practices Act, administrators used delay tactics to
circumvent compliance and test my perseverance. Sometimes it took weeks
before, the school district attorneys could review m requests.

I was required to make requests in writing. I was f reed to pay for employee
time spent searching for and compiling the data.' s interrogated as to why I
wanted the information. The district hoped that int midation would make me go
away,

I was told the information regarding the Superinte ent's travel expenses could
be accessed, but it would take awhile because the (~Ofdswere in the archives
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Comments on
Information Policy Task Force Dra·ft Recommendations

Dave Ruch, Vice Chair, Information Policy Council
4 January 1999

Here are my thoughts after reviewing the draft. These are my own views and do
not reflect any larger organization's position.

• It is ironic that the comment period should be so short for the subject 
effective access to information. The presentation of the recommendations
falls short of the standard aspired to in their content.

• It seems like there are several ~onflicting goals:
• First, the present and proposed laws require that data be collected by

govemment only in support of assigned purposes.
• Second, there is an assumption that one of the assigned purposes of

govemment is to be a purveyor of data. The argument presented is
that this is implicit in the idea of a free society where openness is a
requirement of true democracy, and openness means free access to
any data sought within some limited boundaries of privacy.

• Third, it appears that the emphasis in the proposed policies is on
government failing to provide data with methods for preventing that
result. It seems equally likely to me that future issues will revolve
around government providing too much data; that privacy concerns
will out-shout access concerns.

• )f the Task Force recommends that government organizations have the
added purpose of data dissemination, then that duty should be incorporated
explicitly into the enabling statutes for each organization. That allows
resource requests to be made through the budget processes to support this
duty.

• it may be that the pUblic purposes which generate the requirements for data
are the appropriate avenue to folJow about classification of data. I think it
might be a mistake to treat government data as a single, monolithic entity
that is somehow separate from the processes that gather or create it and
store it. We have already seen that it is a mistake to separate information
technology as if it has some independent life from the programs it supports.

• I am troubled by the prospect of giVing data to others who will then sell it
while government is prohibited from doing so, This seems like poor
stewardship of the taxpayers' money, especially given the sharp limits on
cost recovery permitted.

• The Task Force is correct in urging the move to electronic record-keeping.
The legal community has been a barrier to employing these technologies.
This is a prace where the Task Force could make substantial progress.
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I appreciate the chance to comment. If you have further questions, please
contact me.

Phone: 651.296.9816
Email: dave.ruch@state.mn.us



DATE: January 4, 1999

TO: Information PolicyTask Force

FROM: Anne Barry, Chair Information Policy Task Force
David Doth, Member of the Information Policy Task Force

SUBJECT: Comments on Information Policy Task Force Report

The report of the information Policy Task Force represents the culmination ofnearly a year and a
halfofexamination ofdata practices and other information policy laws in Minnesota. The
discussion ofthese matters was at times very informative and in depth, even if, at times,
polarized. The people ofMinnesota were well-served by this process, where attendance by
members was high and discussion ofissues was deliberative. Unfortunately, the deliberative
process was truncated as the time for this report came nearer. In addition, just when hard
decisions on the recommendations and implications of the creation ofa new office were
necessary, the attendance by members was quite low.

The report contains recommendations and legislative proposals that would substantially change
information policy laws in Minnesota. Lest the legislature believe that the report represent the .
unanimous view ofthe task force members, we fmd it necessary to point out our disagreement
with some of the recommendations and the proposed legislation accompanying those
recommendations. We disagree that an independent Office ofPrivacy and Freedom of
Information needs to be created. Our main disagreement with the report is the recommendation
that the legislature create an Office ofPrivacy and Freedom of Information to which all of the
current duties of the Department ofAdministration and some new enforcement duties, such as
binding opinions, would be added. See Recommendations 19 and 20 and the draft legislation
supporting these recommendation in Appendix 7 of the report. The current structure of the
executive branch is sufficient to meet the changing needs ofgovernment information policy even
if the legislature believes that binding opinions are necessary ensure enforcement of data
practices laws.

The task force report recommends creation ofan independent office of information. If
Minnesota were to follow this model it would have the public's advocate, judge & jury on
information policy matters in one office. When these functio.ns are combined with education and
training duties, we think the office would lack necessary objectivity in its work. We think this
lack ofobjectivity would be very problematic for government agencies and the general public
alike. On one hand, the office would need to be a strong advocate for citizens in dealing with
noncompliant government agencies. On the other hand, the office would need to be a resource to
which government agencies can turn to for guidance and training on complex information policy
matters. And on yet a third hand, the office would need to be dispassionate enough to resolve
matters on the merits of the circumstances and the law. We believe that these duties must, by
their nature, be separate.



We support giving the Information Policy Analysis Division of the Department of
Administration better resources and a more streamlined mandate to provide training, draft forms
and provide quick/efficient, yet non-binding, guidance/advice in order to ensure compliance with
information policy laws.. This office could continue to act as a reporting function to the
legislature on all the reporting requirements placed on agencies. Finally;this office could be
given a more formal role to act as advocate for citizens in information policy matters.

We strongly urge the legislature to look at several models that would not require the creation ofa
new Office ofPrivacy and Freedom of Information, yet would ensure enough independence and
neutrality to decide information policy matters on their merits:

1. Agency Referee Model

One possibility is to require each agency to establish an independent administrative review
process for information policy matters. This model can be seen in the welfare system where
referees at the Department ofHuman Services conduct hearings on changes affecting welfare
recipients' benefits. The referees make findings and draft orders for the commissioner which are
binding upon the recipients and county and state human services agencies. The decisions are
appealable to district court. This model might work well for large state agencies or for large
groups ofdata such as in the welfare system. The orders could act as the clear voice of the
responsible authority on the agencies' information policy questions. An additional benefit
would be the efficiency obtained because of the agency's familiarity ofhow the information in
their particular state program affects the clients of the agency. This is an especially important
factor where the data questions are complex and mult-faceted. This model would require
referees to be sufficiently independent from the policy-making and administrative parts of the
agency. Implementation ofthis model would require that the agency or program area already
have an administrative review system in place. Few government agencies have such a model but
where they exist, it would be an efficient use of state resources to augment this process to include
information policy matters.

2. Office ofAdministrative Hearings Model

The Office ofAdministrative Hearings (OAH) seems an ideal place for the legislature to provide
authority to issue binding opinions in information policy matters. The administrative process is
clearly laid out for contested case hearings. Administrative Law Judges are somewhat familiar
with data practices issues since the OAH currently evaluates accuracy and completeness
challenges referred by the Department of Administration. The OAH operates largely in an
independent manner from the agencies.

One criticism of the OAH model is that its opinions should not usurp the powers of the judicial
branch. The OAH currently is subject ofa Court ofAppeals decision stating that its child
support orders, matters traditionally decided by the judicial branch, are an Unconstitutional
usurpation ofjudicial powers. Data practices concerns have also traditionally been resolved in

. the district courts. This concern could be better remedied if OAH information policy decisions
were appealable to the district court.



3. Office of the Attorney General Model

Another possible model would be to have the Office of the Attorney General (AG) issue binding
opinions on the treatment ofdata. The AG's Office is an independently-elected constitutional
office, thus ensuring independence from appointment by the governor. The AG's Office can also
issue formal opinions on legal matters. The formal opinions of the Attorney General are given
much deference in the courts. The legal soundness of the opinions would be high. The question
of independence, where the AG's Office has advised its agency client ofa data practices matter
would require the establishment ofa separate function within the office similar to the agency
referee model, above, to hear and decide data practices questions:

4. The District Court Model

The district court has traditionally been the forum to resolve data practices disputes. It has also
been criticized for being too expensive and remote for most people to bring data practices
disputes. Perhaps if the courts were provided more resources or a process were designed to hear
data practices concerns in a more timely manner, then citizens would use the forum more readily.
Margaret Westin, a former chair of the Minnesota State Bar Association's Public Lawyer
Subcommittee on Data Practices and author ofa data practices law review article, has written
about using writs ofmandamus to address data practices matters. A writ ofmandamus is an
order issued by a court after the court determines that there is a failure ofan official duty clearly
imposed by law, a public wrong specifically injurious to the petitioner, and no other adequate
specific legal remedy. It is obtained when a person files a petition for a writ ofmandamus. It is
an equitable remedy. The procedure takes 24 or 48 hours and allows for a hearing on the facts
with judicial review. Pursuant to Minnesota Statutes, section 586.03-.06, there are two types of
proceedings to obtain a writ of mandamus. There are preemptory writs and alternative writs. A
preemptory writ will issue if the respondent (government) has no valid excuse for
nonperformance. If the respondent has a valid excuse, the court issues an alternative writ and
allows the respondent to answer on the day the writ is returned. There is an opportunity for a
hearing about whether the person seeking the writ is entitled to one. Although a Writ of
Mandamus is not allowed unless there is no adequate remedy at law, the legislature could create
a similar process under Minnesota Statutes, section 13.08 for information policy matters.

Thank you for consideration of our comments.

Anne Barry

dothmemS.wpd

David S. Doth
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BY FAX

To:

From:

Subject:

Michele Ford
Infomlation Policy Task F()rce

J()hnJ,a~Lw"~
Assista~1issi{)ne..

Legislative Proposals ofthe Information Policy Task Force

This memo presents the Department ofRevenue's general comments regarding the draft
language that wi]) be proposed for legislation by the Information Policy Task Force. We
flpprecia1e thc opportunity to eommtlJlt, and believe that thc draft, while incomplete, clearly
articulates some general principles we el1dorse.

For purpose!; ofthis memo Tam addressing only the proposed statutory changes included in
the most recently available draft. However~ while our main content concerns are with the
amendments listed below, we are also concerned that scveral draft amendments do not
seem consistent with the recommendations in the drall report. After we know which
version would be proposed, we may have additional comments.

'111C Dcpartmcnt has sigllHlcanl c<'mcerns with several topics in the language. The first is
the draft proposal to amend Minn. Stat. §13.03, sUbd. 3 • "Request for Access to Oata."

While we agree with what we understand to be the underlying intcnt of the proposed
change -- to provide electronic access to public records .~ there are very significant practical
problems that yr'ould occur in this agl:mcy and poLentiaHy many others. 111is is an
extraordinarily complex issue and our general reaction is that the IB,11guage is overly
simplistic, burdensome and limiting. It also will, we believe. producc outcomes contrary to
those desired hy the task force.

TIlis section would apparently require all clectronically stnred puhlic government data to be
available for on-line access by thc public. It is not clear how "oll-line" will be dctined or
int.crpreted~ hut in the context of the report we assume that means available from any
location via the Internet. .

Revenue's w(wk involves hundreds ofelectronic databases containing tax data. Some of
these are extremely large and complex. These by their nature can involve a, mix ofpublic
and nonpublic or private data, while ()ther databases have purely public data. Some of
these systems are as much as 30 years old, and tor most ofthem, the information would not
he in any readable format for on-line access from outside the agency. 111C only access to

33D
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currc.nt data is through these core operational databases. Direct acc~ss to these cannot be
granted without compromising data integrity or systems operL'ltioJlS. This means Hwould
be necessary to develop and program new formats to make the information acces!>ible oc
maintain separate parallel databases. This is extremely costly, especially in all agency of'
this size, with thc number ofdatabase.; we maintain. In any new computcr system WI;:

develop, we recogni;,r.e the need to anticipate. {hi!> kind ofpubiic access, and in fnet, we m-c
planning to build that capability into new systcms sucb aii Our reenginccrcd individual
income tax system. However, the COSl for changing the old systems would he ..ignificam.

In addition, much ofthis information, if accesse.d hy the public, '.vill be ra.\.\' <.lata without
context Of e~planatioIl, severely limiting the utility of the data as in1om1aiion resources to
the public. In 1no~l cases the taxpayers will beneitt from either consultation or assistance in
directing and formulating requests for infhnmdinn. This "value-adding" process has heen
our practice for many years, and to our knowledge l}ad not created problems for citizens
needit1g infolmation. -

Sim:e lh~ hulk of our information is highly conIidential state and federal ta.x rctum
information, we would need to modify Ell] ofou)' existing data security systems and safety
iirewalls to ensure thut the proposed on-line access would not enahle someone to go
through a public database into o'ihcr databa.:;es 'that contain confidcmiai informatioll, or to
infer private data ftorn cOlT~laii<m ofmultiple public data items·. While this is not
impossible, again, it is a highly expensive and time-eOl1sumlng task

In general. we question the value and ntled for givjng un-line. independent access tel those
few who may want to access data. especially lor some ofthe more esoteric internal
databases. On-line access is very expensive, lind 1h~ cost ofmaking data availablc-zmd
TCspOJ'lding to inle:.)]111ution request.s from people unfamiliar with the data, its structure,
limitatiolls and meaning is likely 10 be prohibitive. The huge cost ofcompHance for a f~w

requ~sls could come u( the expense ofother vital services to iaxpayer8 if there 1l:i 110
udditional budget resources to fulfill lhose lcgi31ativc mandates. We have document.ed the
reduction in actual compliance and sel'vice resources caused by long-term unrunded
incl"eases in required base 11 and fixed costs; imposition of much greater unreimbul'scd
costs for providing data will only exacerbate that trend.

This provision also chang0s the a~i1ity ofstate agencies to charge for their cos{s to sea:-ch
1<.u and relri.::ve requested data. The current statute pro'lidos that '-ac(ual" cost!> can be
recouped. The proposed change would only allow Ilmargina)" costs. This has been defined
to mzan only \.hc actual cost ofmaking the copies, )1(1 Jabol' or other overhead, or
deve!opmeJlt costs. Th\s could result in a state agency incurring a great deal of non
reimbursable expense in programming cos1s associated with an electronic data practices
request.

In order to respond in a linlely mallTIl;f to UCCf;:SS requests, we will have to expcnd
significant funds to esmblish retrieval mcchani~ms to our complex operationul datubase
files...and f.l1 to make accessible infnmlation that may be rarely ifever requested. This is to

TD1J: (6J2) 297·2196
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a major waste oftaxpayer dollars. It could also have a chilling effect on our agency's
inclination to store data electronically because of the potential COb1:S involved with
preparing or retrieving that data...thc opposite effecl fh)Dl what the task fbrce and the
deparlment would like to implement.

Revenue has an additional problem in that we continually interact with groups with al1

avowed goal of disrupting govemment activities in general and tax administration in
particular. This proposal opens the door for these groups to make multiple requests for
voluminous public infon11aiion as a tuctic for damaging our em~ctiveness since we arc
required to produce the information without regard to actual cost. '111is is not all example of
bureaucratic paranoia...such requests are a common practice natio11wide.

Another department concern is a proposed change to Minn. Stat. §13.05 - Monitoring of
Citizens. This is another new section that prohibits state agencies from monitoring citizen
access to and usc ofpublic data. This would include usc of electronic devices or software
features that allow the agency 10 acquire information that identifies the citizen 01' device the
citi7.en is using to gain access to the daLa.

A few examples may illustrate our concern. Revenue recently purchased a new phone
system that contains Caller ID on every employee's phone. Having that feature enahles us
to provide better customer service when dealing with taxpayers. Our new systems arc
designed to speed response to inquiries by linking caller information wiLh our databases.
By way ofcomparison, many fast-food delivery businesses use this capability to minimize
customer inconvenience in ordering. The identity of taxpayers who make data practices
n:lluests are not recorded OJ' tracked through the usc of Caller ID~ but it appears this
proposed change could prohibit us from using that feature for any purpose.

There is also an apparent contradictiorl in the technoJo~')' implications. Making databases
available "on-line" requires a certain amount oftracking who and what an outside person
accesses - e.g. "cookies" • to maintain a connection. This proposal would hamper our
ability 10 mak~ that on-line access a reality. It appears that this basic necessity for access
may be prohibited, although this is unclear in the language.

As a more mundane example will show, OUT inability to capture information poses a service
problem and security ha~d as well. We use an identification procedure and Sign-in sheet
at our main office and all field offices for the purpose of building security. That
ifl.fom1atiol1 may 110t be directly related to datu pl'uctices requests, but we don~t. know that
when the visitor comes in, and failure to follow these· procedures c()mprCllnis~s our physical
and data security systems. There appears Lo he litll~·or no coverage of the physical sccurjty
concern in the ic.·,\sk force repo)'t.

it appears that all of these processes are covered by the proposed legislation and we could
potentially he prohibited from using Caller lD, sign-itl rosters, or similar products jf the
intent of the proposed legislation is to cover recording citizen acceslO attempts in tile process
_. whether the intent of the process is to provide service, security or another purpose.

An ~~(ilWI (Jppor(lmi(~'ItmpJ(}yer I1)D: (612)297·2196
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We ()~ject to the revisions to Milm. Stat.. §l 3.08, subd. 1 - "Comp)ltints.'~ This proposal
could place a huge burden on the DOR to defend unjustified compluints by taxpayers
(especially by (ax protesters) that the department is not compl.ying with the Data Practices
ACl) and result in a substantial increase in the number of conte~ted case hearings involving
the department. I'or us the issue is not a matter ofjearing accountability; rather~ we are
concerned that there are no consequences identified for recovering costs of frivolous or
unJustified complaints made by lax protesters. We view as problematic the ability ofan
administrativclawJUdge 10 award monetary damages •• something we believe is
unprecedented in the law. This is a power that has always been reserved for the courts.

We also have problems with the rceomn1ended provisions under Minn. Stat. §13.08, subd_
3 - "Action to compel compliance." We feel that it is a dangerous practice to encourage
per!>ons to file lawsuits without demonstrating that they have standing hecause they arc or
will be ham-led.

We question the advisability ofcreating another state entity to exert leadership in aspects of
inf(ml1ation policy. As a customer as well a<; an infhrmation provider, we think
accountability for results is best ~rved by unambiguous authority and re!.pollsibility for
access being vested in the Commissioner ofAdministralion and not distributed among
multiple agencies.

On the positive side, we agree with many of the proposals not identified above, and
strongly endorse the draft amendment (to Minll. Stat. §13.03, subd. 2) that requires
ugencies to prepare, maintain, and publish written access procedures for the public. This
fits with the spirit of the data prC:tctices act and helps to ensure that eiti~cl~S know ()]' can
easily lind nul h<.)w to uccess public information in each agency.

In summary, we SUppOit -- and have consistently supported - the principles of data access.
However, we feel that the specific requirements and limftations of the proposed legislation
us currently drafted are based on an idealized vision that isn't responsive to realistic
problems w.ith many -- primarily negative -- consequences.

Again, I aJ'preciate the opportunity to comment on these issucs. I hope the task force will
consider our perspectives in completing the report and drafting prolmsed legislation. We
will be happy to provide you with any further information you might desire on any ofthese
points) und will continue with our analysis oftbe full report as it evolves.

c: Matt Smith, Commissioner ofRevenue
DOll Gemberling, I1ifbnnation Policy Task Force

TDD: (612) 297·2196
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Commissioner Anne M. Barry A('
Chair, Information Policy Task Force IJ~:' ~.
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Re: Information Policy Task Force Report and Draft Legisl

Dear Commissioner Barry: '

We write on behalf of the Public Law Section of the Minnesota State Bar
Association. The Public Law Section is composed of members of the state bar
association who have an interest in governmental and public law issues. One of the
Section's committees is the Data Practices Committee, which has submitted
comments to your Task Force over the past year. As you now seek public comment
on the report of the Task Force, the Public Law Section as a whole appreciates the
opportunity to express its views.

We appreciate the time and effort that have been devoted to the complex
issue of information access. We share the Task Force's desire to establish- clear
principles and rules to ensure citizens swift access to public information. We also
appreciate the concerns raised about citizen privacy in an increasingly complicated
world. As we share the same views as the Task Force with respect to much of the
report, we will limit our comments to the few areas of concern that we have with
the report and the proposed legislation.

Unfortunately, because the newest versions of the report and draft legislation
were not on-line until Thursday, December 31, and public comments were due
within a few days, we had limited time to review the materials in-depth. In
addition, it appears that the version that came on-line may not have been the same
as the version available in hard copy; for example, the on-line version does not
include draft legislation relating to out-sourcing government functions to private
entities. We therefore base these comments on our quick review of the on-line
report and draft legislation.

A. Tennessen Warning.

Recommendation 10 appropriately suggests that the Tennessen warning
provision should be changed when data is collected from an employee by
government employers or from students by a school. As was demonstrated at the
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debate between public lawyers and private plaintiffs attorneys/ the law requiring a
Tennessen warning whenever an employee is asked anything about his or her work
is unnecessary, impractical, and contrary to the public interest. The plaintiffs
attorneys asserted at the debate that whenever a public doctor asks another member
of the medical staff anything about his or her care of a patient (a question that must
occur hundreds if not thousands of times a day in any public hospital), the doctor
first must pull a Tennessen warning out of his or her pocket and read it to the
employee like a Miranda warning - even if the doctor was not investigating the
employee. No employer, public or private, could (or should have to) meet this
impossible standard. All employees, public or private, know that their performance
will be relevant to management decisions about them, and no "warning" is needed
to advise them of this obvious fact.

As was also demonstrated at the debate, there is no ad absurdum limit on the
necessity of a Tennessen warning in school. Under the present law, public school
teachers literally must give a Tennessen warning to students of any age whenever
the teachers assign homework, ask questions in class, investigate who pushed
whom in the hallway, and so on. A change is needed to exempt schools from the
Tennessen warning requirement in the context of the ongoing educational
relationship with students.

While the Task Force's recommendation is sound, the recommendation is
undermined by the inconsistent draft legislation issued on December 31. Rather
than exempting schools and public employers from a Tennessen requirement when
they seek information as part of the educational or employment relationship, the
draft legislation would require public educators and employers at the start of the
relationship to know warn students and employees of "all of the possible data
collection instances that may occur during the duration of the employment or
academic relationship." (Emphasis added.) No one has the prescience to anticipate
all possible questions that "may" be asked of employees or students in the future.

Even more disturbingly, the latest draft legislation adopts precisely the
argument advanced by the plaintiffs attorneys, despite the recommendation of the
Task Force. The draft legislation would require the equivalent of a Miranda

1 It is noteworthy that the Report describes a bar committee of public lawyers (who, for the most part,
are salaried public employees with no personal interest at stake) as an "interest group" (a term that
carries negative connotations), but does not describe the ad hoc coalition of private attorneys who
represent employees in disciplinary matters in the same terms. Instead, the plaintiffs attorneys are
described simply as the representatives of "citizens." Such characterizations color the report, and in
fairness should be changed.
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warning every time a public employer or teacher asked a question the answer to
which "may" be used in discipline. Before a supervisor asked the following
everyday questions, whether or not the supervisor thought that the answer may
result in discipline against the employee, the supervisor would have to give a
Tennessen warning: "Medical Resident A, what medications did you prescribe for
Mrs. Brown?/I "Secretary B, have you finished typing that letter?/I "Public Lawyer C,
the court called because you weren't at the scheduled hearing. What happened?/I
"Forest Ranger D, were you at your station yesterday?/I "Bookkeeper E, what is this
expense for $15,0001" A law prohibiting the discipline of public employees for poor
performance or misconduct at work unless the employees were first given a
Miranda-style warning would make for abysmal public policy. The same is true for
the discipline of students. Should teachers really have to Tennessen warn a 6th
grader before asking her why she was not in class during fifth period?

Either the draft legislation should accord with the recommendation of the
Task Force, or the Task Force should leave the Tennessen warning alone and let the
courts deal with the law in the employment or school cases in which it arises. In no
event should the Act be amended to enshrine in the law precisely the position
advanced by the plaintiffs attorneys who represent public employees in disciplinary
matters. In addition, if the Task Force is going to include draft legislation in its
report, the draft legislation should be approved by a majority of the Task Force
members. Otherwise, the draft legislation carries the imprimatur of the Task Force,
without actual approval by the Task Force.

B. Recovering Development Costs of Publicly Funded Formulae with
Commercial Value.

At the end of the "Principles" section of the Report, the Task Force adds a
paragraph recommending the elimination of Minn. Stat. § 13.03, subd. 3, which
permits public entities to recover the development costs of commercially valuable
and publicly funded formulae, compilations, techniques, databases, etc. In the "State
Budget and Other Financial Implications of IPTF Recommendations,/I this change is
identified as having "negligible or difficult to measure financial impact./I In fact, the
change may not be the least bit "negligible./I The inability of taxpayers to recoup
their investment in commercially valuable government data may have a very
substantial financial impact. For example, taxpayers supporting local government
have spent millions of dollars developing and implementing systems and software,
the cost of which can presently be recouped under the law. In addition, the publicly
funded University of Minnesota develops sophisticated and costly research
techniques which it may sell to private industry under the present law.
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Recommendation 15 and its rationale suggest that members of the public end
up paying twice for commercially valuable information when they are charged
development costs because a portion of their tax dollar already was spent in the
endeavor. In fact, however, many requesters of such commercially valuable
information may not be individual taxpayers (many requesters seeking
commercially valuable information are, in fact, commercial entities) and may not
even be Minnesota taxpayers. A requester seeking commercially valuable,
government-developed medical technology may well be a non-Minnesota medical
products company, not a Minnesota taxpayer. Before such a radical and costly
revision as this is proposed, additional input is needed, especially regarding the
financial cost to Minnesota taxpayers.

C. Copyrighting Government Information.

Recommendation 6 suggests that the Minnesota Government Data Practices
Act be amended to preclude government entities from copyrighting information
without specific legislative authorization. Better understanding of the effect of a
government-held copyright is needed before this change is proposed. The rationale
to Recommendation 6 suggests that a copyright would limit access to government
data. In fact, a government-held copyright does not limit access to data, or even
access to copies of data. It simply conditions the later commercial use of the data for
a number of sound policy reasons (including to protect the authenticity of the data
by precluding a state-sponsored report from being altered and misrepresented as the
view of the state). The copyrighting of government information is a controversial
and important topic. It is presently the subject of a Commissioner's Opinion and a
conflicting Attorney General's Opinion. Copyright is an area that requires fulsome
and serious discussion from interested parties and experts before any change is made
to the law.

D. Compliance Officer.

Recommendation 17 would require all government entities to appoint a
"compliance officer" in addition to a "responsible authority" or "designee" of a
responsible authority, and to make reports to the Commissioner of Administration
regarding the names, addresses, and phone numbers of the compliance officer (and
to update the Commissioner whenever there is any change, for example, if the
employee's phone number changes). The justification for this new regulation is
elusive. Many government entities already have and pay for a responsible
authority. This legislation would require that this public employee - the
responsible authority - hire yet another public employee to do exactly what the
responsible authority already is charged with doing. The report does not explain
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why two people are necessary to do the work of a responsible authority, nor does the
report or its draft legislation propose additional appropriations to government
entities to support this additional employee. For those agencies for whom the head
of the entity is the responsible authority, there is no evidence in the report that the
responsible authority's designee under the current law is not fulfilling the statutory
responsibilities. There seems to be little reason for this additional bureaucracy and
public expense.

E. Identifying Requesters of Public Data.

Recommendation 13 states that government entities shall not "monitor"
citizen access to and use of public data and shall not demand reasons for requesting
information. The recommendation goes on to state, however, that government
entities can ask for names and other identifying information for the purpose of
facilitating access to data. This is a reasonable recommendation. Government
entities should not condition access to data on the use that requesters intend to
make of it, but government entities need to know the identity of a requester of
information for a number of valid reasons, including: (1) to know whether the
person is the "subject" of the data and therefore entitled to more favorable copying
rates and deadlines; (2) to maintain records that establish that the government
complied with a request in the event of later litigation; and (3) to be aware of
potential safety concerns (including for public employees) if public information is
asked about an individual. Moreover, when requesters ask for information on-line,
they self-identify since e-mail necessarily identifies the sender.

The draft legislation, however, differs from, and is contrary to, the Task Force
report in that it would preclude government entities from "requiring citizens to
identify themselves" at all. This is bad public policy. Government entities certainly
should not condition access on later use of the data, but they must be able to
maintain records of their compliance with requests. If persons want to maintain
anonymity, they can easily have someone else request the data. But government
entities should be able to ask for the requester's name..

F. Remedies and Enforcement.

The biggest changes to the most recent Task Force report and draft legislation
concern remedies and enforcement. While at this point, there has been limited
time to address these proposals, several elements bear comment now.

Most importantly, a great deal of further thought must be given to the idea of
creating a unique super-agency that has the power to both define and enforce the
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law. Under the draft legislation, one state agency would be both judge (determining
in a "binding" fashion what the law· is) and prosecutor (suing on behalf of
individuals to enforce its own binding interpretation of the law). Serious issues of
due process, th~ role of the courts, increased litigation, costs to litigants, and so on
must be addressed before such a novel agency is created. In addition, it is unclear
what is meant "binding" opinions. How can the Department of Administration
hold a district court to its version of the law? Are the opinions "binding" on ALJs
and the appellate courts? If so, of what value is an administrative hearing or a right
of appeal to· the Court of Appeals? Rurther exploration is needed. While an
administrative model might be a valid approach for dealing with the MGE>PA, no
enforcement scheme should exclude the courts from thE!ir role as the iflterpreters of
the law.

Also of concern is the unprecedented provision for attorney's fees and costs in
Recommendation 21. Unlike other fee-shifting statutes (consumer fraud laws,
antitrl:lst laws, civil rights laws, etc.), the attorney's fees provision here would
require the award of attorney's fees and divest courts of any discretion in awarding
fees. Moreover, unlike in those laws, here the proposed legislation would not only
pay the plaintiff's attorney's fees, but would also pay the plaintiff for the time he or
she spent on the case. We are aware of no other situation at law in which plaintiffs
are actually paid to litigate. The report does not explain why data practices lawsuits
are of such greater social value than civil rights or consumer fraud lawsuits to
justify such a lucrative scheme for plaintiffs and plaintiffs attorneys. This proposal
is a recipe for increased court litigation, and is at odds with the underlying principle
that data practices litigation should be reduced, not increased.

G. HSurveillance" of Citizens.

Finally, the Report contains several interesting provIsIons regarding citizen
privacy. In an increasingly technological world, privacy is an increasingly important
topic. Caller ill, phone systems capable of recording time spent on individual calls,
computer technology permitting records of electronic mail use and Internet use, etc.,
are all standard fare in numerous private and government settings. In the
employment setting, employee privacy and the rights of employers to limit the use
of their equipment to work-related purposes is a hot topic of debate and court
opinions. There is also already existing legislation regarding electronic privacy.
Congress, after much debate, passed the Electronic Communications Privacy Act,
and the Minnesota legislature has also addressed electronic privacy in legislation.

While further legislation ultimately may be worthwhile, enactment of new
privacy laws in this context may be prematufl'. The Minnesota Government Data

334
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Practices Act generally deals with access rights to existing government data. It is not
an employment statute, nor does it impose limits on government unrelated to
government data. While legislation limiting the "surveillance" capabilities of
public entities or public employers may be a part of Minnesota's future, it should
probably take place in a different context, and following full and informed debate. In
addition, the consequences of such legislation should be more fully considered. It is
not clear that having each government agency tell the Commissioner of
Administration when it has acquired a new phone system or new computer system
will be of much value to the public.

CONCLUSION

While the Task Force report contains some valuable ideas, there are several
substantive areas of concern as described above. In addition, there is a very real
concern that the draft legislation meant to implement the views of the Task Force in
some cases may not do so. Before the Task Force appends any draft legislation to its
report, the draft legislation should be carefully studied and a majority of the
members should approve it. Finally, as the Task Force has not yet included an
appendix of draft legislation to correct inconsistencies in the law, we cannot
comment on this aspect of the Task Force's work.
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Thank you for your consideration of these comments to the Task Force. We
look forward to healthy changes to our information practices law, and appreciate the
opportunity to participate in the process.

a~ M. mith .
Ass c ate General Counsel
University of Minnesota
Co-Chair, Data Practices Committee

Brian Asleson
Chief Attorney, Civil Division
Wright County Attorney's Office
Co-Chair, Data Practices Committee

Greg Brooker
Co-Chair, Public Law Section
Minnesota State Bar Association

Harriet Sims
Co-Chair, Public Law Section
Minnesota State Bar Association



DATE:

TO:

FROM:

January 5, 1998

Members, Information Policy Task Force

Robert Hanson, Director, Information Technology

SUBJECT: Information Policy Task Force Recommendations

For your consideration, I have attached comments to the proposed additions and changes
to the "Principles Relating to the Public Access to Government Information."

If you have any questions, please contact Denis Nolan at 612-348-6596 or e-mail at
Denis.Nolan@co.hennepin.mn.us.

Thank you for your consideration.



12/28/98

HENNEPIN COUNTY COMMENTS/DISCUSSION

The following is a discussion of the adopted government data access principles proposed by the
Government Information Task Force. Hennepin County comments are on the adopted principles and not
on the Task Force Recommendations/Rationale.

PRINCIPLES RELATING TO THE PUBLIC ACCESS TO GOVERNMENT INFORMATION
(New principles as proposed by the Government Information Task Force are in BOLD; Hennepin County
Comments are in "Hennepin Co. Discussion.")

1.The public must be able to gain access to public government data, no matter what type of
storage modality is chosen by the government to create, collect and store the data, as long as
the data exist in some physical form, including computerized, video, paper, microfilm and all
other forms of recorded data.

2. In a democratic society, government data should be presumed by law to be available for
pUblic access and examination to the greatest extent possible. Data held by the government
should only be declared to be not public by statute, as required by federal law, or under the
authority granted the Commissioner of Administration to issue temporary classifications of
data.

3. Public government data must be kept and arranged so that they are easily accessible to
the pUblic.

4. Government entities must establish and publish procedures to insure that requests
for access to government data are complied with promptly and appropriately and to
ensure that the pUblic understands how to gain access to pUblic data.

5. Public access to government information for the purpose of inspecting the data
shall be at no charge to the person seeking to inspect the data. When a person asks
for copies of government information, any charge for the copies shall not exceed
marginal cost, which means that the cost of providing copies must exclude labor,
overhead and development costs.

Hennepin Co. Discussion 5: It is Hennepin County's policy, as contained in the County's Administrative
Manual, to charge either a Flat Rate or Special Rate for copies of government data. Currently, the Flat
Rate is $.25 per page for "routine" copying. The Special Rate is charged when staff time and other direct
costs significantly exceed the Flat Rate. Pursuant to MS 13.03, sUbd. 31

, the County does not charge for
separating public from not public data. Neither overhead nor development costs are incorporated into the
Special Rate. MS 13.03, Subd. 32 does provide that when a request for data that has commercial value,
the responsible authority may charge a reasonable fee for the information in addition to the costs of

1 MS 13.03, sUbd. 3 reads, in part: "If a person requests copies or electronic transmittal of the data to the person, the responsible
authority may require the requesting person to pay the actual costs of searching for and retrieving government data, including the
cost of employee time, and for making, certifying, compiling, and electronically transmitting the copies of the data or the data, but
may not charge for separating public from not public data

2 When a request under this subdivision involves any person's receipt of copies of public government data that has commercial
value and is a substantial and discrete portion of or an entire formula, pattern, compilation, program, device, method, techniques,
process, data base, or system developed with a significant expenditure of public funds by the agency, the responsible authority
may charge a reasonable fee for the information in addition to the costs of making, certifying, and compiling the copies. Any fee
charged must be clearly demonstrated by the agency to relate to the actual development costs of the information. The responsible
authority, upon the request of any person, shall provide sufficient documentation to explain and justify the fee being charged.
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making, certifying, and compiling the copies. While there are complaints from staff about the time
resources needed to respond to the data requests we receive and some complaints about charges to the
pUblic and data subjects for copies of data, the current language in the Act is workable and has worked for
20 years.

6. Access by members of the public to government data in electronic form, using their
own computers and incurring the cost of any communication charges, shall be
considered inspection of government data at no cost to the public, regardless of
whether the member of the public only examines the data in question, downloads the
data, or prints a copy of the data.

Hennepin Co. Discussion 6: Hennepin County has a Web page on the Internet which provides
information about County services, departments, jobs, happenings, documents, frequently called
numbers, frequently asked questions, etc. Extensive property information (PINS) about'each tax parcel
and property owner is available on-line. All of this information is on-line and free of charge.

A dial-up to the County's mainframe computer is also available to access SIP (Subject in Process)
Criminal and Civil defendants and case records as well as property information. The SIP data is a
hierarchical database and is not Web-enabled. Since the dial-up service uses mainframe or CPU time,
telecommunication lines, baud rate/band width resources and support personnel, a charge is made for
each Information Management Service (IMS) transactions and "communication services." Except for
certain proprietary data, all the information on the Web site and the dial-up service can be downloaded,
printed and used for any purpose a requestor may have..

7. With the limited exception of computer software, government data should not be
copyrighted without express legislative approval.

Hennepin Co. Discussion 7: A copyright offers a certain degree of control over the use and
dissemination of government information or products, it does not however preempt the provisions of the
Data Practices Act and the accessability of government data by the public. The State of Minnesota
exercises copyright in State Supreme Court Decisions (copyrighted by the Secretary of State), Headnotes
of Minnesota Statutes (copyrighted by the Revisor or Statutes), Minnesota Rules (copyrighted by Revisor
of Statutes), the Environment and Natural Resources Trust Fund has copyright authority (MS 116P.10)
and the Council on Quality Education (MS 120.90). Several State Department of Natural Resources
pUblications are also copyrighted.

Except for Minnesota Statutes 13.03, subd. 53, statutory guidelines are really not available to guide
political subdivisions in the use of copyrights and patents. To ask that the legislature review each and
every request for a copyright is not realistic.

8. To the greatest extent possible, public government data that are maintained in
electronic form should be made available in electronic form to citizens who request
data in that form. Government agencies should design and implement electronic

3 "Copyright or patent of computer program. Nothing in this chapter or any other statute shall be construed to prevent a state
agency, statewide system, or political subdivision from acquiring a copyright or patent for a computer software program or
components of a program created by that govemment agency. In the event that a government agency does acquire a patent or
copyright to a computer software program or component of a program, the data shall be treated as trade secret information
pursuant to section 13.37."
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government data systems in such a fashion that the public data contained in those
systems are easily accessible for electronic use and copying by the public.

Hennepin Co. Discussion 8: MS 13.05, subd. 3 provides that: "[c]ollection and storage of all data on
individuals and the use and dissemination of private and confidential data on individuals shall be limited to
that necessary for the administration and management of programs specifically authorized by the
legislature or local governing body or mandated by the federal government." .

Generally, the design of program data collection, storage, use and dissemination is guided primarily to
meet the needs of the administration and management of programs in a cost effective manner and not
whether it is in a format that may be accessible on-line or on a Web page. Currently, information is put on
ourWeb page that is needed, wanted, and used by the public - a library does not maintain every book,
periodical or magazine but only those for which the public may desire while considering the budget and
space limitations of the library.

9. All citizens, regardless of geographic; physical: cultural, socio-economic status or
other barriers, shall have equitable and affordable access to government information.

Hennepin Co. Discussion 9: The County provides access by the public to government data as required
by the Data Practices Act". Public terminals are available at the Government Center to access criminal
and civil court information and property tax information on any Hennepin County property. A public library
with Internet access can access the County's Web Page. A philosophy of "equitable and affordable
access" goes beyond the following basic premises of the Act that ensures access by the public:

1. All government data shall be public unless classified as "not pUblic";

2. The responsible authority shall establish procedures to insure that requests for government data are
received and complied with in an appropriate and prompt manner;
make them easily accessible for convenient use.

3. The responsible authority shall keep records in such an arrangement and condition to make them
easily accessible for convenient use.

10. When a government entity contracts with a private sector entity to perform a
government function, all data created, collected, received, stored and maintained by
the private sector entity as it performs that function must be sUbject to requirements of
the Data Practices Act.

4 MS 13.03 Subd. 2, provides that: 'The responsible authority in every state agency; political subdivision, and statewide system
s~all establish procedures, consistent with this chapter, to ensure that request for government data are received and complied with
in an appropriate and prompt manner."

Section 13.03, Subd. 3, provides that: "The responsible authority or designee shall provide copies of public government data upon
request."

In the case of data on individuals, section 13.04, subd. 3 provides that: "Upon request to a responsible authority, an individual shall
be informed whether the individual is the subject of stored data on individuals, and whether it is classified as public, private or
confidential. Upon further request, an individual who is the SUbject of stored private or pUblic data on individuals shall be shown the
data without any charge, and, if desired, shall be informed of the content and meaning of the data.... The responsible authority
shall provide copies of the private or public data upon request by the individual subject of the data.

4
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Hennepin Co. Discussion 10: Under current practice the following language is added to contracts which
require the collection, use, and dissemination of data required by the terms and conditions of the
contract.:

"Contractor agrees to abide by the provision of the Minnesota Government Data Practices Act
and all other applicable state and federal law, rules and regulations relating to data privacy or
confidentiality, and as any of the same may be amended. Supplemental to any indemnification provision
herein. Contractor agrees to defend and hold the County, its officers, agents and employees harmless
from any claims resulting from Contractor's unlawful disclosure and/or use of such protected data."

Generally, this language applies to the data collected, created, used and disseminated by the contractor
in performance of duties required by the contract.

5
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January 6, 1999
To: "Michele Ford" <michele.ford@senate.leg.state.mn.us>
cc: "Don Gemberling" <don.gemberling@state.mn.us>, mn-netgov@egroups.com
Fr: "Lyno Sullivan" <lls@freedomain.org> .
Re: Information Policy Task Force Report

I was at the Information Policy Task Force meeting today. I am working on my feedback on the
Recommendations but I wanted to first discuss a couple possible processes. I am an unaffiliated, private
citizen and must apologize for not having been aware ofhow to provide feedback, before the meeting.

RECOMMENDATION

I sincerely recommend that the Task Force spare itself the pain of trying to introduce fundamental
change at the last minute. If it were mine to do, I would simply issue the Report intact and attach a
Preface that explains how the public testimony is being handled. Then the Task Force might pick one or
both ofthe following alternatives, or make up your own. I would describe this as an experiment in
government, and record that fact in the Preface.

I don't want to sound whiney but I feel like I am cut out of the existing process. I can seldom afford to
take the time off work, to be at scheduled meetings, in brick and mortar buildings, to discuss topics like
Information Policy, even though I care deeply about the issue. If the Task Force will open itselfto email
based electronic discussions, as I propose in Alternative 2, then I can attend those discussions at my
leisure. I am sure every member of the Task Force suffers from similar scheduling problems. The
processes I propose frees the Task Force members too.

Although both alternatives demonstrate my naivete about the current process, they might be reasonable
ways to imagine the future. Alternative 1 might be an expedient way to handle the current situation. It
would be quite reasonable to "freeze" the past, as proposed in Alternative 1, and then create the future,
as proposed in Alternative 2.

ALTERNATIVE #1

Place the public testimony, and the minority opinions of the Task Force, at the web site, as hyper-text
links within the Report. Recommend that legislators visit the web site to view the current public
testimony and member minority reports. Offer to print this material for any who wish to read it, rather
than browse it.

This approach will provide a useful analytical tool for those preparing the changes to Statute. People will
be able to browse the Report's summary recommendation and then, by following a link to other
documents, they can view the detailed commentary. It will be especially helpful because the
commentary will be easily available, on a topic by topic basis, rather than buried in multiple documents.
Also, search engines can index this text.

Ifthis works for the Task Force, automated free software tools can easily be assembled, that could help
build future Reports, in an automated manner. This first experiment will be painful because the tools
haven't been installed. However, the resulting Report and Commentary might serve as a prototype for
the future automation.

Let me explain how this might look from the perspective of someone browsing the Report. The browser
would see each of the Recommendations. At the end of each Recommendation (let's use 6 as the
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-
example) they would see a "Commentary" hyper-text link. That link would bring them to a page like
"IPTF Recommendation 6 Commentary". They might see all the commentary listed or, if it is extensive,
they might see a list of links to other pages (even pages at the web sites ofthe commentators). Under the
heading "Recommendation 6, Strongly Disagree" they would see "Lyno Sullivan, citizen" listed. If they
click that link they could read my objection and my proposed alternative. .

ALTERNATIVE #2

Here is another way you could handle this. There are several free software tools that automatically build
searchable, threaded archives of listserv discussions. This second approach would involve much less
work to create the public discussion and would be available for input, from anyone with an email
account.

"You could create a listserv MN-IPTF (or something similar) and invite people to join in the discussions.
'The moderator could introduce the recommendations one by one. People could provide their
commentary, in response to the listserv postings. Ifpeople did a nice job ofputting links to supporting
documents into their postings, a fabulous analysis tool would be created. The final Report.can easily
contain the links directly into the listserv archive. •

"This is my preferred approach. It establishes a nice precedent for future Statute work. These searchable,
public discussion archives will always be available as a resource, to people who contemplate future Data
Practices statute changes. It also creates a forum where people, interested in this issue, can continue to
have discussions about proposed legislative changes. These discussions would continue throughout the
year, even outside the legislative session.

Copyright © 1999 Lyno Sullivan. Copyleft: this digital object is free and may be copied, modified
and distributed according to the the GNU Library General Public License (LGPL) and it comes with
absolutely NO WARRANTY;
Emaillls@FreeDomain.org
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ASSOC.IATION OF

~
MINNESOTA COUNTIES

January 6, 1999

Ms. Anne Barry
Chair, Iilformation Policy Task Force
C/o Michele Ford

.. Room 306 State Capitol
8t. Paul, MN 55155

Dear Commissioner Barry:

The following are the Association of Minnesota Counties comments on the third draft report of
the Information Policy Task Force. These comments are general in nature, and I have
encouraged individual counties and county staff to also provide comments on the specifics ofthe
draft report.

While AMC agrees with the basic principle ofproviding access to government data, many of the
task force recommendations raise significant concerns.. Historically, the Legislature has decided
certain data to be not public for good reason, including protecting the rights and security of
individuals, and to enhance governments ability to provide effective and efficient services to the
public. We must remember that a local government's primary role is to deliver services, and
there is increasing pressure to deliver those services in an efficient manner with the lowest cost
possible.

Over the last week, AMC has heard concerns about the task force report from·county human
resource directors, GIS directors, andcorinty attorneys. I will try to summarize. the issues they
have raised, but will not touch on many that have been raised.

First, many of the recommendations have cost implications to local government. For example,
the recommendation to publish data request procedures that tell people how to gain acc~ss to
information, may only be a small expense for anyone unit ofgovernment, but in total it is a
significant amount. We must recognize there is a "snowflake effect" from the many
"insignificaIlt" unfunded mandates that are passed on to local governments. At some point, all
the "snowflakes"can bring down the building. In addition, county officials believe having the
data request procedures readily available at the location where citizens go to get the information
can accomplish the goal of this recommendation more efficiently.

125 Charles Avenue, Sf. Paul, MN 55103-2108
(651) 224-3344, fax (651) 224-6540

www.mncounties.org
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The recommendation to restrict local units to charging only the marginal cost ofproviding the
data will have serious financial impacts and will restrict the ability of some local governments to
provide certain services to the public. The most compelling example ofthis occurs in the area of·

Geographic Information Systems. For example, it seems that Dakota County would have to
furnish their entire GIS database, which cost over $2 million to develop, to an out-of-state
company for $1.50, the cost of the disk. The recommendation requiring local units to employ a
Data Practices Compliance Officer would al~o have a serious financial impact.

Serious concerns were raised about the recommendation to restrict a local government's ability
to copyright certain government data. It is important to remember that copyrighting data does
not impede the public's access to the data. Again, this is a major concern for individuals
working on GIS.

AMC believes the intentions ofmany of the recommendations are good, but feel there are
significant problems that need to be addressed before moving forward. Many ofthe
recommendations are vague and conflict with other requirements placed on local units. In
addition, a number of individuals believe there are constitutional questions related to at least the
recommendation making Commissioner ofAdministration opinions binding, and take
precedence over Attorney General Opinions.

The Association ofMinnesota Counties is willing to work with the task force and the Legislature
to address the issues surrounding public access to information in this time ofgreat technological
change.

Sincerely,

Rose Arnold
Stearns County Commissioner
AMC President
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Ladies and gentlemen of the Information Policy Task Force: January 6, 1999

My name is Gary Baran. I live at 3223 Canterbury Court, in Woodbury.

I arT! not a professional lobbyist for any company, nor a lawyer with an agenda to advance, nor a privacy issues expert by
any means, nor do I aspire to beso.. .

I arYl here today as an ordinary citizen, taking annual leave to be here. I am one of the many millions of Minnesotans you
all are charged with representing.

I have two main points I want to make.

First:

As a person doing family genealogy research, I frequently find it just too expensive to get public information about family
members. Costs of $ 11 - 14 per birth certificate, or $ 11 per death certificate, when looking up family tree information, are
beyond most normal persons means, unless one cares only about parents and grandparents, excluding all others in ones
ancestry.

What really rankles me, is that all this information was collected and is still stored by public agencies, agencies that are
publicly funded. I and all the other taxpayers of Minnesota have already paid for this information. Yet, we still have to
pay PREMIUM prices, and fill out forms just to access such information. We ALREADY paid for it. It is ours already.
Public agencies are only repositories of OUR information. Make it available for free reviewal, without exorbitant costs or
difficulties in getting to it. Web access to Birth/Death Certificate Request Forms is nice, but the high costs are still there.

There are hundreds of thousands of Minnesotans doing their genealogy, in every city, town and Legislative district. I
attended a national Genealogy conference several years ago, and Genealogy Research is the LARGEST hobby in our
country. Too many Minnesotans are not as fortunate as I am, living here in the Twin Cities with closer access to the .
Historical Society and Health Department offices. Outstate Minnesotans are really hampered in doing the same research
as I am.

We have over 800 persons on my wife's side already identified, and about 600 on my side, filling a dozen 3 inch binders of
information and pictures. We DON'T need certified copies of birth and death certificates for ALL these people. But for
dozens of our ancestors, birth and death information will help us to identify and trace back our family trees.

This is where all of you, as members of this Task Force, can help all of us, in our genealogy searching. Short term,
reduce the costs to JUST the cost of photocopying the document, whether 10 or 25 cents, either is fair and reasonable.
$11 to $14 is a User Fee structure gone rampant.

Longer term, put this information on microfilm and copies in the Minnesota Historical Society, who can make it available to
the pUblic, for free reviewal. MHS may need larger reference room seating, more film readers, etc, but that is all within
reason.

My second, and more general comment:

There was discussion in early Task Force meetings, and by only a 5-4 vote, the "Presumption that Government Data are
Public" was barely reaffirmed by this Task Force. To me, we live in a society in which government exits to serve its
constituents, not to collect and then hide information. Government must keep government data pUblic, not hide it under
the guise of too difficult to retrieve or disseminate. Minnesota's citizens paid for its collection. We should be able to
access it, freely, at any time. If too much information has been collected, then don't collect that much anymore. What
government collects, it must maintain. Collect only what government will accurately maintain. Inaccurate information can
be damaging.

As I initially stated, I am only one person, but feel I speak for many, who want access to government data, partiCUlarly what
can help in our genealogy research, at reasonable costs, not $11 - $14 per certificate. The Task Force's
Recommendation # 4 and the associated Rationale is exactly what is needed. I support it entirely.

I thank you for your time and consideration.
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Enclosed are the written comments ofthe League ofMinnesota Cities on the draft report ofthe
Infonnation Policy Task Force dated December 30. This initial review represents views ofcity
officials responsible for administering and carrying out duties under provisions of the Minnesota Data
Practices Act and related state statutes. The League is aware oftask force members' commitment to
addressing key public policy issues raised by the rapid change oftechnology and increased recognition
ofthe importance ofpublic access to information. City officials likewise seek to act upon and respond
to a wide range ofrequests for infonnation
and in an efficient and timely manner and to use technical resources to enhance that capability. City
officials are also keenly aware oftheir responsibilities as stewards ofpublic resources and to be
accountable for effective administration ofpersonnel and service delivery.

At the outset, the League wishes to indicate our concurrence with a number oftask force
recommendations that improve and clarify measures - among them making compliance with Tennessen
Warning requirements less burdensome and complicated. The League also appreciates the efforts the
task force made to strengthen the role ofstate government in providing education, training and
materials to help guide local units ofgovernment in carrying out state infonnation policy.

The League also needs to point, however, that there are serious concerns about other
recommendations the task force has proposed. The League urges the tisk force to take the time
necessary to directly involve local government in developing final recommendations and to
consider carefully the implications ofsuch proposals at the local level.

City officials are directly engaged in delivering services, including information, to the public and
are accountable for doing so in an efficient and responsive manner. In addition, local officials are
responsible for employee relations and supervision, service delivery and the design and use of (as
well as access to) public government data via infonnation management systems. The League
strongly encourages the task force to recommend to the legislature that local government
perspectives be examined more thoroughly and that a method to be found to bring that expertise to
bear on the discussion ofhow to improve current state infonnation policy. It is reasonsable to
suggest that the legislature extend the tenn and charge to the task force in view ofthe far-reaching
nature of the changes to state policy reflected in many of the task force recommendations.
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Page 2
1/6/99
LMC letter

The current task force schedule has not pennitted sufficient notice or opportunity for local
officials to reflect on the implications and outcomes likely to arise from enactment ofmany ofthe
proposed recommendations. Local officials have had limited time to obtain and digest the full
sweep of the final draft ofthe task force report prior to the public hearing on January 6. Many cities
and other local units of government that do not have direct on-line access to the report are
effectively excluded from learning the contents ofthe proposals the task force is considering and
reflecting upon them in the public hearing. The League urges the task force to identify additional
means for those affected by the proposed recommendations to respond to the current draft.

The League is interested in pursuing avenues that would permit cities to work in partnership
with state government to help meet the challenges ofproviding access to public government data in
a period of rapid technological change. City officials recognize the importance ofaddressing these
changes and responding to the opportunities those create for access to infonnation.

Sincerely,

~~
Ann Higgins
Intergovernmental Relations Representative

Enclosure

353



COMMENTS ON THE 12/30 DRAFT REPORT OF THE
INFORMATION POLICY TASK FORCE

BY THE LEAGUE OF MINNESOTA CITIES

The League ofMinnesota Cities takes this opportunity to offer comments on the draft ofthe
report of the Information Policy Task Force to the 1999 Minnesota State Legislature. In doing
so, the League retains the option to provide additional comments that reflect concerns and
responsibilities ofcity government. The short time available to develop and transmit comments
to the task force left limited opportunity to ascertain sufficiently the insights of local officials
who are regularly and directly involved in providing access to government data and development
of procedures and policies for that purpose.

Task Force Discussion oflnformation Policy Principles

The LeagUe takes particular note ofthe task force discussion about the "Tennessen Warning"
principle. The task force deliberations on this topic involved extended discussion and the
presentation ofcontrasting points ofview by practitioners and those representing both public and
private sector interests. As a x:esult, the task force arrived at conclusions that reflect a more
carefully considered point ofview. The presentation ofmore detailed positions and explanations
helped reveal the complexity of the issues confronting interested parties. Task force members
were in a far better position to adopt a principle which recognized the need to make the statute
less restrictive and therefore less likely to result in litigation.

Surveys to Determine Compliance

The fact that the Task Force identified the importance ofacquiring information on how
information policy principles are actually being dealt with in practice underscores the League's
view that direct involvement ofaffected local jurisdictions and the circumstances in which they
operate would serve task force deliberations. On the other hand, reliance on written and "secret
shopper" survey instruments that illustrated only certain outcomes and provided limited
reliability in determining where the need for change is most acute.

Research on the Issue ofElectronic Surveillance

While the task force engaged in more extensive discussion on matters related to electronic
surveillance, presentations failed to provide necessary explanation of the variety of devices and
safeguards that result from the progress of technology and the efforts to protect the public from
unreasonable intrusion on their privacy.



Compliance and Enforcement

The discussion ofenforcement and compliance issues unfortunately took place at meetings
where less than a quorum ofthe task force was in attendance and failed to involve extensive
discussions ofand with local and state units ofgovernment that have been impacted by the
current law enforcement and compliance systems. The fact that the 12/29 (version #3) draft of
the report suggests that the task force may be prepared to finalize its recommendations and
present the proposed legislation that is appended to the report is a source ofsome consternation
and is disappointing since it leaves little opportunity for the task force to engage local units of
government in developing the final form ofthe report on this topic.

Summmy/Conclusion

If, indeed, the Task Force decides to review what is presented at the January 6 public hearing
and to fInalize that same day its recommendations and legislation to present to the legislature,
that process gives insufficient attention to the wide variety ofcircumstances and factors that
affect routine and daily efforts to administer and carry out state information policy at the local
level.

Recommended Information Policy Principles

Principles relating to government accountability - The Task Force has indicated that local
government authority to maintain data in a variety ofmedia must be predicated equally upon
efficiency and facilitating public access. While such a policy position is arguably desirable, the
practical implementation of that point could generate substantial costs for local property
taxpayers as government is subject simultaneously to both objectives.

Principles relating to the public access to government information - Whereas the Task Force
has recommended that government publish procedures to insure compliance with requests for
government data, city officials maintain that it is more important for governmental units to
establish such procedures and make them easily available. 'Q1e one-time publication of those
procedures or subsequent publications ofany changes is not at all as sure a way of serving the
public interest as is making the procedures clear and making efforts to provide them to all in need
of them.

When the Task Force recommends that public access to government information must be
provided solely at marginal cost, local taxpayers will be expected to underwrite the private
commercialization of public data collected, compiled and maintained at public cost. While the
task force maintains that such costs not cover the expense of creating and maintaining the actual
information management system that provides the data, it is clearly a costly requirement to bar
government from recovering actual costs incurred to provide the data in the form and content that
is requested.

Insistence by the Task Force that government data generally should not be copyrighted
without specific legislative authorization again increases the taxpayer burden ofcovering the
public costs ofallowing private interests to obtain public data and reap a profit from it. The need
to approach the legislature each session for specific approval for copyrighting will be subject to
problems of timeliness and be largely unworkable.

The recommendation that electronically maintained public government data be made



available in that form to those requesting the data in that manner forces local jurisdictions, from
the wealthiest to the one with a small tax base, to incur the additional cost ofdesigning
information systems to not only deliver services to the public in an efficient manner but also to
make the public data located there available easily for electronic access and copying. The full
implications ofdoing this have not been addressed and need to be before the task force
recommendation is considered by the legislature.

Lastly, when the Task Force maintains that all government data controlled by a private sector
entity under contact to perform a government function must be subject to the requirements of the
Data Practices Act, chances are that the willingness ofthe private sector to even entertain the
notion ofoffering such a service will be short-lived. Unfortunately, that may well likely
discourage the very types ofcontracting that would permit smaller units ofgovernment to
enhance service delivery to local taxpayers.

Principles related to fair information practices, i.e., «Data Privacy. " - To insist that cities
only collect, store or use data on individuals for purposes strictly authorized by state government
(#2) will at least impede ifnot actually frustrate development of shared data systems and prevent
future data links. City officials have also voiced concerns that such restrictions may well create
circumstances in which various local government entities will need to collect the same data that
may already exist in electronic form for another purpose, thereby increasing local tax
expenditures. In addition, restricting local government dissemination ofnot public data suggests
the task force has failed to recognize local control ofdata which has been collected and
maintained by the local jurisdiction. Instead, it is feared that this principle could create the
necessity of repeated contact with a centralized authority in order to proceed.

Principles #'s 3 and 5 also appear to re-create the Tennessen Warning in a new setting by
insisting that a government entity that wants to collect private or confidential data from an
individual must tell that person why; whether the data must be provided; the consequences are of
providing it; the uses to which it will be put; and the identity ofother entities to which the data
will be disseminated. It is imperative that local government be authorized to undertake that data
collection without prio; notice; and while the Task Force appears to have recognized that, it has
provided only limited authority to do so. Insisting that government assure that maintenance of
data on individuals within information systems is carried out in an accurate and complete manner
appears reasonable on its face (#8), but insisting that the data. be kept current may subject the
governmental unit to immediate liability and demands that every aspect ofsuch data be
maintained to assure accuracy in each and every detail of that data, something which would be
extraordinarily costly to undertake and which is likely to be
unworkable or unrealizable.

Principle # lOis overly broad in its insistence that government not acquire technology which
"will enhance the capability ofthe agency to conduct surveillance..." unless public notice is given
by notifying the Commissioner ofAdministration. It would appear to be sufficient to provide
that local government provide notice in the public proceedings ofits governing body. It is simply
not realizable to suggest that local units ofgovernment notify the Commissioner of
Administration in each and every instance where they intend to acquire or employ technology
that either does or could potentially allow the recording of information about activities with .
respect to buildings or service delivery systems deemed critical to the health, safety and welfare
of the public.

Principle # 11 also appears to foreclose circumstances in which it is reasonable for local
government to monitor access to public information. In many instances, requiring persons to
identify themselves or explain reasons for seeking access is intended to facilitate response to



those very requests or to create a record to improve management and staffing. Cities have no
objection to informing persons that it is using monitoring techniques, but it is more helpful to be
given general policy direction in this regard than to be solely and summarily mandated to do so
only under strict state or federal authorization. .

Task Force Recommendations

A. Recommendations that relate to the information policy principles

Recommendation 3: The League suggests that the Task Force simply provide that
government entities should establish procedures to explain how to get access to public
information rather than to insist that such procedures be published. It is also more
reasonable and workable to recommend that when changes in policy occur, that
governmental units shouldupdate those procedures. -

Recommendation 4: If the task force wishes to recommend that assessing copying charges
be limited to marginal costs, any amendment should provide that government may charge
the actual costs ofmaking available unaltered copies or copies ofraw data that is
available. Otherwise, a reading of this recommendation that excludes actual labor and
development costs incurred in the process ofre-formatting or compiling that data to
provide access to the data requested creates a taxpayer subsidy ofa private request. At
minimum, it is necessary to authorize government to recoup the actual cost for compiling
or arranging data to respond to such requests. It should not be necessary for local

. government to seek specific statutory authority to charge more than marginal costs to
make such information available to those requesting it.

City officials ar~ particularly concerned about the consequences ofrestricting local
authority in in this area. Local taxpayers must not be forced to subsidize private
commercialization of public government data collected and·maintained at taxpayer
expense. It is not acceptable to simply state that ..."it seems to be a reasonable price to
pay..." to make public access to that data regardless o~the private profit to be made.
The League is mindful ofcomments made on this matter by former task force member
Dave Johnson, ChiefofPolice for the City ofBlaine.

Recommendation 5: The League agrees that on-line inspection ofdata as well as
downloading and printing is, in many respects, a form ofvisual inspection. Butt it is
important to provide some restraint and to set some parameters. Otherwise, unlimited
access could well obstruct or curtail access by others. It would be well to explore this
recommendation further with those who respond to requests by the public for on-line
information. While it may be that electronically-shared data may make such requests for
public access less ofa burden in the future, it is important not to tie the hands of
government officials at this time. The current circumstances provide the right to inspect
such information at government offices. While placing specific data on the Internet
provides for increased public convenience, the task force should be cautious in expanding
electronic access without first identifying how to assign responsibility for that access and
ensuring government control over such information systems containing that data. Local
government has gone a long way to cooperate in placing specific data on-line for the



convenience of the public. That voluntary initiative should be encouraged via North Star
II. Mandating placement of local public government data on-line would defeat and
further thwart positive steps that are already underway.

Recommendation 6: The League does not agree that the Data Practices Act should be
amended to require government to obtain specific legislature authority to copyright

r .

various forms of government data. The League does not agree with the task force
assertion that"... use of this authority can have a serious and negative impact on the
public's right to gain access to government data...". Copyright does not restrict access,
including the right to acquire copies of the data or to use it. Cities are in the business of
providing services and are not intend on thwarting use ofpublic government data.
Although it is still unusual for cities to copyright materials, doing so is undertaken to
protect the compilation or analysis drawn from that work. It is not necessary or timely for
the legislature to be expected to detennine whethercertain data should be copyp.ghted.
Rather a general policy should be enacted providing for government tocopyright
compilations and original works, and governments usmg that authority could be
expected to report such actions to the Commissioner ofAdministration on an annual
basis, if the legislature determines that such actions would be prudent.

Recommendation 7: When the task force insists that government should be expected to
provide copies ofelectronic data in an electronic format, it should also include the option
for government to make that information available in the most cost-effective manner.
When it is feasible, government data systems should be developed to provide easy access

. to public data. The state can do its part to encourage (rather than mandate) that outcome
through providing grants and other incentives to local units ofgovernment.

Recommendation 8: The open-ended nature of this recommendation leads to the
conclusion that the task force may be suggesting an extra-ordinary obligation on the part
ofgovernment when the means to do so should also be provided by telecommunications
service providers in return for the value ofusing public rights-of-way and limited high
frequency spectrum.

The League concurs with the objective that such funding be directed to assure equal
access to on-line information services. Local officials suggest, however, that the task
force be mindful that offering mechanisms to permit the public to take advantage of
programs which offer electronic access to government information should recognize that
there are some costly development, maintenance and future improvement endeavors
involved that could burden communities with small taX base. Questions regarding cost of
providing access to GIS datasets and the issues that arise out ofpotential commercial uses
of the data make such decisions ones which should be made only after careful
deliberation and direct involvement by government entities responsible for the collection,
compilation, and access to the data.

Recommendation 9: This recommendation follows from a principle to which the League
also objected. It is not appropriate for the Data Practices Act to be amended to further
limit local government authority to decide how to disseminate not public government data
The League finds nothing inconsistent about current provisions assigning responsibility



for data classification at the state level while reserving authority for local units of
government to make decisions about how such data is disseminated. To do otherwise
would unnecessarily centralize the control of information which local government is in a
better position to determine and act upon in a responsible manner.

Recommendation 12: The League fails to understand how requiring government entities
to report to the Commissioner ofAdministration when acquiring any electronic device
that enhances the conduct ofpublic surveillance will give visibility to the affected
members of the public at the local level. It would be beneficial to define what is to be
included in the notion ofsurveillance. Would it include building security systems, caller
I-d, traffic management? What about computer back-up and e-mail systems? This also
calls into question how such steps would affect efforts to encourage and support e
commerce.

.
ReCOmmendation 13: The League opposes the recommendation to amend the Data
Practices Act to prevent local government from monitoring public access to public
government data. There is nothing nefarious or under-handed about requests for further
information from members of the public who seek such information. In fact, those
assisting the public in this regard are mindful oftheir responsibility to respond to such
requests in a full and timely manner. Questions regarding reasons for the request can and
do assist in turning over accurate and complete information. In fact, at least in some
instances, identifying those requesting information helps generate a record to defend
against claims ofdamage or liability.

General Recommendations

Recommendation 15: This recommendation is troubling, both because it would deny
local units ofgovernment authority to be reimbursed for actual costs associated with
providing copies of data that require extensive compilation, redirection of staff time,
and re-formatting ofdata. It is further disturbing to fi,nd that the sharp divisions that
existed on the task force (among the five members present for this discussion) is not
reflected in the rationale statement.

Recommendation 17: The League does not agree that the Data Practices Act should
require all government entities to designate a "Data Practices Compliance Officer or
Officers" who will be expected to make sure that unit of government complies with the
act. Thrusting such broad and extensive responsibility'solely onto a minimal number of
local officials simply aggravates already difficult circumstances in which cities are
expected to comply. (The populations ofnumbers ofcities are actually smaller than in
some townships, and yet townships are largely from such provisions.) Assigning DPA
responsible authority to local officials with leadership authority is appropriate and does
not create a conflict in priorities. Rather, circumstances in which local officials must
balance a number of responsibilities will continue in the since many local units of
government depend on a few individuals to carry out necessary and critical functions in
addition to carrying out the mandates of the Data Practices Act.



Rather, the League suggests that the task force recommend that the legislature encourage
local units ofgovernment in this regard by recognizing the importance ofallowing them
flexibility in detennining how to assign such responsibility (flexibility) and not
mandating responsibility that carries with it the threat ofpersonal liability for non
compliance.

Recommendation 18: Although this recommendation was deferred until budget costs of
other recommendations could be further explored, it is imperative that state government
undertake a critical role in furthering extensive training and public education on
infonnation policy issues. With 3,200 political subdivisions, it is likely that a higher cost
for such a program will be necessary.

Recommendation 19: This recommendation haS not been given the careful attention it
deserves. The League does not believe that the task force has demonstrated that it is
appropriate to create an office independent ofboth the legislature and the executive
branch of government. The courts function to resolve complaints; however, the addition
ofan alternative dispute resolution mechanism to help reduce litigation would be
welcome. If the governor is to appoint the official to head an Office ofPrivacy and
Freedom of Infonnation, the League questions how independent and non-political that
office be would perceived to be in dealing with infonnation policy issues which the task
force agreed are ofa "...some time political nature...."

Certainly, it would be beneficial for the task force to engage in a wide-ranging discussion
with affected local units of government ofhow best to enforce information policy. With
involvement from a broad array of interests, it may be possible to arrive at a clear model
based on experiences here in Minnesota rather than in Canada.

Recommendation 20: The League does not support the recommendation to provide that
opinions of the Commissioner ofAdministration or the·proposed Director of the Office of
Privacy and Freedom of Infonnation are binding and to authorize either ofthose officials
to bring about litigation.

Rather, this proposition would appear to further the tension between government entities
responsible for complying with the Data Practices Act and the office charged with issuing
binding opinions. If, in fact, those opinions were made binding, it would be sufficient to
provide government with authority to seek a declaratory judgement setting aside that
opinion in order to proceed to act in a manner contrary to the opinion put forward by the
commissioner or the director. .

There are indeed differences on interpreting various aspects and provisions of the law.
The League is concerned that the task force may recommend that such opinions are
binding. At the very least, the task force should carefully explore the implications of that
recommendation and its counter-part, the authority to compel compliance by court
action. Circumstances arising out ofefforts to carry out of the law vary widely and result
in different points ofview on the part ofcompetent counsel. It is important that any
recommendation in this area seek balance.



Recommendation 21: The League strongly opposes amending the Data Practices Act to
allow anyone to bring action in court with no proofofharm. The proposal would cause a
wasteful and unnecessarily costly series of litigations regardless ofwhether there was any
intent to willfully avoid complying with the act. While the League encourages the~k
force to support alternative means ofresolving disputes including mediation, it does not
follow that mediators or others authorized to conduct proceedings on such matters should
also be authorized to award attorney fees or damages. Such determinations should solely
be the result of court action.

The League does not believe that this recommendation puts members of the public in the
driver's seat with respect to enforcement. Instead, it would appear that the primary agent
would become either private attorneys or measures at the state level to compel
compliance.

Recommendation 22: The League maintains that when local governments contract out
fimctions to the private sector, they most often do so to either make it possible to provide
services that would otherwise not be available to the public at the local level or to take
advantage ofenhancements offered to the public in return for access to functions and
information of benefit to private sector product or service provision. Ifthe private sector
is expected to comply with requirements to administer, collect, receive, store or maintain
data in compliance with the Data Practices Act, it is likely that there will be many fewer
of such contracts made available to benefit the public. The League is not aware that local
government is intent on contracting out functions to avoid public scrutiny. Rather, local
.government is most often interested in seeing to it that local residents get the benefit of
services or improved services that would otherwise not be affordable within the limited
resources of that governmental unit.
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From:
To:
Date sent:
Subject:

Anne.Collopy@co.hennepin.mn.us
michele.ford@senate.leg.state.mn.us
Fri, 8 Jan 1999 18:44:55 -0600
Re: Information Policy Task Force Schedule

Michele,
I won't be able to attend the evening hearing on January 19th.

Unfortunately, I had to miss the last one (January 6), too, because of a
funeral. But I would like to share a few thoughts on the IPTF report and
proposals.

Please understand that in this letter I am speaking only as a private
citizen, NOT on behalf of Hennepin County (my employer) or any of its
elected or appointed officials. I've worked for both State (1968-71) and
County government (1972-present) since I graduated from college (1968),
always in the field of records management, so I am fairly conversant with
the topics being discussed. Therefore, it seemed important to me to offer
what observations I could, inasmuch as most private citizens don't even
know that the Information Policy Task Force exists, let alone what it is
all about.

Although I have not always liked certain parts of the Data Practices
Act, I know that the government offices with which I've worked have
diligently tried to adhere to its requirements. During many of the IPTF
meetings, when participants were particularly critical of "the government",
"bureaucrats", etc., I wondered who they were talking about. I often felt that
for every instance anyone could give of non-compliance, I could provide an
instance of citizen misuse of public data -- and I mean egregious misuse, up to
and including first degree murder -- victims' names and personal information
having been obtained from "public" data, over which the subject of the data had
ZERO control. (Some rights!)

Moreover, for every alleged abuse (and to be honest, I don't recall
that more than a few specific instances were presented during the IPTF
meetings), task force members either forgot or were unaware of the
thousands upon thousands of times each day when government employees and
officials provide information upon demand, give Tennessen Warnings, honor
releases for not public data, and otherwise comply fully with all
provisions of the Data Practices Act.

In the IPTF report ("Discussion of Two Important Principles", page 4), I
found the word "presumption" used in paragraph "a" no fewer than six times.
This is not correct, as I have been pointing out since about 1978. There is NO
"presumption" of openness in the MGDPA; there is a MANDATE of openness. The
distinction is not insignificant, and in the interests of intellectual honesty
at a very minimum, I wish the correct terminology would be used. Euphemisms are
entirely inappropriate in public discourse over such important matters. The
public and the legislature have the right to know exactly what task force
members are haggling over. Here, I sense that the news media in particular may
hide behind misleading terminology, just as they prefer to use "secret" and
"secrecy" in place of "private", to give the government a cloak-and-dagger mien.
This is extremely disheartening to one who has seen so much goodness, and yes,
I have seen very much goodness, in government!

I take exception to the assertion in Recommendation #5 that
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"downloading data or printing copies of data is, in this electronic age, a
form of inspection of data. This type of inspection of government data,
JUST LIKE [emphasis added] inspection by visual examination of paper
records.... "

Various writers if) business and privacy journals have addressed the
phenomena of speed and universal access in modern communications.
Obviously, people wishing certain data formerly had to seek it physically,
which is no longer the case. The implications of this mode shift are
probably only beginning to be understood, but I believe they are vast.

There is a quantum leap from visiting a County Service Center to
request a specific document, to taking home every document on file in the
Service Center. With electronic access, the latter is possible. Now, all
sorts of personal data on all sorts of citizens can be readily used for all
sorts of purposes by all sorts of people. Only the most naive or the most
idealistic (or the most deranged) among us would assume that this is an
unmitigated good. Indeed, it should give all of us serious misgivings!

There is probably nothing I can say or do that will change the
apparent devil-may-care attitude of the news media and their sympathizers
to such unfettered access to citizens' private lives (and I state
unequivocally that merely calling a document such as a driver license
"public" makes it no less personal and private to the data subject -- who
usually has no control over his/her own data, any more than the government
does, under the MGOPA.) Much less can I prevent the inevitable downloading of
all public data to all computers operated by persons who wish to engage in
snooping for whatever reason.

But I will at least point out the very great difference between (a)
visiting a government office and (b) taking home all its records! And I
predict that a day will come when either we, or some future generation,
will bitterly regret allowing this kind of uncontrolled play and
manipulation of personal information on private citizens, who now can be
victimized in ways hitherto unimagined.

I remember some years ago, when we were in the thick of the Medical
Examiner issue (the news media and associates were pushing to make all
M.E. records public -- i.e., autopsies, suicide notes, photos, etc.;
Hennepin and all 86 other Minnesota counties took the unanimous position
that such intensely personal data could be made public with a signed
release from survivors, but not otherwise.) I remember a meeting of the
parties then involved in the issue, at which a young attorney from one of
the outstate counties said, "We find ourselves in the odd position of
defending citizen's genuine rights to privacy against the intrusions of the
media and every other curious snoop who does not respect them." How right she
was. The "eVil government", in fact, often seems to stand alone in being
concerned to protect the citizens on whose lives we hold so much data, often
precious and painful, as well as terribly personal. .

Ask the CITIZENS how they feel about their data being made public
without their knowledge or consent! Ask the citizens if they would like to know
who has come in to a government Service Center counter and requested their home
address, birth date (OOB), height, weight, or a wide variety of other personal
"public" information, and for what purpose. Tell me that the average man or
woman on the street would support this!

Isn't it interesting that for a government agency (or agent) to tap a
telephone line, a court order must be obtained first, while any citizen can tap

Michele Ford -- 2 -- Mon, 11 Jan 1999 09:36:44



a wire easily (albeit illegally), with no detection, and without any court
order? Not only that, but wiretapping is probably done far more often than most
of us would like to believe. I talked to an employee at an office supply store
recently who recounted having done it, having broken into people's voice
mailboxes readily, and having had some fun in the process (not that the victims,
knew about or would have appreciated it.) I'd be willing to bet there will be
people in attendance at the hearing Tuesday night whose phone calls have been
intercepted on more than one occasion - and certainly NOT by the wicked
government.

Surveillance equipment, some of it very high-tech, is standard fare in many
computer supply stores today. "The government" is not the salesperson -- or the
customer. What protection does anyone have from the kinds of people who might
buy this stuff? At least the government has to obey the law and the courts
before undertaking reconnaissance missions.

With all that in mind, I would like to offer a few thoughts on the
proposed "surveillance device" reporting requirements (Recommendation #12.)
Consider the number of businesses that routinely use all sorts of surveillance
devices. Banks come to mind immediately, but how about MTC buses, department
stores, grocery stores (among other examples, the "mirrors" which are not
mirrors at all, but screens for management to watch what's going on), newspaper
offices, utilities, clinics.... and no doubt the list is much larger than
that and growing logarithmically.

Do you have a peep-hole in your front door? Is that a surveillance
device? Do you go further and hire Honeywell or ADT to fit your home with
intrusion protection? Do you have caller ID on your telephone?

Is there something wrong with any of this? Perhaps only in the mind
of the one who would violate your God-given rights -- but I believe the
public would enthusiastically support all of the examples I have just
provided. I, for one, have absolutely no fear of being photographed OR
listened to by any government agency. (Guess what: I'm not doing anything
wrong.)

Incidentally, the rental truck used in the Oklahoma City bombing was
identified and traced through a surveillance camera.

Government offices are surely no less vulnerable to invasion or attack than
homes or businesses. Arguably, they are MORE vulnerable. What the average
citizen needs to know and understand is not that there are cameras in the
Capitol, but that we live in a surveillance society PERIOD -- and that the
government does no more of it than any other business, and probably a lot LESS
than many businesses, inclUding and perhaps especially those associated with the
news media. The comment on page 19 of the most recent draft of the IPTF Report,
beginning with "Development of greater capacity and faster computers.... "
and ending with "... a small step toward beginning that dialogue", speaks
once again as though government were an evil entity, i'ldeed the only evil
entity, spying on innocent citizens, when the reality is very, very far from
that.

After 30+ years of working for the government, I believe that citizens have
MUCH more to fear from other citizens and from the news media than from any
government agency. "The government" is a wonderfully convenient straw man to
hold up for public excoriation and heavy-duty regulation (this, by agencies who
will not suffer the slightest regulation of ANY of their activities, nefarious
or otherwise.) And oh, by the way, "government" also has lots of juicy
information on private citizens that can generate a lot of revenue for the
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profit-making news agencies who often appear to delight in involuntary indecent
exposure of those same private citizens they purport to defend. Anyone who has
witnessed this lobby in action can never look at them naively or trustingly
again.

I want to close by reiterating that the opinions I have expressed are
solely mine, that they represent NO government agency or official. Thank
you for hearing me out.

Michele Ford -- 4-- Mon, 11 Jan 1999 09:36:44
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Jan. 8, 1999

Commissioner Anne Barry
Senator Don Betzold
Infonnation Policy Task Force
306 Capitol Building
St. Paul, Mn. 55155

Dear Commissioner Barry and Senator Betzold;

01/08/99 13:49 I5l :02/03 NO:520

Voice: (612) 296~3711
TTY: (612) 282.5909
Fax: (612) 296.0994

.""

Thank. you for the opportunity to respond to the Draft Report (}fth~ InCunnation Policy Task
Force. This letter presents the comments of the Department ofEconomic Security regarding the
proposed recommendations contained in the Oraft Report dated 12/29/98. While we support the
general principles of the report we have the foJlowing concerns with those recommendatiuns
listed below.

.""
Recommendation 4.
Access to public data is a right that must forever be readily and easily available to our citizens.
The existing language of the Minnesota Government Data Practices Act (MGDPA) currently
ensures that this right to view or inspect public data is not denied. However, when copies of
public data arc requested we believe that more than just the marginal costs ofproduction should
be borne by the requester. Charging for all costs associated with producing copies ofpublic data
rather than only the marginal costs, as proposed in Recommendation 4, would not impact on the
public'S right to access and would enable recovery ofthe significant expenditures ofstaft"and
f'inanciul resources. Without a means of recovering the enonnous cost~ which would result from
this recommendation. the delivery ofother government services will surely be impacted.
Requesters ofcopies ofpublic data should be responsible for the total costs to retrieve, compile
and deliver the data they request rather than just marginal costs.

Recommendation 7.
Government data is increa.~ingJy collected and stored on electronic media due to the benefits of
increased efficiency and the significant cost advantages that these technologies provide. The data
is often provided by the data !;ubject on non-electronic media prior to being converted to some
electronic fonn. The electronic media ()ptinns to which the data can be converted are changing
almost overnight. CD's, floppy di~ks, PC's, mainframes, DVD disks are but a few. One-can only
wait to see what electronic options will be available in the future. Decisions as to the electronic
storage media used to store data must remain with the stewurd ofthe dutuas long as the public's
access to the data iii nol prevented or unreasonably delayed.

390 North Robert SL Paul, Minnesota 55101
www.des.state.mn.us 3"71
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Government entities chose or design electronic media based on the ability Ul ptoccllS and produce
a specific job or product. The media on which the output is obtained is that which best addresses
the need.. of the dum steward or user. Often the output ofelectronically stored data is on a non
electronic form. ie. paper. To progrum or design the output on the ever newly emerging
electronic media would require significant expenditures of technical 81aff W'ld financial resources
to write programs to exlrclcl and produce data in electronic form. Cost for the retrieval. based on
Recommendation 4, is assumed to be the responsibility ofthe government entity, while·the
requester is free 10 detennine the specific foml ofelectronic media the copies should lake.
Requiring that copies ofdata stored in electronic media be provided in electronic media is a
significantly more complex and potentially expensive proposal for glwernment entities. The
Department ofEconomic Security is opposed to Recommendation 7 in its present fonn and
believes it warrants further review before an issue ofthis magnitude is proposed.

The Department ofEconumic Security is committed to ensuring that citizen access to data is not
delayed or unrea$onah)y denied. However. those items as set out above are very important and
should not be ovcrlook.ed when considering their impact on our ability 10 continue to provide
additional service~ to these citizens.

Thank you for the opportunity 10 express our concerns regarding the Tasks force's report.

Very truly yours.

MJf(ci~
Director
Internal Security

cc: Earl Wilson. Acting Commissioner
AI 81. Martin. Assi5tant Commil\sioner

....
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January 8, 1998

Ms. Anne Barry
Chair, Information Policy Task Force
Attn: Michele Ford
306 State Capitol
St. Paul, MN 55155

Dear Ms. Barry:

145 University Avenue West, St. Paul, MN 55103-2044
Phone: (612) 281-1200 • (800) 925-1122

FaX: (612) 281-1299 • TDD (612) 281-1290

Thank you for the opportunity to provide additional written comments on the
recommendations of the Information Policy Task Force. As a public sector human
resources practitioner, I would like to provide some examples ofreal life situations that
city officials may encounter ifthe Task Force's recommendations are enacted into law.

Recommendations #5 and #7. Allowingpublic access to public data using on-line inquiry
methods andproviding data on electronic storage devices/mediums.

Cities tend to maintain most oftheir data in inexpensive, off-the-shelf software
programs that cannot be manipulated to provide data in any electronic format that is
commonly used by the public. These systems come with "canned" reports and often
have limited means by which to write custom reports. It is difficult to explain this to
a requester who may not be computer literate. It will be more difficult ifthe law
states that they have a right to information in this format.
Governments maintain a mixture ofpublic and private data in all oftheir databases,
which is separated only at a great cost in staff time. Other proposed
recommendations prohibit governments for charging for the cost of this time.
Many governments are already making tremendous progress in providing the data
that is most commonly requested by the public on web sites and through other
electronic means. Cities have built-in incentives to do this because it is easier,
cheaper and saves staff time.

Recommendation #10. Use ofTennessen warning brifore collection ardata for
disdolinarypurDoses.

It is impossible to know in advance when a question asked of an employee may
ultimately result in disciplinary action. To be on the safe side, supervisors will feel
compelled to give the Tennessen warning at almost every conversation they have with
an employee. While I'm sure that is not the intent of the Task Force, it will be the
result in many jurisdictions.

AN EQUAL OPPORTUNITY!AFFIRMATIVE ACTION EMPLOYER
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The Tennessen warning is confusing and frightening to employees, especially
younger, seasonal, and part-time employees who have never encountered it before. It
has the impact of "chilling" the conversation between supervisors and employees.
This results in poor communication and bad management.
The public sector has enough protections built in for employees; we don't need yet
another law to keep us from managing our workforce and thereby serving our
taxpayers. We have unions, binding arbitration, discrimination laws, whistleblower
laws, civil service requirements, the police bill ofrights law, veteran's preference,
privacy laws and many others.
Cities do not have large human resources or training staffto train their supervisorson
how to administer this change in law. Most cities do not even have one persOn in the
role ofHuman Resources Director. They struggle to keep up with the existing human
resources laws and still meet the service needs of their taxpayers.

Recommendation 21. Providing the right to citizens to file actions against governments
andpaying themfor their time and attorneys'fees to do so.

There are numerous reasons why members of the public might file frivolous actions
against a government agency. It would be relatively easy for someone to disguise the

. real reasons for their request and present reasons that appear to be legitimate public
purpose. Here are a few examples:
• Discharged employee with a grudge against the City Administrator/Council.
• Political opponent ofa current Councilmember.
• Private citizen who doesn't like the current City Administrator wants to find

something in the record to remove them from their position (something which
generally doesn't exist).

Cities run across these situations quite frequently. I assume that paying such persons
for their time and attorneys' fees would not be the intent ofyour recommendations
but it would be the reality.

I have tried to keep my comments briefand to the point. The Task Force has done a
commendable job ofrepresenting citizens' rights to access public information. Please
take the time now to seriously consider the impact ofyour .recommendations on the
taxpayers ofMinnesota. The realities I have described above must either increase taxes
by adding to the costs of conducting government business or reduce the services we
provide to taxpayers.

.~~~ere~IY'.
(/2cP./A . . r~
.(/: Laura Kushn

Human Resources Director
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Michele. please find attached a Word Document with my response to the
Information Policy Task Force recommendations. Please contact me at 651-281-1240 or
/kushner@/mnc.org if you have any questions.
«Data Pract Resp 2.doc»
Laura Kushner
Personnel Services Manager
League of Minnesota Cities
Lkushner@lmnc.org

January 8, 1998

Ms. Anne Barry
Chair, Information Policy Task Force
Attn: Michele Ford
306 State Capitol
S1. Paul, MN 55155

Dear Ms. Barry:

Thank you for the opportunity to provide additional written comments on the recommendations
ofthe Information Policy Task Force. As a public sector human resources practitioner, I would
like to provide some examples of real life situations that city officials may encounter if the Task
Force's recommendations are enacted into law.

Recommendations #5 and #7. Allowingpublic access to public data using on-line inquiry
methods andproviding data on electronic storage devices/mediums,

Cities tend to maintain most of their data in inexpensive, off-the-shelf software programs
that cannot be manipulated to provide data in any electronic format that is commonly used
by the public. These systems come with "canned" reports and often have limited means by
which to write custom reports. It is difficult to explain this to a requester who may not be
computer literate. It wiIloe more difficult if the law states that they have a right to
information in this fonnat.
Governments m~intain a mixture ofpublic and private data in all oftheir databases, which is
separated only at a great cost in staff time. Other proposed recommendations prohibit
governments for charging for the cost of this time.
Many governments are already making tremendous progress in providing the data that is
most commonly requested by the public on web sites and through other electronic means.
Cities have built-in incentives to do this because it is easier, cheaper and saves staff time.

Recommendation #10. Use ojTennessen warning befOre collection ofdata fOr disciplinary
purposes.

It is impossible to know j;) advance when a question asked of an employee may ultimately
result in disciplinary ac"jon. To be on the safe side, supervisors will feel compelled to give
the Tennessen warning at almost every conversation they have with an employee. While I'm
sure that is not the intent of the Task Force, it will be the result in many jurisdictions.
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The Tennessen warning is confusing and frightening to employees, especially younger,
seasonal, and part':time employees who have never encountered it before. It has the impact
of "chilling" the conversation between supervisors and employees. This results in poor
communication and bad management. .
The public sector has en<mgh protections.. built in for employees; we don't need yet another
law to keep us from managing our workforce and thereby serving our taxpayers. We have
unions, binding arbitration, discrimination laws, whistleblower laws, civil service
requirements, the police bill of rights law, veteran's preference, privacy laws and many
others.
Cities do not have large human resources or training staff to train their supervisors on how to
administer this change in law. Most cities do not even have one person in the role ofHuman
Resources Director. They struggle to keep up with the existing human resources laws and
still meet the service needs of their taxpayers.

Recommendation 21. Providing the right to citizens tofile actions against governments and
paying them/cr their time ana' attorneys 'fees to do so.

. There are numerous reasons why members ofthe public might file frivolous actions against a
government agency. It would be relatively easy for someone to disguise the real reasons for
their request and present reasons that appear to be legitimate public purpose. Here are a few
examples:
Ii Discharged employee with a grudge against the City Administrator/Council.
• Political opponent of a current Councilmember.
• Private citizen who doesn't like the current City Administrator wants to find something

in the record to remove them from their position (something which generally doesn't
exist).

Cities run across these situations quite frequently. I assume that paying such persons for
their time and attorneys' fees would not be the intent of your recommendations but it would
be the reality.

I have tried to keep my comments brief and to the point. The Task Force has done a
commendable job of representing citizens' rights to access public information. Please take the
time now to seriously consider the impact of your recommendations on the taxpayers of
Minnesota. The realities I have described above must either increase taxes by adding to the costs
of conducting govenm-:ent bus:m.:ss or reduce the services we provide to taxpayers.

Sincerely,

Laura Kushner
Human Resources Director
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Information Policy Task Force Report,
Recommendation 6

by Lyno Sullivan, January 9, 1999

January 9, 1999
'To: "Michele Ford" <michele.ford@senate.leg.state.mn.us>
cc: "Don Gemberling" <don.gemberling@state.mn.uS>,
:nm-netgov@egroups.com, mn-politics@mr.net
Fr: "Lyno Sullivan" <lls@freedomain.org>
Re: Information Policy Task Force Report, Recommendation 6

DEFINITIONS

The tenn "copyright" covers ALL manner of intellectual property "Work" or "Works", now known and
later devised, in "Copyright Law ofthe United States of America, contained in Title 17 of the United
States Code" <http://lcweb.loc.gov/copYright/title17/>.

The tenn "Work of Government" applies to any Work that is created with any portion ofmoney
budgeted by the Legislature or any other entity of government.

The entire collection of all Works of Government is referred to as the "Public Trust".

The tenn"Public Domain" and "Notice of Copyright" assumes their commonly understood meanings.
"Notice", unless otherwise qualified, is equivalent to "Notice of Copyright".

The principle of "Copyleft" is defmed in the document "What is Copyleft?"
<h~://www.gnu.org/cop~left/c0l1?'left.html>. For purposes of this document, the following definition
wisuffice. "Copyleft" reers to fe principle that copyright freedom is best preserved under a license. A
Copyleft license assures everyone the following rights: 1) to freely copy, distribute and modify a Work,
2) to incorporate modified or unmodified portions into other works, 3) to sell the Work or provide it at
no cost, and 4) to be free of (to disclaim) any implied or stated warranty, on any original or derived
work. These freedoms are granted provided that: 1) a copy of the license is either included with the
Work or cited at a permanent URL, 2) the resulting work is in an easily modifiable form, free ofany
intellectual property encumbrances such as patents or proprietary, non-public standards, 3) the resulting
work is copyrighted, and 4) the copyright notice also grants the same permissions under these same
conditions, and disclaims any warranty.

SUMMARY JUDGMENT

I am strongly opposed to Recommendation 6 as it is currently worded. I recommend alternative wording
that fulfills the same intent as the existing Rationale and then expands that intent into a form that assures
that the Legislature assume its proper role as the protector of the Public Trust. The Public Domain is not
a satisfactory repository for the Works of the Public Trust. The Public Domain may be considered an
abdication of stewardship responsibilities for the Public Trust.

The absence ofa copyright notice automatically places a Work under Title 17 copyright protection.
Therefore, it is my understanding that, every Work of Government must have a Notice of Copyright,
even if that Notice were to place the Work into the Public Domain.

The Legislature must, therefore, define the wording that will comprise the Notice of Copyright that shall
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~e affixed to the Works ofGovemment. Separate Notice text is necessary for each type of data: public,
private and confidential.

'Chis judgement does not discus patents, trademarks and other manner of intellectual property, now
k:nown or later devised, since the Report did not discuss these topics. I concur with the absence of
r~cornmendationsfor these other forms of intellectual property, until the matter of copyright is suitably
r~solved.

I recommend that either an existing Copyleft license such as the GNU General Public License (GPL)
<::::h ://www.nu.or Ico leftl l.html> be adopted for the Works of Govemment or that the Office of

e Mmnesota Attorney Gener create a Copyleft license that may be written into statute, as the
r~quirement for all Works of Government.

RECOMMENDATION 6:
rhe Data Practices Act should be amended to require government entities to affix a copyleft Notice to
every work ofgovernment that is pure public data. The specific notice text should be defiJ].ed in the Data
Practices Act. This notice must include, but not be limited to, fixation on all emall.webpages.printed
documents, electronic files that contain only public data. Any work that contains private or confidential
data must contain a notice ofcopyright that contains specific wording to be defined in the Data Practices
Act. Works that contain a mixture ofpublic, private or confidential data must clearly demarcate each
part as to the type of content and, further, must contain all applicable notices of copyright. The markup
annotation <public>, </public>, <private>, </private>, <confidential> and </confidential> should be
cited in the Data Practices Act.

RATIONALE
The principle of "free" information" carries with it, the obligation of government to take the steps
necessary to assure that the information remains "free". Copyleft is a necessary and sufficient step.
Beyond that, government should leave the matter of enforcement to the citizenry.

Copyleft is based upon the principles ofhonor and trust. One need merely observe the operation of the
free software community, to understand how effective such public policing can be. Rather than litigating
for infringement remedy, the public shame oferring in the matter of copyleft, is usually a sufficient
deterrent. When this does not suffice, people often boycott those who infringe.

The statutes that protect the whistle blower and the statutes that protect citizens from slap suits might be
reviewed to be sure they would protect people who report situations ofcopyleft infringement.

I used to recommend that all citizens be enabled to sue, on behalfof the public good, for infringement of
copyleft and that they be permitted to keep all damage awards brought to light in their suit. I no longer
support this position, because it would have a chilling effect on the utilization ofcopylefted works. It
would create litigation over simple errors ofprocess that are easily remedied. I favor the softer
enforcement policy, cited in the previous paragraphs.

I hate those situations where public money is spent to create works that are modified and placed under
restrictive licenses, for which the public must pay again.

Thank you for re-considering the matter ofRecommendation 6.

Lyno Sullivan, unaffiliated citizen,
Stillwater, MN 55082
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Copyright © 1999 Lyno Sullivan. Copyleft: this digital object is free and may be copied, modified
and distributed according to the the GNU Library General PublicLicense (LGPL) and it comes with
absolutely NO WARRANTY;
Emaillls@FreeDomain.org
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Information Policy Task Force Report, General
by Lyno Sullivan, January 9, 1999

January 9, 1999
'To: "Michele Ford" <michele.ford@senate.leg.state.mn.us>
cc: "Don Gemberling" <don.gemberling@state.mn.us>,
JJl!l-netgov@egroups.com, mn-politics@mr.net
Fr: "Lyno Sullivan" <lls@freedomain.org>
Re: Information Policy Task Force Report, General

This document <http://www.freedomain.orgf!'lls/m~19990109-iptf-gen.html> constitutes my pub~ic

testimony on certain features of the "Report ofthe I ormation PoliCy Task Force to the Minnesota
Legislature" <http://www.state.mn.us/ebranch/adminlipo/pipa/tfreport.html>.

DEFINITIONS

This document makes reference to the Minnego~ Public Digital Network (MPDN) initiative which may
be viewed at <h ://www.freedomain.or jt'lls/free-mn/19981222-m dn.html>. In summary, the MPDN
proposes that e Connect Minnesota 1 er optic ac one e connecte to approximately 100 Local
Cornmunity Digital Networks (LCDN) that provide a fiber optic connection to every habitable building
in Minnesota. Each LCDN oversees the local community issues of40,000 or so persons. Each LCDN
operates under a joint powers commission of the cities and towns that comprise the LCDN. The Connect
Minnesota concept ofthe 20% public thoroughfare and 80% private thoroughfare is extended into the
LCDNs and onto the fiber that reaches every work, home and school location in Minnesota. For the
monthly basic service fee of $30, each person gets free access to the public thoroughfare, which includes
email, public television, public radio, those parts.of the Internet deemed appropriate by each local
community, and all the not-for profit creative works ofhumanity. The private thoroughfare has all the
fee based programming and full Internet access. In accordance with the precedent established by
Connect Minnesota, local community monopolies will be granted to a single vendor (likely a
consortium) which will dig up the right of way and lay the fIber within each local community. In
Stillwater, the likely private consortium would be NSP, U.S. West and MediaOne and, perhaps, other
infrastructure providers that might want to join. The 20% public thoroughfare would be universally
available in the basic fee. The consortium, under the guidance of the LCDN and the State PUC, would
provide an open market for the sale ofdigital subscriber services.

PREAMBLE

The IPTF has my sincere kudos for having done an admirable job ofprotecting citizens from the
intrusions of government. My general sense is that some of the recommendations are too generic and
that much confusion and cost can be avoided by clearly specifying certain situations, in the manner that I
recommend.

I have been a mainframe database designer and programmer for thirty years and am qualified to make
certain technical recommendations. I understand that my recommendations may not make political
sense.

PROTECTION FROM CITIZEN HARASSMENT

Government needs a workable process for dealing with harassment actions from citizens and groups. An
agency needs a clear process, to ask for a ruling by impartial person, perhaps the Commissioner of the
Department ofAdministration (or the Office of Privacy and Freedom of Information), that a request, or a
set of requests, constitutes harassment. Government needs an objective process that allows it to say "no"
to a data request that is part of a pattern ofharassment.

Alternatively, I recommend that the specific requests that are permitted, be specified in statute and by
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~e agency, upon consultation with the Office ofPrivacy and Freedom ofInformation. This is necessary
t:o protect the agencies from the costs ofrandom requests. Further, a given request need only be honored
on a periodic basis, perhaps once a year. If! request data today it is reasonable that I get it within ten
days. However, it would be a form ofharassment if! were permitted to request that same data every ten
days.

WORKING DATA OF GOVERNMENT

Government creates much information within its internal processes that is public information. Every
government worker must become aware of, and clearly label, which information transactions (email,
documents, etc.) are public and which are private. These internal documents, that are public in nature,
should be available for public inspection. This is one aspect ofopening government to its citizens.

For example, it is reasonable that a citizen be able to inspect the internal public record ofwhy a given
decision was made. However, it would be inappropriate to open these working documents too soon, lest
too much meddling occur. Perhaps a two year closure would be sufficient. After the period has expired,
the working papers, email correspondence, etc. should be made available on the MPDN for public
inspection. The "working data ofgovernment" needs clarification as a discrete sub-collection ofpublic
data.

DATA INSIDE THE AGENCY

In my view, the manner of storing data inside the agency systems is not a matter for the IPTF. I support
converting from paper to electronic data and I believe the State needs to find creative ways to help small
local governments attain this goal. The MPDN recommends for the creation ofa free software based
Government Information Toolbox (the GIFT) that furthers this goal.

FORM OF PRESENTATION

When data leaves the agency and is presented to the citizen, the matter of the form ofpresentation is an
essential issue. I believe the IPTF shouldrecommend that all data be presented in a uniform manner. I
recommend that proprietary data formats and any data format that is not an international standard should
be forbidden. Instead, the IPTF should recommend that all data presented by the agency be in the form
ofSGML text files. The language of statute needs to allow the international standard ofXML, as soon as
it becomes available. Beyond SGML now, and XML within a few months, no other alternative makes
sense and the matter should simply be written into statute. The statute must also require that a dictionary
be available, that defines, at a readable level, each ofthe markup tags. Every adult must be able to
understand the data that accompanies the markup.

I have met with the Information Policy Council (IPC), who are the senior information architects for
Minnesota State government, and they seem interested in pursuing this matter of SGML. I ask that the
IPTF concur with this recommendation, so the matter can be put to rest and the implementation can
proceed.

CITIZEN REQUEST FOR PERSONAL DATA

Each agency knows me by some unique identifier. Prior to requesting my agency data, I must go through
a dialogue that establishes my unique identifier for that agency. That agency identifier must then be
securely tied to my digital signature. The Office of the Secretary of State has a Digital Signature
program <http://www.sos.state.mn.us/digital/digital.html> for this purpose. I refer to this in the MPDN
as each person needing a unique, cradle to grave, email address that can become a secure, and
authenticated address: These two issues are closely related because I will send an email today requesting
data and, within ten days, expect it to be delivered via email. These transactions must be secure.
Government cannot accept bogus requests from anyone representing themselves as me. Nor can
government send my private data to someone outside government, without my permission. The signature
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~n.ustbe so secure that no person, public or private entity can forge my digital signature or snoop into m.y
~mail content. Interagency sharing ofmy data must be under my permission, statute or court order.

1 believe that every agency must create a process whereby a citizen can say "here is my digital signature
£)r the digital signature of a person for whom I am the lawful guardian, please give me a copy ofall the
public and private data you have on file related to the digital signature." Beyond that request, I am
doubtful ofany citizen's right to request specific data about any other citizen, without a court order or
-.without a specific situation, enabled in statute.

If this recommendation ends up in statute, then every agency will know exactly what it must do and
implementation can begin immediately. It may take a while for all agencies to comply with a request for
data, by digital signature, but this is a matter that is well within the abilities of each agency's software
engineers.

I recommend that statute say that the agency has fulfilled its obligation once it prepares an SGML file
that contains this data and presents it to the requestor. Those who wish to receive it electronically, can
download the file or receive it via MPDN email. For those who wish a paper, copy, the agency can run a
simple SGML to text process that will produce a formatted report, than can be picked up or sent via
regular mail.

DATA SUB-REQUESTS

Agencies are required to provide the "All Data" request described above. I anticipate that many agencies
will create requests for specific sets ofdata, and on a more frequent than yearly basis. For example, is
seems reasonable that I be able to email Motor Vehicles and get only the information about a specific
vehicle that I own. Each agency will study the situations that warrant specific data requests.

DATA CORRECTION AND INPUT MECHANISMS

As a citizen, I would request my data from all agencies every year or two and review it for factual errors.
Beyond that, I would only request specific data when I wanted it. If! noticed any factual errors, I would
send an email that notified the agency of the factual error and the correction that is needed. If the agency
was assured ofmy digital signature, certain updates to their data might be permitted based on my input.

Two aside issues: some agencies might merely send me various SGML forms that I can complete and
return via email. Other agencies might choose to send me information whenever certain data is modified.
Once my email address is secure, there are many transactions of government for which I might like to
receive notification. These features help reduce the cost and improve the service level ofgovernment.

ORGANIZATION REQUEST FOR DATA

A similar requirement should be established whereby a business or other organization could say "here is
my digital signature, please provide the data". In all other matters, this data request should work in the
same way that it works for persons. .

INTER-AGENCY DATA REQUESTS

Perhaps each person should be able to name all agencies for which they have an interest and the requests
can be forwarded to each agency. The resulting SGML files, from each of the agencies, can be collected
centrally for single-point distribution. The centralized data routing system can assure that all agencies
report either: 1) that they have no data or 2) send the data they have. Existing federal and inter-state data
sharing models already do this (without SGML) so it is nothing new. Perhaps this inter-agency data
routing system could be made an implementation responsibility of the IPC, since all the right people are
part of that committee.

371"
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1 recommend that "public data" about persons be defined as narrowly as possible. Except for the specific
~ecommendationsthat follow, I am opposed to anyone being able to get even my personal public data
:from government unless I have specifically authorized its public dissemination.

1 recommend that "public data" about businesses, organizations, etc. be defined as WIDELY as possible.
1 believe that the citizens need more information about entities (other than persons and families)
contemplated by statute. l

MULTI-PERSON DATA REQUESTS

I am opposed to any public dissemination of information about persons, in any aggregate form, except
:for statistical elements without identifying data (name, address, etc.). I recommend that each agency
periodically (no less frequently than yearly) provide a statistical file that contains useful statistical data
about every entity the agency has on file. This file should be in an SGML (or XML) format. It should be
the responsibility of the recipient to process the SGML file into a usable form.

In terms ofgeographic location information, I propose that the information be keyed, along political
lines, down to the precinct and ward level. Zip code could also be used provided that no overlapping
boundaries of geographic location become so narrow that an exact address can be ascertained.

In general, I would err on the side ofproviding more rather than less data. I recommend that every item
ofdata, that has statistical significance only, be provided. Otherwise the agency will be accused of
VJithholding data. Also, if the agency provides all the data, I cannot see how anyone could ask for more.

The alternative ofhaving to handle each request uniquely, is simply too expensive and draining of
agency technical resources. Once all the statistical data is exported into an SGML file, the agency's
responsibility is fulfilled. The costs ofreducing this data must be the responsibility of those who use the
data.

LOCAL GOVERNMENT COSTS

The costs to small cities and towns could become excessive. The cost ofa full-time Data Practices
Officer alone creates a burden, not to mention the cost of automation. The MPDN initiative proposes
that local governments enter into a joint powers agreement to oversee local community network
resources. In my experience with the City of Stillwater, Internet Task Force I have determined that a
good rule of thumb is the community networks seem to aggregate naturally at the level of about 40,000
citizens within a geographic digital community.

Assuming that 100 or so LCDNs were to be created in Minnesota to oversee the development ofnetwork
resources within the community, that would be an effective level at which a full-time Data Practices
Officer would be cost-effective.

SUMMARY

I understand that these are somewhat radical recommendations. I hope the IPTF will recognize that they
drastically reduce the complexity ofmany aspects of the existing recommendations. Thank you for
considering these recommendations.

Lyno Sullivan, unaffiliated citizen,
. Stillwater, MN 55082

1/11/99 9:37 AM
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Minnesota Department of Transportation

Transportation Building
395 John Ireland Boulevard
Saint Paul, Minnesota 55155-1899

January 11, 1998

The Honorable Don Betzold
Senator, District 48
306 Capitol
St. Paul, Minnesota 55155

Dear Senator Betzold:

These are the comments of the Minnesota Department of Transportation (Mn/DOT) with respect
to the recommendations and proposed legislation contained in the Information Policy Task Force
Report to the Legislature. The department agrees that the public should have ready access to
government data that are not confidential or private and has always done its best to provide
information to the public quickly and with as little cost as possible.

While we support the goals of the task force, we have some concerns with some of the
recommendations.

Recommendation #4 would prohibit an agency from charging the public for labor, overhead and
development costs incurred by the agency in providing copies or maintaining the data. In
general, Mn/DOT charges either nothing or only the marginal cost ofproviding copies ofpublic
data. However, there may be exceptional cases where the department has developed systems or
information at significant cost to taxpayers and where the information has commercial value. It
would be inappropriate to provide that kind of information free to those who intend to profit
from the use of the information at the expense of taxpayers. Of greater concern is the cost of
requests for data for ill-defined media investigations or from protesters opposed to agency
actions who seek to use information requests as a way to shut down or obstruct normal agency
business. An ongoing local media investigation has recently cost Mn/DOT $25,000 to $40,000
to locate documents, separate public from private data, and furnish copies of documents on
which private information had been blacked out. The requester and Mn/DOT are still discussing
the difficult part of the request, which requires Mn/DOT to review and remove private data from
thousands of documents in about 160 employee files so that the documents can be inspected by
the requestor. We have estimated that this will require 480 hours. Agencies are increasingly
subject to very large and expensive requests. We feel that the agency should not be required to
bear the expense of such requests.

An equal opportunity employer



The Honorable Don Betzold
Page 2
January 11, 1999

Recommendation #22 would require agencies that contract out any of their functions to private
sector persons to ensure that any data produced as a result of that function is subject to the Data
Practices Act. Recommendation #6 would prohibit government entities from copyrighting any
government data without specific legislative authority to do so. One of the functions of the
Department ofTransportation is to conduct transportation research. The Legislature appropriates
money to Mn/DOT to carry out research and technology development. Frequently the
Department contracts with private sector consultants or businesses to conduct research and
cooperate in product development, particularly in the area oflntelligent Transportation Systems.
In'some cases the Department forms partnerships and contracts with a private sector partner to
develop new systems or products (for example, computerized traffic management equipment and
software) that Mn/DOT needs and from which the private partner can later profit in order to spur
the development and application of innovative equipment and systems in transportation. A
private sector partner will only undertake the development of innovative and expensive products
or software which require a monetary investment of its own if it has the potential to profit from
those activities in the future. This requires withholding product design or development
information resulting from these contracts from competitors who have not undertaken the
investments in partnership with MnlDOT. We also fund research at the University of
Minnesota where the U ofM patents or copyrights the work product. Although it would be
possible for Mn/DOT to seek authority to copyright the product of some partnerships and
contracts, because of the number, variety and complexity ofrelationships that the department
pursues in its research activities with the private sector and the University, these activities would
be seriously impeded by Recommendations 6 and 22. Therefore, we urge the task force to
carefully consider circumstances such as these, where it is appropriate to allow private sector
panies carrying out functions contracted for by the public sector, to profit from those activities
and to withhold product design information from competitors.

MnlDOT takes very seriously its responsibility to protect the privacy of its non-public data.
Recommendation #7 would require agencies to design data systems so that public data are easily
accessible for electronic use and copying. It isn't possible for MnlDOT to achieve this goal.
Minnesota law requires agencies to maintain non-public data and to protect it from release. We
are also required to provide public data to requesters.

We create and maintain electronic systems to collect, store, and use data in the most efficient and
cost-effective way. In order to protect the security and the integrity of government data, on-line
access must be restricted. Mn/DOT was recently warned by a security consultant that its network
has vulnerable points where access should be restricted. We don't know ofany technology that
would allow Mn/DOT to provide on-line access to electronic data and to maintain the security
and integrity of the data at the same time.



The Honorable Don Betzold
Page 3
January 11,1999

Recommendation #12 would require a government entity to report to the Commissioner of
Administration the acquisition of any electronic device that would enhance its ability to conduct
surveillance on citizens. It isn't clear what information would be required. MnlDOT has
thousands ofcomputers and uses television cameras to monitor freeways and to manage traffic
flow at intersections. Does the Task Force intend to allow the Department ofAdministration
(DOA) to establish requirements for reporting each piece of equipment? What will DOA do with
the information?

Thank you for considering our comments. Please feel free to contact Betsy Parker at
651-296-3002 if you have any questions.

Sincerely,

Barbara Su;ndquist
Division Director
Finance and Administration
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Subject:
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"Linda K. Hopkins" <Ikhopkins@intelliwareint.com> ..
"Michele Ford" <michele.ford@senate.leg.state.mn.us>,
<michelef@senate.leg.state.mn.us>
Re: (Fwd) Information Policy Task Force Report, General
Mon, 11 Jan 1999 10:36:24 -0600

Comments on message from Lyno Sullivan reg. Information Policy Report:

From: Lyno Sullivan <lIs@freedomain.org>
She said: "Alternatively, I recommend that the specific requests that are

permitted, be specified in statute and by the agency, upon consultation with the
Office of Privacy and Freedom of Information. This is necessary to protect the
agencies from the costs of random requests. Further, a given request need only
be honored on a periodic basis, perhaps once a year. If I request data today it
is reasonable that I get it within ten days. However, it would be a form of
harassment if I were permitted to request that same data every ten days.

WORKING DATA OF GOVERNMENT

Government creates much information within its internal processes that is
public information. Every government worker must become aware of, and
clearly label, which information transactions (email, documents, etc.) are
public and which are private. These internal documents, that are public in
nature, should be available for public inspection. This is one aspect of
opening government to its citizens.

For example, it is reasonable that a citizen be able to inspect the
internal public record of why a given decision was made. However, it
would be inappropriate to open these working documents too soon, lest too
much meddling occur. Perhaps a two year closure would be sufficient. After
the period has expired, the working papers, email correspondence, etc.
should be made available on the MPDN for public inspection."

I appreciate the comments and the time taken by Ms. Sullivan on this matter.
However, I disagree with some of her suggestions. I chaired the Working Group on
Intellectual Property and Public Access which developed, under the guidance of
GIAC, the policy for public access to Government Information within the State of
Minnesota. I believe, based on the original policy recommendations made by the
Working Group under the GIAC, that some of Ms. Sullivan's proposals would be
counter to the public policy functions of Government information. For example,
to have public-accessible government information defined by statute means that a'
majority of the information produced by agency would be considered non-public.
Generally, requirements of specificity result in a narrowing of the number of
items of any kind becoming included named. In this casa, then, the number of
types of government information being cited by statute to be accessible by the
public would likely be quite reduced in number. This is contrary to the goals
of the Working Group; namely, that the majority of information would be
releasable and only by falling into certain categories (containing much fewer
amounts of information).

I also disagree with Ms. Sullivan that a significant period of time should
go by before citizens can access working documents. One of the most

Michele Ford -- 1 -- Mon, 11 Jan 1999 15:52:58



significant ~ightsthat citizens under our Constitution have is the right to
challenge government's policies and actions. With access to internal public
records by citizens being allowed only after two years have passed, the
usefulness of such public records for court matters or discussion purposes would
be severely diminished. For example, public discussion of a controversial
highway or bridge construction could be irreleverant or of diminished value by
lack of information about what the actions of the agency were or why they are
being done at the time irreversible action is taken.

I would appreciate comments of the Task Force.
Thank you,
Linda Hopkins, J.D.
651-481-0177

For example, it is reasonable that a citizen be able to inspect the
internal public record of why a given decision was made. However, it
would be inappropriate to open these working documents too soon, lest too
much meddling occur. Perhaps a two year closure would be sufficient.
After the period has expired, the working papers, email correspondence,
etc. should be made available on the MPDN for public inspection."
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MIKE HATCH
ATTORNEY GENERAL

STATE OF MINNESOTA
OFFICE OF THE ATTORNEY GENERAL

January 11, 1999
SUITE 900
445 MINNESOTA STREET
ST. PAUL, MN 55101·2127
TELEPHONE: (651) 297-1075

Anne Barry, Chair
Information Policy Task Force
c/o Michele Ford
306 Capitol
81. Paul, MN 55155

Re: Comments of the Office ofAttorney~GeDeral
on the Information Policy Task Force Report

Dear Ms. Barry:

I appreciate the opportunity to submit comments on the draft report of theInformation
Policy Task Force. As noted by ChiefDeputy John 8tanoch at the Task Force meeting on
January 6, 1999, it was not possible to provide prior detailed written comments on each of the
recommendations in the report because ofthe demands in completing the transition in
administrations. I have now had a chance to review the report, consult briefly with members of
my staff regarding the recommendations, and I have some thoughts that I would like to share
with you. .

First, it is apparent that many of the proposed recommendations are controversial and
warrant further study. It is my strong suggestion to members of the Task Force to revise the
report to reflect this..Only those recommendations that appear-- after public comment and
deliberation-- to be noncontroversial and broadly supported should be recommended for
legislative action during the 1999 session. Those recommendations that are controversial should
be acknowledged to be so and only "recommended" for further study.

There are a number ofTask Force recommendations which appear, based on the
information that I now have, to be noncontroversial. They include clarifying that electronic
records are covered by the Records Management Act; providing training to ensure proper
disposition ofelectronic records; requiring publication ofgovernment procedures for accessing
government data; recommending that government entities consider public access when creating
electronic databases; eliminating inconsistent language or language errors in statutes which deal
with data practices; funding the creation of model access policies, procedures and forms for state
and local government; and providing funding for more data practices training for government
employees.

The balance of the recommendations appear to be controversial for a number ofreasons.

Facsimile: (651) 297-41·39· TIY: (651) 296-1410· Toll Free Lines: (800) 657-3787 (Voice), (800) 366-4812 (TTY)· www.ag.state.mn.us
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The recommendations for changing enforcement and remedies for violations of the Act
raise the most concern. If adopted, the Task Force would be recommending that the legislature
make radical changes to the existing enforcement scheme. The recommendations suggest both
that a government superagency be established with the power to issue binding opinions on the
law and to sue other government agencies which disagree with its interpretations, and that
private litigation against government be facilitated by the creation ofa system that removes
standing and damages requirements and that mandates awards ofattorney fees and presumptive
damages. Putting aside the significant legal and fiscal questions raised by such proposals, it is
unclear to me that the record before the Task Force supports such drastic changes. Although I
understand that the Task Force heard some testimony regarding noncompliance with the Act,
other evidence and testimony submitted suggests that most state agencies and local governmental
units are handling the vast majority ofdata requests successfully. In fact, I understand the Task
Force members gave governmental units a "B" grade on their responses to the Task Force's
Secret Shopper Survey. On this record, radical changes are not justified, particularly before
additional training, model procedures, and alternative dispute resolution options are tried.
Moreover, the superagency and damages recommendations do not seem to respond to what both
citizens and government entities told the Task Force members they wanted-- quick, fair and
inexpensive ways to avoid and resolve data practices disputes.

The recommendations in the report that deal with management and access to electronic
data are controversial because they do not deal with the practical and fiscal impacts of increasing
direct public access to electronic data bases. Until those impacts are adequately identified and
the fiscal and security implications fully understood, no legislation mandating changes to the
way electronic access is provided should be recommended.

Several of the recommendations in the report are directed towards eliminating cost
barriers, although the Task Force received little direct evidence that the cost ofcopies
represented a significant barrier to citizen access to data. These recommendations are
controversial because they do not address how the·services will be funded in lieu of the current
systems. Ifdata search and retrieval costs cannot be charged back to users as is currently
allowed, it is unclear how the cost ofgovernment employees providing this service will be paid
for. The impact of this recommendation, if adopted, might be worse public access, not better.
Similarly, ifa portion ofthe cost ofdatabase development can no longer be recovered from those
who financially benefit from that data, it will be difficult for state and local government to create
and maintain such databases without direct funding from the legislature. Taxpayer interests
would also appear to be harmed by limiting the ability ofgovernment entities to copyright
materials paid for with public funds in a timely manner. Until the fiscal impacts in this area are
adequately identified and solutions to the funding problems created, no legislation should be
recommended.

A number of other recommendations should be reconsidered. For example, the
recommendation to register "surveillance" technology is problematic because it appears to define
such technology so broadly that numerous systems would require registration, and also because
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the proposal fails to address the main issue, which is not the existence of such technology but
abuse of the infonnation collected. For another example, it is unclear whether the
recommendation that government be prohibited from asking for identifying infonnation from
data requesters is necessary or reasonable. Under current law, access to the data cannot be
conditioned on who the data requester is. As other commentators have suggested, there are
legitimate reasons for government to collect such infonnation, including insuring compliance
with the Data Practices Act, improving infonnation services, and insuring the security of
government data and personnel.

Finally, my staff and I have not been able to do a detailed analysis of the draft legislation
to detennine whether it adequately translates each recommendation into law. However, I note
that the draft legislation for recommendation 10 does not appear to implement the _
recommendation, which seeks to limit the application of the Tennessen Waining in public
employment and education contexts. My staff's concern is that the draft language will still
require that a Tennessen Warning be given in virtually any routine guestioning ofa government
employee or student.

In conclusion, I would like to state the commitment of this office to represent the public
interest of the citizens of this state. Under our constitution, the Attorney General's Office serves
different roles. We are officers ofthe judicial branch, we represent the executive branch, and we
are directly accountable to the legislative branch. We also have the parens patriae responsibility
to represent the citizens ofthis state. These different responsibilities may appear to conflict from
time to time, as when a citizen sues a government agency that the Attorney General is charged
with defending. However, I want to assure the Task Force that, while working within the
requirements of the law, the members ofmy staffwill work to resolve any conflict in the area of
Data Practices to promote the greater public interest, balancing the competing interests of
providing public access to government data and preventing unwarranted intrusions on individual
pnvacy.

Very truly yours,

MIKE HATCH
Attorney General
State ofMinnesota
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Date:

To:

From:

Phone:

Subject:

January 11, 1999

Ms. Anne Barry, Chair
Information Policy Task Force

Gail Ryan
Assistant Department Counsel
Minnesota Department of Agriculture

296-3378

Task Force Draft Report

Following are some comments and concerns that the Department of
Agriculture (MDA) has regarding
the Information Policy Task Force's draft report (report). I
distributed copies of your draft report to MDA's division directors
and asked for their response. Several directors have expressed
serious concerns.

1. Recommendation #4, recovery of costs, is a big concern. Our
Information/Support Services Director provided me with the following
comment: UThe paper or diskette are the least of my costs! The labor,
development and overhead to produce the requested date are very
expensive. We respond to about 300 requests for computer data each
year, and each one takes at least 3 hours, including time to estimate,
do the report and send it. Since there is no funding in my budget to
do this, I must recover these costs from the folks requesting the
data. Also, it tends to eliminate frivolous requests." One of our
regulatory service divisions has employed a full-time person to handle
current data practices requests. MDA receives around 4,000-6,000
requests for data a year, 16-25 a day. Most requests can be handled
quickly and with a minimum of expense, if any. However, a significant
number of requests are costly.

We have received at least two requests in the past 6-8 months in
the regulatory division referred to above that could be considered
onerous or burdensome. Both requests were for voluminous amounts of
data and could fairly be characterized as somewhat retaliatory for
enforcement actions taken by the division. While most requests do not
rise to that level of effort and expense, it is important to note that
there is an increasing trend toward data requests that consume large
amounts of employee time.

2. Recommendation #6 - Several MDA staff persons expressed their
concern about possible loss of copyright protection for some of the
department's projects. There was a concern that the integrity of the



data could be compromised or that the data could be used in ways or
for purposes that were inimical to the intent of the legislation that
established and funded the project. We also would be most concerned
if it were possible for a member of the public to copyright data that
the agency had developed and then be able to charge the agency for the
use of that data. That issue must be addressed in any legislation
regarding intellectual property rights.

I wonder if copyright authority couldn't be left intact but
legislation proposed that would give the public an unlimited license
to use the data for any purpose they chose. Copyright law is a
specialized area of the law and you may want to establish a small ad
hoc committee to look at the issue and make some recommendations. I
believe the Attorney General's Office does have an attorney on staff
with intellectual property expertise and there are others within the
state agencies that have dealt with the issue in relation to
professional/technical contracts that could be of help.

3. Recommendation #21 - The MDA is alarmed at the litigiousness that
could result from this recommendation. The vast majority of civil
servants want to comply with the data practices act and training could
go a long way to make everyone more comfortable with its requirements.
Rather than taking such a punitive approach, other ideas should be
explored before to adversarial processes. The MDA recommends further
exploration of the ombudsperson idea, perhaps on a trial basis, to
deal with the problem situations. Funding a temporary position in the
Public Information/Policy Analysis Section of the Department of
Administration should be considered.

One final issue I'd like to comment on is regarding charging
members of the public a reasonable fee on top of compilation costs for
data with commercial value. I have been involved in many
conversations on this subject and have come to the conclusion, as have
others, that if data has involved the expenditure of a large amount of
public dollars it is the public as a whole not just an individual
member of the public that should reap the benefit of commercialization
at least until the public dollars have been recouped.

Thank you for all of your hard work on the Task Force and thank you
for your consideration of our comments.
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MEMO:

To: Michelle Forde
From: Beth Hargarten
Re: Draft Report of the Information Policy Task Force
Date: January 12, 1998

Thank you for the opportunity to comment on the Draft Report. The Department of Labor and
Industry endorses the Task Force's objectives of facilitating citizens' full and open access to
government data in as easy a manner as possible. We propose that clarification of several of the
recommendations set forth in the Report would facilitate the Task Force objectives.

We first suggest clarification of terms used in Recommendations 4 and 15. Recommendation 4
provides that the Data Practices Act should ~e amended so that "government agencies should only
be able to charge for the actual costs ofmaking the copies, and that those costs should not include
labor, overhead and development costs incurred bythe agency inproviding the copies ormaintaining
the public data.'" Recommendation 15 provides that government entities should not be allowed to
recover the "development costs for producing systems of data that have commercial value."

Our first concern about these recommendations and draft statutory language is that they could create
the same confusion about costs that the Task Force is trying to avoid, because the term
"development costs" is not defined. The use ofthat term in the draft language could be interpreted
to require the agency to actually create systems ofdata through unfunded research. A clarification
that "development costs" does not obligate an agency to create, analyze or research data would be
helpful.

A second concern about Recommendations 4 and 15 is whether the provision that limits charges to
the actual costs ofcopying has been adequately studied. On page 35 of the Draft Report, the Task
Force acknowledges that the financial implications ofthis recommendation are difficult to compute,
and that a survey of government entities about the projected cost was not done.

Our agency maintains private data on over a million injured workers, and hundreds ofpersons who
have filed OSHA and other complaints about entities regulated by the Department. The importance
ofprotecting data on individuals collected by the government is one of the principles expressed in
the Report and shared by this Department. However, protecting private information in the context
ofa large data request could be very labor intensive. Therefore, we would like the opportunity to
evaluate the cost ofthe recommendation before it is implemented.

Finally, we note that Recommendation 21 appears to impose "strict liability" on an agency who is
not in compliance with the Act. As with any complex law, what is public data is not always clear

.under the law. We suggest that from a public policy perspective a more reasonable approach would
be to impose the liability only after an agency has had the opportunity to obtain an opinion from the
agency that enforces the Data Practices Act.
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DPS - Bureau of Criminal Apprehension
CJIS Section

GENERAL COMMENTS:

• These recommendations take an overly simplistic approach to supplying public
,+;,c;tct1aar;1d how government agencies should do that.
."';'.""., •....- ";'

'. ~;". ..-
• Government information systems built to serve a particular function of that

agency, do not separate public and private data. Therefore, requests for public
data are often difficult to compile.

• These recommendations do not address a very real problem with the Data
Practices Act. Government agencies are held accountable for their
dissemination of data and are, for the most park, fearful of committing a data
privacy misdeed. Therefore, they may be overly conservative about sharing
data. The public recipients of this data (individuals or private companies) are not
held accountable and have no obligations for the 'use of the data.

• Government agencies are so GQnservative about sharing data that they often
hamper their own ability to conduct their own business. As we build information
systems to integrate criminal justice processes, the biggest problems
encountered are not the technical issues but the data privacy issues. For
example, even though Prosecution needs certain data to do their job, law
enforcement may be hesitant to share the information for fear of violating data
privacy. Necessary information is eventually gathered, but after much delay and
confusion.

• As much as it seems desirable to have blanket policies for data, there needs to
be a recognition of the difference between data on individuals and data not on
individuals and even the different kinds of data on individuals and the impact of
quick and easy access to that data.

• Unless a government agency's main function is providing public data, a request
probably needs to go through a few people. First someone must get a clear
picture of what they are requesting to make sure that the data they have and can
supply meets their need. Second, a manager must decide who is going to do
the job (Le. which programmer is going to be pulled off a project) and third, a
technical person might have to be called in to understand the request as that
person will be the one extracting the data.



Recommendation #4:
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There are many more issues for state agencies relating to providing pUblic data
than simply providing it. Providing Public Computerized Criminal History (CCH),
for example, results in many additional tasks for our staff: developing brochures
on how to access & interpret data; answering numerous indiVidual questions
about the data; providing training to groups and associations that routinely
access the data; working with individuals who have mistakenly been identified as
having a criminal record when, in fact the record was on another individual.

Many of the purchasers of public CCH data are resellers of the
data.....companies that are in the business of conducting background checks for
employment or apartment rental. They purchase public information from various
sources. Their fees are higher than the background check fee charged at the
SCA. Many of these companies are from other states and have no Minnesota
ties.

There is some data that government compiles for a specific purpose that does
not directly reflect the activities of that government agency. For example, arrest
information at a local law enforcement or conviction information at the court may
reflect how they are doing their job, but by compiling that data at the state level
to make it available to the criminal justice community so that they have the
critical information necessary to do their job, may not a reflection how and what
an agency is doing.

Some public CCH data reverts to private data after a certain period of time. That
change in classification will be adhered to by government agencies, but will not
by private entities (citizens, Minnesota private companies, or private companies
from other states) that receive the data. "Private" CCH data bases are being
created by companies in the business of selling background check services.
They have no obligation to honor the change in classification of that data nor do
they have any obligation to correct data or verify identity.

Recommendation #5:

Allowing public access to government operational data bases raises two problems:

1) Operational systems are not always designed to separate the public and
private data. While separate data bases can be created there are certainly
additional expenses and problems with keeping separate data bases in synch.

2) Public access to operational systems could have a detrimental effect on the
users of the systems. CCH, for example, is accessed thousands of times a day
by criminal justice agencies throughout the country. Response time is a critical
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fadGr1Atis~ystemwith the nationaf standard being 25 seconds. Public
browSihgOfthe system could compromise these critical response times.

ine¢CH ~base is one that is constantly chahging. We process numerous court
orders~·.m:onth that order the sealing or expunging of the CCH data. Because we
Iog,every.,aqce$$,to that data from the criminal justice community and from the non
ertmjn.aJjU$ticebackground checks that are concluded at the BCA, when we receive an
ordertosedt/eXP\ofI1ge data, we notify every entity that accessed that record in the last 3

. y8ar.s.We do not have that ability for data accessed via the public CCH data.
Recipients ofthat data are never notified that data they received is now
Seated!expungedand should not be used in decisions about that individual.

Recommendation #15:

• ~any of the commercial users of Public CCH are companies from other states.
Even those that are Minnesota companies are making money from information
the taxpayers have paid to create.




