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Enclosed please find the final report of the Information Policy Task Force, prepared as directed
in 1997 Minnesota Laws, chapter 202, article 2, section 56. The Task Force was created to study
and make recommendations regarding Minnesota law on public information policy, including
government data practices and information technology issues. As required, the final report
contains the Task Force's findings and recommendations, including any proposed legislation.

The Task Force has had a careful and deliberative process since it began meeting in October
1997. We have taken testimony from many persons with many points of view on many issues.
We attempted to be open to everyone. As we worked to finalize the report, we were able to
achieve consensus on some, but not all, of the findings and recommendations.

The report is not so much a checklist, as it is a description of issues related to public information
policy. The report delineates points of agreement and disagreement. We hope the report serves
its intended purpose of informing the Legislature on the many complex, contentious, and
important issues surrounding public information policy.
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In closing, I want to commend the members of the Task Force for their time, effort, and -
dedication and for the contribution they have made to the development of public information
policy in Minnesota. I also want to thank the staff of the Task Force for their dedication and for
the large volume of high quality work they did in support of the Task Force.

ly,

Anne M. Barry, Chair .
Information Policy Task Force - ’ _
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I.

Executive Summary

The Information Policy Task Force was created by legislation enacted in 1997. The Task
Force, composed of eight citizen and four legislative members, was given a very broad
charge to study and make recommendations concerning: the content and organization of
data practices and related statutes; issues related to surveillance and other forms of
information technology, including the impact of technology on data practices and

privacy; procedures for developing and implementing a coherent and coordinated
approach to information policy; approaches to information policy in other states and
foreign jurisdictions; and, other information policy issues as identified by the Task Force.

The Task Force began meeting in October, 1997. Over these last several months, the
Task Force has heard presentations on a number of issues; reviewed existing information
policy principles drawn from certain Minnesota Statutes; concluded that some principles
should be discarded and new principles articulated, heard public comment on its work;
received and reviewed written submissions; and prepared a number of recommendations,
including draft legislation to carry out those recommendations. Early on the Task Force
decided that, whenever possible, recommendations and other actions taken by the Task
Force would be done by evolving a consensus of the Task Force membership. Many of
the Task Force’s recommendations are the product of this consensus process. However,
there were occasions when disagreement among Task Force members about the content
of a principle or the statement of a recommendation was put to a vote of the members
present. Most votes taken by the Task Force were close votes.

The full text of this Report: details the composition of and activities of the Task Force;
articulates an updated set of information policy principles; makes a series of detailed
recommendations; provides legislation to carry out those recommendations; analyzes the
budgetary implications of recommendations with fiscal impact; and, includes written
submissions presented by persons who appeared before the Task Force or who reacted to
drafts of the Task Force’s Report.

The recommendations of the Task Force are as follows:

Recommendation 1: Minnesota Statutes Section 15.17 should be amended to
reflect the reality that important government records are
increasingly kept in media which are not paper.

Recommendation 2: More education and assistance should be provided to
government entities so that entities can effectively deal
with the proper disposition of government records. There
is a particular and growing need to assist entities at all
levels of government with the proper disposition of
computerized records. The Department of Administration
and the State Archives Department of the Minnesota
Historical Society should work, in conjunction with



Recommendation 3:

Recommendation 4:

Recommendation 5:

Recommendation 6:

Recommendation 7:

government entities, to provide technical and policy
guidance and to provide on-going education on issues of

electronic records management.

The Data Practices Act should be amended to require each
government entity to disseminate to the public, in some
form, and at a minimum post in the entity reception area,
the procedures in effect in the agency which tell the public
how to gain access to public government data. Those '
procedures should be updated as personnel and other
changes occur.

The Data Practices Act should be amended so that the
charges that government entities can assess to the public for
copying public government data are limited only to the
marginal costs of providing the data in the form it is
maintained by the government entity. The amendment
should explicitly say that government entities should only
be able to charge for the actual costs of making the copies
and that those costs should not include labor, overhead and
development costs incurred by the entity in providing the
copies or maintaining the public data. Any government
entity that has or receives specific statutory authority for
charging more than marginal costs should be able to do so.

The Data Practices Act should be clarified to explain that
public access to public government data using on line
inquiry methods including examination of data,
downloading data or printing copies of data, is, in this
electronic age, a form of inspection of data. This type of
inspection of government data, just like inspection by
visual examination of paper records, should be at no cost to
the individual making the inquiry as long as the individual
is bearing the costs of the communication hookup to the
government entity. Note: this would not require a
government entity to put data on-line. It would only
require that data that are already on-line be available for
inspection without charge.

The Data Practices Act should be amended to require
government entities that want to copyright various forms of
government data have legislative authority to do so.

The Data Practices Act should be amended to specifically
require that when government entities hold public
government data in an electronic medium, the public should
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Recommendation 8:

Recommendation 9.

Recommendation 10:

- Recommendation 11:

Recommendation 12:

Recommendation 13:

Recommendation 14:

be able to acquire copies of the data in that electronic
medium. Government entities should design and
implement new government data systems so that public
data are easily accessible for electronic use and copying by

citizens.

In authorizing any program intended to offer services
and/or government information electronically, the
Legislature should provide funding for any program
intended to offer mechanisms that permit citizens to take
advantage of the program whether or not they own or have
ready access to electronic equipment.

The Data Practices Act should be amended to limit the
authority of Jocal government bodies to make decisions
about disseminations of not public government data.

The Data Practices Act should be amended to change the
notice requirements of Minnesota Statutes Section 13.04,
subdivision 2, (the “Tennessen Warning™) when the data
being collected are private data about government
employees or private data about students.

The Data Practices Act should be amended so that
government entities should be required to provide data
subjects with immediate access to data about themselves or
to provide access within 10 days of the request of a data
subject.

The Data Practices Act should be amended to require
government entities to report to the Commissioner of
Administration the acquisition of any electronic device that
will enhance the government entity’s ability to conduct
surveillance on citizens. Exempt from this requirement
should be acquisitions of surveillance equipment for
compelling public safety reasons.

The Data Practices Act should be amended to prohibit
government entities from requiring citizens to explain
reasons for or to justify access to public government data.
Government entities should be able to ask citizens for name
and other identifying information for the sole purpose of
facilitating access to the data.

A number of Minnesota Statutes should be amended to
eliminate language that is inconsistent with the




Recommendation 15:

Recommendation 16:

Recommendation 17:

Recommendation 18:

Recommendation 19:

nomenclature and philosophy used in the Data Practices
Act. The Data Practices Act should be amended to reduce
some of its complexity. Draft legislation to accomplish
these tasks is found in Appendix 5.

The Data Practices Act should be amended to repeal the
provision that appears in Minnesota Statutes Section 13.03,
subdivision 3, that authorizes government entities in some
situations to charge, in addition to the normal fees for
providing copies of government data, an additional fee
intended to allow government entities to recover the
development costs for producing systems of data that have
commercial value.

The Department of Administration should be specifically
charged, by statute, with the responsibility for preparing
model policies, procedures, and forms in order to assist
state and local government entities in complying with the
procedural and other requirements of the Data Practices
Act. This responsibility must be performed in consultation
with the affected agencies. The Department must be
provided with sufficient resources to carry out this task.

The Data Practices Act should be amended to require that
all government entities designate a Data Practices
Compliance Officer or Officers who will be responsible for
ensuring that the government entity is in compliance with
the Data Practices Act. Each government entity should be
required to inform the Department of Administration of the
names, addresses and phone numbers of its responsible
authority and compliance officer and must inform the
Department of any changes.

The Legislature should appropriate sufficient resources to
the Department of Administration to carry out the
requirements of Minnesota Statutes Section 13.073, the
public information policy training program.

The Data Practices Act should be amended to transfer all
current duties and responsibilities of the Commissioner of
Administration to an Office of Privacy and Freedom of
Information. This office should also be given additional
authority to investigate complaints brought by citizens and
to resolve those complaints through alternative dispute
resolution if possible, or by court action on behalf of the
citizen if necessary.
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Recommendation 20:

Recommendation 21:

Recommendation 22:

Recommendation 23:

The Legislature should amend Minnesota Statutes Section
13.072 to: provide that opinions of the Commissioner [or
the Director of the Office of Privacy and Freedom of
Information] are binding; authorize the Commissioner [or
the Director] to bring an action in district court to compel a
government entity to comply; and, authorize a government
entity that disagrees with an opinion to seek a declaratory
judgement that the opinion is not correct and need not be
followed.

The remedies section of the Data Practices Act should be
amended to provide for other means of resolving disputes,
including mediation, arbitration or recourse to
administrative law judges. Administrative law judges
should be given the authority to award compensatory
damages.

The Data Practices Act should be amended to require
government entities, which contract out any of their
functions to private sector persons, to include in those
contractual provisions language that will ensure that the
private sector persons administer data created, collected,
received, stored, or maintained because of the contract in
compliance with the Data Practices Act.

The Legislature, or some other body created by it, should
study in greater depth a number of issues that the Task
Force did not have time to fully consider. Those issues
include:

A. Practical and other issues associated with
implementation of the nonvisual access standards
mandated by Minnesota Statutes Section 16B.104;

B. Utilization of surveillance technology and collection
and use of data on individuals by the private sector;

C. Citizens’ electronic interaction with government
entities, including the classification, use, and
dissemination of data collected in those interactions;

D. An ongoing process for reviewing information
policy statutes; and,




E. The growing use by government entities of a variety
of surveillance technologies and the effect of that
use on citizens.
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Summary/Conclusion

It is a common criticism of the Minnesota Government Data Practices that its content is
excessively complex. The standard response to that criticism is that the content and
language of the Act only reflect the complexity of its subject matter - information policy.
Over the course of its work, the Task Force had the opportunity to review some aspects of
the complex reality of government’s collection, use and dissemination of data. During
that review, the Task Force came to have some understanding of the complexity of issues
associated with access to government data, privacy and fair information practices for
citizens and the need for government to collect and use government data in a cost
effective and efficient matter. The Task Force was often presented with very different
views of perceived reality which depended entirely on whether the perspective of the
presenter was that of a representative of a government entity or that of a citizen dealing
with the government.

In response to the presentations from those widely varying perspectives, which
were often perspectives that produced strong disagreements among Task Force
members because they too shared those perspectives, the Task Force is able to A
" make the following general conclusions. }

There is no substantial sentiment to discard the State’s Data Practices Act
and to replace it with another model, for example, the federal “Freedom of
Information Act.”

There is general agreement, by both citizens and representatives of
government entities, that using litigation to resolve disputes that arise out
of information law and to enforce information policy law is ineffective for
citizens and counterproductive for government agencies. Adoption of a
variety of forms of alternative dispute resolution are much more preferable
to resolve disputes and to promote compliance.

In most instances, representatives of government entities do their best to
comply with information policy laws. However, there is an ongoing need
for training for employees of government entities in what is actually
required of them by information policy laws.

Not enough resources have been provided by the Legislature and other
institutions of government to ensure that information policy laws are
carried out so that citizens receive the benefits of these laws and
government entities are not overly burdened by providing those benefits.




The resources that are allocated can be better spent if a stronger role is
assigned to some organization at the state level that can assist both citizens
and government entities in assuring that the objectives that the Legislature
is trying to attain in the enactment of information policy laws are actually
met.

Lastly, the Task Force concludes that the Information Society will continue to
evolve and that most government entities will increase their collection and use of
computerized government data. Those developments, when mixed with the
ongoing clash of the interests of public access to government data, privacy and
fair information practices for citizens and the need for government entities to
make effective use of technology and of government data, will assure that public
policy designed to deal with those developments and to accommodate and juggle
those interests will continue to be complex.
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II.

Introduction

In the summer of 1997, the Minnesota Legislature and Governor Carlson asked eight
citizens appointed by the Governor and the Legislature and four legislators to take on an
immense task. These individuals, acting as an Information Policy Task Force were asked,
over a period of about 18 months to study, among other things:

*x issues related to surveillance and other forms of information
technology, including the impact of technology on data practices
and privacy;

** the content and organization of statutes dealing with access to
government data, fair information practices and privacy; and,

** procedurés for developing and implementing a coherent and =~ -
coordinated approach to public information policy. -

In other words, the Task Force was asked, in the words of one legislator, to take on a
“truly daunting task™ and to report on the results of that task to the Legislature. The Task
Force has now completed its work and this report is the product of their study and

_deliberations.

In compliance with Minnesota Statutes Sections 3.197 and 3. 302 the estimated cost for

* the preparation of this report is $20,000 and this report is submitted as required by

Minnesota Session Laws 1997, Chapter 202, Article 2, Section 56.
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II1. The Information Policy Task Force

A.

Task Force Creation and Composition.

The Information Policy Task Force was created by legislation enacted in 1997.
During the 1997 legislative session, two separate bills were introduced, both of
which had the general objective of creating a body to study the current state of
information policy and to make recommendations for changes based on that
study. One bill was introduced at the request of Governor Carlson. The other bill
was introduced by the Senate and House Chairs of the subcommittees that deal -
with information policy, data practices and privacy in the Judiciary Committees of
the Minnesota Legislature. Ultimately the two bills were merged into one and the
resulting product was enacted into law as part of the omnibus state departments
appropriations bill, Minnesota Session Laws 1997, Chapter 202 Article 2, Section
56. (A copy of the enabling legislation appears at Appendix 1 of this report.)

The enabling legislation created an Information Policy Task Force of twelve
members. Membership was composed of four legislators, two from each party
appointed through the normal legislative appointment processes, two citizens
appointed by each house of the Legislature and four citizens appointed by the
Governor. The Task Force was given a very broad charge to study and make
recommendations concerning: the content and organization of information policy
statutes, issues relating to the impact of technology on privacy and data practices;
procedures for developing public information policy; approaches to information
policy in other state and foreign jurisdictions; and other issues as determined by
the Task Force.

Support for the Task Force was to be provided by the Department of
Administration, the Office of Strategic and Long Range Planning, existing
legislative resources and further assistance from the Office of Technology. The
product of the Task Force’s deliberations was to be a report to the Legislature.
This report discharges that requirement and with the submission of this report, the
Task Force ceases to exist.

Members of and Staff to the Task Force.
1. Members of the Task Force.

Between the effective date of the Task Force legislation on July 1, 1997,
and October, 1997, the various appointing authorities appointed their
members to the Task Force. The Minnesota Senate appointed Senators
Betzold and Knutson and citizens Mr. Gene Merriam of Coon Rapids and
Mr. Richard Neumeister of St. Paul. The Speaker of the House of
Representatives appointed Representatives Broecker and Pelowski and
citizens Mr. Thomas (Tim) Breza of Winona and Mr. Chris Sandberg of
Minneapolis. Governor Carlson appointed: Ms. Anne Barry, the

11




Commissioner of Health; Mr. David Doth, the Commissioner of Human
Services; Mr. John Gunyou, who at that time was the Director of the
Office of Technology; and, Mr. David Johnson, the Chief of the Blaine
Police Department. :

On October 27, 1998, Chief Johnson resigned from the Task Force.
Staff of the Task Force.

Staff assistance to the Task Force was provided by: Mss. Kelli Johnson,
Sandra Pizzuti, Onnalee Erickson and Mr. David Orren of the Minnesota
Department of Health; Mr. Louis Thayer of the Minnesota Department of
Human Services; Mss. Christine Yates and Michele Ford from Senator
Betzold’s office; Ms. Deborah McKnight from House of Representative
Research; Ms. Kathleen Pontius from the Office of Sénate Counsel; and
Ms. Linda Miller and Mr. Donald Gemberling from the Department of
Administration.

Although representatives of the Office of Strategic and Long Range
Planning and the Office of Technology participated in some Task Force -
activities, those Offices did not provide substantial assistance.

C. Summary of Task Force Activities.

1.

Preliminary Activities.

At its first meeting on October 30, 1997, the Task Force membership
reviewed its charge from the Legislature, discussed the process of
completing its work, elected Ms. Anne Barry the Chair and Mr. Gene
Merriam the Vice-Chair and dealt with other organizational details. The
Task Force agreed to meet monthly, at least during its initial deliberations.

At its meetings in the months of November, 1997, through January, 1998,
the Task Force received background and other information from a variety
of sources. Persons appearing before the Task Force included: resource
experts from the Departments of Administration and Human Services;
representatives of local government; a representative of the media
community; and citizens, and attorneys representing citizens, who

- presented their views on how the Data Practices Act works in practice for

citizens. Among the latter presenters was Mr. Gary Weissman who has

. also co-authored two law reviews on the Minnesota Government Data

Practices Act. Mr. Weissman discussed problems of enforcement from a
citizen perspective. His written materials are found in Appendix 2.

As one third of the Task Force was composed of legislative members, and
a number of other Task Force members had significant roles to play during

12

gt




g
sk,
i
=

]

a

the 1998 legislative session, the Task Force agreed that it would not meet
until the end of the 1998 legislative session in April. Members of the Task
Force were encouraged, during this hiatus in formal Task Force activities,
to consider the charge to the Task Force and to acquire any information
helpful to responding to that charge.

Task Force Chooses Six Critical Areas of Concern.

The Task Force resumed meeting on April 22, 1998. At that meeting, the
Task Force conducted a facilitated discussion to establish priorities in
order to accomplish the bulk of its work before the end of 1998. This
discussion was facilitated by Ms. Judy Plante, the Director of the
Management Analysis Division of the Department of Administration.
This discussion provided the basic framework for a work plan and
priorities for the Task Force. This framework included emphasis on
examining six critical areas.

These six critical areas are:

. access to government data;

. fair information practices;

. enforcement of law;

. handling of electronic data including issues of surveillance and
security;

. allocation of resources; and,

. development of information related law.

As a starting point for this examination, the Task Force decided to look at
the principles that are implicit in existing information law with an eye
toward validating, modifying or recommending elimination of those
principles. The Task Force agreed to set aside a number of meetings to
consider each of those areas and the existing principles, if any, associated
with each area. To further facilitate completion of its work, the Task
Force agreed to meet on a bi-weekly basis.

Task Force’s Discussion of Two Important Principles.

From May through October, 1998, the Task Force focused much of its
work on reviewing the existing principles which form the basis for current
statutory information policy in Minnesota. The objective of this review
was to determine whether current principles should be validated, modified
or eliminated and whether new principles ought to be established. Two
current principles in particular occupied much of the Task Force’s
attention. '

13




The first principle considered at length by the Task Force is the

presumption that all government data are public unless determined =
otherwise by the Legislature or the federal government. The second
principle considered is the requirement that, in almost all instances when
government entities are collecting private or confidential data from
individuals, that those entities provide individuals with a notice about the
information being requested. This notice is intended to help individuals
decide whether they want to provide the requested data to the government
and gives individuals a way to limit the uses and disseminations of the

. data once collected. (The latter principle is popularly known as the
“Tennessen Warning.”)

a. Presumption that Government Data are Public.

Some Task-Force members expressed strong reservations about the
presumption principle. In part, they felt it creates a legal reality,
particularly in light of government’s ever increasing collection of
data about people, in which the privacy of individuals is
increasingly compromised. Other members felt that the
presumption really does not reflect the reality of Minnesota law.
Although the presumption clearly exists and is clearly stated in
Section 13.03, the presumption does not acknowledge that the
Legislature has always been willing to decide that certain data are
not public.

p—

The general instances in which the Legislature historically has
made data not public include the following: to establish privacy for
and the protection of the security of individuals; to protect the
integrity or to enhance the effectiveness of government programs;
to comply with federal requirements; to protect confidentiality and
security interests of businesses; and to protect the security of
information or property. Legislative action to declare data not
public is the primary driving force for the size and complexity of
the Data Practices Act and other statutes. As long as the current
presumption exists, as stated, that growth in size and complexity
will continue.

The Task Force seriously considered a motion by member Johnson
to modify the presumption so that it would state that all data on
individuals are presumed to be not public but that data not on
individuals would continue to be presumed to be public. On a 5-4
vote, the Task Force decided not to recommend a change in the
current presumption. This close vote and the Task Force’s very
extensive discussion about this principle illustrate the difficulty of
finding a simple answer to the issues associated with this principle.

14
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Privacy Notice to Individuals.

The Task Force’s discussion about the “Tennessen Warning”
principle was far more controversial and protracted. The Task
Force considered a written submission by the Public Law Section
of the Bar Association. (The Public Law Section is an interest
group of lawyers who represent public bodies and who have
specific concerns about data practices and other information policy
statutes.) A copy of this submission is found in Appendix 2.

The Task Force sought more detailed information about possible
modifications to the “Tennessen Warning” principle and about
enforcement of the Data Practices Act and other information law.
As part of that inquiry, Task Force members thought it would be
helpful to hear from attorneys who work in this field and who
represent public bodies and citizens. Staff suggested that this
presentation take the form of a debate.

On September 2, 1998, the Task Force heard a debate on two
topics. The topics considered were: should the “Tennessen
Warning” principle and the corresponding language in Minnesota
Statutes be modified in any way; and, is litigation the best way to
enforce information policy law? Debate participants representing
government agencies were: Mr. James Moore, attorney for the City
of Minneapolis, Ms. Tracy Smith, associate general counsel at the
University of Minnesota, and Mr. Paul Ratwik, senior partner in a
law firm that represents a number of school districts, counties and
municipalities. Debate participants representing citizens were: Mr.
Gregg Corwin, Mr. Marshall Tanick and Mr. Gary Weissman.

- There was clear disagreement between the citizen and government

agency sides on whether there should be any modification to the
Tennessen Warning. The government attorneys strongly urged
changes to the Tennessen Warning to make it, from their
perspective, more practical and less restrictive for government
agencies in two instances. Government attorneys specifically
urged changes to the Warning when data are collected from public
employees and when data are collected from students. The citizen
attorneys strongly disagreed that any changes were needed. They
argued that the current requirement is one positive way to give
citizens, including public employees, students and their parents, a
method to protect their privacy from the government. The
complete text of this debate, reprinted from the “Legal Ledger”
newspaper, is found in Appendix 3.
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On the issue of whether litigation is the best way to enforce the
Data Practices Act and other information laws, all of these
attorneys were in agreement that litigation is not the best way to
either bring about compliance or to resolve various kinds of
disputes. Various forms of alternative dispute resolution were
discussed. There was general agreement that any of the forms of
alternative dispute resolution would be preferable to litigation.

&
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Surveys to Determine Compliance.

In the course of reviewing current information policy principles, the Task
Force identified the need to acquire information on how the principles
were actually being dealt with, in a practical way, by both government
entities and citizens. To that end, the Task Force asked staff to develop
two different survey mechanisms. First, a written survey was developed
and sent to a select sample of government agencies. Second, a “Sandberg
Secret Shopper Survey” (named after the Task Force member who
suggested this particular survey) was developed by staff. This survey was
conducted by Task Force staff members and employees of the Minnesota
Department of Health. The staff visited a variety of government entities
and made certain requests for access to information.

The results of these two survey methods have been summarized and
included as Appendix 4 of this report. Included with these summaries are
blank copies of both the written and walk-in survey questions. It should
be emphasized that the sample chosen for these surveys was small. The
results of the surveys do not present statistically valid conclusions on the
state of overall compliance with the Data Practices Act. However, the
survey results do provide a helpful glimpse into the reality faced by a
variety of agencies in administering the Act.

g

Research on Problematic Statutes and Issue of Electronic Surveillance.

Two additional legislative charges to the Task Force were also the subject
of presentations, staff work and discussion by Task Force members. In
response to the charge that the Task Force examine Minnesota Statutes for
examples of inconsistent, contradictory. and confusing provisions, staff of
Senate Counsel, in consultation with staff of House Research and the
Department of Administration, undertook to identify problematic
provisions and to draft proposed amendments to deal with them. Research
results and amendment drafts were reviewed periodically with the Task
Force with the objective of including the results of this effort in the Task
Force’s report. This research and drafting is the subject of a
recommendation by the Task Force and the actual product, in the form of
draft legislation, is found in Appendix 5.
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At its October 7, 1998, meeting, Don Gemberling made a presentation to
the Task Force on the growing problem of electronic surveillance in
society. This was followed by a presentation, by representatives of state
agencies, on the process of doing data linkages for program evaluation and
other purposes. The juxtaposition of these two presentations produced
lively debate and discussion among Task Force members and the
presenters. Some of the results of that discussion are found in the Task
Force’s recommendations on surveillance.

Compliance and Enforcement.

In November, staff presented to the Task Force, a variety of information
about enforcement realities and the process of establishing information
policy law. With that staff work before it, the Task Force began its
deliberations about the administration of information policy laws, the
enforcement of those laws and the process by which the laws come into
existence.

In considering issues of enforcement, the Task Force looked at a variety of
recommendations prepared by staff that focused on improving compliance
with the Data Practices Act and on reducing the Act’s reliance on citizen
lawsuits as the primary method of enforcement in specific situations of
dispute. In this discussion, the Task Force examined ways to make it
easier and more effective for government agencies to comply, whether
legal remedies ought to be changed, and whether there should be new or
different methods or new or different organizations of government to assist
government entities with compliance and citizens with actualization of
their rights. '

These discussions were the topic of discussion at the Task Force’s
meetings on December 2 and 16, 1998. The Task Force decided on a set
of tentative recommendations in those meetings. The Task Force also
concluded that it would be helpful to get public feedback on its tentative
recommendations. The Task Force scheduled a public meeting for
January 6, 1999, asked all persons who had previously made presentations
to the Task Force and members of the public at large to appear at that
meeting and provide written and/or oral commentary to the Task Force.

At the public meeting of the Task Force, twelve persons representing
government agencies, a representative of the Minnesota Newspaper
Association and one citizen appeared and presented comments. A number
of other written comments were sent to the Task Force. All comments
received by the Task Force are found in Appendix 9.

Following those presentations, the Task Force decided that it
needed time to digest what it had heard, to review written
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comments, to determine if any principles or recommendations

should be revisited and changed, and to have another meeting. o~y
Concern was expressed that there might be negative reaction by the )
Legislature to the late filing of the Task Force’s report. Senator

Betzold was of the opinion that a reasonable delay so that the Task

Force could review its work with the objective of producing the

best report possible would not meet with criticism.

On January 19, 1999, the Task Force met to consider those
recommendations that the staff, through analysis of written
submissions to the Task Force, determined to be the most
controversial. The Task Force reviewed staff comments, discussed
the draft recommendations, made changes to some '
recommendations, and conducted some votes as to whether or not
certain recommendations ought to be part of the report to the
Legislature. After concluding those deliberations, the Task Force
adopted this Report and approved its submission to the Legislature.

Summary/Conclusion.

It is a common criticism of the Minnesota Government Data Practices that

its content is excessively complex. The standard response to that criticism

is that the content and language of the Act only reflect the complexity of L
its subject matter - information policy. Over the course of its work, the C )
Task Force had the opportunity to review some aspects of the complex o
reality of government’s collection, use and dissemination of data. During

that review, the Task Force came to have some understanding of the

complexity of issues associated with access to government data, privacy

and fair information practices for citizens and the need for government to

collect and use government data in a cost effective and efficient matter.

The Task Force was often presented with very different views of perceived

reality which depended entirely on whether the perspective of the

presenter was that of a representative of a government entity or that of a

citizen dealing with the government.

In response to the presentations from those widely varying
perspectives, which were often perspectives that produced strong
disagreements among Task Force members because they too
‘shared those perspectives, the Task Force is able to make the
following general conclusions.

There is no substantial sentiment to discard the State’s Data
Practices Act and to replace it with another model, for
example, the federal “Freedom of Information Act.”
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There is general agreement, by both citizens and
representatives of government entities, that using litigation
to resolve disputes that arise out of information law and to
enforce information policy law is ineffective for citizens
and counterproductive for government agencies. Adoption
of a variety of forms of alternative dispute resolution are
much more preferable to resolve disputes and to promote
compliance.

In most instances, representatives of government entities do
their best to comply with information policy laws.
However, there is an ongoing need for training for
employees of government entities in what is actually
required of them by information policy laws.

Not enough resources have been provided by the
Legislature and other institutions of government to ensure
that information policy laws are carried out so that citizens
receive the benefits of these laws and government entities
are not overly burdened by providing those benefits.

The resources that are allocated can be better spent if a
stronger role is assigned to some organization at the state
level that can assist both citizens and government entities in
assuring that the objectives that the Legislature is trying to
attain in the enactment of information policy laws are
actually met.

Lastly, the Task Force concludes that the Information Society will
continue to evolve and that most government entities will increase
their collection and use of computerized government data. Those
developments, when mixed with the ongoing clash of the interests
of public access to government data, privacy and fair information
practices for citizens and the need for government entities to make
effective use of technology and of government data, will assure
that public policy designed to deal with those developments and to
accommodate and juggle those interests will continue to be
complex.
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IV. Task Force Recommended Information Policy Prinéiples

A.

Existing Principles: The Starting Place for the Task Force’s Deliberations.

To begin its discussion of which information policy principles ought to form the
basis for information policy law in Minnesota, staff to the Task Force prepared a
summary of the major existing principles that appear in Minnesota Statutes
Sections 15.17 and 138.17, and in Chapter 13. Minnesota Statutes Chapter 13 is
the “Data Practices Act,” Section 15.17 is the “Official Records Act,” and Section
138.17 is the “Records Management Act.” These statutes contain the essential
statements of information policy law that are generally applicable to all state
agencies and most political subdivisions. A copy of this summary is found in
Appendix 6. '

Revised and New Principles.

In examining the summary of current information policy principles, the Task
Force discussed whether, in its view, any existing principles should be discarded
or modified. The Task Force also examined possible new principles drawn from
staff recommendations and from the work of the Government Information Access
Council. After considerable deliberation, the Task Force recommends that the
following principles form the basis for the general statutory framework for
regulating government information in Minnesota.

Principles presented in normal type are current principles in Minnesota Statutes
which the Task Force determined should not be modified. Principles stated in
bold type are either new principles being proposed by the Task Force or existing
principles that the Task Force felt should be modified. Principles which the Task
Force decided ought to be discarded are presented in an interlined format.

PRINCIPLES RELATING TO GOVERNMENT ACCOUNTABILITY'

1. Government entities must be required to keep at least some records and
data that will document their official activities.

2. Government entities should be able to copy and keep records and data
that document their official activities in a variety of physical media
that are efficient, but in media that facilitate public access.

3. Certified copies of government records and data must have the same
evidentiary weight and effect as original records and data.

4. Custodians of government records must deliver all records, including
computerized records, to their successors in office.

'Drawn, in part, from Minnesota Statutes Section 15.17
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PRINCIPLES RELATING TO THE PROPER DISPOSITION OF
GOVERNMENT INFORMATION?

1.

It is appropriate that the term “government data,” as defined in statutes
dealing with public access to data, not be the same as the definition of an
official government record whose disposal is regulated by the Records
Management Act.

Government Records subject to the Records Management Act must
include records originated and maintained in electronic form.

An “official” government record should not be destroyed or otherwise
disposed of unless the government entity holding the record complies with
the Records Management Act. ‘

PRINCIPLES RELATING TO THE PUBLIC ACCESS TO
GOVERNMENT INFORMATION?

1.

The public must be able to gain access to public government data, no
matter what type of storage modality is chosen by the government to
create, collect and store the data, as long as the data exist in some physical
form, including computerized, video, paper, microfilm and all other forms
of recorded data.

In a democratic society, government data should be presumed by law to be
available for public access and examination to the greatest extent possible.
Data held by the government should only be declared to be not public by
statute, as required by federal law, or under the authority granted the
Commissioner of Administration to issue temporary classifications of
data.

Public government data must be kept and arranged so that they are easily
accessible to the public.

Government entities must establish and publish procedures to insure
that requests for access to government data are complied with
promptly and appropriately and to ensure that the public
understands how to gain access to public data.

Public access to government information for the purpose of inspecting
the data shall be at no charge to the person seeking to inspect the
data. When a person asks for copies of government information, any

?Drawn, in part, from Minnesota Statutes Section 138.17.

3Drawn, in part, from Minnesota Statutes Section 13.03.
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10.

charge for the copies shall not exceed marginal cost, which means tha¢

‘the cost of providing copies must exclude labor, overhead and

development costs.

Access by members of the public to government data in electronic
form, using their own computers and incurring the cost of any
communication charges, shall be considered inspection of government
data at no cost to the public, regardless of whether the member of the
public only examines the data in question, downloads the data, or
prints a copy of the data.

With the limited exception of computer software, government data
should not be copyrighted without express legislative approval.

To the greatest extent possible, public government data that are

maintained in electronic form should be made available in electronic
form to citizens who request data in that form. Government agencies
should design and implement electronic government data systems in
such a fashion that the public data contained in those systems are
easily accessible for electronic use and copying by the public.

All citizens, regardless of geographic, physical, cultural, socio-
economic status or other barriers, shall have equitable and affordable
access to government information.

When a government entity contracts with a private sector entity to
perform a government function, all data created, collected, received,
stored and maintained by the private sector entity as it performs that
function must be subject to requirements of the Data Practices Act.

PRINCIPLES RELATING TO FAIR INFORMATION PRACTICES, LE.
“DATA PRIVACY.”

1.

In order to function in an efficient and effective manner, and to advance
the public good, government agencies must be able to collect and use data
on individuals and businesses. All collections of data should be limited
only to those necessary to administer and manage programs specifically
authorized by the Legislature or mandated by the federal government.

Collection, storage and use of data on individuals within a
government entity must be limited to purposes authorized by the
federal government, the Legislature, or local governing bodies.

‘Drawn, in part, from Minnesota Statutes Sections 13.04 and 13.05.

23




10.

Dissemination of not public data on individuals must be limited to
purposes only as authorized by the federal government or by the
Legislature.

Government entities should not be able to share private or confidential
data about individuals with one another unless there is statutory or federal
legal authority to do so.

In most instances when a government entity wants to collect private or
confidential data from an individual, the individual must be told why
the data are being requested; whether the data must be provided;
what the consequences are of providing the data; what uses will be
made of the data; and the identity of other entities to which the data
will be disseminated. There are instances where it may be
appropriate not to provide this type of notice to individuals. These
instances include collections of criminal investigative data and certain
collections of data from students and their parents and from
government employees.

Not public data collected from an individual should only be collected,
stored, used and disseminated for those purposes communicated to the
individual at the time the data were collected unless the individual gives
informed consent, the commissioner of administration approves a change,
or the Legislature or the federal government change the laws regulating
what can be done with the data. -

Individuals must be able to inspect or to receive copies of public or
private data about them immediately or no later than ten days after
the individual makes a request to gain access.

Government entities must assure, in their administration of data
repositories and systems about individuals, that data on individuals are
kept in an accurate and complete manner and that data on individuals are
kept current for the purposes for which the data were originally collected.

Individuals must have the right to challenge the accuracy or completeness
of public or private data maintained about them, to have that challenge
acted on by the responsible authority within 30 days, and to be able to
appeal the responsible authority’s determination to a neutral party at the
state level either for informal resolution, using conciliation, mediation or
other alternative dispute resolution processes, or for formal resolution as a
contested case matter under the Administrative Procedures Act.

Except in those instances where there is a compelling public safety

reason, a government agency should not acquire or implement
technology that will enhance the capability of the agency to conduct
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surveillance of citizens unless the agency has given public notice of the
acquisition or implementation of the technology. Public notice should
be accomplished by notifying the Commissioner of Administration.

11.  Except when clearly authorized by state statute or federal law to do

- s0, government agencies should not monitor citizen access to and
usage of public government data. Monitoring includes the use of
electronic “cookies” and similar techniques and requiring members of
the public to identify themselves or to explain their reasons for
seeking access to public government data. If a government entity
chooses to use monitoring techniques, it must inform citizens that it is
doing so.

The Task Force determined that one existing principle should be discarded. The
text of this principle, drawn from Minnesota Statutes Section 13.03, subdivision
3, is as follows:

If the public requests a copy of an entire set of government data or a
substantial and discrete portion of an entire set of government data in an
instance where the government data has commercial value, the
government entity may, in addition to charging for copies, charge an
additional fee to recover its costs for developing the system of data.
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Task Force Recommendations

Introduction

Based on the guiding information policy principles to which the Task Force agreed, the
Task Force makes a number of recommendations that will serve, if implemented, to carry
out the practical side of the principles. The Task Force also developed recommendations
that grew out of their general deliberations. In these recommendations, the Task Force
suggested certain specific activities or calls for new or different legislation. The Task
Force’s rationale for making each recommendation is also presented. In all instances
where a Task Force recommendation would require legislative change, the Task Force, in
Appendix 7 has drafted appropriate legislation.

For those recommendations that have budgetary implications, cost figures have been
developed and those figures appear in Appendix 8.

A. RECOMMENDATIONS THAT RELATE TO THE INFORMATION
POLICY PRINCIPLES

Recommendation 1: Minnesota Statutes Section 15.17 should be amended to

Rationale:

reflect the reality that important government records are
increasingly kept in media which are not paper.

Minnesota Statutes Section 15.17 was first enacted in 1941. Since
that time it has received minimal amendment. This section is the
only section of general application which tells government entities
that their duties include keeping at least some records, properly
preserving those records and passing on those records to their
successors in office. Although Section 15.17 makes reference to
forms of record-keeping that are other than paper, it makes no
explicit reference to computerized records. For that reason, and for
the general purpose of updating this obscure but critical statute, the
Task Force recommends that Section 15.17 be amended with
language to update its provision to reflect the current reality of
government record keeping and information processing.

Recommendation 2: More education and assistance should be provided to

government entities so that entities can effectively deal
with the proper disposition of government records. There
is a particular and growing need to assist entities at all
levels of government with the proper disposition of
computerized records. The Department of Administration
and the State. Archives Department of the Minnesota
Historical Society should work, in conjunction with
government entities, to provide technical and policy
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Rationale:

guidance and to provide on-going education on issues of
electronic records management.

Particularly when compared to Minnesota Statutes Section 15.17,
the Records Management Act, Section 138.17 is much more clear
in communicating to government entities that all forms of
government records, including paper, disks, computer tapes,
optical disks and so forth, must, at the end of their useful life, be
disposed of pursuant to the Records Management Act. However,
the accelerated pace at which government entities acquire and use
computers to collect and maintain information, provide services
and carry on correspondence, means that more and more
government records are computerized. Increased computerization
yields increased demands on government entities to answer to a
variety of questions on how to fit computerized information into
records management requirements. ’

Records management, on a statewide basis, is currently the
responsibility of the Department of Administration. Because of its
role on the Records Disposition panel and its responsibility for the
state archives, the Minnesota Historical Society also has a strong
interest in an effective records management program. These two
entities are the logical place to deal with the increased demand for
information and services concerning records management. They
should be given resources adequate to address that task.

The primary purpose of the Records Management Act is to ensure
that government records are preserved for auditing, legal and
historical reasons and are disposed of only in a fashion that reflects
preservation requirements. Without the kind of activity
contemplated in this recommendation, these preservation
requirements may very well not be met when the government
records that Minnesota ought to be preserving are increasingly kept
in computerized media.

Recommendation 3: The Data Practices Act should be amended to require each

Rationale:

government entity to disseminate to the public, in some
form, and at a minimum post in the entity’s reception area,
the procedures in effect in the agency which tell the public
how to gain access to public government data. Those
procedures should be updated as personnel and other
changes occur.

Currently, the Data Practices Act requires government entities to

establish procedures to ensure that the public is able to gain access
to public government data in an appropriate and prompt manner.
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However, currently there is no requirement that those procedures

be in writing. As government becomes more complex at many
levels, it is imperative that the public be afforded the information it
needs to be able to fully access the public data maintained by each
agency. One way to assure that the public is afforded prompt and
appropriate access to public government data is to require that _
public access procedures be in writing, that they be disseminated to
the public in some reasonable fashion, including posting, and that
they be updated to reflect agency personnel and other changes.

Recommendation 4: The Data Practices Act should be amended so that the

Rationale:

charges that government entities can assess to the public for
copying public government data are limited only to the
marginal costs of providing the data in the form it is
maintained by the government entity. The amendment
should explicitly say that government entities should only
be able to charge for the actual costs of making the copies
and that those costs should not include labor, overhead and
development costs incurred by the entity in providing the
copies or maintaining the public data. Any government
entity that has or receives specific statutory authority for
charging more than marginal costs should be able to do so.

Under the current language of the Data Practices Act, government
entities may, in assessing the costs of providing copies of public
data, include in that assessment . . . the actual costs of searching
for and retrieving government data, including the cost of employee
time, and for making, certifying, compiling . . . the data....”
(Minnesota Statutes Section 13.03, subdivision 3.) As is attested
to by a number of opinions of the Commissioner of
Administration, this language has been the source of numerous
disputes between government entities and citizens. These disputes
focus on arguments about what the words “actual,” “making,”
“certifying” and “compiling” really mean.

The reason for ensuring public access to government data is to
advance the principle that in a democracy we should be facilitating
the public’s ability to monitor what its government is doing and to
hold that government accountable. The policy on charging for
copies for public data should facilitate the advancement of that
rationale. It should not, as it does now, produce interminable
disputes about proper charges. In some cases, limiting what
government entities can charge for copies of data will have a
positive financial impact on persons who make extensive use of
government data for commercial and other purposes. However,
this seems to be a reasonable price to pay for the greater good of
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facilitating public access to government data for any and all
purposes, commercial or otherwise.

Recommendation 5: The Data Practices Act should be clarified to explain that

Rationale:

public access to public government data using on line
inquiry methods including examination of data,
downloading data or printing copies of data, is, in this
electronic age, a form of inspection of data. This type of
inspection of government data, just like inspection by

visual examination of paper records, should be at no cost to

the individual making the inquiry as long as the individual
is bearing the costs of the communication hookup to the
government entity. Note: this would not require a
government entity to put data on-line. It would only
require that data that are already on-line be available for
inspection without charge.

Inspection of government data at no cost to the person doing the
inspection has been a fundamental principle of the Data Practices
Act since 1981. The evolution of technology and how government
uses technology have put a new spin on the realities associated
with this principle. More and more government data are being
made available on-line through web sites and other technological
mechanisms. Increasingly, citizens seek to inspect government
data that are available on-line, not by stopping at government
offices to look in file cabinets, but by sitting down at a personal
computer and reaching out to electronically look at the data.

- Sometimes, this looking causes the citizen to print the data at the

citizen’s location or to download the data being viewed into the
citizen’s own computer.

Except for the obvious technical difference, electronic access is a
method by which the public can effectively inspect public
government data. The Data Practices Act can be interpreted to

- mean that some of these methods of access to government data are

actually acquisitions of copies of data for which the agency ought
to be able to charge. However, the fact that an individual chooses
to exercise their right to inspect public government data by “typing
in” rather than “walking in” should not negate or modify that right.
Over time, the use of computers will make requests for public
access to data less of a burden to government agencies and more
convenient to members of the public. The Data Practices Act
should be modified to facilitate the promotion of the objective of
convenient access.
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Recommendation 6: The Data Practices Act should be amended to require

Rationale:

government entities that want to copyright various forms of
government data have legislative authority to do so.

Currently, agencies of state and local government in Minnesota,
unlike agencies of the federal government, are not prohibited fromy
acquiring copyright protection for various forms of government
data. The potential for government entities to make extensive use
of this authority can have a serious and negative impact on the
public’s right to gain access to government data, including the right
to acquire copies of the data, and to use that data in any manner.
The growing practice of copyrighting government data will
inevitably lead government entities to sue the State’s citizens for
copyright infringement and has the potential for discouraging
public access to government data.

Given those potentially negative affects, government’s practices in

-copyrighting data should be closely monitored for abuses. In light

of existing principles which try to facilitate and encourage public
access to government data, the Legislature is the best body to
decide whether or not certain types of data should be copyrighted.
Among other things, this will ensure that the public will have
access to the process by which issues about the copyright of
various types of government data are decided.

The Task Force does not intend that government entities be
required to get copyright approval from the Legislature for every
item that is copyrightable. The Legislature should establish a
process for approving general copyright authority for various types
of copyrightable information.

Recommendation 7: The Data Practices Act should be amended to speciﬁcaﬂy

Rationale:

require that when government entities hold public
government data in an electronic medium, the public should
be able to acquire copies of the data in that electronic
medium. Government entities should design and
implement new government data systems so that public
data are easily accessible for electronic use and copying by
citizens.

Currently the Data Practices Act does not authorize the public,
when requesting copies of government data, to specify what form
or media the copies should take. A government entity complies
with a request for copies of data under the Act, as long as it
provides copies in some medium even though that medium may
not be one that can be used conveniently by the public. As a State,
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we should be doing everything possible to maximize public access
to and use of public government data. The societal value of
increasing public access to and use of computerized data can best
be advanced by a statutory change that would require government
entities to, whenever possible, provide copies to the public of
computerized data stored in an electronic medium in the medium
in which the data are stored. '

Recommendation 8: In authorizing any program intended to offer services

Rationale:

and/or government information electronically, the
Legislature should provide funding for any program
intended to offer mechanisms that permit citizens to take
advantage of the program whether or not they own or have
ready access to electronic equipment.

This recommendation is drawn from a principle adopted by the
Task Force, which was first articulated by the Government
Information Access Council (GIAC) in its 1996 report. The GIAC
report contains detailed recommendations on methods by which
Minnesota can avoid creating a situation in which there are
information and services “haves” and “have nots.” The Task Force
strongly recommends that the Legislature, as it considers the
funding for systems to provide electronic services and information,
to establish and fund those recommendations.

Recommendation 9: The Data Practices Act should be amended to limit the

Rationale:

authority of local government bodies to make decisions
about disseminations of not public government data.

In the current language of the Data Practices Act, local governing
bodies are not authorized to make decisions about whether certain
data should be public or not public. However, they are authorized
to make decisions about the dissemination of not public data. The
Task Force felt that the authority of a local governing body, by
ordinance or resolution, to decide how not public data can be

- disseminated, was not consistent with the law that says local

governing bodies are not authorized to make decisions about
classification of government data. Therefore, the Task Force
concluded that this inconsistency ought to be eliminated.

Recommendation 10: The Data Practices Act should be amended to

change the notice requirements of Minnesota
Statutes Section 13.04, subdivision 2, (the
“Tennessen Warning””) when the data being
collected are private data about government
employees or private data about students.
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Rationale:

Although the Task Force had sharp divisions of opinion about this
recommendation, it was the consensus of a majority of Task Force
members that collections of personnel and educational data should
trigger the giving of a different form of the Tennessen Warning.
The majority thought it would be sufficient if employees and
students and parents received an appropriate Tennessen Warning at
the beginning of an individual’s employment or contact with an
educational entity and at other critical times in the relationship
such as collection of data for disciplinary purposes. The draft
legislation that is being proposed will put these issues before the
Legislature.

Recommendation 11: The Data Practices Act should be amended so that

Rationale:

Rationale:

government entities should be required to provide
data subjects with immediateaccess to data about
themselves or to provide access within 10 days of
the request of a data subject.

.Currently, the Data Practices Act states that when individuals

attempt to exercise their rights to access to data about themselves
government agencies must provide certain information, allow
inspection of data and provide copies of data. Government
agencies must respond immediately, or within five days of the
request. If a government agency gives notice to the individual of a
difficulty of responding within five days, they can then respond no
later than ten days after the individual makes a request. After
discussion of the practical aspects and implications of the current
policy, the Task Force was of the opinion that the intermediate step
of giving notice of the inability to respond within five days was a
relatively meaningless exercise. The effect of this particular
recommendation of the Task Force will be to eliminate the five day
notice requirement while still providing for either an immediate
response or a response not later than ten days after an individual’s
request.

Recommendation 12: The Data Practices Act should be amended to

require government entities to report to the
Commissioner of Administration the acquisition of
any electronic device that will enhance the
government entity’s ability to conduct surveillance
on citizens. Exempt from this requirement should
be acquisitions of surveillance equipment for
compelling public safety reasons.

Over the last several years, government agencies have
implemented a variety of electronic devices and related
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capabilities, including such things as video.cameras, on line

monitoring of data access, ATM usage reports, interactive location
sensors, and equipment that monitors e-mail transmissions and
Internet transactions. Acquisition of these and similar devices
greatly enhances the capability of government agencies to conduct
surveillance of citizens.

Development of greater capacity and faster computers bring us
closer to the day when even the most trivial events and incidents in
every citizen’s life may be captured for future retrieval and
manipulation. Surveillance devices are acquired and implemented
with little or no public notice or attention. The Task Force
struggled with formulating what recommendations might be
appropriate to address the government’s use of surveillance
technology. Giving public visibility to the growing impact that
these devices can have on the lives-of citizens has the potential for
contributing to a dialogue about whether Minnesotans really do
want to live in what one author has called a “surveillance society.”
Although “inelegant,” in the words on one Task Force member,
this recommendation attempts to make a small step toward
beginning that dialogue.

Recommendation 13: The Data Practices Act should be amended to

Rationale:

prohibit government entities from requiring citizens
to explain reasons for or to justify access to public
government data. Government entities should be
able to ask citizens for names and other identifying
information for the sole purpose of facilitating
access to the data.

The Task Force learned that it is fairly common practice for
government entities to ask citizens who are seeking access to data
to identify themselves and to state reasons for seeking access.

Task Force members felt that asking citizens for some types of
identifying information was reasonable as part of fulfilling the
citizens’ requests. However, there was general agreement that
citizens should never have to justify their requests to access
government data or to explain why they are seeking access and that
government entities should not condition access on receiving
justifications or explanations.

GENERAL RECOMMENDATIONS

Recommendation 14: A number of Minnesota Statuteé should be amended

to eliminate language that is inconsistent with the
nomenclature and philosophy used in the Data
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Rationale:

Practices Act. The Data Practices Act should be
amended to reduce some of its complexity. Draft
legislation to accomplish these tasks is found in
Appendix 5.

The Task Force was given the charge by the Legislature to
examine the content and organization of a variety of Minnesota
Statutes, including Chapter 13, that relate to information. The
objectives of this examination were to determine if any provisions
are obsolete or inconsistent and whether any provisions could be
simplified. Staff tothe Task Force conducted the detailed work
associated with this examination and made recommendations in the
form of draft legislation to the Task Force. If enacted, these draft
legislative changes will deal with some problems of obsolescence,
inconsistency, and complexity. Total consistency and simplicity
are not attainable goals because the world of government
information often presents very complex issues. Resolution of
those issues by the Legislature and other policy makers may appear
to produce inconsistent solutions. These seeming inconsistencies
tend to disappear when the context in which the solution was
formulated is examined and understood.

Recommendation 15: The Data Practices Act should be amended to repeal

Rationale:

the provision that appears in Minnesota Statutes
Section 13.03, subdivision 3, that authorizes
government entities in some situations to charge, in
addition to the normal fees for providing copies of
government data, an additional fee intended to
allow government entities to recover the
development costs for producing systems of data
that have commercial value.

This recommendation grew out of the Task Force’s discussion of
existing principles of information policy and whether they ought to
be changed. Some Task Force members felt very strongly that the
statutory language which authorizes government agencies to
charge an add-on fee operated as impediment to public access to
data and particularly access to data held in electronic form. They
also pointed out that tax dollars already go to pay for the
development of systems. Use by government entities of the
provision in existing law means that those members of the public
receiving copies of government data who are charged the add-on
fee, essentially end up paying twice for the development and
implementation of the data system. Other Task Force members
were of the opinion that the public, in general, benefitted from the
application of the existing principle because it allows government
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Recommendation 16: The Department of Administration should be

Rationale:

agencies to collect dollars from those who are receiving financial
gain from the use of the data in these systems. After some
discussion, the Task Force agreed, with dissent from some
members, to adopt this recommendation.

R /

specifically charged, by statute, with the
responsibility for preparing model policies,
procedures, and forms in order to assist state and
local government entities in complying with the
procedural and other requirements of the Data
Practices Act. This responsibility must be
performed in consultation with the affected
agencies. The Department must be provided with
sufficient resources to carry out this task.

In attempting to ensure that a number of policy objectives are met,
the Data Practices Act requires government entities to prepare
procedures, prepare and deliver notices and take certain actions.
The extent to which a government entity has actually done the
work required by the Act will great affect how citizens actualize
their rights under the Act. For example, the right of a citizen to
access public data held by government entities will be greatly
enhanced if the citizen is able, before making any request, to know,
by examining the policies and procedures of the entity, who s/he
has to contact, where data are located, what the time frames are for
receiving public data, and how, in general to go about making a
request.

Mt

The Task Force learned that preparation of procedures and notices
does not receive a particularly high priority from government
entities. The work required of government entities is often looked
upon as just another unfunded mandate. Oftentimes, citizens are
frustrated in attempts to actualize their rights because government
entities have not prepared the policies, procedures and notices
associated that citizen can actually use to give practical meaning to
their rights. The Task Force concluded that compliance with the
Act could be significantly advanced by making the preparation of
required policies and procedures less burdensome for government
entities.

One way to do so would be to direct the Department of
Administration to prepare model policies and procedures for
government entities. The Department has the technical expertise to
do so and is, on an informal basis, already helping government
entities by reviewing policies and procedures. The Task Force also
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concluded that it would be far more efficient if these policies and
procedures could be prepared as models so that each of the 2000
plus public entities would not have to “reinvent the wheel” by
acting on their own.

Recommendation 17: The Data Practices Act should be amended to

Rationale:

require that all government entities designate a Data
Practices Compliance Officer or Officers who will
be responsible for ensuring that the government
entity is in compliance with the Data Practices Act.
Each government entity should be required to
inform the Department of Administration of the
names, addresses and phone numbers of its
responsible authority and compliance officer and
must inform the Department of any changes.

Compliance with the Data Practices Act in its current version
requires that each government entity not only have a responsible
authority but have a responsible authority who acts in the manner
contemplated by the Act. The Task Force learned that attainment
of that objective is often frustrated because of a number of factors.
There are occasions when government entities do not even appoint
responsible authorities. In many cases, responsible authorities are
actually the heads of government entities who have a number of
higher and conflicting priorities. The original rationale for the
Legislature’s creation of the position of responsible authority in
Chapter 13 was an attempt to assure that there would be one clearly
identifiable individual in each government entity responsible for
that entity’s compliance. The Task Force believes that the
underlying concept is still valid but that the concept can be better
advanced by the specific designation of a compliance officer or
officers in each entity.

Recommendation 18: The Legislature should appropriate sufficient

resources to the Department of Administration to
carry out the requirements of Minnesota Statutes
Section 13.073, the public information policy
training program.

Rationale:  The Task Force received both testimony and written

comments about the need for more and improved training
for both citizens and government entities about information
policy laws. Staff of the Department of Administration
discussed the legislative history of Minnesota Statutes
Section 13.073, including years of testimony to the
Legislature about training needs, a consultant study that
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was the basis for the legislation, and decisions by the
Legislature to not fund the training program, but to
compensate for that lack of funding by making the
activities associated with the program permissive and not
required. The Task Force determined that the best way to
deal with the training issue was for the Legislature to
provide sufficient resources to the Department of
Administration to be able to carry out the details of the
training plan contemplated in Section 13.073.

Recommendation 19: The Data Practices Act should be amended to

Rationale:

transfer all current duties and responsibilities of the
Commissioner of Administration to an Office of
Privacy and Freedom of Information. This office
should also be given additional authority te
investigate complaints brought by citizens and to
resolve those complaints through alternative dispute
resolution, if possible, or by court action on behalf
of the citizen if necessary.

In its discussion of methods to better enforce the Data Practices
Act, Task Force members discussed whether an agency of the
government should be given a stronger role in enforcing the Data
Practices Act. Although the Commissioner of Administration is
assigned various duties under Chapter 13, the Commissioner is not
given the authority to actually enforce information policy law in
the sense of giving orders to government entities to act in
conformity with the law. Task Force members extensively
discussed whether it was appropriate and even workable to have
the functions of education, advocacy, advice giving, opinion
rendering and enforcement all in the same entity. Some Task
Force members expressed support for the idea of an independent
agency but expressed concern that given the some time political
nature of information policy issues, that it was fundamentally
important that an enforcing agency be as independent in its
operation as possible.

A clear model of how to attain independence for such an agency is
present in the Canadian system of privacy and freedom of
information offices. Task Force members discussed the operation
of the Privacy and Freedom of Information Commissioner for the
province of British Columbia. (The GIAC report suggested the
Legislature look at the British Columbia Office as a model of what
Minnesota might want to do to better enforce information policy
law.) Task Force members were concerned about and not receptive
to the idea of having the independent agency function as part of the
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legislative branch of government which is the case in the British
Columbia statute and in many instances in Canada.

The Task Force concluded that the idea of an independent office
was an idea whose time had come. There was some feeling that, if
nothing else, proposing an independent office, both in this report
and in a bill to be introduced possibly by legislative members of
the Task Force, would make the idea of such an office part of the
public policy discussion as to how best to enforce information
policy laws. Therefore, a majority of the Task Force recommends
the establishment of such an office, independent of all other state
departments and agencies, and to be headed by a director appointed
in a manner to be determined by the Legislature. The Task Force
felt it was most appropriate for the Legislature to determine how
this office should be organizationally located to most guarantee its
independence.

Recommendation 20: The Legislature should amend Minnesota Statutes

Rationale:

Section 13.072 to provide that opinions of the
Commissioner [or the Director of the Office of
Privacy and Freedom of Information] are binding;
to authorize the Commissioner [or the Director] to
bring an action in district court to compel a
government entity to comply and to authorize a
government entity that disagrees with an opinion to
seek a declaratory judgement that the opinion is not
correct and need not be followed.

Advisory opinions of the Commissioner of Administration play a
variety of roles. They inform citizens and government entities of
the legal and practical meaning of various provisions of the Data
Practices Act and other information policy laws. They provide an
opportunity for the Department of Administration to share its
expertise and knowledge of legislative intent in the area of
information policy law with the courts and other interested
persons.

One of the primary reasons for the enactment of the advisory
opinion authority was to give citizens a simple and impartial forum
in which, without having to incur the cost of an attorney and other
costs associated with traditional legal actions, the citizen would be
able to determine whether a government entity’s interpretation of
the law is correct. In practical terms, that objective is not met if a
citizen receives an advisory opinion favorable to his or her position
and the government entity who is the other party to the dispute
resists the conclusion reached by the Commissioner.
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After considering this dilemma and a variety of methods of dealing
with it, the Task Force concluded that it would be appropriate if the
Commissioner of Administration or, if Recommendation 19 were
to become reality, the Director of the Office of Privacy and
Information, were given the authority to issue opinions. The
Commissioner or the Director should also be given the authority to
seek enforcement of an opinion in a court of law. This would shift
the burden of enforcing policy, made for all Minnesotans, from one
taxpayer and citizen to all taxpayers and citizens. It might also
increase the probability that opinions would be followed by -
government entities. They would know that not only is an opinion
binding on them but that it will enforced by another government
entity that has comparable legal and other resources.

Some Taslke Force members expressed concern that there may be
reasonable disagreement on various points of the law. They felt
that while changing the statute to make Commissioner’s opinions
binding and enforceable by the Commissioner was reasonable from
a citizen’s perspective, there should be a relatively simple way for
government entities to challenge a Commissioner’s opinion. The
Task Force concluded that one way to do that was to authorize
government entities to challenge a Commissioner’s opinion by
bringing an action for a declaratory judgement that the
Commissioner’s opinion is in error to a district court.

A motion to not make this recommendation failed on a vote of four
(4) for and five (5) against.

Recommendation 21: The remedies section of the Data Practices Act

Rationale:

should be amended to provide for other means of
resolving disputes, including mediation, arbitration
or recourse to administrative law judges.
Administrative law judges should be given the
authority to award compensatory damages.

The Task Force heard a very strong message from citizens, from
government entities and from attorneys representing both
government entities and citizens that the current statutory provision
that authorizes an action for damages was a very poor method of
attempting to assure that government agencies comply with the
Data Practices Act. A number of persons suggested that the Act
should be amended to provide a variety of alternative dispute
resolution mechanisms to resolve disputes. The Task Force heard
that an action for damages was not particularly helpful to citizens
because of the difficulty of even being able to prove damages in
the wide variety of disputes that arise under the Act. The Task
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Force also heard that the availability of an action for damages often
caused government entities to be reluctant to release public data to
the public and that the possibility of having to pay damages was a
major cause of the “when in doubt, don’t give it out” phenomenon
that often drives government decision making.

After some discussion about making somewhat drastic changes to
the remedies provision of the Data Practices Act, the Task Force -
agreed that the Act should only be amended to provide for
alternative dispute resolution processes.

Recommendation 22: The Data Practices Act should be amended to

Rationale:

require government entities, which contract out any
of their functions to private sector persons, to
include in those contractual provisions language
that will ensure that the private sector persons
administer data created, collected, received, stored,
or maintained because of the contract in compliance
with the Data Practices Act.

The discussion of the underlying principle which produced this
recommendation evidenced contrasting and strong points of view
held by Task Force members. A number of members were
concerned that increased privatization of a variety of government
functions put those functions, and accountability for them, outside
public purview because private entities are not subject to the Data
Practices Act in most instances. There was some feeling that the
availability of privatization sometimes made it easy for
government entities to contract out functions to avoid public
scrutiny. In contrast to that position, other Task Force members
pointed out that contracting out government functions was an
acceptable way of doing government business. They also pointed
out that in some instances, contracting out and other activities that
lead to the privatization of government functions makes up for the
lack of resources available to government entities. Contracting
with private sector persons allows government entities to acquire
the capability and benefits of using technology when the money for
technology innovation would not be otherwise available.

Recommendation 23: The Legislature, or some other body created by it,

should study in greater depth a number of issues
that the Task Force did not have time to fully
consider. Those issues include:

A. Practical and other issues associated with
implementation of the nonvisual access
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Rationale:

standards mandated by Minnesota Statutes
Section 16B.104; '

Utilization of surveillance technology and
collection and use of data on individuals by
the private sector; '

Citizens’ electronic interaction with
government entities, including the
classification, use, and dissemination of data
collected in those interactions;

An ongoing process for reviewing
information policy statutes; and,

- The growing use by govemmeht entities of a

variety of surveillance technologies and the
effect of that use on citizens.

Late in its deliberations, the Task Force determined that there were
a number of significant issues it would not be able to address. The
Task Force decided that it would recommend that those issues be
considered by the Legislature or some other body.
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APPENDIX 1

Task Force Enabling Legislation
‘Minnesota Session Laws 1997
Chapter 202, Article 2, Section 56
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Sec. 56. INFORMATION POLICY TASK FORCE.]

Subdivision 1. [CREATION.] An information policy task force is created to study and
make recommendations regarding Minnesota law on public information policy, including
- government data practices and information technology issues. The task force consists of:

(1) two members of the senate appointed by the subcommittees on committees on
committees of the committee on rules and administration;

(2) two members of the house of representatives appointed by the speaker;

(3) four members appointed by the governor; A

(4) two nonlegislative members appointed by the subcommittee on committees of the | ,
committee on rules and administration of the senate; and i

(5) two nonlegislative members appointed by the speaker of the house of representatives.

At least one member from each legislative body must be a member of the majority party
and at least one member from each body must be a member of the minority party or an
independent.

~ Subd. 2. [DUTIES; REPORT.] The task force shall study:

(1) the content and organization of government data practices statutes in Minnesota
Statutes, chapter 13, and related statutes dealing with access to government data, fair information
practices and privacy;

(2) issues related to surveillance and other forms of information technology, including the
impact of technology on data practices and privacy; |

(3) procedures and structures for developing and implementing a coherent and
coordinated approach to public information policy;

(4) approaches to information policy in other states and foreign jurisdictions; and

(5) other information policy issues identified by the task force.

In its study of statutes under clause (1), the task force shall include an evaluation to
determine whether any statutes are inconsistent or obsolete.

The task force shall submit a progress report to the legislature by February 1, 1998, and a
final report of its findings and recommendations, including any proposed legislation, to the
legislature by January 15, 1999.

Subd. 3. [SUPPORT.] The commissioner of administration and the director of the office

of strategic and long-range planning shall provide staff and other support services to the task
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force. Legislative support to the task force must come from existing resources. The executive

director of the Minnesota office of technology or the executive director’s designee shall assist in

. ;
S

the task force’s activities.

Subd. 4 [COMPENSATION.] When authorized by the task force, members of the task

force who are not legislators or full-time employees of the state or a political subdivision shall be
compensated at the rate of $55 a day spent on task force éctivities, plus expenses in the same
manner and amount as authorized by the commissioner’s plan adopted under Minnesota Statutes,
section 43A. 18, subdivision 2, and child care expenses that would not ha_lve been incurred if the
member had not attended the task force meeting. A member who is a full-time employee of the

state or a political subdivision may not receive the daily payment, but may suffer no loss in

compensation or benefits from the state or the political subdivision as a result of service on the
- task force. A member who is a full-time employee of the state or a political subdivision may
receive the expenses provided for in this subdivision unless the expenses are reimbursed by
another source. A member who is an employee of the state or a political subdivision may be
reimbursed for child care expenses only for time spent on task force activities that are outside
their normal working hours. S

Subd. 5. [EXPIRATION.] The task force expires upon submission of its final report to

o
Hesges

the legislature under subdivision 2.
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APPENDIX 2

‘Written Submissions to the Task Force.

(Not available electronically.)

A. Submission from Public Law Section of Minnesota Bar Association.
B. Submission from Gary Weissman, Attorney at Law. .
C. Submission from Advocates for Fair Information Practices.
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UNIVERSITY OF MINNESOTA

Office of the Ceneral Counsel 3325 Maredt Hatt
200 Cher ¢fs Strect S.E.
Min:lfflllll/l'.\'. MN $5435

By Fax and U.S. Mail 6126244010

Fux: 612.626-9634

April 21, 1998

Commissioner Anne M. Barry
Chair, Information Policy Task Force
Minnesota Department of Health
P.O.Box 9441

Minneapolis, MN 55440-9441

Re: Minnesota Government Data Practices Act

Dear Commissioner Barry:

We write on behaif of the Data Practices Committee of the Public Law Section
of the Minnesota State Bar Association. The committee is composed of members of
the state bar association who have an interest in data practices issues, including
lawyers representing public clients such as state agencies, counties, municipalities,
schools and universities, and law enforcement agencies. The conumittee appreciates
the opportunity to present here some views regarding data practices. The
committee wounld also apprecidte the opportunity to meet in person with the Task
Force. We propose having two or three members - attend one of your meetings to
answer questions and present ideas, and, if agreeable, we will work with the Task
Force staff to arrange a time.

As lawyers familiar with the Data Practices Act, we appreciate the complexity
of your task in proposing reform. The goals of the Data Practices Act — protecting
the public’s right to know while at the same time protecting the privacy rights of
individuals and businesses, all in the context of promoting efficiency in
government — too often conflict. And, as this conflict manifests itself in new
circumstances each year, the Legislature has needed repeatedly to modify the Act
and has attempted to anticipate each new circumstance that might materialize.
Qver time, this has resulted in a lengthy, complicated, and inflexible statutc that is
often difficult to apply. While the Task Force may respond to this problem with
more Systemic reform, our committee wanted to highlight several serious and
concrete problems with the Act as it exists now, :

Tennessen Warning.
The “Tennessen warning” imposes an almost impossible task on

government with often little public value. The Tennessen warning had the
laudable purpose of informing private citizens as to which government entities
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would see their private information. The Tennessen warning, however, is
increasingly being misused by persons as a defense to lawful government action.
The Tennessen warning is being advanced as a sort of Miranda warning that carries i
an exclusionary rule even broader in scope than any found in criminal law. Not
only is the Tennessen warning impeding the legitimate exercise of governmental
authority, but increasing litigation in this area is prompting government entities to
issue Tennessen warnings so broad and so all-inclusive as to become meaningless to
the private citizens whose interests the warning was designed to protect.

A major problem area is public employment. Public employers increasingly
see their employees assert “failure’to provide a Tennessen warning” as a defense to
disciplinary action for poor work performance or even illegal conduct. For example,
an employee at the University of Minnesota was suspected of billing two
departments for the same hours worked. The employee argued — and the
Commissioner of Administration agreed —- that the University of Minnesota
violated the Data Practices Act by not giving the employee a Tennessen warning
before asking her to identify the hours she had worked. (The Commissioner opined
that whenever a supervisor asks a public employee for work-related information
that could be used to evaluate the employee’s performance, a Tennessen waming is (
required. Questions that would require a Tennessen warning undeér this reasoning )
include: Were you at work this morning? Why did you miss yesterday’s meeting o
with the commissioner? What have you done on the project you were assigned?
Where is the computer you signed out? Etc) In another case, a former employee
sued the University of Minnesota for violating the Data Practices Act when the
University questioned him about a horse under his control and took adverse
employment action when the employee revealed he had, in effect, stolen it.

The Tennessen warning presents problems in contexts other than public
. employment. Public schools face Tennessen warning issues all the time, as school
officials find themselves asking such “private” questions such as who started the
fight in the hall, where was a student who was missing during third period, and so
on.! At a recent legal seminar, a presenter even advised school districts that they
should provide a Tennessen warning to students and parents, advising them of the
intended use of the students’ homework and the consequences of failing to provide
it. Although absurd, the Data Practices Act technically requires it.

It is another flaw of the Termessen waming requirement that law enforcement officials are exempt
from giving Tennessan warnings, but other agencies, schools, employers, etc., that investigate
patentially criminal conduct are not. : |
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The Tennessen warning — especially the “exclusionary rule” that is being
grafted onto it — needs, at the very least, to be subjected to a major overhaul. Before
they have the information, government entities cannot always envision in advance
every person or entity that might be authorized to receive the information (and, in
circular fashion, only those entities identified in the warning are authorized to
receive it). Moreover, the “exclusionary rule” is all out of proportion to the purpose
of the warning and is inhibiting the government from taking appropriate action
based on truthful information. In addition, the Tennessen warning does not belong
in the arena of employee management — all public employees already know
without formal warning that they may be questioned about their work performance
and conduct, and the technicality of failure to provide a Tennessen warning should
not be available to inhibit accountability of public employees.

Strict Liability for Government Entities.

Another important issue is the strict liability that is imposed on government
entities for violation of the Act. Under the black-or-white system of the Data
Practices Act, a given sheet of paper is either private or public, and the government
entity is liable if it calls it wrong either way — regardless of the entity’s good faith
reason for its decision. The Data Practices Act, however, is not always susceptible of
black-or-white interpretation — indeed, even the Commissioner of Administration
has reached conclusions not upheld in court. Not every document is easily
pigeonholed into only one classification of data. Documents of necessity often
contain a mix of private and public information, or a mix of private information
about different individuals (eg., virtually every investigation conducted for
purposes of providing human services, resolving personnel disputes, etc.). In
addition, even the.same document (or the same piece of data within a document)
can fit within more than one pigeonhole. For example, a sexually explicit videotape
by 2 former public employee, which resulted in a conflicting Commissioner’s
opinion and court decision, could reasonably have been considered private
personnel data (as the Commissioner concluded), public personnel data (as the court
concluded), or civil investigative data as it was part of an ongoing series of lawsuits

by the fired employee against the public entity.

Given the Act’s all-or-nothing set up, the statute should be changed to stop
the punishment of public entities (and thereby the public) for making a good faith,
but ultimately incorrect, decision. The federal Freedom of Information Act (FOIA)
is instructive in this regard. Under FOIA. attorney’s fees are within the discretion of
the trial court. Even when a plaintiff prevails under FOIA, the court may decline to
award attorney’s fees if the interest motivating the plaintiff was more private than
public, if the plaintiff is gaining a commercial benefit from the information, or if the
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government had a reasonable basis in law for its position. These factors should be
introduced to data practices litigation, as the public should not have to pay for
private interests when the government acted reasonably in interpreting an
extraordinarily complicated law.

Data Practices Issues in Government Litigation.

The public interest is being poorly served by the interplay between the Data
Practices Act and litigation against the government. Fublic entities are routinely
litigants in contested matters. Agencies bring enforcement actions, individuals sue
government entities, licensing boards bring actions against licensees, and so on. An
important part of any litigation — as recognized in the oft-imposed requirement of
alternative dispute resolution — is the confidential exploration and discussion of
settlement among the parties. Confidentiality in settlement negotiations gives
parties the space to explore creative and less costly solutions and reduces
unnecessary and expensive litigation. While any ultimate settlement will be public
and appropriately subject to public scrutiny, during the course of litigation parties
must be able to engage in protected settlement discussions. At this point, however,

the Commissioner has opined that proposed settlements exchanged with

government entities are public data, even during litigation. Such a rule runs
counter to the presumptive confidentiality of settlement discussions in other
contexts, and puts government entities — and the public they represent — in an
unfair position with respect to litigation. This rule needs to be changed.

A second issue in government litigation is the use of the Data Practices Act by
private parties to a lawsuit to avoid the lawyers’ ethical rule governing contact with

represented parties. The practice of using data practices requests to do an end-run

around the public’s attorneys and the ethical rules is a disservice to the public and
should be stopped. When a matter s in litigation against a government entity, the

_ethical rules should govern, and parties suing the government entity should be

required to conduct their discovery/data practices requests through the entity’s
attorney.

-Intellectual Property, Research Data, and Trade Secret Data.

The Act as presently written is insufficient to protect the legitimate
intellectual property and trade secret interests of government entities and their
employees. Government entities should be able to copyright their original work, yet
there is a lack of clarity on this issue. The Attorney General has issued an opinion
that conflicts with the Commissioner of Administration’s advisory opinion on the
topic. In addition to the copyright question, attention must be paid to protection of
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public research. Unlike federal government regulations under FOLA, the Data
Practices Act does not give specific protection to active, but unpublished, research
data, even though premature disclosure of such data can ruin a public researcher’s
opportunity to publish, thwart a government entity’s ability to patent and license an
invention, and squander the public’s investment in the research. The Data Practices
Act also gives insufficient protection to the privacy interests of third-party research
subjects — for example, protection of homeowners subject to research by the
Pollution Control Agency for lead levels, or by the Metropolitan Airport
Commission for noise levels. The public has a strong interest in encouraging
government entities to engage in valuable research projects. The Data Practices Act
must be amended to protect intellectual property rights in ongoing research and to
permit agencies that perform research to deem as “private” sensitive information
about research subjects.

Financial Information.

The Task Force should also consider the issue of protection of
nongovernmental financial information. Proposals provided m response to
government requests for proposals (unlike "sealed bids) do not clearly enjoy
protection under the Act during the proposal stage, discouraging some companies
from participating in the RFP process. In addition, smaller, nonpublic companies
are sometimes reluctant to seek out government contracts as their otherwise private
financial data (provided to demonstrate that they are “responsible” bidders) may
then be publicly available under the Data Practices Act. .

Deliberative Process.

Two years ago, the Minnesota Legislature provided for a deliberative process
exception for executive branch agencies in drafting legislative proposals. The
Legislature recognized the need for agencies under the control of the govemor to
deliberate in private when drafting legislative proposals. Balancing this need
against the public’s right to know, the Legislatiure provided that proposals become
public when agencies create their final draft. A deliberative process provision may
serve the public in other areas, such as drafting rules, conducting investigations, and
drafting reports. The Task Force should examine other areas where a deliberative
process pravision could be extended.
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Corporate Licenseholder Data.

The Data Practices Act currently classifies licensing data as public, private, or
confidential. Because no licensing data is assigned a classification for “data not on
individuals,” all licensing data on corporations is presumably public. This results in
inequitable treatment for individual licensees and corporate licensees — while
inactive investigative data of an individual licenseholder is private, inactive
investigative data about a corporate licenseholder is not. The drafting flaw also
harms the public’s interest -—— while the licensing ageucy can hold investigative data
about an individual licensee confidential during its investigation, it appears that
even active investigative data about corporate licenseholders is public.

Five- ar Ten-Day Deadline for Responding.

The Act’s strict time-line for compliance with requests for access to data by the
data subject (five or no more than ten days) fails to take into account the size of
many goverrunent entities, the complexity of many of the record-keeping systems
that are mandated by state and federal law, the frequent necessity of legal review and
consultation prior to disclosure to ensure that other individuals’ privacy rights are
protected, the need to redact private information, and so on. Even Commissioner’s
opinions, which come to the Commissioner relatively neatly outlined and often
already researched, take twenty and often fifty days to issue. Yet public entities and
their lawyers are supposed to gather all the data, review it and make legal
determinations, redact where appropriate, and reproduce the data all within five or
ten business days of receiving the request. It is often not realistic.

Burdensome Requests.

At present, the Act provides no protection of the public interest from
burdensome data requests. Too often, government entities spend untolled numbers
of hours gathering thousands of documents to satisfy, at public expense, the
personal interests of one requester. Some requests are so broad as to be impossible to
respond to without combing vistually every file within the institution. There is
nothing in the Act requiring requesters to identify with some specificity the type of
documents requested (as opposed to under FOIA), and there is nothing in the law to
give a court or some other neutral body the discretion to manage burdensume or
harassing requests. The Task Force should address the real costs to the public of
compliance with the Data Practices Act and consider means to distribute or manage

those costs in the public’s interest.
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Accuracy and Completeneés Hearings.

The accuracy and completeness challenges permitted by the Act have posed
difficult problems for government entities. At present, there is no “statute of
limitations” for challenging the accuracy and completeness of government data —
information that is decades-old can still be challenged even if there ate no longer

~ any witnesses available to testify concerning the data. In addition, the law does not

give clear guidance to administrative law judges regarding the burden of proof in
accuracy and completeness challenges, resulting in confusion and inconsistency in
this area of law. Other problems include the unresolved question whether decisions
in other administrative proceedings take precedence over accuracy and
completeniess hearings, slowness in the administrative process resulting in stale
claims, and the unlimited scope of data that may be challenged for accuracy and
completeness, including such things as doctors” notes in public hospital records,
grades and homework evaluations at public schools, etc.

. Uniform Costs for Copies.

A minor issue is the recovery of copying costs under the Act. At present,
numerous advisory opinions by the Commissioner of Administration address the
issue whether a government entity has factually established its actual cost of
reproducing documents (considering factors such as the actual cost of paper, the
depreciation of copying machiney, the salary of person making copies, etc.). To
avoid the unnecessary use of government time and money to calculate and defend
the costs of copies, the law should be changed to permit government entities to

charge reasonable rates.
Review for Consistent Language.

Doubtless because of the numerous amendments made to the Act aver time,
some sections of the Data Practices Act apparently misuse terms that are terms of art
under the law, or inexplicably make some 'information “confidential® when
“private” would make more sense. Examples include the Tennessen warning,
Minn. Stat § 13.04, subd. 2, and the section addressing property complaint data,
Minn. Stat. § 13.44. The entire Act needs review to make sure that the classification

terms used are appropriate in each context.

Thank you for the opportunity to present these comments to the Task Force
on behalf of the bar association’s Data Practices Committee. We hope to contribute
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Commissioner Anne M. Barry
April 21, 1998
Page 8

to your difficult but important task of improving the Data Practices Act for the
public good.

Very truly yours,

. ml R
Associgte General Counsel
Co-Chair, Data Practices Cormumittee
Minnesota State Bar Association

Brian J. Asleson

Assistant County Attorney for
Wright County

Co-Chair, Data Practices Committee

Minnesota State Bar Association

T™S
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Weissmanesque suggestions

» Recognize that the most valuable thing government agencies
possess is information;

khhkhk

» Accept that any statute attempting to achieve what Karl

Menninger, in another context, called the "vital balance"
among the public’s right to know, individuals’ right to
privacy, and government agencies’ need to carry out their
missions will necessarily be complicated.

khk&k*&

» Keep your eyes on the prize: The Task Force needs to remain focused

on the larger policy issues and should resist being led into
blind alleys which will divert the Task Force’s energies into
fine-tunings.

hhkhk%k

» Define the task in a way that will enable you to comment on (and
recommend) intelligently about the key policy frameworks:

~ Open records;
~ Privacy & due process;
~ Restricted access;

~ Govt. accountability & remedies.

ok e ok fe ke
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» Establish user-friendly processes for citizens:

(a) sanctions for governmental non-compliance;
-(b) easy enforcement mechanisms;

(c) institutionalized A.D.R. (pre-suit);

(d) an ombudsman spin on Commissioner’s

Opinions;
e 2je 2fe 3fe 3

» Propose that the Legislature:
(a) adopt Bill Safire’s suggestion of a Privacy
Impact Statement in every new piece of

legislation; |

(b) create a Joint Legislative Commission on Information Policy to
ensure uniformity in nomenclature, classification, and policy.

(c) authorize an independent FOIA\Privacy Commission.

Gary A. Weissman January 14, 1998
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UNDER THE DATA PRACTICES ACT

1
CY]YZIHVJFR1L81?L4YYCHVS'WU]?i(S(TVEJUVR!EHV]?LL.REZSPCHVSIiS]

1 ICOLLECTION: Agencies collecting data which are not v

necessary to operate. <No adequate remedy>

3 | DISCLOSURE DELAY: Foot-dragging on the release of public
or private data <only relief is an expensive lawsuit,
which only the media can afford>

5 | EXPENSIVE RIGHT TO CONTEST: If a citizen.wants to
contest the accuracy of data which an agency maintains
on him. or her, s/he can have an evidentiary hearing in
front of an ALJ; but the citizen has to underwrite the
legal fess while the agency gets free legal services.

7 | WHEN IN DOUBT, DON’T GIVE IT OUT: Fearing lawsuits over
what they deem a pesky and complex law, many agencies
simply refuse to turn over public data, notwithstanding
the Legislature’s and the Supreme Court’s having
declared that public accessibility is the core concept
of the statute.
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| 9 | CATCH 22: The law (§13.39) exempts active investigative
data from disclosure; government lawyers argue that if
someone asks for data, by definition those data are part
of an active investigation retained in anticipation of a
civil legal action -- which they "anticipate" precisely
because of the request.

FOXES IN CHARGE .OF THE CHICKEN COOP: If a citizen wants
to know what his or her rights are under the MGDPA -
without having to pay a private attormey, the only
people to ask (namely, government officials) are the
very ones whose conduct the law was enacted to restrict

N

Gary A. Weissman ' Jan. 14, 1998
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ADVOCATES FOR FAIR INFORMATION PRACTICES
c/o Gary A. Weissman
701 Fourth Avenue South, #500

Minneapolis, MN 55415 A
e 1098
MN E‘)\;g‘(- of Hea'™"
recut
offct

August 5, 1998

Hon. Anne Barry, Chair

Information Policy Task Force

c/o Minnesota Department of Health
P.0O. Box 9441

St. Paul, MN 55440

L res: -

Dear Commissioner Barry:

The ADVOCATES for FAIR INFORMATION PRACTICES ("AFIP")
respectfully subnits this reply to the Letter dated April 28, 1998,
by the MSBA‘s Public Law Section’s Data Practices Committee
("Government Lawyers").

The Government Lawyers propose that the task force which you
chair ought to seek 14 discrete modifications in the Minnesota
Government Data Practices Act ("MGDPA"). The chart below reflects
our views on these same topics; but they are organized in a
different sequence. :
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MATTERS ON WHICH WE

AGREE

3) Settlement

Settlement proposals,

This makes sense. We

Discussions’ notes, offers, would support such a
‘ demands should be change.
protected from
disclosure so long as
the ultimate
settlement is subject . -
to public scrutiny.
S) Public Unpublished research We agree that academic
Research?® should be protected research should
from copyright, receive protection --
patent, and license so long as government
infringement. agencies cannot refuse
to disclose "policy
papers" by calling
them "public
research."
14) ) Classification terms We are in full
consistency in | should be consistent agreement.
Language throughout the
- statute.

! The Government Lawyers include "Settlement Discussions" as
a subset of their third bolded paragraph, entitled "Data Practices
Issues in Government Litigation.®"

2 The Government Lawyers’ bolded fourth  paragraph,

"Intellectual Property,

contains three separate concepts.
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6) Bensitive
data about
research
subjects

Agencies should be
able to engage in
valuable research
without having to
expose the research
subjects to the glare
of public access

We agree that such
research serves the
public interest and
that the law should
protect the privacy of
individual research
subjects. HOWEVER, to
preclude governmental
agencies from keeping
information out of the
public domain simply
by characterizing it
as "“sensitive research
data, "some entity
other than the
governmental agency
itself must make the
determination. Perhaps
a separate
Commissioner of Fair
Information Practices,
or an Ombudsman.

7) Financial

The statute should

We agree that

Information protect financial proprietary and
~ info. from private financial information
bidders in RFPs. about the bidders
should be protected;
BUT there should be no
blanket protection for
the bidder’s proposal,
bid, or budget.
8) Rule drafts, report IT DEPENDS: Rule
Deliberative drafts, and investi- drafts and report
process gations should be drafts should be part

'classified as "not

public."

of open government
<It’s too late for the
public to comment if
only the final draft
is made public>. On
the other hand,
facilitative processes
where two or more
agencies’ interests
need to be harmonized
ought to be protected.
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9) cCorporate
Licenseholder
data

The MGDPA inequitably
treats licensees,
depending on whether
they are individuals
or corporations.’

They may be right:
We’d like to hear more
details.

1) Tennessen
Warning

Overhaul the ,
exclusionary rule.

THE EXCLUSIONARY RULE
IS THE ONLY REAL '
PROTECTION DATA
SUBJECTS HAVE AGAINST
OVERBEARING AND
INTRUSIVE GOVERNMENTAL
INTERROGATIONS

2) S8trict
liability

Deny fees to’
prevailing plaintiffs
unless they can prove
bad faith.

GOVT. AGENCIES GET
FREE LEGAL
REPRESENTATION.
PLACING THE BURDEN ON
PLAINTIFFS WOULD
EVISCERATE THE
ENFORCEMENT OF THE
LAW.

4) Discovery’

Plaintiffs should not
be allowed “end runs"
around the ethical
rules.

THE GOVT. LAWYERS’
PROPOSAL WOULD VIOLATE
THE EQUAI. PROTECTION
CLAUSE -—- PROHIBITING
CITIZENS FROM SEEKING
GOVERNMENT DATA JUST
BECAUSE THEY ARE
SUING, OR BEING SUED
BY, A GOVT. AGENCY.

10) Deadlines

The 10-day deadline
for responding to
requests is
unrealistic.

IN MOST CASES, 10 DAYS
SHOULD BE ADEQUATE TO
FIND DATA IN FILES.
THE REAL PROBLEM IS
THAT COURTS DON'T
PUNISH AGENCIES FOR
TARDINESS.

11) Burdensome
requests

The law should permit
agencies to tax the
real costs of
assembling public
data in response to
requests.

THE GOVT. AGENCY
CANNOT OBJECTIVELY
DISTINGUISH BETWEEN
BURDENSOME REQUESTS
AND INEFFICIENCY. SOME
INDEPENDENT ENTITY
SHOULD MAKE THE
DETERMINATION.

3 ‘Listed as the "“second issue" in the Government lawyers’

paragraph
Litigation."

entitled

"Data Practices
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12) Accuracy [no specific THE ONLY REASON
hearings proposal] Concerns GOVERNMENT COLLECTS
about statutes of DATA IS TO USE THEM TO
limitations, burden MAKE DECISIONS.
of proof, stale WHATEVER DATA GOVT.
i claims, scope of HAS SHOULD BE
challenge, etc. ACCURATE. A
SUCCESSFULLY
CHALLENGING DATA
SUBJECT CANNOT RECOVER
ATTORNEY FEES, BUT A
_| LOSING STATE OR COUNTY
GOVT. AGENCY IS
ENTITLED TO FREE
REPRESENTATION.
13) Let the Government WHO DETERMINES WHAT IS
Photocopying charge reasonable "REASONABLE?" WHY
costs rates. SHOULD ANY GOVT.
CHARGE MORE THAN

KINKOS DOES FOR
PHOTOCOPYING?

]

Should the task force want to have any or all of these issues
aired, AFIP would be willing to engage in a public debate with
representatives of the Government Lawyers for the Task Force’s

benefit.

As a professional courtesy, we are providing the signers of
the Letter from the Government Lawyers with a copy of this letter.
We should be grateful if the Task Force would ensure that AFIC

La

Vb

Respectfully,

receives copies of any further correspondence from the Government
Thank you in advance. S

gary A. [Weilssman
President

Greg Corwin
Vice President

Marshall Tanick
Reconditer
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12) Acocurasy

hearings

Li=«cHrt s Let D & HHNIUK

{(no 'apeciﬁ.c
pFroposal] ‘Coticerns
about statutes of
limitations, burden
of proof, gtale
claims, scope of
challenge, etc.

(Y WLLOTAveN

DATA IS TO USE THEM TO
MAKE DECISIONS.
WHATEVER DATA GOVT.
HAS SHOULD BE
ACCURATE. A
SUCCESSFULLY
CHALLENGING DATA
SUBJECT CANNOT RECOVER
ATTORNEY FEES, BUT A
IOSING STATE OR COUNTY
GOVT. AGENCY IS
ENTITLED TO FREEB
REPRESENTATION.

13}
 PRotacoepying
costs

Let the Covermment
charge reasonable
rates.

WHO DETERMINES WHAT IS
TREASONABLE?* WHY
SHOULD ANY -GOVT.
CHARGE MORE THAN
KINKOS DOES FOR
PHOTOCOPYING?

L - =

e

Should the task force want to have any or all of these igsues
aired, AFIP would be willing to engage in a public debate with
represantatives of the Government Iawyers for the Task Fbrce s

benafit.

- Af & professional . courtesy, wa are p:oviding the signezrs of
the ILstter from the Government lLawyaers with a copy of this letter.
Wa ghould be grateful if the Task Force would e¢nsure that AFIC
receives copies of any further correspondence from the Government

Thank you in advancs.

Regpectfully,

Gary A. Welissman

P

President

Greg Corwvin
‘Vice Praesident

uaiih&ll Ta
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12) Acouracy [no apecific _ THE ONLY REASON
heazings proposal] Concerns GOVERNMENT COLLECTS
about gtatutes of DATA IS TO USE THEM TO
limitations, burden MAKE DECISIONS.
of proof, stale "WHATEVER DATA GOVT.
claims, acope of HAS SHOULD BE
{ challenge, etc, ACCURATE. A
SUCCESSFULLY

CHALLENGING DATA
SUBJECT CANNOT RECOVER
ATTORNEY FPEES, BUT &
LOSING STATE OR COUNTY
"GOVT. AGENCY IS
ENTITLED TO PREE

REPRESENTATION.
13} Let the Governmant WHO DETERMINES WHAT IS
Photocopying charge reasonable YREASONARLE?Y WHY
soste rates. SHOULD ANY GOVT.

CHARGE MORE THAN
KIKNKOS -DOES FOR

, . PHOTOCOPYING?
e

Should the task force want to have any or all of these igsues
ailred, AFIP would be willing to engage in a public debate with
repre:qntatives of the Government Lawyers for the Tagk Force'’s
benefit. :

A8 & proressional courtesy, we are providing the signers of
the Letter from the Government lLawyers with a copy of this letter.
We should be grateful if thae Task Force would ensure that AFIC
raceives coples of any further corraspondence from the Governrent
Lavyers. Thank you in advance. <

Respectfully,

ﬁ’\m& Mm

Gary A. Welssman Gregy¢Corwin
Pregident Vice President

Narshall Tanick
Reconditer
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APPENDIX 3

~ Full Text of Public/Private Attorney
Debate from the “Legal Ledger”

69




\.«%%99/ S ———

70



Information Policy Task Force
Expert debate on Tennessen Warning, 9/2/98
Originally Published 9/10/98, St. Paul Legal Ledger

As part of its review of the Government Data Practices Act, the Information Policy Task
Force convened a group of lawyers to debate whether the Tennessen Warning should apply to
public sector employment relationships. ,

The 20-year-old law requires that government employees explain how information will
be used when requesting private data from individuals. Its application to the public workplace
was not contemplated at the time, but recently failure to give a Tennessen Warning has been used
as a defense by employees facing discipline.

" Representing governmental entities were Jim Moore, assistant city attorney in
Minneapolis; Paul Ratwik, whose law firm represeits. 150-plus school districts; and Tragy Smith,
associate general counsel for the University of Minnesota. They were dubbed Group A.

Representing public employees were Gregg Corwin, who represents public unions;
Marshall Tanick, a faculty member at the University of Minnesota, an administrative law judge
and an attorney specializing in labor, employment and constitutional law; and Gary Weissman,
an adjunct professor of alternative dispute resolution at William Mitchell College of Law and an
attorney working in family law, employment law and data privacy. There were dubbed Group B.

The question posed by the task force: “There are concerns that giving the Tennessen
Warning in educational and employment settings produces results that seem to lack common
sense: Given these concerns, should those individuals be exempt from the Tennessen Warning or
should language be drafted to avoid nonsensical/absurd results? Or is there another way?” .

Panelists gave opening statements and then questioned each other.

[Group A is in regular type; Group B, in italics.]

Jim Moore: Should the Tennessen Warning language be amended as it applies to the
educational and employment context? Yes, absolutely. ...

The first question is: What is the public policy that is sought to be served by the
imposition of the Tennessen requirement in the Data Practices Act? And the answer to that
question, as I see it, is that you want individuals to have fair notice when they’re asked to provide
private data, particularly about them, about the use that the government is going to put that data
to.

If you are an applicant for public assistance, and you are asked to provide
income-information private data about you, shouldn’t you have the right -- and clearly the law
recognizes the right -- to be told why it is that the government entity that’s collecting the data
needs the data, what the consequences of refusing to provide are, and what use it will be put to?
That makes sense in that context.

It doesn’t make sense in an employment context where we have, Section 13.43, which
makes in the employment context virtually every contact between the employer and the
employee private data. The task force is well aware of the requirements of 13.43; the task force
knows that there’s a laundry list of things that are public, and everything else in the important
relationship is presumed private data under Section 13.43.

So the question is, does the public policy underlying the Tennessen requirement serve
any legitimate purpose in that context? Now let me suggest to you that it does not.
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The reason for that is that I, as a public employee, or other public employees, clearly
know that when they’re dealing with their bosses that the information that they’re providing is to
be used to complete a task and to analyze the completion of the task that was assigned. We all
know when we get assigned something by our boss that it is to be done to a particular
professional standard and that we’re subject to having that performance reviewed.

How is that done in the real world? That is done by, in my case, the city attorney walking
by my door and saying, “Jim, you know that memo I asked you to do for the city council? Do
you have that done yet?” Does the city attorney have to give me a Tennessen Warning every
time we have that conversation? In the real world, it’s not done. Nor should it be.

I as a public employee coming into public employment know that I’m protected by the
Data Practices Act. I know there are certain things about me that aren’t available to the public. ...
That’s not to say it should not be available to my employer without a bunch of hoops being
jumped through. The idea of public employment is to get the public’s work done. ..

Does the public employer know at the time that they’re gathering information from me or
other employees what the potential classification of the data is? The Tennessen Warning applies
when an individual is asked to provide private or confidential data. If my boss asks me, “What
time did you get in this morning?”, that’s work hours, which is public information. If the
purpose of asking that question is to document that I’'m never on time ... it will be used in a
private context later.

There are a myriad of situations in which individual supervisors in the real world are
going to be asking their employees to provide information that may, at some point, be private or
confidential data, depending that they don’t know at the time they asked the question.

For example, a police sergeant arrives on the scene of a police shooting, and goes up to
an officer holding a gun, and says, “Did you fire your gun, officer?” Answer: “Yes sir, I did.”
“What happened?” Answer: “The other individual pointed a gun at me, sir. I discharged my
weapon.” “Give me your gun; go sit in the squad car.”

What data was that? Was that law enforcement data that’s confidential? Is it personnel
data under 13.43? Will it become public law enforcement data when the investigation, whatever
that might be -- into either the other actor’s conduct, or the police discharge of a weapon -- is
resolved? That supervisor in the real world doesn’t know the data classification. We sitting here
in this pristine room don’t necessarily know.

To impose a Tennessen requirement and then impose a remedy that says if you collected
the data without giving a Tennessen Warning you can’t use it for any purpose, is not in the best
public interest. If the answer is “Yes sir, he pointed a gun at me,” and further investigation
reveals that the individual who was shot had no gun, never pointed it and there are a myriad of
other witnesses, that’s a criminal offense by my hypothetical police officer. Are we to be told
that his false answer to his supervisor can’t be used either in the employment context or in the
prosecution of that criminal offense?

That seems to be the result when you impose the requirement -- that makes sense when
you’re filling out forms -- to the conversations occurring within a real world situation in the
employment context.

Tracy Smith: We are here not to, trying to change practice in public employment but
rather to stem a novel and growing use of the Tennessen Warning as a defense to disciplinary
action. ...

Public employees literally are arguing now, and the commissioner of administration
agrees, that public employers cannot ask employees questions about their work performance or
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conduct without first giving them a Tennessen Warning because those questions might be -- and
I’ll quote from the commissioner’s opinion -- “relevant to a legitimate evaluation of the
employee’s performance.”

So if you ask an employee any question that will become relevant to an evaluation of that
employee, a Tennessen Warning will be required. That, to me, means every virtually question
and every interaction that I have or I receive in my office connected to my work.

Let me give you some real world examples, because we don’t have to work in the world
of hypotheticals here, unfortunately. ‘ '

The commissioner’s opinion that gave rise to this issue came about because the university
had a clerical employee that apparently was double-billing two departments for the same hours
worked. The university’s response: Ask the employee, “What hours were you working? Were
they reported on the time sheet? What work were you performing?” The university had
considered discipline. There was an investigatory meeting with a representative of the employee
pursuant to her union contract. ... i '

The employee argued to the commissioner, and the commissioner agreed, that the
university violated that employee’s rights by asking her about the hours she worked without
giving her a Tennessen Warning. ...

And the reason for that was, there were two alternative rationales, but one rationale was
because those questions ... were actually going to be -- surprise! -- relevant to an evaluation of
that employee. And the commissioner went one step further deciding not only did it violate the
act ...-but taking the criminal Miranda exclusionary rule even one step further, decided that the
university had to go ahead and destroy all the documents that reflected this employee’s responses
to questions about her work. Well, that case resulted in discipline; it didn’t end up resultingin
further litigation. ...

However, based on that opinion, we now have a court case that we’re defending.

This is an employee of the University of Minnesota, a professor of veterinary medicine,
who got-a family to donate a sick horse to the university. The family took a deduction on their
tax returns, and so forth. This professor then treated the horse, cured it, turned around to sell it
for his own personal profit, for himself. His supervisor, an assistant dean, heard talk of it and
asked the employee about this ... and the employee acknowledged that he planned to sell it
himself and keep the money. Needless to say ... the horse was returned to the university, and the
university sold it.

This same employee also was accused by a student and advisee of sexually
propositioning her. Later this employee asked for tenure -- permanent, lifetime appointment to
the university -- and was denied.

He has sued the university for every manner of private action -- ... breach of contract,
defamation ... violation of the Data Practices Act. Why? Because he was not given a Tennessen
Warning that his statements about theft of property and sexually propositioning an advisee might
actually be relevant to an employer deciding whether to grant him lifetime employment ...

Now we’ve been to district court three times, the Court of Appeals four times and the
Supreme Court once. What’s the claim that we’re having to go to trial on, thanks to the earlier
commissioner’s opinion? Violation of the Data Practices Act ... '

I might also add that those facts are not really in dispute. He acknowledged wanting to
sell the horse; he acknowledged seeking a sexual relationship with his advisee. OK, that’s where
we are. We are spending our money litigating that issue. Legitimate questions of a public

employee.
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It promotes terrible public policy. ... I can tell you as a public employee my rights to
privacy are protected by 13.43. My due process rights, unlike private employees, my due
process rights to be heard prior to discipline are protected by the Constitution, so I already have |
those rights, unlike a private employee. We don’t need a Tennessen Warning to tell us that '
comments about our performance and our work mlght actually be used to judge our performance
and work.

It’s worth noting, by the way, that both employees ... were represented by legal counsel
from the start. So it’s disingenuous to suggest that we don’t understand what the consequences
of providing information are.

Paul Ratwik: I endorse the views of my co-presenters ... and our experience is the same
as theirs. .

Virtually all information maintained by any Minnesota school district in some physical
format which can be identified to a specific student is educational data and therefore is private
data under the act. The answers to questions like, “Where did the pilgrims land?”, “What is the
sum of 36 plus 64?”, “Of what material is a shark’s spine composed?”, are all private data if the
answers are written by a student or otherwise recorded in some format. -

Thus the question: Must a Tennessen Warning be given prior to assigning book reports,
asking a first-grade student to add two and two on the blackboard, handing out any homework
assignment or administering a quiz or test?

And the answer, not only pursuant to a literal reading of the statute but also in the form of
interpretations offered by the director of the public information policy analysis division [of the
Department of Administration], is yes. .

Now they recognize that that constitutes a somewhat silly statutorily mandated outcome,
and they do so by suggesting that school districts can comply with the requirements of the act by
following what they refer to as a middle ground, by which they mean giving a full and complete
Tennessen Warning at some point in time and then periodically administering additional or
supplemental Tennessen Warnings.

The fact of the matter is that very few school districts in Minnesota annually publish a
generic Tennessen Warning. When they do, it says something like this: “Students will be
assigned academic tasks and will be expected to provide responses to homework, quizzes, tests,
book reports and similar responses. The responses will be used by the teacher or teachers in
determining the level of the student’s acquisition of knowledge. And while the student is not
legally required to supply the information, failure to do so may adversely affect the student’s
grade.” [laughter]

There is no authority in the Government Data Practices Act for the administration of
periodic or umbrella Tennessen Warnings. Rather, 13.04, Subd. 2, says there is a specific
requirement that a Tennessen Warning will be given whenever an individual is asked to supply
private or confidential data.

Moreover, the concept of an umbrella or blanket Tennessen Warning -- and this is the
case whether we’re talking about education law or employment law, generally -- directly
conflicts with the commissioner’s opinion in conclusion 93-004, P. 9, that one of the purposes of
a Tennessen Warning is to give a student, in that particular case, an opportunity. to make an
informed decision in regard to that particular solicitation for information as to whether the
information requested by the school district will be provided.

Let’s not forget here: We’re dealing with youngsters, ages 5 to 18, or 19, and some cases
21, who are going to have a hard time understanding the concept of a Tennessen Warning, much
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less remembering for periods of days, weeks or months at a time. ... Imagine for a minute the
concept of administering a Tennessen Warning so that you can give a quiz in order to confirm
that the student understands the concept of a Tennessen Warning. [laughter] ...

The solution is to repeal the Tennessen Warning in its entirety, or to amend Minnesota
Statutes 13.04, Subd. 2, to specifically provide that no Tennessen Warning be given when
academic or instructional data is requested from students in a teaching situation when the
information is requested by educators.

Similar problems exist ... with regard to gathering information from students which may
have disciplinary implications.

Gregg Corwin: I always love to listen to lawyers tell war stories about their cases, then
ask the Legislature to bail them out.

The fact of the matter is we don’t expect criminals to know the criminal law. We don’t
expect state legislators to know the laws that they pass. We provide protections, procedural
protections, not assuming that people automatically know their rights. Otherwise, there would
be no such thing as Miranda. ...

1 think I want to emphasize to this panel that what we 're talking about is a procedural
requirement, to act as sort of a prophylactic to protect the citizen so that a citizen isn’t forced
into a position where their rights are already violated and then they seek to enforce them after
the fact. If Tennessen were uniformly carried out, we 'd have a lot less litigation because it
attempts to prevent the violation before it occurs.

.. Ithink that you cannot confuse the issue of classification with the procedural protection
that the Tennessen Warning gives . Most of the arguments you ve heard from counsel on the
other side are really arguments against the classifications and how the statutes protect data.
Because all Tennessen does is give a person fair warning as to what is protected by the Data
Practices Act as private information.

Their attack really is to the information itself and how it’s classified. Are they really
saying people shouldn’t be informed ahead of time as to what their rights are and that the data
they 're being asked to provide is really private? That’s what they 're really saying. They're
saying we should let these people be ignorant; we should not tell these people because they
should know -- being a public employee means you should know everything about employment
law ... you should know all your constitutional rights. Quite frankly, most lawyers in this state
don’t have the requisite knowledge that they attempt to attribute to all public employees. They
don'’t.

So are we to assume that they have this knowledge, that most lawyers don’t even have
about the Data Practices Act? I could question everyone in this room and no one would have
that knowledge -- what is private, what is public, what are the classifications, and so on.

The law is meaningless if it can’t be enforced, or if people can’t be given notice of their
rights beforehand. And an exclusionary rule is the only way to protect the public from violations
... because after the fact is too late. ...

All we're telling an employee is whether or not they have to give the information, whether
they’re required to give it, who will see it, how it will be used, and things like that, which I think
are fundamental. It doesn’t affect the classification of the data itself. ...

A perfect example ... is a case I have with Koch Refining, where the MPCA goes to
employees of Koch Refining and says, “You voluntarily cooperate with us, give us this
information.” And so the employees give that information. And what happens? Now, they 're
threatening to turn it over the Minneapolis Star Tribune and make it public. Were the employees
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told that one of the consequences of giving a voluntary statement was that it would be made
public and given to the newspaper? No, they weren't, and we 're alleging a Tennessen violation.
And well we should, because had the employees been given that choice and had been told that
the information that they were being asked [for] might be turned over to the newspaper, they
might not have voluntarily complied.

And it’s the same situation with every factual situation that those attorneys have given
you: Had the employees been told that by voluntarily complying they would in effect incriminate
themselves, they might not have answered those questions and incriminated themselves. It’s no
different than the Fifth Amendment protection against self-incrimination. What these lawyers
would rather have is, ask the questions, incriminate you and then you re screwed -- we 're not
going to tell you your rights ahead of time. That’s what I think the issue is here.

Gary Weissman: 1 think that Jim Moore asks the right questions: What is the underlying
policy, and is it a legitimate advancement toward that policy to carry out the Tennessen Warning
as we do? '

However, the answer that he and his._colleagues give is basically we should drown the
baby because some of the bath water has soap bubbles.

If we really look at what the purpose is, it is to advance a core concept of the Data
Practices statute, which is to protect citizens ... to make sure that information extracted for one
purpose is not used for a second purpose.

Here’s why that’s important:

All of us reveal information about our charitable and religious goals and objectives when
we ask for a tax deduction on our state income-tax return. And we 're willing to give up that
information in exchange for the tax return -- that is, the tax deduction.

But how would we feel if we went to the Job Service looking for employment, and the
employee there said, “Well, there’s this great opportunity for you at Catholic Charities, it’s an
administrative position paying 350,000 a year and you 're absolutely qualified, but we know from
the Department of Revenue that you contribute to Planned Parenthood, so we 're not going to
match you”? Nobody would fill that out on the tax return, would you?

Or you go to the chairperson’s Health Department because they ‘re interviewing you, to
try to stamp out sexually transmitted diseases, and you reveal the partners that you've had. And
then you apply for a job seven years later in the government, and they say, “Well, you would
really be a good fit for this job, but it turns out, the Health Department has told us, you used to
have sex with the assistant commissioner back in the early '90s, and we think that would make
Jor a conflict of interest.” Nobody would tell the Health Department anything.

Precisely to make sure that every citizen can do a cost-benefit analysis and decide, “Am I
going to give up certain rights in exchange for the service the government is going to give me?”
And how do I make that analysis, is by finding out who gets to look at the information I'm giving
up. Because the government collects information for one purpose only: To use it. ...

The three members of Group A have used basically what my high school debate coach
called the strategy of hyperbole: When you don’t like something, you extend it to its logical
absurdity and then beat it to death with a club called ridicule. Nobody is saying [you can’t] ask
a second-grader how much two plus two is without giving them a Tennessen Warning. That’s
not what anybody intended in this Legislature or on this side of the table, for sure.

What we are concerned about is, if there is going to be an adverse action taken. Nobody
cares if Jim Moore’s boss says, “Did you get the memo done, Jim?” And nobody cares if Tracy
Smith’s boss says, “How was your weekend?” Now she might get a little testy if they ask, “With
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whom did you spend your weekend, and where did you spend it, and how many hours?” --
because that’s nobody’s boss’ business.

The exclusionary rule is the way to protect. The reason we call it a Tennessen Warning
is precisely to have an analog/[y] to the Miranda Warning. And in the ’60s, when the Supreme
Court created the Miranda Warning, politicians and law enforcement officers all over the
country were wringing their hands, saying Western civilization will collapse and the scofflaws
will go free. And 30 years later, Western civilization is-semi-intact, we have four times as many
people in prisons, and every cop carries a little card [in case] he or she can’t remember what the
Miranda Warning is supposed to be.

More importantly, the Supreme Court found out you have to enforce it. Just requiring it
doesn’t do any good if the police department says, “Well, OK, so Sarge forgot to give the

“warning, we’ll slap his wrist and give him paid suspension the Friday before Labor Day.” The

only way you can enforce is to say you can’t use the information if you didn'’t give it. That
works.

Same with the Tennessen Warning. The surest way to make sure that government
officials will give the Tennessen Warning before they re going to take adverse action against
somebody is to say you can’t use it if you don’t give it. It’s that simple.

Now, there are absurd lines, and there are fuzzy lines. ...

1 had a client who was mugged on Hennepin Avenue. He was knocked unconscious. He
was knocked unconscious in front of a tavern, so the cop assumed he was drunk and said that on
his report and turned it into somebody -- because he [the victim] happened to be a city of
Minneapolis employee. And on Monday morning, he was grilled: “What are you doing in
taverns? Why are you getting into fights? You must go to employee assistance; if you don’t,
we re going to take adverse action against you.” “Idon’t drink.” “That’s called denial. You
must go there.”

Now why did he get that? It’s because somebody made a mistake and transferred
information given for one purpose to another agency and used it improperly.

That’s what the legislative policy is all about; that’s why it has to stay. If you want to
draw a bright line which will not solve all the fuzzy problems say, “If you're going to take
adverse action against somebody, if your intention is to do that, then you must ask the Tennessen
Warning notice.” But if it’s something as simple as, “How are you?”, “How was your
weekend?”, “What are two plus two?”, then of course it wouldn’t apply. ...

Marshall Tanick: 1 think it is naive and simplistic and wrong to assume that public
employees know their rights and therefore don’t need these warnings. ... [Four lawyers in a
current case] can’t agree amongst ourselves, and we all do a lot of work in this area. It’s
therefore axiomatic that most public employees don’t know, can’t be expected to know
specifically what is and what is not public or private, and therefore I think it’s extremely
important that they have these kinds of rights.

By the same token, I agree with much of what, or some of what the members of Group A
have said. I think there are some deficiencies in the law as it currently exists, but I don’t think
they 're deficiencies that they ve identified.

I'would submit that the law ought to be changed. Isubmit that the law ought to be
strengthened in one particular respect: I submit that the law ought to specifically require that
when adverse action of a disciplinary nature is contemplated or reasonable or reasonably
anticipated that not only should the employees be given the warnings that are currently in the
law, they should be given one more warning, too, and that is their right to seek legal counsel
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before they make any decision as to whether they 're going to agree to furnish any information or
not. ... So many employees are confused, sometimes acting under coercion or duress, simply not
understanding what they can or can’t say, and what the consequences are. ...

Moore: [If] lawyers cannot agree at times whether something is public or private under
the law, how do you expect these middle managers, supervisors, clerk/typist II, who has to
supervise a clerk/typist I, to make that kind of evaluation and know whether they’re obligated to
do a Tennessen Warning because they’re asking for private data?

Corwin: Well, I think that if your agency is doing its job, it should have someone that S
designated as the person that deals with data practices issues. And I assume that if they have a
proper job description that in their job description would be to do training, to provide
procedures for obtaining data. Normally, people that ask questions are given some training in
how to ask questions or do investigations.

To the extent that this forces you to professionalize your investigation, I think it’s a good
thing, to the extent that it provides some accountability on your side, to do training and to
provide rules and procedures, and do things right. I think that’s fine. But to shrug your hands
and say, “We re not capable of making those distinctions,” so the answer is to ignore the law
completely, 1 think, is a very lazy way to approach things. ... I think a lot of it is simply common
sense. ...

 Every one of the examples that you gave were examples of situations where it was pretty
obvious that the questions were really part of an investigation concerning a complaint or issue.
So, as far as the examples that you gave, those are no-brainers. I think anyone who has any
common sense would understand that you were asking for private data which may lead to an
adverse action being taken. ... You look at what’s been litigated, it’s all issues where I don’t
think there’d be any dispute that the information obtained was going to be used for some kind of
adverse action.

Smith: If you read the Tennessen Warning, you will not find anywhere in there the
words “discipline,” “adverse action,” “supervisors” -- anything like that. There is nothing except
a whole cloth, made-up [inaudible] on the Tennessen Warning that suggests that it applies when
you’re asking questions and there’s only a subjective intention on the part of someone asking it
to discipline somebody. In fact, the commissioner’s opinions are much broader. They talk about
whenever they ask you a question that will lead to an evaluation. ...

The problem is not the classification of data. I have no desire to make more data private
or less data private about employees. The problem is that the Tennessen Warning turns on the
classification of the data. ... If [an employee] fails to give a Tennessen Warning because she
couldn’t figure out if it was private or public because not even lawyers know, how do we
discipline that employee ... ? How else do we get our employees to do it except by doing that? ...
Let’s assume there’s a university surgeon who has a patient ... who’s failing, and he asks a
medical resident, “What treatment did you give this patient?” Is a Tennessen Warning required?
... The medical resident might have screwed up and be subject to discipline, or he might have
done it right. ...

Corwin: Well, as you know, I've represented interns and residents who have been
disciplined in the program and removed from the program, which effectively ended their career
as a physician. ... Yes, this is a perfect example of why we need the Tennessen Warning because
the answer that that intern or resident gives may end their career, effectively. ...

1 just want to say one thing about your problem with training people. We have the same
problem with the Americans with Disabilities Act, with Title VII, with the Human rights Act. You
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know that there are hundreds of laws that deal with employment that supervisors have to make
day-to-day decisions about, whether to exercise reasonable accommodation, whether what's
happening is discriminatory ... what is sexual harassment. I would submit that whether data is
classified as public or private is no more difficult legally or as far as figuring out what the righr
answer is than what constitutes sexual harassment, what constitutes a hostile environment, any
of the other things that the United States Supreme Court is dealing with on a daily basis. ...

They 're at least as complicated and difficult and require as much daily decision-making as the
issue of data practices ...

Ratwik: Are you suggesting that if at the time the question was asked of any employee it
could be ... reasonably anticipated to lead to some sort of disciplinary action, that a Tennessen
Warning is then required? '

Corwin: What we 're saying is that we re in favor of clarifying the law so that the
consequences part of the question, if the information sought is going to have some consequence
to the individual employee, then we think the warning should be given. And I think that’s a way
of getting rid of this parade of horribles that you re talking about.

Ratwik: And consequences would be defined how?

Corwin: “Consequence” would be some kind of adverse action against the employee,
some kind of action that would affect the employee’s terms and conditions of employment.

Ratwik: Aren’t you literally saying that any time a public employee asks any question of
any public employee with regard to the nature of their duties and how and to what extent they
performed their duties, a Tennessen Warning would be required to be given?

Corwin: I think you have to exercise common sense. ...

You know, look at the Miranda thing. Most questions cops ask don’t lead to any criminal
indictment or criminal charges or criminal complaints. You could make the same argument with
Miranda: “You mean that a police officer every time they [ask] a question of someone who's
ostensibly in custody that they have to give a Miranda warning? Every time? That they can’t
investigate anything or ask questions or find out what’s going on ... ? If they come upon an
accident scene and they start asking questions?” I could make the same arguments you 're
making, and those arguments were made against the Miranda Warning.

Smith: The vast difference between Miranda and here is that public employers are liable
for the acts of their employees. They have to know what’s going on. Any supervisor who
doesn’t ask their employee what they’re up to is shirking his or her responsibilities as a
supervisor. And you’re also not dealing with a trained police force that pulls out their card and
reads the standardized Miranda Warning when objective factors show that that person is in
custody. :

What is being advocated here is a specially tailored Miranda Warning by any public
employee whenever there’s some hypothetical possibility -- even subjective in his mind, and
maybe not even in his mind yet, like my hypothetical doctor -- who’s asking the questions of an
employee about his work that might reflect on his employment status, which to me is everything:
raises, promotions, evaluations, discipline, and so on. There’s nothing comparable about a
Miranda Warning and an employer asking an employee, “What are you up to?”

Weissman: Well this is another line ... that can be drawn.

If I was the intern, and I thought your motive in asking me was coaching or teaching,
“Doctor, what diagnosis did you make?” ... I'd be comfortable [answering your] questions in
the future, and we have a good relationship. But if I thought you were wearing your hobnailed
boots and the reason you were asking the question is you were trying to kick me out of medical
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school, I'd have a different response.

And since I can’t read your mind, the only way to know -- as to whether your intent is to e
be a good coach, a teacher ... or your real goal is to try to take adverse action against me -- is "
the Tennessen Warning.

' Ratwik: Are you suggesting that [the employer] has an obligation at the time the
question is asked to sdy to the person, say to the employee, “Here is what my intent is”? ...

Weissman: 1 think that most of the time most employers in governmental agencies are
trying to help their employees perform better. ...

Ratwik: [If] I ask the question of the supervising doctor, in exactly the mode that you’ve
set up, and the answer he’ll give is, “Holy Toledo, I left the forceps in the body,” was a

" Tennessen Warning required or not?

Weissman: I think you’d have to say, “Whoops, that’s not the answer I was looking for.
... L think I have an obligation to report this. ... “ And then the issue becomes, “Can you use the
answer to my question to prosecute me ... ?”

Ratwik: At the time I asked you the question, I didn’t know what answer you were
going to give. And here you give an answer in response to a question that was intended to be
helpful, which is incriminatory but at least at a minimum it indicates a dereliction of duty of your
part. In your reading of the act, as it presently exists, am I excluded or am I not excluded?

Weissman: Yes, I think you are. '

Ratwik: And why is that?

Weissman: What I talked about before: You ask for one purpose; you re using it for
another. I'm assuming you 're asking it for the purpose of enabling me to do my job better, and
in fact you’re going to use it to try to destroy my career or put me in jail or cause me to lose a lot
of money.

Ratwik: IfI don’t know, I don’t have that purpose when I ask the question. And --

Weissman: If you change your mind, you have to give a Tennessen Warning.

Ratwik: Is there some specific language in the statute that compels that conclusion? I
can’t find it.

Corwin: Well, you know, what'’s the parade of horribles here? ... You can ask the
question again by giving the proper warning.

Smith: Why, why would we do that? I mean, why would we ask each and every
question ... and then have public employees on public time go back and ask the same question
again after giving them a warning? This is not efficient or accountable government. It is silly
government. ...

Weissman: [I]f the Group A lawyers were really concerned about this, they have two
possibilities: They can come and beat their breasts in front of the task force and hope that the
law is changed so that’s gone, or more simply they could have written to the commissioner and
said, “We’d like to get the commissioner’s opinion on whether we have to give a Tennessen
Warning to a first-grader when we ask her or him, ‘Are two plus two four?’” Iwant to ask you,
which ones of you wrote to the commissioner asking for an opinion on that subject?

Ratwik: The reason that an opinion has not been asked for specifically on that question
is that the director of the session has said ... that a Tennessen Warning is required, and we do not
consider it to be in the interest of our clients to have reduced to writing a decision that we
consider to be adverse ... The answer is absolutely we did not. ...

Moore: I could write until we’re all blue in the face asking scenario after scenario after
scenario. ... The requirement as currently interpreted is a hindrance to good public work. ...
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Ratwik: [A]nyone who says that the administration of the Tennessen Warning does not
impede the free and open flow of information to an employer is not being realistic. And I think
two of you specifically recognize that in your comments: “If we had known that there was any
chance that this information would have been used against us in our capacity as employees, we
never would have answered that question.”

Employers are not asking the question merely because they want to punish the employee.
They’re also looking out for their obligations to taxpayers and citizens generally ...

Tanick: First of all, I would agree with you that the Tennessen Warning does have the
effect of impeding the flow of information. ... [So do] attorney-client privileges ... doctor-patient
privileges, marital privilege ... The question is whether the nature, degree and extent of that
outweighs the other purposes and values that both sides are seeking to achieve. ...

There are other considerations beyond, “Don’t tell them something that might -
incriminate you.” The employee may have certain information that’s privileged, may have
certain information that should be conveyed beyond the employment context -- because they re a
whistleblower, maybe they should report something to somebody else -- and instances like that,
where the role that we play with the Tennessen is not simply to-use that as some kind of Fifth
Amendment “don’t say anything, you may incriminate yourself,” but rather having the
opportunity to consult with the employer about the implications of what they ‘re going to say,
how it might not only impact them but impact the workplace in general. ...

Corwin: The law says that you can require that information of an employee. All we’re
saying is that the employee should get a warning before that information is released so the
employee can contemplate what the alternatives are. For example, the employee may decide that
they 'd rather be fired than provide information which may be used to incriminate them somehow
or may be used for other purposes -- it may be made public. And what we’re saying is at least by
giving them a warning the employee has the opportunity to seek counsel before making those
decisions.

It’s like every other provision of every other statute: Taken to extremes you can make any
statute seem absurd. There has to be some reasonableness. ... I'm sure you don’t tell your clients
that they re going to have to give a Tennessen Warning to their first-graders. ...

You can’t draft a statute that is so complete that it addresses all these types of situation.
In fact, we’re criticized when we do that ..

1 think there is a way out of this quagmzre And that’s to at least provide that the answer
to the question would have some adverse impact on this person, on the employee. And that way
the other kind of issues that were raised ... would go away.

But I think it’s unfair to treat public employees different than others. Is that what you're.
saying, that all other citizens of this state would have those Tennessen rights, but the people who
happen to work for the government would not have the same rights as other citizens? ...

Ratwik: I don’t think we’re saying that at all. ... It’s not suggesting that public
employees be treated any differently than private employees with regard to release {of
information] to the public. ... Similarly, we are not suggesting that public employees be treated
any differently than private employees in regard to the use of information obtained from them
which is necessary for an employer to administer his business or perhaps even administer
discipline. Private employees don’t have that right [of the Tennessen Warning].
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APPENDIX 4

Mail and Walk-in Compliance Surveys.

A. Survey instruments.

B. Survey results summaries.
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SANDBERG SECRET SHOPPER SURVEY

Purpose and Methodology of the Survey

In August, 1998, the members of the Information Policy Task Force (IPTF) requested that
an in-person survey be conducted to assess government agencies’ compliance with the
data practices act. The survey design and implementation was overseen by IPTF staff
and conducted by field staff of the Department of Health located throughout the state.
Surveyors visited a total of eighteen government agencies representing a cross section of
law enforcement, school districts, social services, municipal and state government.
Surveyors were instructed to enter the government agencies and ask the person at the
“front desk” to whom a data practices request should be posed. When it was clear to
whom questions should be posed, the surveyors posed two questions to each of the
agencies: one private data question and one public data question. In addition, the
surveyors were instructed to follow up on the public data question with quéstions about
cost and time to make copies. Finally, the surveyors were instructed to thank the agency
for its time and provide a letter of appreciation signed by Chair Anne Barry.

General Analysis of Results and Administrative Problems with the Survey

The results show a mixed range of government agencies’ compliance with the data

_ practices act. The surveyors averaged 20 minutes per agency visit. Staff at seven of the

agencies visited requested that the surveyors identify themselves and explain why they
wanted the public data. Public data should be available to anyone for any purpose
without any a person having to explain their interest or intended use of the data. The
surveyors were instructed to respond that they were simply citizens with an interest in the
data. After asking all of the survey questions, the surveyors were to identify themselves
as surveyors for the IPTF.

Another general observation was that surveyors often were directed to multiple places
(often three people or more) within the government agency before finding someone who
could help with the data request. Oftentimes, the “front desk™ staff person directed a
surveyor to someone within the agency more familiar with the data and then that person
would direct the surveyor to yet a third person with more intimate knowledge of the data.
Being directed to multiple staff people within an agency may highlight and agency’s poor
organization or compliance with the data practices act or may simply reflect the general
complexity of the data being sought. It could also point a problem with the complexity of
the act itself and thus a need to have agency “specialists” for tackling specific data
questions. In addition, it could highlight a problem with government resources for
training staff to deal with specific data questions resulting in the staff person who has
historically answered the question getting assigned to the matter. Finally, the manner in
which data are organized by the agency seemed to cause difficulties. At least two
agencies could not provide data that they agreed was public because the data were not
organized in a manner which allowed for disclosure. The Department of Health death
records could not be reviewed unless the surveyor knew the name of a specific individual
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and was willing to pay the price of a copy prior to review. At one of the school districts,

the salary information of the superintendent and principals was read to the surveyor but o
the surveyor could not be given a copy until the sheet from which the government ,
employee was reading could be redacted. 4

The specific data questions posed to government agencies may have solicited unexpected
- results as well because of the complexity of the data classification or the manner in which
the agencies organize the data. For example, the data question posed to school districts
assumed that the names and home addresses of the school districts’ students were private
data. However, the classification of the data vary and may be public data if the school
district included the information as part of its definition of “directory information.”

The survey was not “scientific” because too few agencies were surveyed; the data
requests were not completely analyzed before being posed; and too many variables were
too dissimilar such as time of day, physical characteristics of surveyors, and mental
impressions of surveyors. On the positive side, most surveyors reported that the
government employees who actually responded to the data requests were helpful and
courteous when explaining whether the data were public and if public, explaining the cost
and time to make copies. Although not required to do so, some surveyors also
highlighted the physical lay out of the government offices and generally noted that the
reception areas had sufficient seating and were handicapped accessible. In short, any
analysis of the results must be weighed against the methods used to obtain the
information.

Summarized Results of Specific Agency responses:

County Welfare/Social Services Offices
Data questions posed:
Private Data: May I see a list of recipients in the county receiving public assistance?
Public Data: May I see a list of all the licensed day care facilities in the county? How
much would it be for copies? How long would it take to make a copy?

Beltrami County Social Services Center
Response: ~ No, MFIP client data is private. Day Care Licensee list is public, five
page list was immediately provided to surveyor without cost.

Lyon County Human Services-Region VIII

Response: No, list of MFIP recipients is private data. Yes, list of licensed day care
facilities is public data, copies available at no charge. Surveyor was asked
why he wanted the public data.

Olmsted County Community Services

Response: No, list of MFIP recipients is private data. Yes, list of licensed day care
facilities is public data, copy available for $50.00, it would not take too
long to make copies. If information is wanted for mailing labels, the cost
is 25 cents per label. Surveyor was referred to at least three different
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people at two building locations. Surveyor was asked why s/he wanted the
data.

Otter Tail County Department of Social Services

Response: ~ No, MFIP recipients data is private. List of license holders in the county
is maintained by a private sector entity, pose your question to them, they
do not charge for copies.

School District Offices
Data questions posed:
Private Data: Do you have a list of names and the home addresses of juniors (11th
graders) in the school district? »
Public Data: Do you have the current salaries of the district superintendent and the
principals of the schools in the district? How much would it be for
copies? How long would it take to make copies?

Bemidji School District

Response: List of juniors students and home address is protected by confidentiality.
Surveyor was asked why she wanted the information on students. Salary
data is public and copies could be made but no specific time frame to
make copies. Surveyor was asked how soon she needed the information.
Surveyor responded “in about a week.” Staff person said that would be no

problem.
Duluth School District
Response: Referred from superintendent’s office to Human Resources division.

Student addresses cannot be given out. Salary information is public,
offered to make copies of contracts at no charge.

Fergus Falls School District

Response: ~ Names and home addresses of juniors is not kept by the school district,
pose your question to the high school. The salary amounts but not the
names of the superintendent principals can be provided. No charge for the
salary amounts. The question about juniors was posed to the high school
administrative staff. The high school asked three times why the
information was being sought. The surveyor was told to come back at a
later time to speak to the principal.

Mankato School District

Response: Student home addresses are private data; salary information is public, no
charge for copies. Salary information would have to be taken from
documents containing private data, redaction required.

Marshall School District
Response: Yes, list of names and home addresses could be provided. Yes, salary
information could be provided at no cost. Surveyor had to pose questions
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to a couple of different people and the person who could provide data was
out to lunch at time of the request. .

Rochester School District - :

Response:

No, names and addresses of students are private. Yes, salary information
is public but the principles had not settled contract negotiations so data
was not current. No charge for copies of public data. Surveyor was
referred to a couple of different people for assistance.

St. Cloud School District

Response:

Initial answer was that the home addresses of students are kept but did not
know if the information could be made available, referred to Human
Resources division. HR person said the data on students cannot be given
out. Salary information is public, copies can be made at no cost and will
take about a week to complete. .

St. Paul School District

Response:

Data on students’ home address is private. Yes, salary information could

be provided if surveyor provided specific names of principals. The names

then could be read with salary range for their positions. Data are in files

containing private data and would have to be redacted before hard copy

can be provided, there would be no cost. Surveyor had to pose question to

four different staff people on different floors before given definitive e
responses. A secretary accompanied the surveyor throughout the building. }

Local Police/Law Enforcement Departments
Data questions posed:
Private Data: May I see the names of juveniles arrested in the last twenty-four hours?

Public Data:

May 1 listen to the tape of 911 calls made in the last 24 hours?

May I see the arrest reports for last nights arrests? May I see a transcript
0f 911 calls? How much would it be for a copy? How long would it take
to make a copy?

Mankato Police Department

Response:

No, data on juvenile arrests is private. No, tapes of 911 calls are private.
Yes, agency could read the list of people arrested in the last 24-hours but
since list contains private data as well, it could not be provided until
redacted. Yes, transcript of 911 calls could be made at cost of $4.00 a
piece and take two days to complete.

City Administrative Offices
Data questions posed:
Private Data: May I get the home address of the City Administrator?

Public Data:

May I see city council minutes from meetings in September 19987 How
“much would it be for copies? How long would it take to make a copy?
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City of Duluth

N Response: Home address of city administrator is not available. Council minutes can
o be reviewed at no cost in the government office. A copy can be made at
- no cost. A video tape of the meeting will cost $5.00.

City of St. Cloud
Response: Initial response was that data are on a brochure of the city council. An HR
person arrived and stated city administrator address is private and could
not be made available. Referred to the Mayor’s office for copy of council
meeting minutes. Extra copies are routinely printed. Copy could be
provided immediately at no cost if extra copies are available. If not a
charge for copy would be required.
State Agencies
Data questions posed: ‘
Private Data: May I see a birth certificate for XX who’s parents were not married ?
Public Data: May I see copies of death certificates? How much would it be for a copy?

How long would it take to make a copy?

Minnesota Department of Health

Response:

The birth certificate information is private and cannot be made available.
Death certificates are public. You must fill out form with name of
certificate and pay $5.00 for a copy. Death certificates cannot be perused
because they are kept on floor with other private files. Statistical data on
deaths and causes of death are available from another part of the agency
located in St. Paul.
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MAIL SURVEY SUMMARY

Four state agencies and 13 local units of government completed the survey. Of particular note,
the surveys from the Hennepin County Sheriff’s Office, Washington County, and the Minnesota
Department of Agriculture reflect an obvious and substantial amount of time, effort, and insight -
in their responses. The Task Force should consider sending a thank you to the seventeen
governmental entities that completed the survey. A special thank you would be in order to the
three specifically mentioned above.

The huge majority of surveys showed that the governmental entity had at least a basic
understanding of and commitment to following the MGDPA. Some surveys showed that the
governmental entity had a comprehensive grasp of the MGDPA as it applied to that ‘
governmental entity.

The responses indicated varying degrees of internal organiiation and attention to the MGDPA,
for the most part, appropriate to the size of the governmental entity and the sensitivity and
complexity of the data handled by the governmental entity.

One thing that became apparent to staff when reading the surveys was that the MGDPA
compliance wheel has been invented and reinvented and reinvented again. To one degree or
another, many governmental entities have prepared written materials to aid in complying with the
MGDPA. Organizations representing classes of governmental entities (such as cities) have
prepared MGDPA compliance materials. We could not help but feel that it would save time and
effort while resulting in a better product if the state were to coordinate a project to glean the best
of these materials for use by all types and sizes of governmental entities.

Such an effort would also result in a more focused understanding of the problems with the
MGDPA faced by the different types and sizes of governmental entities, which in turn would
result in a better ability to address these problems.

The Minnesota Department of Agriculture included with its survey a copy of its “Data Disclosure
Procedures,” a comprehensive document designed to guide MDA employees in complying with a
data request. If any state-agency-wide effort is made to develop form materials for use by all
state agencies, the MDA Procedures form should be considered as a starting point.

Submitted 9/16/98
By Dave Orren
Department of Health
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GOVERNMENTAL ENTITIES REPLYING TO THE SURVEY.

Cities.

Eagan.

Mankato.

Rochester.

Thief River Falls.

First Unnamed City.
Second Unnamed City.

- Law Enforcement.

Brainerd Law Enforcement Center.
Hennepin County Sheriff.

Unnamed Law Enforcement Agency.

Counties.
Washington County.
Unnamed County.

Schools.
Minneapolis Public Schools.
Unnamed School.

State Agencies.

Department of Agriculture.
Department of Employee Relations.
Board of Medical Practice.
Department of Natural Resources.

92




SUMMARY OF RESPONSES

What person or position is designated as the responsible authority for your agency
or organization under the MN Government Data Practices Act (M.S. §13)?

This ranged from the elected or appointed head of an agency to a designated manager or
administrator or attorney.

How many additional employees in your agency or organization are designated by
the responsible authority to receive and comply with data requests for government
data?

This varied with the size of an agency and the complexity or sensitivity of its data. For
small agencies, there was often just a small handful of persons designated. For large
agencies with complex or sensitive data, there often were data managers designated for
each division or program.

What is (are) their classification level(s) (e.g., clerical, technical/professional,
managerial, legal, administrative)? :

This ranéed from clerks who dealt with the public and with routine data on a regular basis
to professional, supervisory, and legal staff who were specifically trained to deal with
complex or sensitive data maintained by the agency.

Who or what position handles most of the requests for information under the
Minnesota Government Data Practices Act?

This ranged from front-line clerks who dealt with data on a regular basis to professional,
supervisory, and legal staff with specific training in the MGDPA.

List and describe any mechanisms (e.g., training, user groups, working committees,
employee orientation) you have in place at your agency or organization for keeping
staff who handle data requests, current on the requirements of the Minnesota
Government Data Practices Act. ‘

MGDPA training mechanisms mentioned in the surveys include:

- new employee orientation with periodic follow up.

- training by the governmental entity’s legal counsel.

- the governmental entity prepares and distributes written materials to employees
- annual training meetings for staff by managers and supervisors

- whenever possible, training by Don Gemberling’s office

- training provided by Munici Pals organization

- on-the-job coaching programs

- self-directed training by reviewing chapters 13 & 1205, and Opinions

There is no formalized training program by the state to ensure that government
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employees at all levels of state and local government have the necessary expertise to
adequately administer their data in compliance with the MGDPA. -

Which staff are trained?

In some governmental entities, all staff get general training, while those who have greater
responsibilities for managing or handling data get more intense and specific training. In
other governmental entities, only those who have responsibilities for managing or
handling data receive training.

Approximately how many requests for government data does your agency or
organization receive each year?
What proportion request access to % public data; % non public data?

The answers to this question ranged from “less than 5” to “in excess of one million”
requests for data each year. This wide range of answers is at least partly because this
question could be interpreted in two ways: (1) broadly to mean every request for data
from whatever source, either in person or via phone, fax, mail, Internet, or other media; or
(2) narrowly to mean only formal requests for data made under the MGDPA. Likewise,
the percentage of public versus non public ranged from 98%-2% to 50%-50%.

Describe the procedures you agency or organization uses for dealing with requests
for (a) public data; (b) non public data?

For routine requests of public data, the request is processed right away by a front-line
staff person. For non-routine requests, for requests of not public data, or when there is
any doubt about the classification of data, the request is referred to legal counsel or a
supervisor.

Most governmental entities said they require requests to be in writing for complicated or
not public data; some governmental entities require all requests to be in writing,
regardless of the classification of the data. Some survey respondents require prepayment
of costs.

Other comments of note: :

. for some frequently requested reports that contain both public and not public data,
one governmental entity routinely prints these out with the not public data
redacted;

. written consent forms are routinely required for an individual or insurance
company to access not public data;

. One governmental entity described its efforts to work with individual to supply

private data on that individual within the five-day and then ten-day timeline and
how it keeps the individual informed when it is not possible to supply the data
within ten days;

. When data is protected from disclosure, the governmental entity informs the
requester what is being withheld and why.
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What proportion of these requests for access to public data under the MN
Government Data Practices Act fit the following categories?

routine requests ranged from 70% to 98%
unusual requests ranged from 0% to 20%
complicated (“special handling”) requests ranged from 0% to 25%

There were some comments that unusual requests and complicated requests were really
the same thing, in which case, these combined requests ranged from 2% to 30%.

Please provide an example of the type of request that would be considered “routine>
in your agency or organization.

These examples included such things as: initial complaint reports provided for the media
on a daily basis; accident reports; information on prospective tenants; information on
individuals who will be working with youth in city sponsored programs; ¢ity council
materials; code sections; resolutions; planning information; information on public
improvement projects; criminal investigative data; feasibility reports for improvement
projects; resolutions; ordinances; personnel file; utility info; computerized records; media
request for jail inmate booking photograph; theft reports; “How many books do I have
checked out?”; “What titles do you have on building a deck?”’; amount of tax owing on

* real or personal property; verification that no delinquent taxes exist on a property; tax

description or parcel information for a particular property or for all property in a city or
township or for the entire county; forms filed by candidates for public office; birth, death,
or marriage data; highway right-of-way information; mortgage verification; salary
information; job title; map sales; digital data sales; court case file; business inspection
file; client information released to a counselor (based on a written release); client
information released to a health, financial, or social service agency; student records;
requests to view or copy paper documents that are entirely public or that require limited
redacting; requests for computer lists that are regularly requested so that a standard query
can be developed to generate updated lists; disciplinary orders; HR policies and
processes; eligible list information; protected group information; employment reference
or wage verification; copy of firearms safety certificate; list of boats registered in
Minnesota.

Please provide an example of the type of request that would be considered
“unusual” in your agency or organization.

These examples included such things as: copies of all reports made regarding family
problems involving child custody/visitation incidents; HRO and OFP violations
(unsubstantiated or otherwise); certification or license numbers for employees; historical
information on public improvement projects; copy of an entire file dealing with zoning
issues; copies of tape recordings; “How many people have been granted CUPs in the past
5 years?”’; copy of property appraisal; media request for every bench warrant on file that
involves theft from motor vehicles; statements; juvenile crime with traffic accidents;
domestic assault - restraining order uncertain; “My boyfriend lost a book of yours. I want
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10.

to pay for it. Can you tell me how much it is?”; traffic data for accident analysis;
Brown’s Creek watershed data; a map of all brain cancer cases in Stillwater; all tax parcel
owners along County Road 15; all tax parcel owners within Clear Lake sub-watershed

- ~district; how to qualify for Medical Assistance (a request from funeral homes to develop

marketing tool for burial plans); client or attorney wants client’s community services
record; outcome of disciplinary action; third party requests; StarTribune requesting a
student file and employee data; requests for large volumes of a wide range of public data
(e.g., info from records dating back 20 years or more); requests for much dissimilar
public data that requires pulling data from several sources or locations (e.g., all info on a
company that may be licensed, registered, permitted, inspected, or investigated by
multiple divisions in the agency); “to be an unusual request, the type, range, or scope of
data requested would be unusual and could take one or many employees hours, days, or
weeks to process;” a breakdown of numbers of physicians by zip codes; alien
certification; affirmative action plans; “any and all correspondence between this agency
and the AG’s Office for the last six years;” and a private jurisdiction requesting private
data on one of our employees.

Please provide an example of the type of request that would be considered
“complicated” or would require “special handling” in your agency or organization.

These examples included such things as: information requested by divorced parents or
relatives on juvenile who had committed suicide; individuals being ‘long-formed’ for
charges and file sent to appropriate attorneys; any request for data in a format in which it

" is not stored or kept (e.g, the number of development applications processed for a

particular applicant); documents which contain both public and non-public data (e.g.,
personnel files, license applications, and employment applications); police documents are
usually the most delicate and require that they be reviewed prior to information released;
information on city development projects where proposals have been received; extremely
large amount of materials; materials pertaining to pending litigation; materials in archive
storage; copy of a background investigation; a request for duplicate tape and transcript of
audio recording of 911 call made by juvenile that results in multiple police agency
response to domestic abuse incident which leads to emergency mental commitment hold
on individual who is suspect in two active assault investigations (The entire incident from
initial 911 call to final radio transmission consumes more than six hours of audio tape.
One of the officers who responds to the call is the subject of pending disciplinary action
as the result of his conduct during the incident.); sexual assault information; child abuse
or neglect information; printout of the names of all your registered borrowers in the
55125 zip code; requests for taxpayer info that includes numerous parcels and types of
tax related info; access to documents that include both public and private data; special
drainage request which involves finding old highway plans and analysis from many years
ago; information on property with values over a certain amount; request for not public
data by the media; a map of all felony cases combined with crisis response calls in
Cimarron Trailer Park; define and map the limits of the Stillwater fire district or the
Lakeview Memorial Hospital paramedics response area; a request for a copy of
investigative file by the person investigated in order to sue the person who filed the
complaint; request to social services agency from out-of-state sheriff for address of
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11.

12.

children of divorced father to notify children of accidental death of father; request by
client to review entire file, when file contains lots of confidential data that must be
removed; data related to litigation; name and address of person active in a drug
prevention program; requests that require extensive redacting; requests that involve
obtaining informed consents for release of private data; attorney discovery requests; some
media requests; any request where the individual processing the request must have
considerable knowledge of the MGDPA and other applicable state and federal statutes; a
subpoena for private or confidential info which would require redacting identifiers and
would require involvement by the AG’s Office; settlements to state employees; -
certification lists; tobacco case data; investigation, performance, or discipline data; all -
violation records for the last ten years via a FTP file transfer; expense reports for ten
agency personnel over the last ten years; and any request involving pending litigation,
hearings, or grievance.

Describe your method of processing these “special handling” requests.

A typical response to this question includes having a supervisor review the file, review
the MGDPA, consult with legal counsel, consult with Don Gemberling’s Office,
determine how data is classified and what part of the file can be released, redact as
necessary, copy, and notify requester when document is ready. When there will be large
copying or assembly costs, the requester will usually be notified in advance to make sure
they still want the data at that cost. If the governmental entity is not able to supply the
data within the five or ten day timelines, then the requester is notified and given the

" opportunity to view or get copies of as much of the data as can be assembled now, with

the rest as soon as it is assembled.

- The response from the Hennepin County Sheriff’s Office is worth repeating verbatim:

“Processing requests of this nature is a real administrative challenge and the methodology
utilized requires tight coordinated staff response. Managerial and professional/technical
staff address all aspects of the request, i.e., numerous data access issues, mechanics
related to producing duplicate audiotape in which all unrelated 911 calls and radio
transmissions must be excised, allocation of overtime clerical resources needed to
produce transcript, etc., etc. Diverting limited staff resources to complete the diverse and
multiple tasks required in responding to “special handling” requests of this nature can be
particularly disruptive by adversely impacting established timelines in providing other
essential services unrelated to the request.”

How much time do you estimate is allocated to filling these requests?
. Several of the governmental entities gave estimates of the time per request. These

estimates were: from 1 to 3 hours per request; 2 to 10 hours per request; 5 to
60 minutes per request; from a few hours to several days.

. A number of governmental entities indicated that the time spent on this was
minimal because the number of requests is so small.
. The Hennepin County Sheriff’s Office estimated that the total accrued staff time

to respond to requests of this nature easily exceeds 2,500 staff hours per year.
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14.

15.

16.

-

. The Washington County Community Services Office estimated that it takes 6,000
hours per year to fill requests for not public data.

e The Minneapolis Public Schools estimated that it takes approximately 4 FTEs to

fill these types of requests.

. The Minnesota Department of Agriculture estimated that special handhng
requests take 30-45% of the Data Practices & Records Manager’s time and about
10% of the Department Legal Counsel’s time annually, plus a substantial amount
of assistance from clerical, professional/technical, and administrative staff.

. The Minnesota Department of Natural Resources estimated that the time varied
from a few hours for a routine request to days for more complex requests.

Are you familiar with the authority of the MN Department of Administration to
issue opinions on MN Government Data Practices pursuant to M.S. §13.072?

Sixteen survey respondents said, “Yes.” One survey respondent said; “No.”

Has your agency or organization ever sought such an opinion from the Department
of Administration?

Of the survey respondents, two cities, one county, one law enforcement agency, one
school district, and one state agency said, “Yes.” .

Other responses included:

e No, but we are on the mailing list for opinions and review them.
. No. County Attorney fields these questions for us.
. No. However, we periodically consult Don Gemberling and his staff and we

occasionally search previous opinions for interpretation assistance.

If you have sought such an opinion, did you find it to be beneficial to your agency or
organization?

Two surveys said, “Yes,” two said, “Extremely,” one said, “Yes, verbal have been
extremely helpful as well,” and one said, “Somewhat — we still have a difference of
opinion about exactly what the opinion meant.”

Does your agency or organization have difficulty complying with the Minnesota
Government Data Practices Act? If so, why?

Six survey respondents did not indicate having trouble complying with the MGDPA. The
responses on the remaining surveys are:

. Not with compliance per se, but with accurate interpretation.

. No for routine matters. Yes for anything that is in the various gray areas as to
type.

. Yes. Definitions are complex and confusing. There are areas which are not
clearly determined. Statute is awkward to use.

. No, but data classification can be confusing.
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Complying with the MGDPA can be challenging particularly when responding to
unusual or “special handling” requests for data. Additionally, statutory

- ambiguities exist within the Act, and numerous data practices statutes are located
outside the Act which involve time-consuming cross-referencing. The often
overly verbose interpretive Advisory Opinions issued by the State Commissioner
of Administration can be especially burdensome and compound the frequent need
to cross-reference various sources in dealing with non-routine requests for data.

Compliance can also produce significant economic hardship, particularly in

responding to data inspection requests where administrative costs incurred in

compiling the requested data and explaining its meaning to requesters (who often
are overly deliberate) are not recoverable by the agency. Such requests have
potentially catastrophic ramifications for the agency with limited economic and
staff resources. Reductions in the delivery of other essential services is often the
only option available to the agency that must deal with such requests for data that
arise with increasing frequency.

Yes — Poor report forms, poor report writing, poor computer software not

designed for compliance.

Law is very complex and each request needs to be reviewed. - There is no such

thing as an “easy” request. Especially when private data is involved. We collect

a lot of information and rules/laws are subject to interpretation. It is difficult to

provide services (case management) to vulnerable people when you constantly

need releases. '

No, although sometimes staff feels that the public would be better served if we

could provide more information.

Yes -- time required, difficulty of accommodating format requirements.

The Minnesota Department of Agriculture included a lengthy list of problem areas

that could be addressed by the Task Force. “At times, yes. The Act is not very

user friendly—portions of the Act are complex, difficult to interpret, and
sometimes conflicting. Definitions of important terms are lacking. Some
examples to illustrate: '

. MS § 13.99, subd. 53b indicates veterinary records on clients are classified
by MS § 156.082 when a veterinarian is under investigation. MS §
156.082 does not make this limitation and implies a broader interpretation
by including the veterinary records of a client maintained by a state
agency, statewide system. or political subdivision. If you only look at
156.082 without also looking at the context of the statutes before and after
it, interpretation could easily encompass the veterinary records collected
by this agency (e.g., during investigations of complaints against pesticide
applicators when livestock or pets allegedly suffered injury or died as a
result of the application). Looking at the statute within the context and
presumed intent of those surrounding it, the limitation in MS § 13.99
makes sense. It remains unclear, however, what state agencies, statewide
systems or political subdivisions would be required to keep veterinary
records private or nonpublic and how they would know when a
veterinarian is being investigated by the Board of Veterinary Medicine
under whose jurisdiction enforcement of Chapter 156 falls.
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MS § 13.41 and MS § 13.02 do not define “active investigation” and

“inactive investigation,” potentially subjecting the section to a wider range .
of interpretation than is likely intended. Without benefit of a definition, ‘
one interpretation might be that an investigation is active the moment a
complaint is filed with an agency and inactive when the case is closed.
‘Another interpretation might be that it is active only when an investigation
is actually initiated and remains so until statute of limitations for appeal of
any disciplinary or enforcement action expires. Yet another is that an
investigation becomes active when the chief attorney acting on behalf of
the agency declares the investigation a pending civil legal action and
inactive when the statute of limitations expires, time to appeal expires,
and/or a decision is made not to pursue the action. All seem reasonable
interpretations, but the first two eliminate much more public access than
does the latter. Definitions would narrow the scope of interpretation,
lessen confusion, and promote better compliance.

In MS § 13.41 it is inconsistent and illogical to only protect the identity of
persons who file complaints against licensees who are individuals. Is it
any less important to protect the identities of persons who file complaints
against licensees who are not individuals or against companies and
individuals who are not licensed but should be? A person may be
reluctant to file a complaint if they believe their identity will be disclosed.
Anonymous pesticide misuse complaints, for example, can be impossible
to properly investigate when the allegations made indicate the complainant .
suffered damage to his/her property, exposure, or injury to livestock or £
pets. In such cases, anonymity eliminates our ability to collect samples, o
take pictures, observe damage, collect medical or veterinary records, etc.

Evidence is critical in any investigation. Without it, there is no way to

determine if a violation occurred. Environmental quality and human and

animal health potentially could be impacted.

The term “license” is not defined in MS § 13.41 or anywhere else in the

Act. In addition to standard licenses, our agency considers permits,

registrations and certificates/certifications part of its licensing functions.

It is unclear, however, whether these other authorizations are covered

under the Act’s licensing data section. Defining this term would clarify

what data is covered under this section.

In 1997, the legislature added subdivision 59b to MS § 13.99, referencing

MS § 181.932 (statute that protects the.identity of “whistle blowers™). The

current language may restrict public access to state and local investigations

and inquiries in which employees were contacted, indicate a much greater

need for Tennessen warnings, and result in substantially more time-

consuming redacting. Until Koch Refinery’s attorneys recently argued

that the statute prevented public access to investigative files on their client

because employees were interviewed and received no Tennessen warning,

it is unlikely agencies were aware of the language problem and what effect

it may have on state and local agencies’ data practices. Some agencies

may still be unaware of the data practices concerns this language raises.
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17.

18.

Those who are aware of the concerns, likely are confused.

. The general nonpublic section (MS § 13.37) permits protection of
qualifying data. What data actually qualifies for protection under this
section is sometimes gray. It could be argued that certain commercial data
and financial data is eligible as security data. This kind of data clearly
qualifies as trade secret under the Minnesota pesticide and fertilizer laws
but not under other laws within the department’s jurisdiction.”

Do you advise individuals from whom you solicit information of the purpose for the
collection of that information?

Uniformly, the survey answers were, “Yes.” Except for one unnamed law enforcement

agency, which said that it does not give a Tennessen Warning -- we assume/hope this

means that they are referring to when they are exempt from giving the Tennessen

Warning when asking for criminal investigative data under section 13.04, subdivision 2.

Some comments given with answers include:

. Yes, to the extent the solicited data is private or confidential information on
individuals and the individual is not being asked to supply criminal investigative
data in compliance with Minnesota Statutes, section 13.04, subdivision 2.

. Yes, Tennessen warnings are typically included on forms we use to collect private
or confidential information.

Please describe the process you use in determining when to administer a Tennessen
Warning as provided in M.S. §13.04, subd. 2?

For the most part, survey respondents said they give a written or oral Tennessen Warning

- when they ask an individual for private or confidential data on the individual. Some

examples given of when this occurs include: Social Service investigations; police office
misconduct investigations; liquor license applications; library card registration; marriage
license applicants; offenders at intake; charged persons at bail evaluations; disciplinary
actions; when creating a case file; and when employees or students may be subject to
discipline; licensing and complaint review.

. From Hennepin County Sheriff’s Office: “A basic two-step process occurs: (1) Is
the individual being asked to supply criminal investigative data? If so,
administration of Tennessen Warning is not required pursuant to MS 13.04,
subdivision 2; (2) Is the individual being asked to supply private or confidential
data on individuals? If so, then Tennessen Warning must be administered.”

. From an unnamed school: “We seek the advice of legal counsel and also use them
to deliver the Warning.”
. From the Minnesota Department of Agriculture: “When we develop new forms or

revise existing ones, we review the forms for legal authority to collect the data,
business need for the data, and whether any of the data requested is classified as
private or confidential data on individuals. If we determine that the private or
confidential data is necessary and we have the authority to collect it, a Tennessen
warning is supplied directly on the form. Department forms standards require that
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when Tennessen warnings are applicable, they be placed conspicuously at the top

of the form just under the form name. We also produce and supply additional o
information through newsletter articles, fact sheets and privacy notices as the need )
arises to help our clientele understand their privacy rights.”

19. Ifyou have a Tennessen Warning available in writing, please provide a copy or
sample.

The sample Tennessen Warnings include:

. Brainerd Law Enforcement Center included a Garnty/Tennessen Wammg for an
investigation of an employee for possible disciplinary action.

. Rochester attached a- warning given in relation to a job application.

. Hennepin County Sheriff had a warning used on employment application form.

. The Minneapolis Public Schools had a generic, fill-in-the-blanks Tennessen
Warning that appears to cover all the bases in leading a government employee
through the Tennessen requirements when asking an individual for private or
confidential data on the individual.

. The Minnesota Department of Agriculture’s first sample was an authorization for
the release of medical records for the purpose of investigating human exposure to
pesticides. The Minnesota Department of Agriculture’s second sample was an
information sheet to pesticide registrants.

. The Medical Practice Board attached an information sheet produced by Don
Gemberling’s Office containing the requirements. of the Tennessen Warning. L
. The Minnesota Department of Natural Resources included a sample Tennessen j?

Warning to be used for an employee misconduct investigation.

20 & 21. The answers to these two questions were very similar or, in many cases, referred

to each other, so this summary will combine survey responses to these two questions.

20.  Are there any federal laws or state statutes outside of the MGDPA
(M.S. Chapter 13) that classify or restrict the use, access or dissemination of the
data collected by your agency or organization? If so, please list the statutory/law
citations where the classification or restriction may be found.

21. Identify those places in statute outside of the M.S. §13, the Minnesota Government
Data Practices Act, which contain classifications for data collected by your agency
or organization?

Mankato listed:

. Economic development data, section 469.154, subd1v131on 2;

. Self-insured claims, section 471.617, subdivision 5;

. Undercover buy fund, section 299C.065, subdivision 4;

. Criminal Justice info network, section 299C.46, subdivision 5;
. Arson investigations, section 299F.055-056;

. Hazardous Material Emergency, section 299F.095-096.
Rochester said there were too many to list.

The Hennepin County Sheriff’s Office listed:

. MS 626.89, subd. 12 restricting public release of officer photos;
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. MS 176.231, subd. 8 restricting access to workers’ compensation reports;

,,,,,, . MS 260.161, subd. 3 restricting access to peace officer’s juvenile records;
. MS 471A.03, subd. 3 authorizing county to classify vendor proposal data as
nonpublic; '
. MS 299F.04, subd. 3a classifying arson investigative data contributed to state
marshal’s related database as confidential;
. MS 168.346 (a) classifying certain motor vehicle registration data as private based

on written request of owner filed with Department of Public Safety;

. MS 181.954, subds. 2-3 classifying employee drug and alcohol test results;

. MS 181.961 establishing employee right to review his/her personnel record;

e - MS 181.973 restricting dissemination of data acquired during employee peer
counseling debriefing session with limited exception;

. MS 181.932, subd. 2 restricting disclosure of identity of employee whistle blower
by investigating law enforcement agency;

. MS 243.166, subd. 7 restricting dissemination of certain predatory offender
registration data to the extent it does not conflict with community notification;

. MS 299C.091 classifying gang task force data contributed to Bureau of Criminal
Apprehension related database as confidential;

. MS 171.07, subd. 1a classifying driver’s license photos as private data;

. MS 65B.82 classifying auto theft insurance data as confidential;
. MS 609.3471 classifying data on sexual assault victims as confidential;
. MS 299C.48 restricting access to data maintained by users of state criminal justice
. data communications network;
“ e MS299C.54, subd. 4 classifying data in missing children bulletins;
e . 42 USCS 4582 (d) restricting access to alcoholism treatment data;
. 20 USC 1232g and 34 CFR Part 99 restricting access to law enforcement unit
records which fall within scope of Family Educational Rights and Privacy Act. -
An unnamed law enforcement agency list included:
. MS 260.161;
. MS 168.346; and
. MS 171.12.
Washington County listed:
. 1997 MN Laws, 1 Sp Session, ch 3, sect. 27,
. MS 290.611
. MS 201.091
. MS 297B.12
. MS 325F.73-744
. MS 144.218
. MS144.225
. MS257.73
. MS 259.89 .
. Americans With Disabilities Act
. Family and medical leave of absence
. Vulnerable Adults Act
. 45 CFR 303.21
. 45 CFR 205.5
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MN Rules of Public Access to Records of the Judicial Branch
IRS 7213(a)

The Minneapolis Public Schools list included:

IDEA 20 USC sec. 1400-1435
MS 625 through MS 656
FERPA 20 USC sec. 1417(c)
Section 504, 20 USC sec 1232(g)

The Minnesota Department of Agriculture listed:

Agricultural Commodities Producer’s Financial Data. M.S. § 17.62. Not
classified, but treated as private or nonpublic. (Cross-reference M.S. § 13.99,
subd. 6e.)

Agricultural Commodity Handlers Report Data. M.S. § 17.694, subd. 2. Not
classified, but treated as private or nonpublic data (Cross-reference M.S. § 13.99,
subd.6d. NOTE: subd. 6d incorrectly references subd. 1 of 17.694—it should be
subd. 2.)

Agriculture Best Management Practices Loan Program Data. M.S. § 17.117,
subd. 12. Private or nonpublic (Cross-reference is in M.S. § 13.99, subd. 6b.)
Aquaculture data. M.S. § 17.498, subd. d. Nonpublic if the applicant or permittee
requests this protection (Cross-reference is in ML.S. § 13.99, subd. 6¢. Note:
reference lists only MPCA, though MDA also maintains this data.)

Aquatic Farm Operation Data. M.S. § 17.4984, subd. 7. Nonpublic (No cross-
reference in MGDPA.)

Commercial, Financial and Trade Secret Data . Pesticide: M.S. § 18B.38 and 7
USC § 10 [136h] Fertilizer: M.S. § 18C.405. Not classified, but treated as
nonpublic providing trade secret protection rights under pesticide and/or fertilizer
law have been properly exercised. (No cross-reference in MGDPA..)

Dairy Financial and Production Data. M.S. § 32.71, subd. 2. Private or
nonpublic. (Cross-reference is in M.S. 13.99, subd. 8a.)

Dairy Production Reports. M.S. § 32.19. Not classified although section does
state “confidential nature,” treated as private or nonpublic data. (Cross-reference
M.S. § 13.99, subd. 8.)

Environmental Response Data. M.S. § 115B.17, subd. 5. Private or nonpublic,

- providing it meets trade secret/security data criteria in MGDPA general nonpublic

section and protection rights have been properly exercised. (Cross-reference
exists in M..S. 13.99, subd. 22, but only lists Pollution Control Agency even
though Agriculture has 115B jurisdiction as well and is specifically listed in the
definition of “Agency” in 115B.)

Family Farm Security Loan Data. M.S. § 41 63 Private. (Cross-reference M.S.
§ 13.99, subd. 9)

Meat Inspection Data. M.S. § 31A.27, subd. 3. Not classified, but treated as
private or nonpublic data. (Cross-reference M.S. § 13.99, subd. 7b.)

Pesticide Applicator Chemical Application Records Dealer Report s/Records of
Restricted Use Pesticide Sales. M.S. § 18B.37, subd. 5. Private or nonpublic
(Cross-reference is in M.S. § 13.99, subd. 7.)

Pesticide Gross Sales Brand Name Data. M.S. § 18B.26, subd. 3(c). Not
classified, but treated as private or nonpublic data. (No cross-reference in
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22.

23.

MGDPA.) NOTE: Although the cited law allows a summary of the information
when brand name is not disclosed, disclosing gross sales by the alternative, active
ingredient, would be the same as disclosing brand name of proprietary products.
Registrants do then have the option to exercise protection rights under M.S. §
18B.38.

. Pesticide Inert Ingredient Data. 7 USC § 10(d)(B) and (C). Not classified, but
treated as nonpublic data. (No cross-reference would be listed in MGDPA for
federal law.) ’

. Pesticide Manufacturing or Control Processes Data. 7 USC § 10(d) (A). Not
classified, but treated as nonpublic data. (No cross-reference would be listed in
MGDPA for federal law.)

e . Plant Variety Protection Application Data. 7 USC § 2426. Confidential but
equivalent to private or nonpublic. (No cross-reference would be listed in
MGDPA for federal law.)

. Rural Finance Authority Data. M.S. § 41B.211. Private or nonpublic. (Cross-
reference M.S. 13.99, subd. 10.) ,

. Wholesale Produce Dealers’ Financial Data. M.S. § 27.04, subd. (c). Private or
nonpublic. (Cross-reference M.S. § 13.99, subd. 7a.)

The Minnesota Medical Practice Board listed:

. Medical Practice Act, MS 147.

. The Minnesota Department of Employee Relations said, “ODEO may have some federal

requirements but did not provide cite.”
The Minnesota Department of Natural Resources listed:

. MS 43A

. MS 10A

. Portions of MS 609
. MS 15

. MS 626.89
. MS 1031.605, subds. 2 & 4

How do those provisions work in conjunction with the Minnesota Government Data
Practices Act?

There were no in-depth responses to this question. Several responses indicated that they
interpret and enforce these other provisions in accord with the MGDPA. A couple of
responses said that if the Federal Restriction is tougher, this supersedes the MGDPA.

Please describe any conflicts you are aware of in the statutory classifications of data
collected by your agency or organization?

. One city replied: “The statutory classifications are confusing and next to
impossible for a lay person to deal with with any degree of confidence.”

. The Hennepin County Sheriff’s response to this question:
. “Under Minn. Stat. sect. 13.44 identities of individuals who register

complaints concerning violations of state laws or local ordinances
concerning the use of real property are classified as confidential but

105




pursuant to Minn. stat. sect. 13.82, subd. 3(b) the identity of individuals
who request law enforcement services (including those who register
complaints concerning law violations about the use of real property) is
public data to the extent the identity is not protectible under Minn. Stat.
sect. 13.82, subd. 10. '

e Pursuant to Minn. Stat. sect. 13.43, subd. 2 and subd. 3 training
background on employees and applicants is public but if the training falls
within the scope of Minn. Stat. sect. 13.47, it is private data pursuant to
subd. 2 of that section. ’

. According to Minn. Stat. sect. 13.99, subd. 114a police reports on
domestic abuse are classified under Minn. Stat. sect. 629.341, yet no
classification is so indicated and pursuant to Minn. Stat. sect. 13.80
domestic abuse data is classified as confidential ‘until a temporary court
order made pursuant to subd. 5 or 7 of section 518B.01 is executed or
served upon the data subject who is the respondent to the action.””

An unnamed law enforcement agency said, “13.80 Domestic Abuse Data — very

vague and consults with Gemberling’s staff say it can be interpreted in various

ways, and try to see the intent of the law.

Washington County comments were:

. Accident data/reports prevents us from recouping costs due to damage to
roadway because lack of name prevents us from contacting people.
. Maybe with the new child protection reconsideration process, does the

State Department of Administration still follow up on data challenges
regarding accuracy of collected information and if so why?
The Minnesota Department of Employee Relations said, “Employee ID#
established with intent it be public data — that language was not approved.
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' COMPILATION OF COMMENTS

Eagan.

Your Task Force would do a great service if we could get this law and the implementation of
same into a format and process that real people can understand and use. To have

Mr. Gemberling at the State as the expert does not translate to people in the trenches trying to
comply. At times, it seems like a choice as to which side you want to be sued by. There should
be a process by which well meaning, capable people can comply without an attorney from one or
both sides looking over your shoulder.

Thief River Falls.
Would like to receive better training and/or information concerning this area.

Hennepm County Sheriff. - :

The responses above demonstrate the need for significant legislative reform in data practices
administration. Re-engineering strategies designed to facilitate MGDPA user-fnendlmess should
focus on three major areas:

¢)) Re-organization of the MGDPA -
- Redundant, conflicting statutory provisions (e.g., domestic abuse—related) must be
restructured;
v - Subject-related statutes currently scattered within and beyond the MGDPA must
be repositioned to reduce cross-referencing frequency;
- Statutory ambiguities must be resolved in furtherance of legislative objectives and
administrative efficiency in responding to requests for data. -

@) Redesigning Advisory Opmlons -

- Concisely-drafted analytical treatment of issue(s) promotes clanty and enhances
user friendliness; Opinions tend to be excessively verbose;

- Conclusions which clearly impede public policy must be redetermined; (e.g.,
Advisory Opinion 98-034 obstructs ability of Department of Economic Security
to collect data from employers in determining reemployment insurance benefit
eligibility; such conclusion defeats public interest in ensuring that ineligible
applicants are disqualified from receiving such benefits;

(3)  Relieving Administrative Hardships in Complying with the MGDPA -

- Responding to complicated data requests within strict MGDPA time frames stress
limited human resources and disrupt continued delivery of essential services;
collection of actual costs up-front should be authorized;

- Responding to requests to inspect data adversely affects financial stability of
agency; limits on free data inspection authority must be established.

Finally, the demands of the mega-information age and rapidly-developing technology must be

addressed. Emerging trends involving paperless data systems present new challenges for the data
practices administrator.
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An Unnamed Law Enforcement Office.

An index of various references would be helpful. Include:

- Guardian Ad Litem - many G.A.L. request data on abuse victims. Most have no
paperwork to prove they have authority to access.

- Clarify Real Property as referenced in 13.44.

- Clarify detox report classification.

—

Washington County Library.

In response to question 5 on the number of requests for government data received each year:
500,000 (estimate). This is a very difficult number to determine as the library’s computerized
database of holdings (books, magazines, videos, and so on) is available to any member of the
public at a computer in the library or at a home, office or school computer using dial-up access or
the Internet. In addition, any person can browse the shelves of the library to see what is owned.
Finally, a registered patron may look up his or her record at a library computer or from a home,
office or school computer. We only do a sampling of requests made to library staff for holdings
database information and maintain no accurate records of “do-it-yourself” searching.

Department of Natural Resources.
Difficulties in complying:

It's often difficult when there are mixed interpretations as to our responsibilities to collect the
data being requested. It can be very difficult to find copies of all material related to a specific
subject when that information can be found throughout the department in multiple formats.

St

It can also be difficult to find accurate historical data without extensive research.

Requests are often vague “give me all you got.” These types of requests eat up a lot of staff time
and are costly.

The classification of the data can vary greatly depending on the purpose and request, i.e., civil
investigative data vs. criminal investigative data vs. employment data.

Because there are penalties for not releasing data, and for releasing data that should not be
released, staff are very cautious in releasing and determining classifications. This sometimes
calls for review of lots of information and takes time, which has been misconstrued as stalling to
release information.
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APPENDIX 5

Draft Legislation

‘Legislation to deal with confusing and inconsistent language in Minnesota
Statutes.

Legislation to reduce some complexity of language in Minnesota Statutes Chapter
13. (Not available electronically.)
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A bill for an act

relating to government data; clarifying and providing for data
classifications; amending Minnesota Statutes 1998, sections
18B.38, subdivision 2; 31A.27, subdivision 3; 32.19; 46.07; 47.66;
60A.03, subdivision 9; 60A.031, subdivision 4; 60A.135,
subdivision 4; 60A.208, subdivision 7; 60A.93; 60A.968,
subdivision 2; 60B.14, subdivision 3; 60C.14, subdivision 2;
60D.22; 60K.10; 62C.17, subdivision 4; 62G.20, subdivision 3;
116.075, subdivision 2; 136A.64, subdivision 2; 169.09,
subdivision 13; 171.31; 171.32, subdivisions 1 and 3; 175.24;
175.27; 176.184, subdivision 5; 176.231, subdivision 8; 196.08;
254A.09; 257.56, subdivision 1; 257.70; 259.10, subdivision 2;
268A.05, subdivision 1; 297B.12; 297D.13, subdivision 1;
297E.03, subdivision 8; 298.48, subdivisions 2 and 4; 299C.065,
subdivision 4; 319B.11, subdivision 6; 469.154, subdivision 2;
471.617, subdivision 5; and 626.53, subdivision 1; repealing
Minnesota Statutes 1998, sections 144.58; and 297D.13,
subdivisions 2 and 3.

BE IT ENACTED BY THE LEGISLATURE OF THE STATE OF MINNESOTA:

~ Section 1. Minnesota Statutes 1998, section 18B.38, subdivision 2, is amended to read:

Subd. 2. INFORMATIONREVEALED PRIVATE OR NONPUBLIC DATA. After
consideration of the applicant’s request submitted under subdivision 1, the-eemmissioner-shalt

not-make-any-information-publte information that in the commissioner’s judgment contains or

relates to trade secrets or to commercial or financial information obtained from an applicant are
private data on individuals or nonpublic data as defined in section 13.02. When necessary,
information relating to formulas of products may be revealed to any state or federal agency
consulted with similar protection of trade secret authority and may be revealed at a public
hearing or in findings of facts issued by the commissioner.

Sec. 2. Minnesota Statutes 1998, section 31A.27, subdivision 3, is amended to read:

Subd. 3. PENALTIES RELATED TO TESTIMONY AND RECORDS.

(a) A person who neglects or refuses to attend and testify, to answer a lawful inquiry, or
to produce documentary evidence, if it is in the person’s power to do so, in obedience to the
subpoena or lawful requirement of the commissioner is guilty of a misdemeanor.

(b) A person who willfully (1) makes or causes to be made a false entry or statement of
fact in a report required under this chapter; (2) makes or causes to be made a false entry in an
account, record, or memorandum kept by a person subject to this chapter; (3) neglects or fails to
make or to cause to be made full and correct entries in the accounts, records, or memoranda, of
all facts and transactions relating to the person’s business; (4) leaves the jurisdiction of this state;
(5) mutilates, alters, or by any other means falsifies documentary evidence of a person subject to
this chapter; or (6) refuses to submit to the commissioner, for inspection and copying, any
documentary evidence of a person subject to this chapter in the person’s possession or control, is
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-

guilty of a misdemeanor.

(c) A person required by this chapter to file an annual or special report who fails to do so
within the time fixed by the commissioner for filing the report and continues the fallure for 30
days after notice of failure to ﬁle is gullty ofa mlsdemeanor

misdemeaneor. Information obtained by the commissioner under this section are private data on
individuals or nonpublic data as defined in section 13.02 but may be released by the

commissioner or under court order.

Sec. 3. Minnesota Statutes 1998, section 32.19, is amended to read:

32.19 REPORTS; CONTENTS NOT TO BE DIVULGED, PENALTY.

(a) Every person, owner, or operator required by section 32.18 to maintain daily records
on milk, cream, butterfat and other dairy products shall, within 90 days following the close of
each fiscal year and at such other times as the commissioner may fix or require, by rules adopted
as required by law, make and file with the commissioner, on blank forms prepared by the
commissioner, itemized and verified reports of all business transacted by the commissioner, as
set out in section 32.18, during the preceding fiscal year. Such reports shall contain such further
information as, from time to time, may be required by the commissioner. A duplicate copy
thereof shall be retained by such person, owner, or operator in files, which shall be subject to
examma’non by the comm1ssmner at any time. ¥shall-be-unlawful-forthe-commisstoner;oran

(b) Reports received by the commissioner under this section and data from records under
section 32.18 are private data on individuals or nonpublic data as defined in section 13.02.

Sec. 4. Minnesota Statutes 1998, section 46.07, is amended to read:

46.07 RECORDS.

Subdivision 1. DEPARTMENT RECORDS. The commissioner of commerce shall
keep all proper records and files pertaining to the duties and work of that office.

Subd 2 CONFIDENTIAL R—E—GGRBS OR PROTECTED NONPUBLIC DATA.

: ston : 7 aets-a mationt Data obtained in the course of examining
financial 1nst1tut10ns under the commissioner’s supervision are confidential data on individuals
or protected nonpublic data as defined in section 13.02 and may be disclosed only when and to
the extent required or permitted by law to report upon or take special action regarding the affairs
of an institution, or ordered by a court of law to testify or produce evidence in a civil or criminal
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proceeding;exeeptthat. The commissioner may furnish information as to matters of mutual
interest to an official or examiner of the federal reserve system, the Federal Deposit Insurance
Corporation, the Federal Office of Thrift Supervision, the Federal Home Loan Bank System, the
National Credit Union Administration, comptroller of the currency, other state bank supervisory
agencies subject to cooperative agreements authorized by section 49.411, subdivision 7, the
United States Small Business Administration, for purposes of sections 53.09, subdivision 2a, and
56.10, subd1v1s1on 1, or state and federal law enforcement agenc1es ﬂweenﬂmsmﬁer-shaﬂ—nef

Geveiﬁnent—Baa—Pme’étees—Aet—m&d—ﬂ&err The destruct1on of thlS data, as prescnbed in section
46.21, is exempt from the provisions of chapter 138 and Laws 1971, chapter 529, so far as their

deposit with the state archives.
Subd. 3. COMPLAINT FILES. Notwithstanding the provisions of subdivision 2 to the
contrary, data gathered and maintained in relation to a complalnt filed with the comm1sswner is

private data on individuals or nonpublic pursuan
Aet data as defined in section 13.02.

Sec. 5. Minnesota Statutes 1998, section 47.66, is amended to read:

47.66 EXAMINATION.

An electronic financial terminal or a transmission facility may be examined by the
commissioner to the extent permitted by law as to any financial transaction by, with, or involving
a financial institution solely for the purpose of reconciling accounts and verifying the security
and accuracy of such electronic financial terminals or transmission facilities, including any
supporting equipment, structures, or systems. Ad-facts-and-information Data obtained in the
course of such examination are confidential data on individuals or protected nonpublic data as
defined in section 13.02 and shall not be disclosed except as otherwise provided by law. The
person examined shall pay examination fees as determined by the commissioner.

Sec. 6. Minnesota Statutes 1998, section 60A.03, subdivision 9, is amended to read:

Subd. 9. CONFIDENTIALITY OF INFORMATION. The-commissionermay-notbe
required-to-divulge-any Except as otherwise provided in this chapter or other law, information
obtained by the commissioner in the course of the supervision or examination of insurance

companies, or-the-examination-of insturanee-eompantes; including examination related
correspondence and workpapers;-untit is private data on individuals or nonpublic data as defined

in section 13.02. When the examination report is finally accepted and issued by the
commissioner, and-then-enty-in-the-form-of the final publte report efexaminations is public data.
Nothing contained in this subdivision prevents or shall be construed as prohibiting the
commissioner from disclosing the content of this information to the insurance department of
another state or the National Association of Insurance Commissioners if the recipient of the
information agrees in writing to hold it as private or nonpublic data as defined in section 13.02,
in a manner consistent with this subdivision. This subdivision does not apply to the extent the
commissioner is required or permitted by law, or ordered by a court of law to testify or produce
evidence in a civil or criminal proceeding. For purposes of this subdivision, a subpoena is not an
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order of a court of law.

Sec. 7. Minnesota Statutes 1998, section 60A.031, subdivision 4, is amended to read:
Subd. 4. EXAMINATION REPORT; FOREIGN AND DOMESTIC COMPANIES.
(a) The commissioner shall make a full and true report of every examination conducted

~ pursuant to this chapter, which shall include (1) a statement of findings of fact relating to the
financial status and other matters ascertained from the books, papers, records, documents, and
other evidence obtained by investigation and examination or ascertained from the testimony of
officers, agents, or other persons examined under oath concerning the business, affairs, assets,
obligations, ability to fulfill obligations, and compliance with all the provisions of the law of the
company, applicant, organization, or person subject to this chapter and (2) a summary of
important points noted in the report, conclusions, recommendations and suggestions as may
reasonably be warranted from the facts so ascertained in the examinations. The report of
examination shall be verified by the oath of the examiner in charge thereof, and shall be prima
facie evidence in any action or proceedings in the name of the state against the company,
applicant, organization, or person upon the facts stated therein.

(b) No later than 60 days following completion of the examination, the examiner in
charge shall file with the department a verified written report of examination under oath. Upon
receipt of the verified report, the department shall transmit the report to the company examined,
together with a notice which provides the company examined with a reasonable opportunity of
not more than 30 days to make a written submission or rebuttal with respect to matters contained
in the examination report.

(c) Within 30 days of the end of the period allowed for the receipt of written submissions
or rebuttals, the commissioner shall fully consider and review the report, together with the
written submissions or rebuttals and the relevant portions of the examiner’s workpapers and enter
an order:

(1) adopting the examination report as filed or with modification or corrections. If the
examination report reveals that the company is operating in violation of any law, rule, or prior
order of the commissioner, the commissioner may order the company to take any action the
commissioner considers necessary and appropriate to cure the violation;

(2) rejecting the examination report with directions to the examiners to reopen the
examination for purposes of obtaining additional data, documentation, or information, and
refiling the report as required under paragraph (b); or

(3) calling for an investigatory hearing with no less than 20 days’ notice to the company
for purposes of obtaining additional documentation, data, information, and testimony.

(d)(1) All orders entered under paragraph (c), clause (1), must be accompanied by
findings and conclusions resulting from the commissioner’s consideration and review of the
examination report, relevant examiner workpapers, and any written submissions or rebuttals.
The order is a final administrative decision and may be appealed as provided under chapter 14.
The order must be served upon the company by certified mail, together with a copy of the
adopted examination report. Within 30 days of the issuance of the adopted report, the company
shall file affidavits executed by each of its directors stating under oath that they have received a
copy of the adopted report and related orders.

(2) A hearing conducted under paragraph (o), clause (3), by the commissioner or
authorized representative, must be conducted as a nonadversarial confidential investigatory
proceeding as necessary for the resolution of inconsistencies, discrepancies, or disputed issues
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apparent upon the face of the filed examination report or raised by or as a result of the
comrmissioner’s review of relevant workpapers or by the written submission or rebuttal of the
company. Within 20 days of the conclusion of the hearing, the commissioner shall enter an order
as required under paragraph (c), clause (1).

(3) The commissioner shall not appoint an examiner as an authorized representative to
conduct the hearing. The hearing must proceed expeditiously. Discovery by the company is
limited to the examiner’s workpapers which tend to substantiate assertions in a written
submission or rebuttal. The commissioner or the commissioner’s representative may issue
subpoenas for the attendance of witnesses or the production of documents considered relevant to
the investigation whether under the control of the department, the company, or other persons.
The documents produced must be included in the record. Testimony taken by the commissioner
or the commissioner’s representative must be under oath and preserved for the record.

~ This section does not require the department to disclose information or records which
would indicate or show the existence or content of an investigation or activity of a criminal
justice agency. -

(4) The hearing must proceed with the commissioner or the commissioner’s
representative posing questions to the persons subpoenaed. Thereafter, the company and the
department may present testimony relevant to the investigation. Cross-examination may be
conducted only by the commissioner or the commissioner’s representative. The company and
the department shall be permitted to make closing statements and may be represented by counsel
of their choice. -

(e)(1) Notwithstanding section 60A.03, subdivision 9. upon the adoption of the
examination report under paragraph (c), clause (1), the-eemmisstoner-shall-continteto-hold-the

eontent-of the examination report as-private-and-confidential-information is private data on

individuals or nonpublic data as defined in section 13.02 for a period of 30 days except as-
otherwise provided in paragraph (b). Thereafter After that period, the-eommissionermay-oper

the report for-publie-inspeetion-if is public data unless a court of competent jurisdiction has-net

stayed stays its publication.
(2) Nothing contained in this subdivision prevents or shall be construed as prohibiting the

commissioner from disclosing the content of an examination report, preliminary examination
report or results, or any matter relating to the reports, to the commerce department or the
insurance department of another state or country, the National Association of Insurance
Commissioners, or to law enforcement officials of this or another state or agency of the federal
government at any time, if the agency or office receiving the report or matters relating to the
report agrees in writing to hold it eenfidential-and in a manner consistent with this subdivision.
(3) If the commissioner determines that regulatory action is appropriate as a result of an
examination, the comm1551oner may 1mt1ate proceedlngs or actions as prov1ded by law.
(f) All working-papers 5 and-eor
produced by, obtamed by, or dlsclosed to the commissioner or any other person in the course of

an examination made under this subdivision must-be-givenconfidenttal-treatrnent are private data
on individuals or nonpublic data and are not subject to subpoena and may not be made public by

the—eemmss-rener—er—&ny—eﬂ&er—perseﬁ except to the extent prov1ded in paragraph (e) Aeeess
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Sec. 8. Minnesota Statutes 1998, section 60A.135, subdivision 4, is amended to read:
. Subd. 4. CONFIDENTIALITY. Reports filed with the commissioner pursuant to
sections 60A.135 to 60A.137 must-be-held-as are nonpublic data as defined in section 13.02, are

not subJ ect to subpoena and may not be made—pabhe—by—&ne—eemnssrener—the—N&&eﬁa-}

e’ehefsta%es— released w1thout the prior written consent of the insurer to Wthh ta report pertalns

except as provided in section 60A.03, subdivision 9. However, the commissioner may publish
all or part of a report in the manner the commissioner considers appropriate if, after giving the
affected insurer notice and an opportunity to be heard, the commissioner determines that the
interest of policyholders, shareholders, or the public will be served by the publication.

Sec. 9. Minnesota Statutes 1998, section 60A.208, subdivision 7, is amended to read:

Subd. 7. REPORTS AND RECOMMENDATIONS BY THE ASSOCIATION.
An association.may submit reports and make recommendations to the commissioner regarding
the financial condition of any el1g1ble surplus hnes insurer. TFhese The reports and
recommendations shatl-re dered stblie-information are nonpublic data as defined
in section 13.02. There shall not be liability on the part of or a cause of action of any nature shall
not arise against, eligible surplus lines insurers, the association or its agents or employees, the
directors, or the commissioner or authorized representatives of the commissioner, for statements
made by them in any reports or recommendations made under this subdivision.

Sec. 10. Minnesota Statutes 1998, section 60A.93, is amended to read:

60A.93 CONFIDENTIALITY.

All financial analysis ratios and examination synopses concerning insurance companies
that are submitted to the department by the National Association of Insurance Commissioners’
Insurance Regulatory Information System are eenfidential-and-may-not-be-diselosed-by-the
department protected nonpublic data as defined in section 13.02.

Sec. 11. Minnesota Statutes 1998, sectlon 6OA 968 subd1v1smn 2, is amended to read:
Subd. 2. PRIVATE DATA Nam . or-alt Data on
viators is are private and i

eemmlsstener—mﬁess-requﬂed-by—}aw data on 1nd1v1duals as deﬁned in sectlon 13 02.

Sec. 12. Minnesota Statutes 1998, section 60B.14, subdivision 3, is amended to read:

Subd. 3. RECORDS. In all summary proceedings and judicial reviews thereof, all
records of the company, other documents, and all department of commerce files and court
records and papers, so far as they pertain to or are a part of the record of the summary
proceedings, shall be and remain confidential except as is necessary to obtain compliance
therewith, unless the court, after hearing arguments from the parties in chambers, shall order
otherwise, or unless the insurer requests that the matter be made public. Until such court order,
all papers filed with the court administrator shall be held in a confidential file. Department of
commerce data relating to summary proceedings are private data on individuals or nonpublic

data as defined in section 13.02.

Sec. 13. Minnesota Statutes 1998, section 60C.14, subdivision 2, is amended to read:
Subd. 2. OPTIONAL POWERS AND DUTIES. The commissioner may:

116



(a) Suspend or revoke, after notice and hearing, the certificate of authority to transact
insurance or to execute surety bonds in this state of any member insurer which fails to pay an
assessment when due or fails to comply with the plan of operation. As an alternative, the
commissioner may levy a fine on any member insurer which fails to pay an assessment when
due. The fine shall not exceed five percent of the unpaid assessment per month, except that no
fine shall be less than $100 per month.

(b) Revoke the designation of any servicing facility if the commissioner finds claims are
being handled unsatisfactorily.

(c) Disclose to the board of directors information regarding any member insurer, or any
company seeking admission to transact insurance business in this state, whose financial condition

may be hazardous to pohcyholders or to the pubhc= mcludmg data that are not pubhc data as

information to anyone else or use the 1nformat10n for any purpose other than their duties as board
members.

Sec. 14. Minnesota Statutes 1998, section 60D.22, is amended to read:

6OD 22 GGN-FIBEN%E&I:—T{HEA—”PN}ENLF ACCESS TO DATA.
hem Data obtained by or disclosed to the

commissioner or any other person in the course of an examination or investigation made pursuant
to section 60D. 20 and all information reported pursuant to sections 60D.18 and 60D 19—shai-1—be

whteh—tt—peﬁamsun-}ess are private data on 1nd1v1duals or nonpubhc data as deﬁned in section
13.02 but may be released as provided in section 60A.03. subdivision 9. In addition, the data

may be released if the commissioner, after giving the insurer and its affiliates who would be

affected, notice and opportunity to be heard, determines that the interest of policyholders or the
public will be served by the publication, in which event the commissioner may publish all or any
part in the manner the commissioner considers appropriate.

Sec. 15. Minnesota Statutes 1998, section 60K.10, is amended to read:

60K.10 TERM OF APPOINTMENTS.

All appointments of agents by insurers pursuant to this section shall remain in force until
terminated voluntarily by the appointing insurer or the license of the agent has for any reason
been terminated during the appointment. The original appointing insurer, as well as any
subsequent appointing insurer, may terminate the appointment of an agent at any time by giving
written notice thereof to the commissioner and by sending a copy thereof to the last known
address of the agent. The effective date of the termination shall be the date of receipt of the
notice by the commissioner unless another date is specified by the insurer in the notice. Within
30 days after the insurer gives notice of termination to the commissioner, the insurer shall furnish
the agent with a current statement of the agent’s commission account.

Accompanying the notice of a termination given to the commissioner by the insurer shall
be a statement of the specific reasons constituting the cause of termination. Any document,
record, or statement relating to the agent which is disclosed or furnished to the commissioner
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contemporaneously with, or subsequent to the notice of termmatmn shall-be-deemed
: cOmm A-privies ; atton is private data on individuals

as deﬁned in section 13.02. The document, record, or statement furnished to the commissioner is

a privileged communication and shall not be admissible in whole or in part for any purpose in
any action or proceeding against (1) the insurer or any of its officers, employees, or
representatives submitting or providing the document, record, or statement, or (2) any person,
firm, or corporation furnishing in good faith to the insurer the information upon which the
reasons for termination are based.

Sec. 16. Minnesota Statutes 1998, section 62C.17, subdivision 4, is amended to read:

Subd. 4. The commissioner may at any time after a hearing pursuant to the contested
case provisions of chapter 14, revoke or suspend a license if satisfied that the licensee is not
qualified. An application for a new license or for reinstatement may be entertained one year after
revocation or suspension, upon filing of a bond in the amount of $5,000 approved by the
commissioner for protection of the public for a period of five years, or a lesser amount and
period as the commissioner may prescribe. The commissioner shall revoke or suspend a license
upon written request by the corporation or agent for which the licensee is licensed to act. Such a
request shall include a statement of the specific facts constituting cause for termination. Any
sueh-informatton-shall-be-deemed The request is private data on individuals or nonpublic data as
defined in section 13.02. The request is a confidential and privileged communication, and shall
not be admissible, in whole or in part, in any action or proceeding without the corporation’s or

agent’s written consent.

Sec. 17. Minnesota Statutes 1998, section 62G.20, subdivision 3, is amended to read:

Subd. 3. The commissioner may at any time after a hearing pursuant to sections 14.001
to 14.69, revoke or suspend a license if satisfied that the licensee is not qualified. An application
for a new license or for reinstatement may be entertained one year after revocation or suspension,
upon filing of a bond in the amount of $5,000 approved by the commissioner for protection of
the public for a period of five years, or a lesser amount and period as the commissioner may
prescribe. The commissioner shall revoke or suspend a license upon written request by the legal
service plan corporation or agent for which the licensee is licensed to act. The request shall

_include a statement of the specific facts constituting cause for termination. The request is private

data on individuals or nonpublic data as defined in section 13.02. Information contained in a
request is confidential and privileged and is not admissible, in whole or in part, in any action or
proceeding without the written consent of the party submitting the request.

Sec. 18. Minnesota Statutes 1998, section 116.075, subdivision 2, is amended to read:

Subd. 2. Any records or other information obtained by the pollution control agency or
furnished to the agency by the owner or operator of one or more air contaminant or water or land
pollution sources which are certified by said owner or operator, and said certification, as it
applies to water pollution sources, is approved in writing by the commissioner, to relate to (a)
sales figures, (b) processes or methods of production unique to the owner or operator, or (c)
information which would tend to affect adversely the competmve posmon of sald owner or

on 1nd1v1duals or nonpubhc data as deﬁned in section 13 02 Preﬁded—heweveﬁhat-aﬁ—sueh
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Nefwﬁhs-taﬁd-mg—the—fefegemg— The agency may dlsclose any 1nformat10n—wheﬂ1er—er—net
otherwise-considered-confidential-whieh that it is obligated to disclose in order to comply with

federal law and regulations, to the extent and for the purpose of such federally required
disclosure.

Sec. 19. Minnesota Statutes 1998, section 136A.64, subdivision 2, is amended to read:

Subd. 2. Fhe-offiee-shallnet-diselose Financial records provided to # the office by a
school pursuant to this section exeept are nonpublic data as defined in section 13.02 but may be
disclosed for the purpose of defending, at hearings pursuant to chapter 14, or other appeal
proceedings, its a decision to approve or not to approve the granting of degrees or the use of a
name by the school. Section 15.17, subdivision 4, shall not apply to such records.

Sec. 20. Minnesota Statutes 1998, section 169.09, subdivision 13, is amended to read:

Subd. 13. REPORTS CONFIDENTIAL; EVIDENCE, FEE, PENALTY,
APPROPRIATION. (a) All written reports and supplemental reports required under this section
shalt-be are confidential data on individuals or protected nonpublic data as defined in section
13.02 and are only for the use of the commissioner of public safety and other appropriate state,
federal, county, and municipal governmental agencies for accident analysis purposes, except:

(1) the commissioner of public safety or any law enforcement agency shall, upon written
request of any person involved in an accident or upon written request of the representative of the
person’s estate, surviving spouse, or one or more surviving next of kin, or a trustee appointed
pursuant to section 573.02, disclose to the requester, the requester’s legal counsel, or a
representative of the requester’s insurer the report required under subdivision 8;.

(2) the commissioner of public safety shall, upon written request, provide the driver filing
a report under subdivision 7 with a copy of the report filed by the driver;

(3) the commissioner of public safety may verify with insurance companies vehicle
insurance information to enforce sections 65B.48, 169.792, 169.793, 169.796, and 169.797;

(4) the commissioner of public safety shall provide the commissioner of transportation
the information obtained for each traffic accident involving a commercial motor vehicle, for
purposes of administering commercial vehicle safety regulations; and

(5) the commissioner of public safety may give to the United States Department of
Transportation commercial vehicle accident information in connection with federal grant
programs relating to safety.

(b) Accident reports and data contained in the reports shall not be discoverable under any
provision of law or rule of court. No report shall be used as evidence in any trial, civil or
criminal, arising out of an-accident, except that the commissioner of public safety shall furnish
upon the demand of any person who has, or claims to have, made a report, or, upon demand of
any court, a certificate showing that a specified accident report has or has not been made to the
commissioner solely to prove compliance or failure to comply with the requirements that the
report be made to the commissioner.

(c) Nothing in this subdivision prevents any person who has made a report pursuant to
this section from providing information to any persons involved in an accident or their
representatives or from testifying in any trial, civil or criminal, arising out of an accident, as to

119




facts within the person’s knowledge. It is intended by this subdivision to render privileged the
reports required, but it is not intended to prohibit proof of the facts to which the reports relate.

(d) Disclosing any information contained in any accident report, except as provided in
this subdivision, section 13.82, subdivision 3 or 4, or other statutes, is a misdemeanor.

(e) The commissioner of public safety may charge authorized persons a $5 fee for a copy
of an accident report.

(f) The commissioner and law enforcement agencies may charge commercial users who
request access to response or incident data relating to accidents a fee not to exceed 50 cents per
report. “Commercial user” is a user who in one location requests access to data in more than five
accident reports per month, unless the user establishes that access is not for a commercial
purpose. Money collected by the commissioner under this paragraph is appropriated to the
commissioner.

Sec. 21. Minnesota Statutes 1998, section 171.31, is amended to read:

171.31 PERSON RECEIVING BENEFITS FOR BLINDNESS, DISCOVERY OF
INFORMATION.

The commissioner of public safety, in order to promote highway safety by restricting
driving privileges to those persons meeting accepted visual acuity standards, may-request-and

shall-reectve-information has access to private or confidential data on individuals as defined in

section 13.02, concerning the identity and whereabouts of any person who has applied for or
received any type of welfare, hcensmg, or other benefits for the blmd or nearly blind, from the

27OB 02 subd1v1sxon 1, pr0h1b1ts dlsclosure of mfonnatlon by the commissioner of revenue.

Sec. 22. Minnesota Statutes 1998, section 171.32, subdivision 1, is amended to read:

Subdivision 1. ACTIONS BY COMMISSIONER. The commissioner upon receipt of
any-steh information under section 171.31 shall take such action as the commissioner deems
necessary to insure that each such person meets the accepted visual acuity standards required of
all driver’s license applicants and such further action as required by law or rule. The driver’s
license of any person who has been classified as legally blind shall be immediately canceled.

Sec. 23. Minnesota Statutes 1998, section 171.32, subdivision 3, is amended to read:
Subd. 3. USE OF EXAMINATION DATA. (a) Information received by the

commissioner under this section is confidential data on individuals as defined in section 13.02.

except that:
(1) the results of any visual acuity examination admlmstered because of information
received pursuant to this section 171.31 may be communicated by the commissioner to the

department state agency from which the person received a benefit—Fhe-informationrecetved-by

{dentity-of-the individuatsinvelved: and
(2) information may be disclosed to the subject of the data if the sublect s driver’s license

is canceled.
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(b) The record of such person with respect to visual acuity shall be maintained in the
same manner as all other driver’s license records.

Sec. 24. Minnesota Statutes 1998, section 175.24, is amended to read:

175.24 DUTIES OF EMPLOYERS AND OTHERS TO MAKE REPORTS;
PRESERVATION OF RECORDS.

On request of the department of labor and industry, and within the time limited therein,
every employer of labor, any officer of a labor organization, or any person from whom the
department of labor and industry shall find it necessary to gather information, shall make a
certified report to the department upon blanks furmshed by it, of all matters covered by the
request. -Hena 3 . : A d s
Every notice, order, or direction given by such department shall be in writing, srgned by an
officer or inspector of such department, or a person specially designated for the purpose, and be
served by the signer. Except as otherwise provided by law, papers so served and alt-records-and
doeuments-of data received by the department under this section are hereby-deelared public
doeuments data and shall not be destroyed within earlier than twe years after their return or
receipt by such department. The identity of persons supplying the information are private data

on individuals or nonpublic data as defined in section 13.02.

Sec. 25. Minnesota Statutes 1998, section 175.27, is amended to read:

175.27 PISCEOSURE-OF NAMES-OF PERSONS-GPANGINFORMATHON;
REFUSAL TO TESTIFY;: DENYING ADMISSION PENALTY.

any Data on persons supplymg 1nformat10n at the request of such department shaﬂ-l—be—gﬁﬂﬁ'—ef
a-misdemeanor are private data on individuals or nonpublic data as defined in section 13.02.
Any person who, having been duly subpoenaed, shall refuse to attend or testify in any hearing
under the direction of the department of labor and industry shall be guilty of a misdemeanor.
Any owner or occupant of any place of employment who shall refuse to admit thereto any
employee of the department seeking entrance in the discharge of the employee’s duties, shall be
guilty of a misdemeanor. Any person, firm, or corporation, or any of its officers or agents,

who or which shall refuse to file with the department such reports as are required by it under the
provisions of sections 175.24 to 175.27 shall be guilty of a misdemeanor.

Sec. 26. Minnesota Statutes 1998, section 176.184, subdivision 5, is amended to read:

Subd. 5. REQUEST FOR INVESTIGATION BY EMPLOYEE. (a) Any employee
or representative of an employee who believes that their employer is uninsured against workers’
compensation liability, may request an inspection by giving notice to the commissioner of the
belief and grounds for the belief. Any notice shall be written, shall set forth with reasonable
particularity the grounds for the notice, and shall be signed by the employee or representative of
employees. A copy of the notice shall be provided the employer, representative, or agent no later
than the time of inspection, except that, upon the request of a person giving the notice, the
employee’s name and the names of individual employees referred to in the notice are private data
on individuals as defined in section 13.02, subdivision 2. and shall not appear in the copy or on
any record published, released, or made available. If upon receipt of the notification the
commissioner determines that reasonable grounds exist to believe that the employer is uninsured
against workers’ compensation liability, the commissioner shall make an inspection in

121




accordance with this section as soon as practicable. If the commissioner determines that there

~ are not reasonable grounds to believe that a violation exists, the commissioner shall so notify the
employee or representative of employees in writing. Upon notification, the employee or the
employee representative may request the commissioner to reconsider the determination. Upon
receiving the request, the commissioner shall review the determination.

(b) The commissioner, upon receipt of a report of violation of the mandatory insurance
provisions of section 176.181 or 176.185 verified by review of the department’s insurance
registration records and other relevant information, shall initiate a preliminary investigation to
determine if reasonable grounds exist to believe that the employer is uninsured against workers’
compensation liability, and upon certification of reasonable belief that the employer is uninsured
the commissioner shall make an inspection in accordance with paragraph (a).

Sec. 27. Minnesota Statutes 1998, section 176.231, subdivision 8, is amended to read:

Subd. 8. NO PUBLIC INSPECTION OF REPORTS. Subject to subdivision 9, a
report er-its-eopy-which-has-been filed with the commissioner of the department of labor and
industry under this section is net-avatable-te-publie-inspeetion private data on individuals or
nonpublic data as defined in section 13.02. Any person who has access to such a report shall not
disclose its contents to anyone in any manner.

A person who unauthorizedly discloses a report or its contents to another is guilty of a
misdemeanor.

Sec. 28. Minnesota Statutes 1998, section 196.08, is amended to read:
196 08 FILES AND RECORDS CONFIDENTIAL

~ : aments Data pertaining to,
any claim for the beneﬁts of Laws 1943 chapter 420 whether pendlng or adjudicated, shall-be
deemed-eonfidential-and-priviteged are private data on individuals as defined in section 13.02
and no disclosure thereef shall be made, without the consent in writing of the claimant who has
not been adjudicated incompetent, except as follows:

(a) To said claimant personally, a duly appointed guardian, an attorney in fact, or a duly
authorized representative, and as to personal matters, when, in the judgment of the
commissioner, such disclosure would not be injurious to the physical or mental health of the
claimant. '

(b) To the representatives of veterans’ organizations recognized by the United States
government, not exceeding five from each such veterans’ organizations, and when such
representatives have been duly certified as such by the state department of any such veterans’
organizations in the state of Minnesota.

(c) In any court in the state of Minnesota which has jurisdiction of the parties to, and
subject matter of, an action or proceeding therein pending, as found by said court, when required
to be produced by the process of such court, and then only in open court, as evidence, in such
action or proceeding after a judge thereof shall have ruled the same to be relevant and competent
evidence in such action or proceeding according to the laws and statutes of said state.

Sec. 29. Minnesota Statutes 1998, section 254A.09, is amended to read:

254A.09 CONFIDENTIALITY OF RECORDS.

The department of human services shall assure confidentiality to individuals who are the
subject of research by the state authority or are recipients of alcohol or drug abuse information,
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assessment, or treatment from a licensed or approved program. The-commisstoner-shat-withhold

from-alt Data on those individuals are private data on individuals as defined in section 13.02 and
- may not be released to persons not connected with the conduct of the research the-names-or-other

identifying-charaeteristies-ofa-subjeet-of researeh unless the individual gives written permission
that information relative to treatment and recovery may be released. Persons authorized to
protect the privacy of subjects of research may not be compelled in any federal, state or local,
civil, criminal, administrative or other proceeding to identify or disclose other confidential
information about the individuals. Identifying information and other confidential information
related to alcohol or drug abuse information, assessment, treatment, or aftercare services may be
ordered to be released by the court for the purpose of civil or criminal investigations or
proceedings if, after review of the records considered for disclosure, the court determines that the
information is relevant to the purpose for which disclosure is requested. The court shall order
disclosure of only that information which is determined relevant. In determining whether to
compel disclosure, the court shall weigh the public interest and the need for disclosure against
the injury to the patient, to the treatment-relationship in the program affected and in other
programs similarly situated, and the actual or potential harm to the ability of programs to attract
and retain patients if disclosure occurs. This section does not exempt any person from the
reporting obligations under section 626.556, nor limit the use of information reported in any
proceeding arising out of the abuse or neglect of a child. Identifying information and other
confidential information related to alcohol or drug abuse information, assessment, treatment, or
aftercare services may be ordered to be released by the court for the purpose of civil or criminal
investigations or proceedings. No information may be released pursuant to this section that
would not be released pursuant to section 595.02, subdivision 2.

Sec. 30. Minnesota Statutes 1998, section 257.56, subdivision 1, is amended to read:

Subdivision 1. If, under the supervision of a licensed physician and with the consent of
her husband, a wife is inseminated artificially with semen donated by a man not her husband, the
husband is treated in law as if he were the biological father of a child thereby conceived. The
husband’s consent must be in writing and signed by him and his wife. The consent must be
retained by the physician for at least four years after the confirmation of a pregnancy that occurs
during the process of artificial insemination.

All papers and records pertaining to the insemination, whether part of the permanent
record of a court or of a file held by the supervising physician erelsewhere, are subject to
inspection only upon an order of the court for good cause shown. Government data pertaining to
the insemination are confidential data on individuals as defined in section 13.02.

Sec. 31. Minnesota Statutes 1998, section 257.70, is amended to read:

257.70 HEARINGS AND RECORDS; CONFIDENTIALITY.

(a) Notwithstanding any other law concerning public hearings and records, any hearing or
trial held under sections 257.51 to 257.74 shall be held in closed court without admittance of any
person other than those necessary to the action or proceeding. All papers and records, other than
the final judgment, pertalmng to the action or proceedmg—whether that are part of the permanent
record of the court er-ofa ; : 3 7here; are subject
to inspection only upon consent of the court and all 1nterested persons, or in exceptlonal cases
only upon an order of the court for good cause shown. Government data pertaining to the action

or proceeding are confidential data on individuals as defined in section 13.02.
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(b) In all actions under this chapter in which public assistance is assigned under section
256.741 or the public authority provides services to a party or parties to the action,
notwithstanding statutory or other authorization for the public authority to release private data on
the location of a party to the action, information on the location of one party may not be released
by the public authority to the other party if:

(1) the public authority has knowledge that a protective order with respect to the other
party has been entered; or

(2) the public authority has reason to believe that the release of the information may
result in physical or emotional harm to the other party.

Sec. 32. Minnesota Statutes 1998, section 259.10, subdivision 2, is amended to read:

Subd. 2. WITNESS AND VICTIM PROTECTION NAME CHANGES; PRIVATE
DATA. If the court determines that the name change for an individual is made in connection
with the individual’s participation in a witness and victim protection program, the court shall
order that the court records of the name change are not accessible to the public; except that they
may be released, upon request, to a law enforcement agency, probation officer, or corrections
agent conducting a lawful investigation. The existence of an application for a name change
described in this subdivision may not be disclosed except to a law enforcement agency

conducting a lawful investigation. Government data relating to an application for a name change

are confidential data on individuals as defined in section 13.02.

Sec. 33. Minnesota Statutes 1998, section 268A.05, subdivision 1, is amended to read:

Subdivision 1. PUBLIC RECORDS; ACCESS. The employees of the department
specifically authorized by the commissioner shall have the right to receive from any pubtie
government records the names, addresses and information pertinent to their the vocational

rehablhtatlon of persons mJured or othermse dlsabled E—xeept—as—pfeﬁded—m—s&bdmsteﬂ—z—ne

elated to the vocational rehabllltatlon are private data on individuals as deﬁned in section 13.02
and may be used solely to enable the department to offer the benefits of vocational rehabilitation
to the persons injured or otherwise disabled.

Sec. 34. Minnesota Statutes 1998, section 297B.12, is amended to read: - |
297B.12 PRIVATE NATURE OF INFORMATION.

diselosed Data in any purchaser s certificate or any information concerning affairs of any person
making such certificate acquired from the purchaser’s records, officers or employees are private

data on individuals or nonpublic data as defined in section 13.02 and may not be disclosed,
except in connectlon w1th state or federal tax proceedlngs er-upem'eq-ues-t—ef—theperseﬂ-mmed
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Sec. 35. Minnesota Statutes 1998, section 297D.13, subdivision 1, is amended to read:

Subd1V151on1 DISCLOSURE PROHIBITED Neﬁ&thstand-mg—am'—}aw-te-ﬂie

: ; aets Data contained in a
report or return requlred by thls chapter or and any lnformatron obtalned from a tax obligorsner
ean-any are private data on individuals as defined in section 13.02. Information contained in
such a report or return or obtained from a tax obligor may not be used against the tax obligor in
any criminal proceeding, unless independently obtained, except in connection with a proceeding
involving taxes due under this chapter from the tax obligor making the return.

Sec. 36. Minnesota Statutes 1998, section 297E.03, subd1v151on 8, is amended to read:
Subd 8. DISCLOSURE PROHIBITED A INGEWS 5 &t 9

t 7 cal-faets Data contalned in a sports
bookmakmg tax retum ﬁled w1th the commissioner of revenue as-required-by under this section;

nor-can-any are private data on individuals as defined in section 13.02. Information contained in
the report or return may not be used against the tax obligor in any criminal proceeding, unless
independently obtained, except in connection with a proceeding involving taxes due under this

section, or as provided in section 270.064.

Sec. 37. Minnesota Statutes 1998, section 298.48, subdivision 2, is amended to read:

Subd. 2. USE OF DATE DATA. Notwithstanding any other law to the contrary, the
commissioner of revenue may use any data filed pursuant to subdivision 1 and any similar data
otherwise obtained to the extent and in the manner the commissioner deems necessary to project
the future availability, value, and utilization of the metallic mineral resources of this state. In
making such projections the commissioner of revenue may consult with, and provide data as
deemed appropriate to, the commissioner of natural resources.

Sec. 38. Minnesota Statutes 1998, section 298.48, subdivision 4, is amended to read:
Subd. 4. CONFIDENTIAL NATURE OF INFORMATION. The data filed pursuant

to subdivision 1 shalt-be-eonsidered are confidential data on individuals or protected nonpublic
data as deﬁned in sectlon 13. 02 for three years from the date itis the data are ﬁled w1th the

Notwithstanding the other provisions of this subdivision, the commissioner may furnish
any information supplied under this section to the commissioner of natural resources, the
commissioner of trade and economic development, or a county assessor. Any-person-violating

Sec. 39. anesota Statutes 1998, section 299C.065, subdivision 4, is amended to read:
Subd. 4. DATA CLASSIFICATION. An Data in an application te-the-eommtisstoner

for meney-is a grant under this section are confidential reeerd data on individuals or protected
nonpublic data as defined in section 13.02. Information within investigative files that identifies
or could reasonably be used to ascertain the identity of assisted witnesses, sources, or undercover
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investigators is a confidential reeerd data on individuals. A report at the conclusion of an
investigation is a public reeerd data, except that information data in a report pertaining-to on the
identity or location of an assisted witness is are private data.

Sec. 40. Minnesota Statutes 1998, section 319B.11, subdivision 6, is amended to read:

Subd. 6. EXAMINATION BY BOARD. (a) A board, or an employee or agent
designated by a board, may inspect at all reasonable times all books and records of a professional
firm and may summon and examine under oath the owners, directors, governors, officers,
managers, persons occupying a position with governance authority, and employees of the firm in
all matters concerning the operations of the professional firm that are governed by sections
319B.01 to 319B.12, the rules of the board, or the professional firm’s generally applicable
governing law. This subdivision does not authorize anyone to have access to or to compel
anyone to testify with respect to books, records, or information of any type subject to a privilege
recognized by law.

(b) Any information obtained by a board as a result of an examination authorized by
paragraph (a) is eenfidential private data on individuals or nonpublic data as defined in section
13.02, immune from subpoena, and inadmissible as evidence at a trial, hearing, or proceeding
before a court, board, or commissioner except a proceeding under subdivision 8.

(c) A professional firm subject to an examination under paragraph (a) may request in
writing that the board under whose authority the examination is being or has been conducted
provide the professional firm with a copy of all or any specified parts of the sworn testimony
taken or received during the examination as well as all or any specified exhibits provided as part
of that testimony. The board must comply promptly with the request and may charge the
requesting firm the reasonable cost of making and providing the copies.

Sec. 41. Minnesota Statutes 1998, section 469.154, subdivision 2, is amended to read:

Subd. 2. LOCAL REQUEST FOR ASSISTANCE. Any municipality or
redevelopment agency contemplating the exercise of the powers granted by sections 469.152 to
469.165 may apply to the commissioner for information, advice, and assistance. The
commissioner may handle-sueh treat the preliminary information in-a-eenfidential-manner, as

nonpublic data as defined in section 13.02 to the extent requested by the municipality.

Sec. 42. Minnesota Statutes 1998, section 471.617, subdivision 5, is amended to read:
Subd 5. NONDISCLOSURE OF CLAIMS EXCEPTION. Ne-pelitical-subdiviston
s Fee-or-ag i r-about Data on individual claims or total
clalms of an 1nd1v1dual W&t-heuﬁhe-eenseﬂt-eflﬂae-mdiﬁdu&} are private data on individuals as
defined in section 13.02, except that the information may be disclosed to officers, employees, or
agents of the political subdivision to the extent necessary to enable them to perform their duties

in adm1mster1ng the health beneﬁt program %ﬁ&pfﬁ*fﬁiﬁﬁ%hﬁﬂ‘ﬂﬁfpfﬁﬁﬁfh&dﬁe}ﬁsuf&ﬁf

Sec. 43. Minnesota Statutes 1998, section 626.53, subdivision 1, is amended to read:
Subdivision 1. REPORTS TO SHERIFFS AND POLICE CHIEFS. The report
required by section 626.52, subdivision 2, shall be made forthwith by telephone or in person, and
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shall be promptly supplemented by letter, enclosed in a securely sealed, postpaid envelope,
addressed to the sheriff of the county in which the wound is examined, dressed, or otherwise
treated; except that, if the place in which the patient is treated for such injury or the patient’s
wound dressed or bandaged be in a city of the first, second, or third class, such report shall be
made and transmitted as herein provided to the chief of police of such city instead of the sheriff.
Except as otherwise provided in subdivision 2, the report is confidential data on individuals as
defined in section 13.02, and the office of any such sheriff and of any such chief of police shall
keep the report as a confidential communication and shall not disclose the name of the person
making the same, and the party making the report shall not by reason thereof be subpoenaed,
examined, or forced to testify in court as a consequence of having made such a report.

Sec. 44. REPEALER.
Minnesota Statutes 1998_ sections 144.58: and 297D.13. subdivisions 2 and 3. are

repealed.

127




128




10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

01/28/99 8:37 a.m. [RESDEPT )} DM/TG DM25

ARTICLE 2
TERMINOLOGY CHANGES

Section 1. Minnesota Statutes 1998, section 3.97,
subdivision 11, is amended to read:

Subd. 11. "Audit" as used in this subdivision means a
financial audit, a program evaluation, a best practices review,
or an investigation. Data relating to an audit are net-pubiie
er-with-respeet-to-data-on-individuals-are confidential until
the final report of the audit has been published or the audit is
no longer being actively pursued. Data that suppoft the
conclusions of the report and that the legislative auditor
reasonably believes will result in litigation are net—pubiie-and
with-reapeet-te-data-en-individuais-are confidential until the
litigation has been completed or is no longer being actively
pursued. Data on individuals that could réasonably be used to
determine the identity of an individual supplying data for an
audit are private if the data supplied by the individual were
needed for an audit and the individﬁal would not have provided
the data to the legislative auditor without an assurance that
the individual’s identity would remain private, or the
legislative auditor reasocnably believes that the subject would
not have provided the data. The definitions of terms provided
in section 13.02 apply for purposes of this subdivision.

Sec. 2. Minnesota Statutes 1998, section 6.715,
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subdivision 2, is amended to read:

Subd. 2. [CLASSIFICATION.] Data relating to an audit
are pretected-nenpubiie-data-or confidential data en
individuais, until the final report of the audit has been
published or the audit is no longer being actively pursued.
Data that support the conclusions of the report and that the
state auditor reasonably believes will result in litigation are
protected-nenpubiie-~data-er confidential data en-individuats,
until the litigation has been completed or is no longer being
actively pursued. Data on individuals that could reasonably be
used to determine the identity of an individual supplying data
for an audit are private data if the data supplied by the
individual were needed for an audit and the individual would not
have provided the data to the state auditor without an assurance
that the individual’s identity would remain private, or the
state auditor reasonably believes that the subject would not
have provided the data. Data that could reasonably be used to
determine the identity of an individual supplying data pursuant

to section 609.456 are private data. "Confidential data" and

"private data" as used in this subdivision have the meanings

given in section 13.02.

Sec. 3. Minnesota Statutes 1998, section 10A.02,
subdivision 12, is amended to read:

Subd. 12. [ADVISORY OPINIONS.] (a) The board may issue and
publish advisory opinions on the requirements of this chapter
based upon real or hypothetical situations. An application for
an advisory opinion may be made only by an individual or
association who wishes to use the opinion to guide the.
individual’s or the association’s own conduct. The board shall
issue written opinions on all such questions submitted to it
within 30 days after receipt of written application, unless a
majority of the board agrees to extend the time limit.

(b) A written advisory opinion issued by the board is
binding on the board in any subsequent board proceeding
concerning the person making or covered by the request and is a

defense in a judicial proceeding that involves the subject
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matter of the opinion and is brought against the person making
or covered by the reguest unless:

(1) the board has amended or revoked the opinion before the
initiation of the board or judicial proceeding, has notified the
person making or covered by the regquest of its action, and has
allowed at least 30 days for the person to do anything that
might be necessary to comply with the amended or revoked
opinion;

(2) the request has omitted-or misstated material facts; or

(3) the person making or covered by the request has not
acted in good faith in reliance on the opinion.

(c) A request for an opinion and-the opinion itself are

nenpubltie private data, as defined in section 13.02, subdivision

12. The board, however, may publish an opinion or a summary of
an opinién, but may not include in the publication the name of
the requester, the name of a person covered by a request from an
agency or political subdivision, or any other information that
might identify the requester unless the person consents to the
inclusion.

Sec. 4. Minnesota Statutes 1998, section 13.02,
subdivision 3, is amended to read:

Subd. 3. [CONFIDENTIAL DATA SN-INBEIVEIBUARS.] "Confidential

data en-individuals" means data, whether on individuals or not

on individuals, whieh that is made net-pubiie, by statute or

federal law applicable to the data and-is, inaccessible to the

individuat public and to the subject of that the data.

Sec. 5. Minnesota Statutes 1998, section 13.02, is amended
by adding a subdivision to read:

Subd. 7a. [GOVERNMENT ENTITY.] "Government entity" means a

state agency, statewide system, or political subdivision.

Sec. 6. Minnesota Statutes 1998, section 13.02,
subdivision 12, is amended to read:
Subd. 12. [PRIVATE DATA ©N-INBEVIBBaARS.] "Private data en

individuais" means data wkieh, whether on individuals or not on

individuals, that is made, by statute or federal law applicable

to the datas--fay-net-pubiiesr-and-¢by, inaccessible to the
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public but accessible to the individuai subject of that the

data.

Sec. 7. Minnesota Statutes 1998, section 13.02,
subdivision 14, is amended to read:

Subd. 14. [PUBLIC DATA'NG?—SN~£NBIVEBHAES.] "pPublic
data net-en-individueis" means daté whieh, whether on

individuals or not on individuals, that is accessible to the

public pursuant to section 13.03.
Sec. 8. Minnesota Statutes 1998, section 13.02,-is amended
by adding a subdivision to read:

Subd. 15a. "Representative of the decedent" means the

personal representative of the estate of the decedent during the

period of administration; or if no personal representative has

been appointed or after discharge of the personal

representative, the surviving spouse, a child of the decedent,

or, if there is no surviving spouse or child, the parents of the

decedent.

Sec. 9. Minnesota Statutes 1998, section 13.03, is amended

. to read:

13.03 [ACCESS TO GOVERNMENT DATA.]

-Subdivision 1. [PUBLIC DATA.] All government data
collected, created, received, maintained or disseminated by a
state—ageney7—peiiﬁieai-subdivisien7-er—statéwide-syséem—shaii

be government entity is public unless classified by statute, er

temporary classification pursuant-te under section 13.06, or
federal lawy as nenpubilic-er-pretected-nenpubiier—or-with
respeet-to-data-en-individuaisy-as private or confidential. The
responsible authority in every state-ageney;—pelitieai

subdivision-and-statewide-system government entity shall keep

records containing government data in suek an arrangement and

condition es-te-make that makes them easily accessible for
convenient use. Photographic, photostatic, microphotographic,
or microfilmed records shaii-be are considered as accessible for
convenient use regardless of the size of sueh the records.

Subd. 2. [PROCEDURES.] The responsible authority in every

state-ageneyy-petiticai-subdiviateny~and-statewide
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system government entity shall establish procedures, consistent

with this chapter, to insure that requests for government data
are received and complied with in an apbropriaté and prompt
manner. Full convenience and comprehensive accessibility shall
be allowed to researchers including historians, genealogists,
and other scholars to carry out éxtensive research and complete
copying of all records containing government data, except as
otherwise expressly provided by law.

A responsible authority may designate one or more designees.

Subd. 3. [REQUEST FOR ACCESS TO DATA.] Upon request to a
responsible authority or designee, a person shall be permitted
to inspect and copy public government data at reasonable times
and places, and, upon request, shall be informed of the data’s
meaning. If a person requests access for the purpose of
inspection, the responsible authority may not assess a charge or
reqguire the reguesting person to pay a fee to inspect data. The
responsible authority or designee shall provide copies of public
data upon request. If a person requests cqpies or electronic
transmiftal of the data to the person, the responsible authority
may require the requesting person to pay the actual.costs of
searching for and retrieving government data, including the cost
of employee time, and for making, certifying, compiling, and
electronically transmitting the copies of the data or the data,
but may not charge for separating public from net-pubkiie private

or confidential data. If the responsible authority or designee

is not able to provide copies at the time a request is made,
copies shall be supplied as soon as reasonably possible.

When a request under this subdivision involves any a
person’s receipt of copies of public government data that has
commercial value and is a substantial and discrete portion of or
an entire formula, pattern, compilation, program, device,
method, technique, process, databéée, or system developed with a
significant expenditure of public funds by the ageney government
entity, the responsible authority may charge a reasonable fee
for the information in addition to the costs of making,

certifying, and compiling the copies. Any fee charged must be
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clearly demonstrated by the ageney government entity to relate
to the actual development costs of the information. ;he
responsible authority, upon the request of any a person, shall
provide sufficient documentation to explain and justify the fee
being charged.

If the responsible authority or designee determines that
the requested data is classified so as to deny the reguesting’
person access, the responsible authority or designee shall
inform the requesting person of the determination either orally
at the time of the request, or in writing as soon after that
time as possible, and shall cite the specific statutory section,
temporary classification, or specific provision of federal law
on which the determination is based. Upon the request of any a
person denied access to data, the responsible authority or
designee shall certify in writing that the request has been
denied and cite the specific statutory section, temporary
classification, or specific provision of federal law upon which
the denial was based.

Subd. 4. [CHANGE IN CLASSIFICATION OF DATA; EFFECT OF

DISSEMINATION AMONG AGENEYES GOVERNMENT ENTITIES.] (a) The

classification of data in the possession of an-eageney a

government entity shall change if it is required to do so to

comply with either judicial or administrative rules pertaining
to the conduct of legal actions or with a specific statute
applicable to the data in the possession of the disseminating or

receiving ageney government entity.

(b) If data on individuals is classified as both private
and confidential by this chapter, or any other statute or
federal law, the data is private.

(c) To the extent that government data is disseminated to

state-ageneiesy-peiitical-subdivistens;-or-statewide-systems a

government entity by another state-agerneyy-poiitiea

subdivisien;-er-statewide~syatem government entity , the data

disseminated shall have the same classification in the hands of

the ageney government entity receiving it as it had in the hands

of the government entity providing it.
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1 (d) If a state-ageneyr-statewide-systemy-er-poiitieal

2 subdivisien government entity disseminates data to another state

3 ageneyr-statewide-system;-er-politiecai-subdivisien government

4 entity, a classification provided for by law in the hands of the
5 government entity receiving the data does not affect the

6 classification of the data in the hands of the government entity
7 that disseminates the data.

8 Subd. 5. [ COPYRIGHT OR PATENT OF'COMPUTER PROGRAM. ]

9 Nething-in Neither this chapter ér nor any other statute shaii -
10 be—eensErued-Ee—prevent—a-state-agéneyr—sﬁatewide—system7—er

11 peiitieai-subdivisien prevents a government entity from

12 acquiring a copyright or patent for a computer software progran

'13  or components of a program created by tkat the government ageney
14 entity. ZIn-the-event-that If a government ageney entity doeg

15 acgquire a patent or copyright to a computer software program or

16 component of a program, the data shall be treated as trade

17 secret information pursuant to section 13.37.

18 Subd. 6. [DISCOVERABILITY OF Ke¥-PUBEFIE PRIVATE OR

19 CONFIDENTIAL DATA.] If a state-ageneyr-politiecal-subdivisien-—er

20 statewide-system government entity opposes discovery of

21 government data or release of data pursuant to court order on
22 the grounds that the data are classified as net-pubiie Efivate

23 or confidential, the party that seeks access to the data may

24 bring before the appropriate presiding judicial officer,

25 arbitrator, or administrative law judge an action to compel

26 discovery or an action in the nature of an action to compel

27 discovery.

28 The presiding officer shall first decide whether the data
29l are discoverable or releasable pursuant to the rules of evidence
30 and of criminal, civil, or administrative procedure appropriate
31 to the action.

32 If the data are discoverable the presiding officer shall
33 decide whether the benefit to the party seeking access to the
34 data outweighs any harm to the confidentiality interests of the

35 ageney government entity maintaining the data, or of any person

36 who has provided the data or who is the subject of the data, or
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to the privacy interest of an individual identified in the
data. In making the decision, the presiding officer shall
consider whether notice to the subject of the data is warranted
and, if warranted, what type of notice must be given. The
presiding officer may fashion and issue any protective orders
necessary to assure proper handling of the data by the parties.
If the data are a videotape of a child victim or alleged victim
alleging, explaining, denying, or describing an act of physical
or sexual abuse, the presiding officer shall consider the
prqvisions of section 611A.90, subdivision 2, paragraph (b).
Subd. 7.. [DATA TRANSFERRED TO ARCHIVES.] When—government

data that is classified as net-pubiie private or confidential by

this chapter or any other statutej;-inetuding-private-date-en
decedents-and-cenfidential-data-on-deecedents,; is physically
transferred to the state archives, the data ska*: are no longer

be classified as net-pubiie private or confidential and access

to and use of the data shaii-be are governed by section 138.17.
Subd. 8. [CHANGE TO CLASSIFICATION OF DATA NOT ON
INDIVIDUALS.] Except for security information, nenpubiie private

and preteected-nenpubiie confidential data not on individuals

shati-beeeme becomes public either ten years after the creation
of the data by the government egeney entity or ten years after
the data was received or collected by any-gevernmentat-ageney a

government entity unless the responsible authority for the

originating or custodial ageney government entity for the data

reasonably determines that, if the data were made available to
the public or to the data subject, the harm to the public or to
a data subject would outweigh the benefit to_the publi¢ or to
the data subject. If the responsible authority denies access to

the data, the person denied access may challenge the denial by

bringing an action in district court seeking release of the

data. The action shall be brought in the district court located
in the county where the data are being maintained, or, in the

case of data maintained by a state-ageney government entity, in

any county. The data in dispute shall be examined by the court

in camera. In deciding whether or not to release the data, the
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court shall consider the benefits and harms in the same manner
as set forth above. The court shall make a written statement of
findings in support of its decision.

Subd. 9. [EFFECT OF CHANGES IN CLASSIFICATION OF DATA.]
Unless otherwise expressly provided by a particular statute, the
classification of data is determined by the law applicable to
the data at the time a request for access to the daté is made,
regardless of the data’s classification at the time it was
collected, created, or received.

Subd. 10. [COSTS FOR PROVIDING COPIES OF DATA.] Money
collected by a responsible authbrity in a state agency for the
actual cost to the agency of providing eopies or electronic
transmittal of government data is appropriated to the agency and
added to the appropriatioﬁs from which the costs were paid.

Subd. 11. [TREATMENT OF PRIVATE OR CONFIDENTIAL DATA

€LASSEIFIEB-AS~NOP-PYBLEE; PUBLIC MEETINGS.] Net-pubiie Private

or confidential data may be discussed at a meeting open to the

public to the extent provided in section 471.705, subdivision 1d.

Sec. 10. Minnesota Statutes 1998, section 13.04, is
amended to read:

13.04 [RIGHTS OF INDIVIDUAL SUBJECTS OF DATA.]

Subdivision 1. [TYPE OF DATA.] The rights of individuals
on whom the data is stored or to be stored shaii-be-as are set
forth in this section.

Subd. 2. [INFORMATION REQUIRED TO BE GIVEN INDIVIDUAL.] An
individual asked to supply private or confidential data
concernihq the individual shall be informed of: (a) the purpose
and intended use of the requested data within the collecting
state-ageneyr—poiitieai~subdivisieny-or-statewide .

system government entity; (b) whether the individual may refuse

or is legally required to supply the requested data; (c) any
known conseguence arising from supplying or refusing to supply
private or confidential data; and (d) the identity of other
persons or entities authorized by state or federal law to
receive the data. This requirement shaii does not apply when an

individual is asked to supply investigative data, pursuant to
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section 13.82, subdivision 5, to a law enforcement officer.

Subd. 3. [ACCESS TO DATA BY INDIVIDUAL.) Upon request to a

responsible authority, an individual shall be informed whether
the individual is the subject of stored data on indivi&uals, and
whether #t the data is classified as public, private or
confidential. Upon further réquesﬁ, an individual who is the
subject of stored private or public data on individqals shall be
shown the data without any charge and, if desired, shall be
informed of the.content and meaning of that data. After an
individual has been shown the private data and informed of its
meaning, the data need not be disclosed to that individual for
six months thereafter unless a dispute or action pursuant-te
under this section is pending or additional data on the
individual has been collected or created. The responsible
authority shall provide copies of the private or public data
upon request by the individual subject of the data. The

responsible authority may require the requesting person to pay

the actual costs of making, certifying, and compiling the copies. ¢

The responsible authority shall comply immediately, if
possible, with any request made pursuant to this subdivision, or
within five days of the date of the request, excluding
Saturdays, Sundays and legal holidays, if immediate compliance
is not possible. If unable to comply with the request within
that time, the responsible authority shall so inform the
individual, and may have an additional five days within which to
comply with the request, excluding Saturdays, Sundays and legal
holidays.

Subd. 4. [PROCEDURE WHEN DATA IS NOT ACCURATE OR.
COMPLETE.] (a) An individual subject of ke data may contest the
accuracy or compieteness of public or private data. To exercise
this right, an individual shall notify in writing the
responsible authority describing the nature of the
disagreement. The responsible authority shall within 30 days
either: (1) correct the data found to be inaccurate or
incomplete and attempt to notify past recipients of inaccurate

or incomplete data, including recipients named by the
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individual; or (2) notify the individual that the authority
believes the data to be correct. Data in dispute shall be
disclosed only if the individual‘s statement of disagreement is
included with the disclosed data.

The determination of the responsible authority may be
appealed pursuwant-te under the pfovisions of the Administrative
Procedure Act relating to contested cases. Upon receipt of an
appeal by an individual, the commissioner shall, before issuing
the order and notice of a contested case hearing required by
chapter 14, try to resolve the dispute through education,
conference, conciliation, or persuasion. If the parties
consent, the commissioner may refer the matter to mediation.
Following these efforts, the commissioner shall dismiss the
appeal or issue the order and notice of hearing.

(b) Data on individuals an individual that have been

successfully challenged by an the individual must be completed,
corrected, or destroyed by a state-ageneyr;-poiitieal

subdivisieny-er-statewide-system government entity without

regard to the requirements of section 138.17.
After completing, correcting, or destroying successfully
challenged data, a state-ageneyr-politiecair-subdivisieny-er

statewide-system government entity may retain a copy of the

commissioner of administration’s order issued under chapter 14
or, if no order were was issued, a summary of the dispute
between the parties that does not contain any particulars of the
successfully challenged data.

Subd. 5. [EDUCATION RECORDS; CHILD WITH A DISABILITY.]
Nething-in-this-chapter-shati-be-construed-as-iimiting This

chapter does not limit the frequency of inspection of the

educational records of a child with a disability by the child’s
parent or guardian or by the child upon the ekiid child’s

reaching the age of majority. An-agerey A government entity or

institution may not charge a fee to search for or to retrieve

the educational records. aAn-ageney A government entity or

institution that receives a request for copies of the

educational records of a child with a disability may charge a '
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fee that.reflects the costs of reproducing the records except
when to do so would impair the ability of the child’s parent or
guardian, or the child who has reached the age of majority, to
exercise their right to inspect and review those records.

Séc. 11. Minnesota Statutes 1998, section 13.05,
subdivision 1, is amended to read:

13.05 [DUTIES OF RESPONSIBLE AUTHORITY.]

Subdivision 1. [PUBLIC DOCUMENT OF DATA CATEGORIES.] The

responsible authority of each government entity shall prepare a

public document containing the authority’s name, title and
address, and a description of each category of record, file, or
process relating to private or confidential data on individuals
maintained by the autherity<is-state-ageneyy-statewide-gsystemy—or

peiitieai~aubdivisien government entity. Forms used to collect

private and confidential data on individuals shall be included

in the public document. Beginning-August-i+-1977~and-annuaiiy
thereafter; The responsible authority shall annually update the
public document and make any changes necessary to maintain the
accuracy of the document. The document shall be available to
the public from the responsible authority te-the-pubiie in
accordance with the provisions of sectioﬁs 13.03 and 15.17.

Sec. 12. Minnesota Statutes 1998, section 13.05,
subdivision 4, is amended to read:

Subd. 4. [LIMITATIONS ON COLLECTION AND USE OF DATA.]
Private or confidential data on an individual shall not be
collected, stored, used, or disseminated by pe*itieal
subdivisiens;-statewide-systemsr-or-state-ageneies government
entities for any purposes other than those stated to the
individual at the time of collection in accordance with section
13.04, except as provided in this subdivision.

(a) Data on individuals collected prior to August 1, 1975,

and which have not been treated as public data, may be used,
stored, and disseminated for the purposes for which the data was
originally collected or for purposes which are specifically
approved by the commissioner as necessary to public health,

i

safety, or welfare.
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{b) Private or confidential data on_individuals may be used

and disseminated to individuals or agemeies government entities

specifically authorized access to that the data by state, local,
or federal law enacted or promulgated after the collection of

the data.

(c) Private or confidéntial data on individuals may be used

and disseminated to individuals or ageneies government entities

subsequent to the collection of the data when if the responsible
authority maintaining the data has regquested approval for a new
or different use or dissemination of the data and that request
has been specifically approved by the commissioner as necessary
to carry out a function assigned by law.

(d) Private data on individuals may be used by and

disseminated to any a person er-ageney, government entity, or

federal agency if the individual subject or subjects of the data

have given their informed consent. Whether a data subject has
given informed consent shall be determined by rules of the
commissioner. Informed consent shall not be deemed to have been
given by an indiv;dual subject of the data by the signing of any
a statement authorizing ahy a pefson or ageney government

entity to disclose information about the individual to an
insurer or its authorized representative, unless the statement
is:

(1) in plain language;

(2) dated;

(3) specific in designating the particular persdns or
agencigs the data subjéct is authorizing to disclose information
about the data subject;

(4) specific as to the nature of the information the
subject 1is authorizing to be disclosed;

(5) specific as to the persons or agencies to whom the
subject is authorizing information to be disclosed;

(6) specific as to the purpose or purposes for which the
information may be used by any of the parties named in clause
(5), both at the time of the disclosure and at any time in the

future;
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(7) specific as to its expiration date which should be
within a reasonable period of time, not to exceed one year;
except in the case of authorizations given in connection with

applications for life insurance or noncancelable or guaranteed

_rénewable health insurance and identified as such, the

expiration date may be two years after the date of the policy.

The responsible authority may require a person requesting
copies of data under this paragraph to pay the actual costs of
making, éertifying, and compiling the copies.

(e) Private or confidential data on an individual may be
discussed at a meeting open to the public to the extent provided
in section 471.705, subdivision 1d.

Sec. 13. Minnesota Statutes 1998, section 13.05,
subdivision 6, is amended to read:

subd. 6. [CONTRACTS.] Except as provided in section 13.46,
subdivision 5, in any contract between a gevernmental-unit

government entity subject to this chapter and any person, when

the contract requires that data on individuals be made available
to the contracting parties by the gevernmentai-unit government
entity, that data shall be administered consistent with this
chapter. A contracting party shall maintain the data on
individuals which it received according to the statutory
provisions applicable to the data.

Sec. 14. Minnesota Statutes 1998, section 13.05,
subdivision 8, is amended to read:

Subd. 8. [PUBLICATION OF ACCESS PROCEDURES.] The
responsible authority shall prepare a public document setting
forth in writing the rights of the data subject pursuant-te
Egggg section 13.64 and the specific procedures in effect in the
state-ageney;-statewide-system—~er-peiitieal

subdivisien government entity for access by the data subject to

public or private data on individuals.

Sec. 15.. Minnesota Statutes 1998, section 13.05,
subdivision 9, is amended to read:

Subd. 9. [INTERGOVERNMENTAL ACCESS OF DATA.] A responsible

authority shall allow another responsible authority access to
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data classified as net-publie private or confidential only when

the access is authorized or required by statute or federal law.

An-ageney A government entity that supplies government data

under this subdivision may reguire the requesting ageney entity
to pay the actual cost of supplying the data.

Sec. 16. Minnesota Statutes 1998, section 13.06, is
amended to read:

13.06 [TEMPORARY CLASSIFICATION.]

Subdivision 1. [APPLICATION TO COMMISSIONER.]
Notwithstanding the provisions of section 13.03, the responsible
authority of a state-ageneyr-polriticat-subdivisien;—or-statewide

system government entity may apply toc the commissioner for

permission to classify data or types of data en-individuais as
private or confidential, er-data-net-en-individuats-as-nenpubiie
er-pretected-nenpubiies for its own use and for the use of other
similar ageneites;-poiiticalr-subdivisiens;-er-statewide

systems government entities on a temporary basis until a

proposed statute can be acted upon by the legislature. The
application'for temporary classification is public.

Upon the filing of an application for temporary

classification, the data whieh that is the subject of the

application shall be deemed to be classified as set forth in the
application for a period of 45 days, or until the application is
disapproved, rejected, or granted by the commissioner, whichever
is earlier.

If the commissioner determines that an application has been
submitted for purposes not consistent with this section, the
commissioner may immediately reject the application, give notice
of that rejection to the applicant, and return the application.
When the applicant receives the notice of rejection from the
commissioner, the data whiekh that was the subject qf the
application shall have the classification it had before the
application was submitted to the commissioner.

Subd. 2. [CONTENTS OF APPLICATION FOR PRIVATE OR

CONFIDENTIAL DATA ON INDIVIDUALS.] An application for temporary

classification of data on individuals sha*i-inetude must state,
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and the applicant shall have the burden of clearly establishing,

that no statute currently exists which either allows or forbids

classification of the data as private or confidential; and

either

4a¥ (1) That data similar to that for which the temporary
classification is sought has been freated as either private or
confidential by other state agencies or political subdivisions,
and by the public; or

tk¥ (2) That a compelling need exists for immediate
temporary classification, which if not granted could adversely
affect the public interest or the health, safety, well being or
reputation of the individual data subject.

Subd. 3. [CONTENTS OF APPLICATION FOR NONPYBLIE-OR

NONPUBLEE-PROFECPED DATA NOT ON INDIVIDUALS.] An application for

temporary classification of government data not on individuals
ahati-inelude must state, and the applicant shall have the
burden of clearly establishing, that no statute currently exists

which either allows or forbids classification as nenpubiie

. private or pretected-nenpubiie confidential; and either that:

(a) Phat Data similar to that for which the temporary
classification is sought has been treated as nenpubiie private
or pretected-nenpubltie confidential by other state agencies or
political subdivisions, and by the public; or

(b) Public access to the data would render unworkable a
program authorized by law; or

(c) That A compelling need exists for immediate temporary
classification, which if not granted could adversely affect the
health, safety or welfare of the public.

Subd. 4. [PROCEDURE WHEN CLASSIFICATION AFFECTS OTHERS. ]
If the commissioner determines that an application for temporary
classification involves data whieh that would reasonably be
classified in the same manner by all egeneieas;-peiitiecal

subdivisiensy-er-statewide~systems government entities similar

to the one whieh that made the application, the commissioner may
approve or disapprove the classification for data of the

kind whieh that is the subject of the application for the use of
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all egeneies;-pelitiecai-subdivisiens;-er-statewide

syastems government entities similar to the applicant. On

deeming this approéch advisable, the commissioner shall provide
notice of thé proposed action by publication in the state
register and by notification to the intergovernmental
information systems advisory couﬁcil, within ten days of
receiving the application. Within 30 days after publication in

the state register and notification to the council, an

affected ageneyy-peolitieair-subdivisieny government entity or the
publicy-er-statewide-~-aystem may submit comments on the
commissioner’s proposal.. The commissioner shall consider any
comments received when granting or denying a classification for
data of the kind whieh that is the subject of the application,
for the use of all ageneies;-politicai-subdivisiens;—er -

statewide~-systems government entities similar to the applicant.

Within 45 days after the close of the period for submitting
comment, the commissioner shall grant or disapprove the
application. Applications processed under this subdivision
shall bé either approved'or disapproved by the commissioner
within 90 days of the receipt of the application. For purposes
of subdivision 1, the data whieh that is the subject of the
classification shall be deemed to be classified as set forth in
the application for a period of 90 days, or until the
application is disapproved or granted by the commissioner,
whichever is earlier. If requested in the application, or
determined to be necessary by the commissioner, the data in the
application shall be so classified for all ageneies;-peititiecal

subdivisiens;—er-statewide-systems government entities similar

to the applicant until the application is disapproved or granted
by the commissioner, whichever is earlier. Proceedings after
the grant or disapproval shall be governed by the provisions of
subdivision 5.

Subd. 5. [DETERMINATION.] The commissioner shall either
grant or disapprove the application.for temporary classification
within 45 days after it is filed. On disapproving an

application, the commissioner shall set forth in detail reasons

145




10
11
12
13
14
15
16
17
18
19
20
21
22
23
24
25
26
27
28
29
30
31
32
33
34
35

36

01/28/99 8:37 a.m. [RESDEPT ] DM/TG DM25

for the disapproval, and shall include a statement of belief as
to what classification is appropriate for the data whiekh that is
the subject of the application. Twenty days after the date of
the commissioner’s disapproval of an application, the data whieh
that is the subject of the application sheii-beeceme becomes
public data, unless the responsible authority submits an amended
application for temporary classification which requests the
classification deemed appropriate by the commissioner in the
statement of disapproval or which sets forth additional
information relating to the original proposed classification.
Upon the filing  of an amended-application,~the data whieh that
is the subject. of the amended application shall be deemed_to be
classified as set forth in the amended application for a period
of 20 days or until the amended application is granted or
disapproved by the commissioner, whichever is earlier. The
commissioner shall either grant or disapprove the amended
application within 20 days after it is filed. Five working days
after the date of the commissioner’s disapproval of the amended

application, the data whieh that is the subject of the

application shaii-beeceme becomes public data. No more than one

amended application may be submitted for any single file or
system.

If the commissioner grants an application for temporary
classification, it skaii-beceme becomes effective immediately,
and the complete record relating to the application shall be
submitted to the attorney general, who shall review the
classification as to form and legality. Within 25 days, the
attorney general shall approve the classification, disapprove a
classification as.confidential but approve a classification as
private, or disapprove the classification. If the attorney
general disapproves a classification, the data whiek that is the
subject of thg classification shaii-beceme becomes public data
five working days after the date of the attorney general’s
disapproval.

Subd. 7. [LEGISLATIVE CONSIDERATION OF TEMPORARY

CLASSIFICATIONS; EXPIRATION.] On or before January 15 of each
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year, the commissioner shall submit all temporary
classifications in effect on January 1 in bill form to the
legislature. %he A temporary classification expires June 1 of
the year following its submission to the legislature.

Sec. 17. Minnesota Statutes 1998, section 13.072,
subdivision , is amended to read:

13.072 [OPINIONS BY THE COMMISSIONER.]

Subdivision 1.. [OPINION; WHEN REQUIRED.] (a) Upon request
of a state—ageneyr-étaéewide—systemr—er-peiitieai

subdivisien government entity, the commissioner may give a

written opinion on any a question relating to public access to
government data, rights of subjects of data, or classification
of data under this chapter or other Minnesota statutes governing
government data practices. Upon request of any a person who
disagrees with a determination regarding data practices made by
a state-ageney;-statewide-systemy—or-poiitiecal

sukdiviaien government entity, the commissioner may give a

written opinion regarding the person’s rights as a subject of
governﬁent data or right to have access to government data. If
the commissioner determines‘that no opinion will be issued, the
commissioner shall give the state-ageneyr-statewide-syatem;

petitieal-asubdivistensy government entity or person requeSting

the opinion notice of the decision not to issue the opinion
within five days of receipt of the request. If this notice is
not given, the commissioner shall issue an opinion within 20
days of receipt of the request. For good cause and upon written
notice to the person requesting the opinion, the commissioner
may extend this deadline for one additional 30-day period. The
notice must state fhe reason for extending the deadline;

The state-~ageneyjy-statewide-systemy—er-pelitieal

subdivisien government entity must be provided a reasonable

opportunity to explain the reasons for its decision regarding
the data. The commissioner or the state-ageney;-statewide

systemy-or-petitieat-subdivisien government entity may choose to

give notice to the subject of the data concerning the dispute

regarding about the data.
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(b) This section does not apply to a determination made by
the commissioner of health under section 13.38, subdivision 2,
paragraph (c), or 144.6581.

(c) A written opinion issued by the attorney general shaii
take takes precedence over an opinion issued by the commissioner
under this section.

Subd. 2. [EFFECT.] Opinions issued by the commissioner
under this section are not binding on the state-ageneysr

statewide-systemr-er—-poliiticai-subdivisien government entity

whose data is the subject of the opinion, but must be given
deference by a court in a proceeding involving the data. The
commissioner shall arrange for public dissemination of opinions
issued under this section. This section does not preclude a
person from bringing any other action undef this chapter or
other law in addition to or instead of reguesting a written
opinion. A state-ageneyr-statewide-systemy-peiitieal

subdivisieny government entity or person that acts in conformity

with a written opinion of the commissioner is not liable for

compensatory or exemplary damages or awards of attorneys fees in

actions under section 13.08 or for a penalty under section 13.09.
Subd. 4. [DATA SUBMITTED TO COMMISSIONER.] A state-ageneyry

statewide-systemy—-or-peiitical-subdivisien government entity may

submit met-pukiie private or confidential data to the

commissioner for the purpose of requesting or responding to a
person’s request for an opinion. Government data submitted to
the commissioner by a state-ageney;-statewide-system;-or

peiitieai—subdiviéien government entity or copies of government

data submitted by other persons have the same classification as
the data have when held by the state-ageneyr-statewide-system-

er-potitieal-subdivisten submitting government entity. If the

nature of the opinion is such that the release of the opinion

would reveal nret-pubiie private or confidential data, the

commissicner may issue an opinion using pseudonyms for
individuals. Data maintained by the commissioner, in the record
of an opinion issued using pseudonyms that would reveal the

identities of individuals protected by the use of the
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-

pseudonyms, are private data on individuals.

Sec. 18. Minnesota Statutes 1998, section 13.073,
subdivision 3, 1s amended to read:

Subd. 3. [BASIC TRAINING.] The basic training component
should be designed to meet the basic information policy needs of
all government émployees and public officials with a focus oﬁ
key data practices laws and procedures that apply to all
government entities. The commissioner should design the basic
training component in a manner that minimizes duplication of the
effort and cost for government enfities to provide basic
training. The commissioner may develop general programs and
materials for basic training such as video presentations, data
practices‘booklets, and training guides. The commissioner may

assist state-and-iteecmi-government-ageneies government entities

in developing training expertise within-their-own-~ageneies and
offer assistance for periodic training sessions for this purpose.

Sec. 19. Minnesota Statutes 1998, section 13.073,
subdivision 4, is amended to read:

Sﬁbd. 4. [SECTOR-SPECIFIC TRAINING.] (a) The
sector-specific training component should be designed to provide
for the development of specific expertise needed to deal with
information policy issues within a particular service area.
Service areas may include government entities saeﬁ—as—st&te
ageneiesy-countieas-eitiesr-or~secheot-distriets, or functional
areas such as education, human services, child protection, or
law enforcement. This component should focus on training
individuals who implement or administer data practices and other
information policy laws within their government entity.

(b) The commissioner may provide technical assistance and
support and help coordinate efforts to develop sector-specific
training within different sectors. Elements of seqtor-specific
training should include:

(1) designation, training, and coordination of data
practices specialists with responsibility for clarification and
resolution of sector-specific information policy issues;

(2) development of telephone hot lines within different
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sectors for handling information policy inquiries;

(3) development of forums under which individuals with

.ongoing information policy administrative responsibilities may

meet to discuss issues arising within their sectors;

(4) availability of exﬁertise for coaching and consultation
on specific issues; and ‘ -

(5) preparation of publications, including reference guides
to materials and resource persons.

Sec. 20. Minnesota Statutes 1998, section 13.08, is
amended to read:

13.08 [CIVIL REMEDIES.] —

Subdivision 1. [ACTION FOR DAMAGES.] Notwithstanding
section 466.03, a peiitieat-subdiviaten; responsible authoritys

statewide-system; or state-ageney-whieh government entity that

violates any a provision of this chapter is liable to a person
or representative of a decedent who suffers any damage as a

result of the violationy—-and. The person damaged or a

¥

representative of the decedent in the case of private data-en ) /
decedents or confidential data on decedents may bring an action
against the peilitieai-subdivisieny-reapensibie-autherity;

statewide-system—er-state—ageney—te—eever government entity for

any damages sustained, plus costs and reasonable attorney fees.
In the case of a willful violation, the peiitieai-subdivisieny

statewide-system-er~—state-ageney government entity shall, in

addition, be liable e for exemplary damages of not less than
$100, nor more than $10,000, for each violation. The state is
deemed to have waived any immunity to a cause of action brought
under this chapter.

Subd. 2. [INJUNCTION.] A peiitiecai-subdivisien;
respensibie-autherityy-statewide-gystem-or—-state-ageney

whiek government entity that violates or proposes to violate

this chapter may be enjoined by the district court. The court
may make any order or judgment as-may-be necessary to prevent
the use or employment by any person of any practices whieh that
violate this chapter.

Subd. 3. [VENUE.] An action filed pursuant-te under this
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section may be commenced in the county in-whieh where the
individual alleging damage or seeking relief resides, or in the
county wherein where the political subdivision exists, or, in
the case of the state, any county.

Subd. 4. [ACTION TO COMPEL COMPLIANCE.] In addition to the
remedies provided in subdivisioné 1 to 3 or any other law, any
an aggrieved person may bring an action in district court to
compel compliance with this chapter and may recover costs and
disbursements, including reasonable attorney’s fees, as
determined by the court. If the court determines that an action
brought under this subdivision is frivolous and without merit
and a basis in fact, it may award reasonable costs and attorney
fees to the responsible authority. The matter shall be heard as
soon as possible.  In an action involving a request for
government data under section 13.03 or 13.04, the court may
inspect in camera the government data in dispute, but shall
conduct its hearing in public and in a manner that protects the
security of data classified as net-pubiie private or
confidential.

Subd. 5. [IMMUNITY FROM LIABILITY.] A state-ageneyry

statewide-systemr—potiticatr-subdivisieny government entity or a

person that releases net-publie private or confidential data

pursuant to an order under section 13.03, subdivision 6, is

immune from civil and criminal liability for the release.

Subd. 6. [IMMUNITY FROM LIABILITY; PERSONNEL SETTLEMENT. }
No cause of action may-~arise arises as a result of the release

of data contained in a termination or personnel settlement

agreement if the data were net-pubiie private or confidential
data as defined in sectiﬁn 13.02, at the time the agreément was
executed but become public data under a law enacted after
execution.

Sec. 21. Minnesota Statutes 1998, section 13.10,
subdivision 2, is amended to read:

Subd. 2. [CLASSIFICATION OF DATA ON DECEDENTS.] Upon the
death of the a data subject, private data and confidential data

shait become, respectively, private data on decedents and
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confidential data on decedents. Private data on decedents and
confidential data on decedents shkait become public when ten
years have elapsed from the actual or presumed death of the
individual and 30 years have elapsed from the creation of the
data. For purposes of this subdivision, an individual is
presumed to be dead if either 90 years elapsed since the
creation of the data or 90 years have elapsed since the
individual’s birth, whichever is earlier, except that an
individual is not presumed to be dead if readily available data
indicate that the individual is still living.

Sec. 22. Minnesota Statutes 1998, section 13.10,

-

subdivision 3, is amended to read:

Subd. 3. [RIGHTS.] Rights conferred by this chapter on
individuals who are the subjects of private or confidential data
shall, in-the-case-eof-private-data-on-decedents-er—-confidential

data-on-decedents upon the death of the data subject, be

exercised by the representative of the decedent. Nenpubiie

Privatevdata concerning a decedent, created or collected after

death, are accessible by the representative of the decedent.
Nething-in This section may-be-censtrued-te does not prevent
access to appropriate data by a trustee appointed in a wrongful
death action. .

Sec. 23. Minnesota Statutes 1998, section 13.30, is
amended to read:

13.30 [ATTORNEYS.]

Notwithstanding the provisions of this chapter and section
15.17, the use, collection, storage, and dissemination of data
by an attorney acting in a professional capacity for the stater

a-state-ageney-or—a-potiticat-subdivisien government entity

shati-be are governed by statutes, rules, and professional
standards concerning discovery, production of documents,
introduction of evidence, and professional responsibilitys
prévided—éhat. However, this section shai%—ne&-be—eenstrued—té
does not affect the applicability of any statute, other than
this chapter and section 15.17, whieh that specifically requires

or prohibits disclosure of specific information.by the attorney,
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nor sheit does this section be-econstrued-te relieve any a
responsible authority, other than the attorney, from duties and
responsibilities pursuant-te under this chapter and section
15.17.

. Sec. 24. Minnésota Statutes 1998, section 13.31, is
amended to read:

13.31 [BENEFIT DATA.]

Subdivision 1. [DEFINITION.] As used in this section,
"benefit data" means data on individuals collected or created
because an individual seeks information about becoming, is, or
was an applicant for or a recipient of benefits or services
provided under various housing, home ownership, rehabilitation
and community action agency, Head Start, and food assist